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Independent Statutory Review Committee
Access to Information and Protection of Privacy Act

________

Newfoundland and Iabrador

March2015

The Honoumble Steve Kent
Minister Responsible for the Office of Public Engagement
Executive Council
Government of Newfoundland and Labrador
P.O. Box 8700
St. John’s, NL
AID 416

Dear Minister Kent,

in accordance with the terms of reference, the ATIPPA Review Committee is pleased to present
the Report of the 2014 Statutory Review of the Access to information and Protection ofPrivacy
Act,

The report has been produced in two volumes — an Executive Summasy (Volume I) and the fill
Report (Volume U), which provides detailed fmdings and recommendations, including a draft bill
for your consideration.

We are grateful to the many citizens and stakeholders who submitted theft views tots and who
took the time to make presentations before the Committee at the public hearings.

We submit this report and draft bill for your attention and trust that the recommendations of the
Committee will be accepted as being responsive to former Premier Maisball’s expressed desire
that the province have “a song statutory framework for access to information and protection of
privacy, which when measured against international standards, will rank among the best.”

Sincerely,

2014 Review Committee
Clyde K. Wells. Chair
Doug Letto and Jennifer Stoddait

Sulto C, Sa Thobum Rood. St. Jphn’o. FL AID 3M2 ‘Phone, 1944.7202805 or 700.7202805 ‘info(Jparcnl.ea
FOK: 709-I2D-2724 ‘Websile: wparcnI.Ca
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INTRODUCTION

The Introduction will explain
• how the report is organized
• how the Committee was created, and its purpose
• how the Committee interprets the directions it

has been given

• the Committee’s structure and methods of

operating

Organization of the report

• the public consultation process the Committee
put in place and the response

• the public hearings and the people we heard
from

• the kind of research we did

This report will begin with an explanation of the Com
mittee’s organization, a description of the approach to ex
ercising its mandate, and an account of the Committee’s
work up to the completion of the public hearings. The
report will then be divided into sections based on topics.

This report has been structured so that all matters
relevant to a given topic are addressed in one section. For
example, all aspects of the role and responsibility of the
Commissioner are dealt with in a single section. Other
topics are dealt with in the same manner. Occasionally
the same or a similar recommendation may appear in

more than one part of the report This is a consequence of
the same issue occasionally arising under different topics.

Ml recommendations appearing throughout the
report are also listed in a summary of the recommenda
tions. As required by the Terms of Reference, there is an
executive summary for those who do not wish to wade
through the full detail in order to understand what the
Committee has recommended and why it made those
recommendations.

The Committee also concluded that it would be
useful to explain the nature of its mandate, the circum
stances in which it arose, and how it was carried out.

Mandate

Section 74 of the Access to Information and Protection of

Privacy Act (the “ATIPPA” or the “Act”) requires the
periodic appointment of a review committee:

After the expiration of not more than 5 years after the

coming into force of this Act or part of it and every 5
years thereafter, the minister responsible for this Act shall
refer it to a committee for the purpose of undertaking a

comprehensive review of the provisions and operations
of this Actor part of it.

This is the only provision of the Art that deals with
review of the legislation. Consequently, statutory guid

ance for the Committee is limited to the words “under
taking a comprehensive review of the provisions and
operations of this AcC

The current review was established little more than
three years after the report of the last review was filed. It
appears that the review was called before the five.year
requirement because of widely expressed concern about
amendments to the legislation. These were implemented
in 2012 by the statute commonly referred to as Bill 29.
The Committee concluded that this would not be a rou
tine five-year review of the Act. In fact, the Committee’s

INTRODUCTION I
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first consideration, at its initial meeting on 9Apr11 2014,

was to consider carefully the nature of its task in order

to identify the principles necessary to carry out its

mandate.

Between the time of the announcement in March

2014 and the commencement of the public hearings in

June 2014. many people, generally and in the media,

were referring to the Committee as the “Bill 29 Inquiry:’

While it does not correctly indicate the focus of the

Committee’s work, that fact does highlight the popular

perception of the purpose and role of the Committee.

That perception may have been driven by the reference

to Bill 29 in the Terms ofReference. Ma result, it became

necessary for the Chair to address the issue in the

course of the presentation by one of the first presenters:

I’m just going to stop for a moment to say something to
you because I’m a little concerned about your thrust so
far. This Committee is not an inquiry into Bill 29 or how
it came about or why it came about, or what personal
information and motivation caused it. Although many in
the media and other places have referred to it as the Bill
29 inquiry, it is not that. That is not within our Terms of
Reference. The only mention of Bill 29 in our Terms of
Reference follows the explicit direction to do an assess
ment, a complete and independent comprehensive review
of the Access to Information and Protection of Privacy
Act, and then there is a phrase “including amendments
made as a result of Bill 29:’

So, we have to look at the acceptability in the overall
context of access and privacy, and how it functions, what
those amendments cause. A passing reference to what
you think drove Bill 29,1 think you’ve covered that, but I
just want to let you know that I think spending a great
deal of time on it would be in excess of what’s set out in
our Terms of Reference and our primary thrust should

be assessment of the way the ATIPPA functions and how
the amendments in Bill 29 altered it and how that should
be revised.’

The Committee, then, was guided at least partly by

the circumstances giving rise to its appointment two

years ahead of schedule, as well as by the statutory pro

vision. There were two other key sources of guidance.

One was former Premier Marshall’s news release of 18

March 2014 announcing the appointment of the Com

mittee (see Appendix A). There, he said: “Government is

committed to ensuring that Newfoundland and Labn

dor has a strong statutory framework for access to infor

mation and protection of privacy, which when measured

against international standards, will rank among the

best’ Government representatives made a presentation

at the public hearings in August, and nothing the Com

mittee heard from them would indicate any weakening

of that commitment.

One of the early presenters, the Centre for Law and

Democracy (CLD), emphasized the Premier’s statement.

In its written submission, the Centre indicates that it

“wholeheartedly shares this desire” but cautions that

making it a reality “is not merely a question of repeal

ing Bill 29. Rather it will require root and branch reform

of the ATIPPA framework.”2 That assessment turned out

to have a greater degree of accuracy than the Committee

had initially accorded it. No other participant addressed

this aspect specifically. A number expressed the view

that the major issues could be addressed simply by rec

ommending repeal of Bifi 29.

Although the Committee does not view the Pre

mier’s comment as a specific direction, we have concluded

that it is an appropriate umbrella objective for the Com

mittee to apply. Making recommendations that will

ensure a strong statutory framework which, when mea

sured against international standards, will rank among

the best in the world, is an objective that the Committee

kept constantly in sight in the course of its review.

2 CLD Submission, July 2014. pp 1—2.Lono Transcript. 25 June 2014, pp 13—14.

2 ATIPPA 2014 sTATUTORY REVIEW — vOLUME TWO
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The more specific source that provides guidance to the Committee is, of course, the Terms of Reference under which

the Committee has functioned. It is convenient to set them out here.

Statutory Review of the Access to Information and Protection ofPdvaeyAct

Tenns of Reference

The Access to Information and Protection of Privacy Act, SNL2002, c. A-t.I (ATIPPA) came into

force on January 17, 2005, with the exception of Part IV (Protection of Privacy) which was subse
quently proclaimed on January 16, 2008. Pursuant to section 74 of the AI7PPA, the Minister Re
sponsible for the Office of Public Engagement is required to refer the legislation to a committee for

a review after the expiration of not more than five years after its coming into force and every five

years thereafter. The first legislative review of ATIPPA commenced in 2010 and resulted in amend
ments that came into force on June 27, 2012. The current review constitutes the second statutory

review of this legislation.

I. Overview

The Committee will complete an independent, comprehensive review of the Access to Informa

Lion and Protection of Privacy Act, including amendments made as a result of Bill 29, and pro
vide recommendations arising from the review to the Minister Responsible for the Office of

Public Engagement (the Minister), Government of Newfoundland and Labrador. This review
will be conducted in an open, transparent and respectful manner and will engage citizens and
stakeholders in a meaningful way. Protection of personal privacy will be assured.

2. Scope of the Work

2.1 The Committee will conduct a comprehensive review of the provisions and operations of the Act
which will include, but not be limited to, the following:

Identification of ways to make the Act more user friendly so that it is well understood by
those who use it and can be interpreted and applied consistently;

• Assessment of the “Right of Access” (Part II) and ‘Exceptions to Access” provisions (Part
111) to determine whether these provisions support the purpose and intent of the legislation

or whether changes to these provisions should be considered;

• Examination of the provisions regarding “Reviews and Complaints” (Part V) including the
powers and duties of the Information and Privacy Commissioner, to assess whether adequate

measures exist for review ofdecisions and complaints independent of heads of public bodies;
• Time limits for responses to access to information requests and whether current require

ments are appropriate;

• Whether there are any additional uses or disclosures of personal information that should be
permitted under the Act or issues related to protection of privacy (Part IV); and

• Whether the current ATIPPA Fee Schedule is appropriate.

2,2 Consideration of standards and leading practices in other jurisdictions:

• The Committee will conduct an examination of leading international and Canadian prac
tices, legislation and academic literature related to access to information and protection of

INTRODUCTION I 3
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privacy legislative frameworks and identify opportunities and challenges experienced by
other jurisdictions;
The Committee will specifically consult with the Information and Privacy Commissioner
for Newfoundland and Labrador regarding any concerns of the Commissioner with exist
ing legislative provisions, and the Commissioner’s views as to key issues and leading prac
tices in access to information and protection of privacy laws.

3. Committee processes
3.1 For the purpose of receiving representations from individuals and stakeholders, the Com

mittee may hold such hearings in such places and at such times as the Committee deems
necessary to hear representations from those persons or entities who, in response to invita
tions published by the Committee, indicate in writing a desire to make a representation to
the Committee, and make such other arrangements as the Committee deems necessary to
ensure that it will have all of the information necessary for it to fully respond to the require
ments of these terms of reference.

3.2 The Committee may arrange for such accommodation, administrative assistance, legal and
other assistance as the Committee deems necessary for the proper conduct of the review.

4. Final Committee Report and Recommendations
The Committee will prepare a final report for submission to the Minister. The report will include:

• an executive summary;
• a summary of the research and analysis of the legislative provisions and leading practices in

other jurisdictions;
• a detailed summary of the public consultation process including aggregate information

regarding types and numbers of participants, issues and concerns, emerging themes, and
recommendations brought forward by citizens and stakeholders; and

• detailed findings and recommendations, including proposed legislative amendments, for
the Minister’s consideration.

4 ATIPPA 2014 STATUTORY REVIEW — VOLUME TWO
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At the outset, the Committee carefully weighed the ex
plicit directions in the Terms of Reference and reached
several major conclusions about how to properly carry
out its mandate.

1. Independent review

The Committee interpreted the words, “The Committee
will complete an independent comprehensive review”
to mean that the Committee should complete its work
entirely independent of Government, with two excep
tions: Government agencies would provide the facilities,
and staff and expenses would be paid at Government
rates. Achieving this independence required establish
ing processes whereby there would be no possibility of
any agency of Government monitoring the Committee’s
work or communications facilities and activities, and no
means by which Government could interfere with or
influence the work of the Committee.

This approach made it necessary to obtain email and
network data management services through a private
service provider, rather than the agency providing those
services to government departments and agencies.
Achieving this level of independence from Government
presented some difficulties, but we were satisfied that the
objective could be achieved with the accommodation of
agencies such as the Office of Public Engagement (OPE)
and the Office of the Chief Information Officer (OClO).

The Committee felt it could maintain the neces
sary independence without setting up its own separate
accounting and expense payment functions, which
would have been costly. A process was put in place that
required conformity with Treasury Board rates and pro
cedures, approval by the Chair of expenses, and payment
of approved expenses by the OPE.

In all of these matters the Committee enjoyed the
full cooperation of Government.

2. Open and transparent

The Committee concluded that the direction in the
Terms of Reference that the review had to be “conducted
in an open, transparent and respectful manner” would
require that all oral presentations be made in public

hearings and all written presentations be made public.
The Committee also felt that openness and transparency
could best be achieved if the media had access to audio
and video recordings of the hearings and if the public
had access to webcasts of the proceedings, both in real
time and later. (See Appendix 0).

Based on the previous review, the Committee fore
saw the possibility that some might wish to make private
or confidential representations. The Committee decided
that oral presentations would be public unless there was
a reasonable basis for concern that disdosing the pre
senter’s identity or comments could result in serious
adverse consequences. Oral presentations would be in
open public hearings and written presentations. with
any personal information redacted, would be published
and the presenter identified on the Committee’s website.
(See Appendix B)

3. Engagement of citizens and stakeholders in a
meaningful way

The Committee was required to make every reasonable
effort to facilitate and encourage the fullest possible
“engage[ment ofl citizens and stakeholders in a mean
ingful way:’ As a result, the Committee resolved to pro
mote participation by advertisement, news interviews,
and any other reasonable means.

4. A more user-friendly Ad

The Terms of Reference give the Committee specific
direction to “make the Act more user friendiy7 The
Committee treated this as a second umbrella objective,
and it informed all recommendations the Committee
made. The Committee concluded that this meant creat
ing recommendations that would make the process of
requesting information simpler, cheaper, and faster, and
that would provide a convenient, speedy, and less costly
review and appeal process.

5. Right of access and exceptions to access

The Committee is required by the Terms of Reference to
assess existing provisions of the Act providing for the
“Right ofAccess” and “Exceptions to Access” to determine

INTRODUCTION 5
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whether those provisions support the purpose and in
tent of the Act. The purposes of the Act are expressed in
subsection 30). It reads as follows:

3.(1) The purposes of this Act are to make public
bodies more accountable to the public and to pro
tect personal privacy by

(a) giving the public a right of access to records;
(b) giving individuals a right of access to, and a

right to request correction of, personal infor
mation about themselves;

(c) specifying limited exceptions to the right of
access:

(d) preventing the unauthorized collection, use
or disclosure of personal information by pub
lic bodies; and

(e) providing for an independent review of deci
sions made by public bodies under this Act.

Those values would dictate adopting the presump
tion that all records must be released on request, except
for the limited exceptions recommended by the Corn
miflee. The Committee also concluded that the specific
direction in the Terms of Reference invited us to make
recommendations that would foster within public bodies
a culture more conducive to achieving the stated pur
poses of the Act. That required the Committee to identi&
and express the stature that the right to access informa
tion and the right to protection of personal privacy
should have in our society. Otherwise, it would have
been extremely difficult to settle upon recommenda
tions for legislative changes that would properly balance
the interests of these rights and the many competing
rights and interests.

This approach also required the Committee to de
cide on a standard by which limited exceptions could be
specified. Ordinarily, a comprehensive review of the
ATIPPA would include all amendments without specific
reference to any one amendment. However, all of the
circumstances under which the Committee was ap
pointed, together with the direction to include in its
comprehensive review “the amendments made as a result
of Bill 29.” would require it to consider the exceptions

not only as they now are in the Act, but also as they were
prior to Bill 29.

The Committee concluded that we had to go beyond
simply examining legislation respecting the right to
access and exceptions to access in this province. We
needed to look at exceptions to access generally accepted
in the other jurisdictions of Canada, as well as in de
mocracies of the Western world that are politically and
culturally similar to our own. These considerations
would have to be weighed in the context of the repre
sentations from the people who would make written or
oral submissions to the Committee. The Committee
interpreted all of this to mean that every record in the
custody of public bodies should be presumed to be acces
sible, except to the extent necessary

• to avoid interfering with protected personal
privacy

• to avoid demonstrable harm to third parties
• to conform to long-established and well-recog

nized legal principles
• to avoid unduly interfering with the ability of

the Executive Government, its agencies, and
other institutions involved in the process of
government, to function as they should in a
free and open parliamentary democracy

• to be reasonably consistent with principles and
best practices reflected in other Canadian and
in international legislation

6. Reviews and complaints

A further specific direction is to examine the “Reviews
and Complaints” provisions, “including the powers and
duties of the Information and Privacy Commissioner:’
The stated purpose of that review is to ensure that
“adequate measures exist for review of decisions and
complaints independent of heads of public bodies7 The
Committee also concluded that this responsibility must
be carried out in the context of the mandate to make the
Act more user friendly. That calls for procedures that are

effective while requiring the least possible time, cost,
and complexity.

6 ATIPPA 2014 STATUTORY REVISW — VOLUME TWO
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7. Tune limits

The Committee was directed to consider time limits for
response to access to information requests and whether
current requirements are appropriate. The Committee
concluded that it must consider procedures that would
result in quicker responses and ensure adherence to the
time limits. Without such measures, it would be difficult
to make the Act “more user friendly.”

8. Additional uses or disclosures of personal
information

Most of the directions in the Terms of Reference and
submissions by participants focused on access rather

Establishing the Committee’s operations

than privacy. Nevertheless, the Committee concluded it

had a specific responsibility to consider legislative
amendments that could improve both access to infor
mation and protection of personal privacy.

9. Fees and costs

A direction in the Terms of Reference specifically re
quires the Committee to consider “whether the current
ATIPPA Fee Schedule is appropriate.” This is related to
making the Act “more user friendly, but there are other
considerations as well, so the Committee views the fee
schedule as a distinct concern. It was addressed as such
by a significant number of participants, and is treated
separately in this report.

Facilities and staff

The Committee was able to put staff and facilities in
place at the time of its initial meeting. The Government
had unoccupied space under lease at 83 Thorburn Road
in St. John’s, and was able to make it immediately avail
able to the Committee.

The Committee was fortunate that Virginia Con
nors, who had served the Cameron Inquiry and other
inquiries as a highly competent and experienced admin
istrative officer, was available to start work almost imme
diately. She has been largely responsible for the efficient
creation of the office, the organization of the public
hearings and related recording and webcasting services,
and the smooth running of the entire operation. The
Committee expresses its sincere appreciation to her.

The Committee was also fortunate to engage the
services of a skilled lawyer with significant research and
legislative drafting experience. Tracy Freeman’s dedica
tion and skills have greatly enhanced the Committee
members’ research and legal analysis. The Committee
acknowledges its indebtedness and expresses gratitude
for her dedication and efforts.

The Committee was able to complete the staff

complement quickly by engaging Jeanette Fleming. an
experienced retired office administrator, as informa
tion management coordinator. Tina Murphy joined the
team on a work term to meet the graduation require
ments for her training program. Her skills and dedica
tion during that brief period were so impressive that
she was asked to stay on as the office assistant. The
Committee is indebted to both Jeanette and Tina for
their faithful and dedicated efforts.

After the drafting of the report was well underway
it was necessary for the Committee to retain the services
of an editor to ensure that its report was presentable and
easily readable. We were fortunate to obtain the services

of Dr. Claire Wilkshire. The Committee is grateful for
the superb quality of her work and the most pleasant
manner in which she performed it, as well as her overall
ability to bring together in a single document the sepa
rate writings of the Committee members.

The staff were largely responsible for marshalling
the factual material and submissions received to make
them accessible to the members, assisting with or carrying

out most of the research that was done, managing the
shape and structure of the report, editing and arranging

INTRODUCTION I 7
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the material written by the members to be presented in
a reasonably reader-friendly form, and attending to all
administrative issues. The members of the Committee

express their deepest gratitude to all for their most com
petent work and their loyal and dedicated service.

Information management and communications

The challenge of establishing adequate information
management and communications facilities could have

delayed the start of the Committee’s work considerably.

However, the deputy minister and staff at the Office of

Public Engagement helped arrange for prompt telephone

Process

and information management services through Bell
Miant and the OCIO.

With the cooperation of the OCIO and Bell Aliant,

the Committee was able to establish email and network
services that were entirely independent of Government.

Although the Committee originally contemplated that
website services would also be independently provided,

it became obvious that because of the public nature of a
website, independence from Government was not an
issue.

The Committee expresses appreciation for the ex
tensive efforts of all involved at the OPE, the OCIO, and
Bell Miant

Directed consultation with the Office of the
Information and Privacy Commissioner (OIPC)

The Terms of Reference direct that the Committee ‘wilI

specifically consult with the Information and Privacy

Commissioner” as to any concerns the Commissioner

may have with the existing legislative provisions and as
to key issues. The Committee concluded that this ap

proach was particularly appropriate, considering the

OIPC’s knowledge of access to information and protec

tion of privacy issues, and the role of the Commissioner

under the Act. It was agreed that representatives of that
office would appear as the first presenters, to provide

foundational information and information as to the

manner in which operations had been carried out under

the Act.

It was also agreed that it would be beneficial to have
representatives of that office appear as the find presenters.

to add any comments they desired to make after reading

and hearing the submissions of the other presenters
during the review. The OIPC also agreed to prepare a

supplementary written submission that addressed topics

raised by the Committee during their second oral presen
tation and to respond to matters raised in written submis

sions the Committee received following the hearings.

The Committee expresses appreciation to Commis

sioner Ed Ring and to the Director of Special Projects,

Sean Murray, for their ready acceptance of the Commit

tee’s approach. The Committee was encouraged by the

OIPC’s constant presence at all of the public hearings

and grateM for the information they provide&

Engaging citizens and stakeholders in a meaningful
way

The Committee interpreted the direction set out in the

Terms of Reference to °engage citizens and stakeholders

in a meaningful way” as requiring that it promote par

ticipation by citizens and stakeholders in the Committee’s

work.

The Committee used various means to generate re

sponses from a broad cross-section of the public. This

started with a news release and a media interview with
the Committee at the end of its original three-day

meeting. Advertisements were placed in newspapers

throughout the province in late April and early May

2014 to ask people and organizations wishing to make a
presentation to notify the Committee. The Committee

took advantage of every possible media opportunity to
promote public interest. The Committee facilitated easy
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online participation by the public by using its website to

pose several questions on each of five topics:

• accessing information under the ATIPPA

• protection of privacy

• the role and powers of the Commissioner

• making the ATIPPA user friendly

• ATIPPA fees

There was not a significant response by members of the
public to this online effort to engage them.

Expressions of interest

The Committee received a total of sixty-nine expressions

of interest from persons or organizations interested in

making representation on the provisions and operations

of the Act. Ultimately, eight of those were withdrawn.3

The Committee was disappointed that there were

only 12 expressions of interest from people living out

side the St. John’s area, and ultimately 3 of those were

withdrawn. Of the remaining 9, 3 provided formal

written submissions and indicated they did not wish to

attend public hearings. Five wished to make only the

comments set out in their expressions of interest. Only
2 people from outside the St. John’s area spoke at the

hearings. They came from 2 different communities in

widely separate areas of the province. None were from
Labrador.

Table 1 indicates the areas from which expressions of

interest were received and what resulted from them.

Establishing hearings in two widely separated areas

of the province to hear one representation in each would

have been inordinately expensive. At an early stage the

Committee explored alternatives with those from out
side the St. John’s area who had expressed interest in

presenting. The Committee offered to reimburse the

cost of their travel to St John’s to present. The Committee

thanks them for their ready acceptance of this alternative.

The Office of Public Engagement approved, and the

3 Four of the eigln that were withdrawn came from govern-
man &panincnls whose deputy ministen appeared before
the Conwüttce with the Minister responsible for the Omcc
of Public Engagement.

Committee arranged for reimbursement of the expenses
of 2 presenters.

ifle 1: &nroy of bpiss& of Interest (By lnbi)

[nwtn hint p
Wdt&a(fond) hesaka Sárssixi

Stlolii’s 44 iS 17 12

CanteprionBoySouth 2 1 1

Mount Pearl 4 4
PerlUgol Cave—St. PMifl 2 2

(abanear 1

aarke’s&rjth 1

Giapdkm 1 1

Romeo 1

Baikland 1 1

Marystawii 1

Botwood 1 1

a 2 1 1

Pnderia 1 1

SLBmbe 1 1

Stephentile I

5 2 3

ToW 69 21 32 16
&qnalby the MIWA Res*w &nriffl Oke

Table 2 indicates the general nature of the segments
of society from which the representations originated.

ToNe 2: Sumaryaf Expres& of Interest (by Sthhokier Group)

Giouis Interest Pubk Written WdMtawn
(Told) Resenlafian Subaissian

GenemlPjblic 30 7 18 5
kthmia/ 5 3 2
Researcher

&& 7 3 3

d 1 1

k&Body 15 6 3 6

Busiz 2 2

hiterestC’raup 7 5 2
PkdFty 2 2

Told 69 21 32 16

hitheAllff4Rev*w&neriiteO&e
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Despite the fad that 89 percent of the population

lives in the 276 incorporated municipalities in the prov

ince and all of the municipalities are public bodies under
the Act, the Committee did not receive an expression of
interest from any municipality. and nothing from the
organization that represents municipalities. A council

member from one municipality and a town clerk from
another made representations on one or two matters of
particular concern to them. The mayor of the council
member’s municipality and three citizens commented in
response to the council member’s submission. A jour
nalist also focused most of her comments on the practices

of that particular municipality, as they relate to access to
information and protection of privacy.

Hearing from those responsible for providing the
information

The Committee wanted to hear from a broad cross-

section of the public, but also from those responsible for

providing access to information in the possession of

public bodies and protecting the personal information
Government collects from citizens. The Committee

looked to two such groups. One was the 343 ATIPP
coordinators in departmental offices, municipalities.

and other public bodies throughout the province. The

other group included the Minister responsible for OPE,

and other senior officials of Government departments.

The Committee sent questionnaires to all ATIPP

coordinators, asking questions as to the manner in
which their offices managed ATIPP requests, the kind of

support they received, and the attitude of their superiors

towards meeting the requirements of the Act. To avoid

any coordinator concerns about possible adverse conse

quences of responding to the questionnaires, the Com

mittee put in place special measures to ensure that

coordinators could complete and return the documents

without the possibility of being identified. Some 122 of

the 343 people to whom we sent the questionnaires re

sponde& Collectively, the responses provided valuable

information about how Government offices and other

public bodies have responded to requests for informa

tion and shed some light on attitudes prevalent within
Government, municipalities, and other public bathes.

The Committee also asked the deputy minister in
the Office of Public Engagement to advise all deputy

ministers, and any other public servants who might be
interested, that the Committee was interested in hearing
from them. The Minister responsible for the Office of
Public Engagement and several deputies and officials

made presentations and answered the Committee’s ques

tions. The Committee appreciated their participation.

The public hearings

The Committee held three sets of hearings (Appendix

B), one from 24 to 26 June, another from 22 to 24 July,

and the third from 18 to 21 August. 36 people were

involved in presentations at the hearings. Table 3 indi

cates who the presenters were, the name of any organi
zation they represented, and the capacity in which they
appeared before the Committee.

The hearing room could accommodate a modest

number of observers. An adjacent room with electronic
audio and video feed provided accommodation for the

media. On the whole, the hearthgs went smoothly, with

only an occasional technical glitch interrupting the

real-time webcasting of the proceedings. Except for the

opening morning and the day when the Minister respon

sible for the Office of Public Engagement and other

Government representatives appeared, there were never

more than a handful of persons present, and for some

sessions only one or two were present However, the

Committee was advised that for several sessions the elec
tronic tracking indicated a fairly significant audience

watching the webcast Based on that information and the

processes outlined above, members of the Committee are
satisfied that the direction that the review be conducted

in an open and transparent manner was fully satisfie&
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l’.g Pa

24 Arm 2014 Ed Riç, fr&nflnJ Pdwxy ConmissDe Office of HE Wmnwfri 3id Pã.y (nts
Sean )&nro Direclor, Speó Project Office of nirn atomdon arid Privacy Ccmmitsianer

25 June2014 Vou9Im Hammond, [ec1or of Provincial Affairs (Nb (armdian Federalica, of lndepaidem Business

Senon Law, Private Ofizen St Wm’s, HI
Ed Hdlett, Private fifizen St. WE’s, HI

Kathiyn Webourn, Pubasher Nailbeast Aenkn limes
Eat Andrews, Private Citizen Portugal Cove—St. PhIWS, HI

26 Juno 2014 mMthad, Reporter ThmWqr

Gerry Rogers, Member of Her.e of ksart4y New Dernwatk Pasty

Ivan Morgan, Researcher Hew Dernocrafic Party

Sex Murray, Director, Special Prct Office of the trintk, mid Privacy Canmtsiore

Ed Rug, (nr&ámr Office of the niriltri mid Privacy (onmtsiocw.
22 July 2014 Dwight SoP, Member of House of Assembly Leadei of Dffl±loppasifian

lay Sadie, Birder of Research and Policy Official Opposition Office
23 July 2014 Govici Will, Municipal Coundlar Portugal Cove—5t. Philips, NI

24 July 2014 MJ&el Kawiticoles, Lawyer Centre for Low arid Democracy

Bony Bley, President Oicb & Company Ltd.

David Read, Vicef’uesidenl flicks & Company Ltd.

Tew,’Bwty,PrivvteOlizei flwn,NI
18 August 2014 Suzrm Legat, Federal friforixtion Cornotskira Office of dw Ir&nxkii CWTEn&thr of Camk

kcqueue hGi P&y Aumlyst Office of dw latn&n Cwwnt*rw of Crania

Peter Gullage, Eeecufive Ploóxer (BC Hews, NI
Sean Merenw, Senior Legal Counsel CBC/Rothotanada, Tanam
Dr. Nicole O’Brien, AT?PM Committee Representative Newfoundland and h±rador Yetericery Medcal Assadafon
Dr. Kate Wilson, President Newfoundland and hñador Vetesicary Medcal Associafion

19 August 2014 Hon. Sandy (dim, Minister Responsible far Office of Pubk Engagemeni
Rathee Cochrane, Deputy t&nter Office of Public [ogagement
Victoria Woadwothtynns, Diechi MW? Office, Office of Pab& Eugageanent
[hi MaOar, (hi In!ntion Olke Office of HE (Net kbrmtirn Officer

&.wviwe Doukç, Deputy MitIer &tneet of O Youth mid Fordy Services
Nastuk O’RieVy, Deputy Minister Cepeatmeat of votlan, Busuiess and Rural flewkprwt

Paul Noble, Deputy MMñta arid Deputy Attorney General Deprnneit of Mcs

20 August 2014 Rosamry Ibome, th**.sity ?thixy Officer Memorial University

Morgan Cocçei, Associate We-President (kodenQ Faculty Waits Mnial University

Sheley Snith, Chief lnbnctian Office. Memorial University

lynn Haimnond, Pivote Citizen St Jofi’s, NI

Jim Keatiog, Vicefnesident, Nab, Oil and Gas Nalcar Energy

Tracey Peruiel, Legal Counsel & All PP Caordiarvmr Halcoa Energy

21 bo1 2014 Ed Rite, Conn&ka Office of dw Wn*n mid ?ftraqComáiwmi

Sex &my, Dlfl Specd Projects Office of the kimnxifxrn mid Privacy Cnrtsiorw.

To 36 Presenters

hdbytheAflffARa*w&nriffieOthce
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Research

The Terms of Reference required the Committee to
consider standards and leading practices in other juris
dictions and, in particular, specified that the Committee
would conduct an examination of leading international
and Canadian practices, legislation, and academic lit
erature. That requirement involved significant research.
The research is summarized in the following para
graphs; the specific elements will be addressed in detail
in the Committee’s analysis of each of the topics under
consideration.

Legislative provisions in other jurisdictions

The Committee examined legislative provisions and
practices in the other Canadian jurisdictions and in a
number of international jurisdictions. The focus was on
jurisdictions with cultural, linguistic, historical, polhi
cal, and legal traditions similar to those of this province,
including a Westminster-style process of parliamentary
government. That meant, chiefly, practices in Australia
and its states, New Zealand, the United Kingdom, and
Ireland. While the United States and its individual states
have similar traditions, their access to information
practices have developed somewhat differently from
those in the Commonwealth countries. The Committee
also looked, in a more cursory manner, at practices in
other international jurisdictions, particularly Mexico.
While that was informative, we are satisfied that our
emphasis should be on practices in the Commonwealth
countries mentioned above.

Counsel for the Committee has carried out much of
the research respecting legislative provisions in compa
rable jurisdictions. However, the Office of the Information
and Privacy Commissioner provided helpful research
respecting other Canadian provinces.

The Committee benefitted greatly from a presen
tation by the Information Commissioner of Canada,
Suzanne Legault, who also provided the Committee
with detailed comparative legislative research her office
had completed. It included the federal legislation, as
well as legislative provisions from several of the Canadian

provinces and a variety of internationaL jurisdictions
induding Australia, Mexico, New Zealand, the United
Kingdom, and the United States. The research also in
duded the provisions of the Model Inter-American Law
on Access to Public Information. It encompassed infor
mation as to legislative provisions respecting virtually
all of the topics that are of concern to the Committee.
The Committee greatly appreciates that assistance from
the Information Commissioner of Canada.

The Committee expresses appreciation to the Pri
vacy Commissioner of Canada for making the effort, so
quickly after his appointment, to communicate with
the Committee. The list of reading materials promptly
provided by Melissa Fraser-Arnott, Librarian at the
Office of the Privacy Commissioner of Canada, was
very helpful.

Not surprisingly, for the reasons noted above, the
Committee found the legislation of the Commonwealth
countries to be of the greatest assistance. As a result, in
the course of considering each topic, the Committee
referred primarily to the legislative provisions from the
Commonwealth jurisdictions for guidance.

At the time of writing this report, Australia is de
bating changes to its information rights legislation. The
outcome is uncertain, but the Committee believes the
Australian experience remains valuable.

Leading international and Canadian legislation
and practices

The Committee examined in detail the Canadian federal
access to information and protection of privacy legisla
tion and practices as well as the legislation and practices
in the other provincial jurisdictions. It found the laws
and practices in place in British Columbia, Alberta,
Ontario, and Nova Scotia to be most helpfril in general,
but has benefitted from examining the practices in all of
the Canadian jurisdictions. The Committee also learned
from its consideration of the approach taken in the
United Kingdom, where the practices that have been
developed are a significant supplement to the legislated
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regime. These benefits will be clear from the Commit
tee’s analysis of each of the topics.

Academic literature related to access to inhrma
lion and protection of privacy

Canadian and international scholarship, now accessible
on the Internet, provided the Committee with a virtually
unlimited source of academic papers and other treatises,
from all parts of the world, dealing with the relevant
topics. The bibliography attached will indicate those
sources most relied upon in preparing this report. The
Committee also examined a number of international

Recommended statutory changes

treaties, some of the provisions of which pertain to the
issues under consideration.

Our experience demonstrated that the Internet
provides a superb facility for proactive government ±5-

closure of information.
By far the most intense and challenging portion of

the Committee’s work was the period of research, assess
ment of representations, and preparation of the report
that started in early September. The Committee members
shared the writing responsibilities and each contributed
in full measure to the overall result, with significant assis
tance from the diligent efforts of the staff.

Early in the course of its work the Committee realized
that the basic observation of the Centre for Law and
Democracy was accurate. It would be necessary to under
take an overhaul of the existing ATIPPA, in order to
address the various issues raised by citizens and organi
zations, as well as the Commissioner.

It might not be the “root and branch” reform urged
by the Centre for Law and Democracy but it would be
sufficiently extensive that the task could not be completed
by simply recommending amendments to existing pro
visions.

It ted the Committee to conclude that the more
practical approach would be to draft a revised statute.

Ma result, the Committee agreed that reporting to
the Minister and the public could be best achieved by
these means:

• outlining each issue, the relevant legislative
provisions and any other legal factors

• describing and assessing the views expressed
by participants and the Commissioner

• identifying comparable legislation and practices
in other jurisdictions

• analyzing these factors and explaining the basis
for the Committee’s conclusions

• identifying its recommendations on each issue
and expressing them generally in descriptive
terms but not necessarily in legislative form

• ultimately. expressing the Committee’s precise
legislative recommendations by drafting a re
vised statute to give effect to the recommenda
tions described in general tents throughout the
report

Taking this approach had two significant benefits:

• First, it enabled the Committee to express its
recommendations in more user-friendly lan
guage instead of the more difficult-to-follow
language of legislation.

• Second. it enabled the Committee to express its
specific recommendations for statutory change
in the context of the statute as a whole, thereby
making it much easier for readers to assess the
overall effect of the statutory changes being
recommended.

In this way the Committee was able to identify and retain
without change the many provisions of the existing
ATIPPA that work well and add to those the newly

INTRODUCTION I 13

CIMFP Exhibit P-04470 Page 22



drafted provisions necessary to give full effect to those renumbered, and presented in the last chapter of this
recommendations in the report that would require report as the bill by which the Committee proposes to
new or revised legislative expression. The provisions achieve a revised ATIPPA.

were then rearranged into orderly related groupings,

The reader’s attention is drawn to the fact that all references in these
recommendations to section numbers of the ATIPPA are to the existing

ATIPPA and not to sections of the draft bill.

In the recent past the lawfirm with which the Chair is associated has actedfor both Memorial University

and the College of the North Atlantic. Although those matters were not in any manner connected with
this revien the Chair took no part in Committee determination of any issue in respect of which

Memorial University or the College of the North Atlantic made recommendations.
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Chapter One

THE STATURE OF THE RIGHT TO ACCESS INFORMATION
AND THE RIGHT TO PROTECTION OF PERSONAL PRIVACY

‘1n a democracy, all citizens are eligible to participate in the process of governing. Since this is not practical.. .all
citizens should have the right to access any and all information produced during the governing process’

—Frank Murphy, Submission to the Committee

This chapter will
assess and describe the importance that citizens
place on
o the right to access information respecting

public affairs
o the right to protection of their personal in

formation relative to the importance of other
rights

describe how courts evaluate and apply these
rights

General

• assess the approach in other jurisdictions
• summarize the views we heard from citizens

who made representations
• identify the standard that the Committee will

use to recommend legislative provisions appro
priate to provide for these rights

• explain our conclusions and how they should
be expressed in the ATIPPA

The stature of the right to access information, in the con
text of democratic life in the province, pervades a great
portion of the Committee’s considerations. By “stature”
we mean the level of priority to be attributed to the right
by reason of its inherent nature. “Status” is used to refer to
the dassification into which a right is grouped (e.g., statu
tory, constitutional, quasi-constitutional, etc.). The issues
before the Committee are not being considered in a vacu
um. Factors relevant to access to information must be
weighed in the context of the potential impact any recom
mendations could have on other entitlements and tights
of citizens and institutions.

The tight of access will frequently conflict with other
rights, including the right of citizens to have public bod
ies keep their personal information private, and the right
of public bodies to refuse disclosure of several other
kinds of information, including solicitor-client privi
leged documents, Cabinet confidences, and, in certain
circumstances, confidential business information of
third parties. A degree ofcertainty as to the stature of the
right of access is critical. It is central to the discussion
about whether it is useful to protect certain records from
access to information legislation, and how decisions
might be made as to whether the public interest is best
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served by disclosure of a record or refusal to disclose it.

The Committee had to resolve this matter before
being able to address many of the issues before it. It was
also important for the Committee to keep in mind its

two umbrella objectives: to make recommendations

that will result in a statute that will, when measured
against international standards, rank among the best;
and to make the Act more user friendly.

Present stature of access to information and protection of privacy

Legislative provisions

Vhile the whole of the ATIPPA is relevant to either
access to information or the protection of personal pri
vacy, three sections in particular provide the informa
tion that determines and defines the nature of a citizen’s
right to access information held by the government of
this province. It is convenient to consider first the stated
purpose of the Act. The Legislature has expressed the
purpose in section 3W:

3. (1) The purposes of this Act are to make public
bodies more accountable to the public and to pro
tect personal privacy by

(a) giving the public a right of access to records;

(b) giving individuals a right of access to, and a
right to request correction of, personal infor
mation about themselves;

(c) specifying limited exceptions to the right of
access;

(d) preventing the unauthorized collection, use
or disclosure of personal information by
public bodies; and

(e) providing for an independent review of ded.
sions made by public bodies under this Act.

Section 7 refers to a person who makes a request under
section 8, but that section is really only procedural and
describes how a person may access a record. Section 7
confers the right of access in subsection (1) and indi
cates the existence of exemptions in subsection (2):

7. (1) A person who makes a request under
section 8 has a right of access to a record in the

custody or under the control of a public body,
including a record containing personal informa
tion about the applicant.

(2) The right of access to a record does not
extend to information exempted from disclosure
under this Act, but if it is reasonable to sever that
information from the record, an applicant has a
right of access to the remainder of the record.

Other provisions in the ATIPPA limit and qualify
the right to access in respect of specific documents, but
it is those subsections of sections 3 and 7 that define in
general terms the nature of the right of access to infor
mation held by public bodies. The report will address
these other sections when commenting on the specific
topics to which they relate. No provision of the statute
gives specific direction as to the relative importance to
be accorded to the right.

Public concern about the impact of Bill 29 changes
in the legislation on the right to access information ap
pears to have led to the Committee’s establishment in
2014. Understandably; submissions before the Commit
tee focused on provisions that removed certain types of
documents from public scrutiny, and on the limitation
of the powers of the Commissioner to fully review a
public body’s decision to withhold information. However,
Bill 29 also contained major additions and amendments
dealing with protection of privacy.

Some of the amendments had their genesis in the
January 2011 report of John Cummings, Q.C. He noted
that Part IV of the Act, which deals with protection of
privacy and had only come into force on 16 January
2008, caused “frustration and anxiety” on the part of
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public bodies, although less than that caused by access
to information provisions.’ He made no reference to
other opinions on the handling of personal information
except to those offered by public bodies.

In the years preceding the Cummings report, the
House of Assembly passed the Personal Health Infonna

Hon Act (PHM). It came into force in April 2011, just after
the Cummings review had conduded. With the experi
ence of defining how personal information was to be used
in the health sector, public bodies must have gained added
familiarity with the many uses of personal information.

In his report. Mr. Cummings made several recom
mendations to broaden the protection of different types
of personal information and to bring practices in line
with other Canadian jurisdictions (for example, he rec
ommended the introduction of a harms test).

From 2012 onwards, public attention focused on the
parts ofBill 29 that made access to many types ofgovern
ment records more difficult. Changes to those parts of
the Act dealing with personal information went largely
unnoticed. They seemed to fill a gap in privacy protec
tion and attracted little sustained criticism.

The personal information amendments in Bill 29
were significant and did two main things. They resolved
some difficult debates about what constituted personal
information. This had been a particular problem in the
post-secondary educational environment. The amend
ments also provided for a harms test to be used by a
public body releasing personal information. The harms
test assessed what constituted an unreasonable invasion
of a third party’s privacy Much more detailed guidance
about when disclosure of personal information would
constitute an unreasonable invasion of a third party’s
privacy was given in the revised Act. This reflected the
need for a clear standard in some of the most difficult
cases (such as, for example, evaluative opinions given in
the course of competitive processes).

These amendments follow trends in personal infor
mation protection in Canadian society generally. Many
factors in a particular context can create a reasonable
expectation of privacy for an individual. These factors

I Cummings Report (201), p 17.

must be considered in the delicate task ofweighing what
is or is not to be publicly available. What is private in
one context may not be private in another. For example,
information collected for one purpose becomes a privacy
concern if it is allowed to be used for another purpose.
This complex set of realities is a challenge for those who
must interpret the Act.

One scholar described the methods courts should
use to determine what is a reasonable expectation of
privacy by saying that “prevailing social norms are
important markers ... community mores help identify
private information and activities at a conceptual leveU’2
The Bill 29 changes respecting protection of privacy
brought the content of the ATIPPA more into line with
prevailing social norms.

For example, a person’s tax, financial, and health
information, and religious or political beliefs are con
sidered in our society to be personal information, the
release of which would be an unreasonable invasion of
that person’s privacy. Personal information about atten
dance at a public event or receipt of an award is not an
unreasonable invasion of a person’s privacy unless the
person involved opposes the disclosure. Some changes
brought by Bill 29 reveal contemporary sensitivities and
values—the term “assistance levels” was changed to
“income or employment support levels:’ “Remuneration”
was changed to “salary range.” Post-secondary institu
tions are allowed to use the personal information of
their former students to contact them for fundraising?

Administrative practicalities were reflected in new
sections,4 which now allowed a public body to disclose

personal information to a surviving spouse or relative or
to allow for the delivery ofcommon programs or services.

An entire new section was created to cover evalua
tions or opinions made in the context of a competitive
process. This includes awarding of contracts or benefits
by a public body, admission criteria for an academic pro
gram, evaluation of tenure at a post-secondary educa
tional body, the determination of an award recognizing

2 Hunt. Privacy in the Common Law, Queen’s LI 683-681.
3 ATIPPA ss30 and 3&I.
4 Ibid s 39(I)(u)-(v).
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achievement or service, and assessing teaching materials

or research (section 22.1). Similarly, a new section (22.2)

required that workplace investigations remain largely

confidential and personal information be unavailable to

third parties not participating in the investigation. Finally,

the definition of what constitutes personal information

was qualified in one case. An individual’s opinions re

mained personal information. But a new exception was
added: “except where they are about someone els&”

As discussed above, few of these changes attracted

much public comment either at the time of their adop

lion or since, with some exceptions that are dealt with

elsewhere in this report

Other relevant law

In addition to consideration of the statutory provisions,

understanding fully the nature of the right of access re

quires consideration of provisions of the Canadian

Charter of Rights and Freedoms (the Charter) and rele

vant jurisprudence. The right of access to information

held by governments is not explicitly designated as a

constitutional right by the Charter. That is a significant

factor in determining and defining the nature of the

right. A second but related factor is the fact that includ

ing it as a Charter right was considered in 1982 when

the Charter was drafted, but the idea was rejected by the

Special Joint Committee of the Senate and House of

Commons.6 Nevertheless decisions of the Supreme

Court of Canada have resulted in the right of access to

information in Canadian jurisdictions being accorded a

stature of special significance, even though it is not a

constitutional right.

There are many differences among statutory pro

visions in the various Canadian jurisdictions, but the

nature of the right of access does not vary greatly from

one Canadian jurisdiction to another. That results pri

marily from the commonality of democratic values in

all jurisdictions of the country. However, in part at

least, it results from the fact that the Supreme Court

S Ibids2(o)(ix).
6 Klein & Kratchanov, Government Information (2014) ch 1
at I-I.

of Canada is the ultimate appellate court for all Cana

dian jurisdictions. As a result, in its role as the final

interpreter of diverse laws from all of the Canadian

jurisdictions, the court applies the same principles of

law and democracy to appeals from all jurisdictions in

the country. The Supreme Court of Canada’s decisions

constitute the most reliable description of the nature

of the right of access to information, as it has evolved

in Canada through statutory provision and judicial

interpretation.

That court’s initial views on legislation of this kind

and on the nature of the right to access information and

the right to privacy were expressed in the 1997 decision

in Dagg v Canada (Minister of Finance).’ Although the

majority of the court disagreed on the application of the

principles to the facts of that case, they endorsed Justice

LaForest’s exposition of relevant principles. The whole

of his judgment is a scholarly analysis of the competing

principles: the public right of access to information held

by government on the one hand, and the right to protec

tion of personal information held by government on the

other. Obviously, the court was interpreting the specific

provisions of the statutes concerned. In the course of in

terpreting such statutes, courts rely upon long-accepted

principles of law and on the broader principles under

which our democracy functions. That was accepted by

the court in the Reference re Secession of Quebec, where

the court, speaking of the principles implicit in our con

stitutional structure, expressed these views:

Although these underlying principles are not explicitly
made part of the Constitution by any written provision,
other than in some respects by the oblique reference in
the preamble to the Constitution Act, 1867, it would be
impossible to conceive of our constitutional structure
without them. The principles dictate major elements of
the architecture of the Constitution itself and are as such
its lifeblood.

The principles assist in the interpretation of the text
and the delineation of spheres ofjurisdiction, the scope of

rights and obligations, and the role of our political institu
tions. Equally important, observance of and respect for

these principles is essential to the ongoing process of

7 11997) 2 SCR 403 [Dagg].
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constitutional development and evolution of our Consti
tution as a living tree’: to invoke the famous description
in Edwards v. Attorney-General for Canada. [1930] A.C.
124 (P.C.), at p. 136. As this Court indicated in New Bruns
wick Broadcasting Ca v. Nova Scotia (Speaker of tiTe House

of Assembly). [19931 1 s.c.a. 319. Canadians have long
recognized the existence and importance of unwritten
constitutional prindples in our system of government’

It seems likely that in commenting on the nature of

the right to access information in the hands of govern

ment in the Da decision, Justice LaForest was employ

ing principles implicit in our constitutional structure:

As earlier set out, s. 2(1) of the Access to Infornwtion Act

describes its purpose, inter cilia, as providing “a right of
access to information in records under the control of a
government institution in accordance with the principles
that government information should be available to the
public’: The idea that members of the public should have
an enforceable right to gain access to government-held
information, however, is relatively novel. The practice of
government secrecy has deep historical roots in the British
parliamentary tradition...

As society has become more complex, governments
have developed increasingly elaborate bureaucratic
structures to deal with social problems. The more govern
mental power becomes diffused through administrative
agencies. however, the less traditional forms of political
accountability, such as elections and the principle of
ministerial responsibility, are able to ensure that citizens
retain effective control over those that govern them...

The overarching purpose of access to information
legislation. then, is to facilitate democracy. It does so in
two related ways. It helps to ensure first, that citizens

have the information required to participate meaningfully
in the democratic process, and secondly, that politicians
and bureaucrats remain accountable to the

With respect to the nature of the right to privacy, he

wrote:

The purpose of the Privacy Act, as set out in s. 2 of the
Act, is twofold. First, it is to “protect the privacy of indi
viduals with respect to personal information about
themselves held by a government institution”; and sec
ond, to “provide individuals with a right of access to that
information’: This appeal is, of course, concerned with
the first of these purposes.

The protection of privacy is a fundamental value in
modem, democratic states; see Man F. Westin, Privacy and

Freedom (1970), at pp. 349-50. An expression of an indi
vidual’s unique personality or personhood, privacy is
grounded on physical and moral autonomy — the freedom
to engage in one’s own thoughts, actions and decisions...

Privacy is also recognized in Canada as worthy of
constitutional protection, at least in so far as it is encom
passed by the right to be free from unreasonable searches
and seizures under s. 8 of the Canadian Charter of Rights
and Freedoms.’°

In later decisions such statutes are described as

quasi-constitutional. In Lavigne v Canada (Office of the

Commissioner of Official Languages), Justice Gonthier

confirmed the quasi-constitutional status of those

statutes:

The Official Languages Act and the Privacy Act are closely
linked to the values and rights set out in the Constitu
tion, and this explains the quasi-constitutional status that
this Court has recognized them as having.”

S [1998] 2 5CR 217 at paras 51—52.

9 Dagg, supra note 7 at pans 59—61.
ID Ibidatpans64—65.
Il 2002 SCC 53 at pan 25, [20021 2 SCR 773 [Lavigne].
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Evaluating the right to access information

The values described by Justice LaPorest continue to

inform interpretation of Canadian access to informa

tion and protection of privacy laws. This is clear from

the decision of the Supreme Court of Canada in a more

recent case, Ontario (Public Safety and Security) v Crim

inal Lawyers’ Association. In that decision Chief Justice

McLachlin and Justice Abeila wrote:

Access to information in the hands of public institutions
can increase transparency in government, contribute to
an informed public, and enhance an open and democratic
society. Some information in the hands of those institu
tions is, however, entitled to protection in order to prevent
the impairment of those very principles and promote
good governance.

Both openness and confidentiality are protected by
Ontario’s freedom of information legislation, the Freedom
ofinformatior; and Protection ofPrivacy Act, 11.5.0. 1990, c.
E31 (“FIPPA” or the “Act”). The relationship between
them under this scheme is at the heart of this appeal. At
issue is the balance struck by the Ontario legislature in ex
empting certain categories of documents from disclosure.”

Further comments in that case support the conclu

sions as to the inherent nature of the right to access infor

mation that the Committee drew in the course of making

its recommendations. One of the parties in that case had

argued that entitlement to access information held by a

public body is a right protected by section 2(b) of the

Charter. That section guarantees ‘freedom of thought,

belief, opinion and expression.” The court condudeth

Section 2(b) of the Canadian Charter of Rights and Free
doms guarantees freedom of expression, but it does not
guarantee access to all documents in government hands.
Access to documents in government hands is constitution
ally protected only where it is shown to be a necessary pre
condition of meaningful expression, does not encroach on
protected privileges, and is compatible with the function of
the institution concerned.

The first question to he addressed is whether s. 2(b)
protects access to information and, if so, in what circum
stances. For the reasons that follow, we conclude that s. 2(b)

does not guarantee access to all documents in government
hands. Section 2(b) guarantees freedom of expression, not
access to information. Access is a derivative right which
may arise where it is a necessary precondition of meaning-
ltd expression on the functioning of government”

ft is clear that in Canadian jurisdictions the right of

access does not, by itself, enjoy the status of being or

being equivalent to a constitutional right In only one

circumstance can it acquire the enforceability of a con

stitutional right. That circumstance is where access to

the information is “a necessary precondition of mean

ingful expression on the functioning of govemment’

The most recent comment from the Supreme Court

of Canada on these matters comes from its 2014 deci

sion in John Doe v Ontario (Finance). There Justice

Rothstein, writing for the court, wrote:

Access to information legislation serves an important pub
lic interest accountability of government to the citizenry.
An open and democratic society requires public access to
government information to enable public debate on the
conduct of government institutions.

However, as with all rights recognized in law, the
right of access to information is not unbounded, All
Canadian access to information statutes balance access
to government information with the protection of other
interests that would be adversely affected by otherwise
unbridled disclosure of such information.”

Those comments indicate that there has been little

if any change in the general view of the Supreme Court

of Canada as to the nature of the right to access infor

mation, in the course of its interpretation of relevant

statutes in the various jurisdictions of CanadL As noted

above, however, it must be borne in mind that in all of

those cases the court was not declaring what the law

should be. Rather, it was interpreting what the legisla

ture expressed the law to be, The court commented on

this factor in Canada (Information Commissioner) v

13 Ibidat paras 5,30.
14 2014 5CC 36 at pans 1—2 [John Doe].12 2010 5CC 23 at pans 1—2, [2010] I 5CR 815.
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Canada (Minister of National Defence).’5 There, justice

Charron, speaking for the majority, wrote:

The Commissioner relies heavily on the quasi-constitu
tional thanctenzation of the Access to Information Act.

(See Lavigne v. Canada (Office of the Commissioner of
Official Languages). 2002 5CC 53, [2002) 2 S.C.R. 773,
where the Court affirmed this status in respect of the
Official Languages Act and the Privacy Act (pans. 23-
25)). She argues that, as such, the purpose of the Act be
comes of paramount importance in the interpretative
exercise, and that the legislation should be interpreted
broadly in order to best promote the principles of respon
sible government and democratic accountability. While I
agree that the Access to Infonnation Act may be considered
quasi-constitutional in nature, thus highlighting its im
portant purpose, this does not alter the general principles
of statutory interpretation. The fundamental difficulty
with the Commissioner’s approach to the interpretation
of the term “government institution” is that she avoids any

15 2011 5CC 25. 12011)2 SCR 306 [information Commissioner
v MinisteT ofNational Defence).

What we heard

direct reference to the legislative provision at issue. The
Court cannot disregard the actual words chosen by
Parliament and rewrite the legislation to accord with
its own view of how the legislative purpose could be
better promoted.’6 emphasis added)

The specific provisions of the ATIPPA and relevant
Canadian jurisprudence are of primary significance to

our conclusion as to the stature of the right to access
information. However, the Terms of Reference direct
the Committee to take into account the views of citizens

and stakeholders and of the province’s Information and
Privacy Commissioner, as well as leading international

and Canadian practices and legislation. We believe that

requirement applies to any conclusions we draw as to
the stature to be accorded to the right to access, as well

as our recommendations respecting the content of the
legislation. We shafl start with what we heard from citi
zens and stakeholders.

16 Thidatpara4o.

From organzotions

A number of participants commented on the importance

of the “right” or “entitlement” of citizens to access infor

mation having a bearing on public affairs. Many expressed

views on the level of priority that should be accorded to

the right to access information vis-à-vis other competing
rights such as those mentioned in the preceding para

graph. As one might expect, there was a great deal of

agreement that the right of access to information respect
ing pubLic affairs is an important entitlement, if the citizen

is to have an opportunity to participate fully in the demo

cratic process. Access to information in a timely manner is

fundamental to exercising political rights in a democracy.

The Federal Information Commissioner

Suzanne Legault, the Federal Information Commissioner,

quoted the excerpt from the John Doe decision that is set

out above and then observed that

In reviewing any freedom of information legislation, the
key issue is: does the legislation achieve the right balance
between the confidentiality required to conduct the busi
ness of government while ensuring citizens have access
to information under the control of the government so
they can hold their governments to account... - My review
of the current ATIPPA leads me to condude that it does

not achieve this balance)’

17 Information Commissioner of Canada Submission, 18
August 2014, p 3.
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The Cent refor Law and Democracy

The Centre for Law and Democracy (CLD) would also

give the right of access to information the highest possi

ble priority Michael Karanicolas, the representative who

elaborated on their written submission, asserted that

“responding to access requests should be considered a

core part of an institution’s mandate with adequate re

sources allotted.”

He also expressed, very strongly, the Centre’s view

that the present ATIPPA is inadequate, and referred to

former Premier Marshall’s comment when he an

nounced the ATIPPA Review Committee He was refer

ring to the comment the government’s purpose was to

ensure that the province had “a strong statutory frame

work for access to information and protection of privacy,

which when measured against international standards,

will rank among the best’ While he lauded the objective,

Mr. Karanicolas observed that to make Newfoundland

and Labrador a world leader would require more than

repealing Bill 29, and expressed the view that it would

require “root and branch reform of the access to infor

mation framework and a core cultural shift within the

public sector away from traditionally skeptical attitudes

towards openness and transparency:”9

Later in his comments, he also said:

And what we’re hoping to see is that this committee will
take a global context and a broader context and want to
make recommendations that will make Newfoundland
and Labrador an actual global leader on this, rather than
just doing well within the Canadian context which is
rather dismal all around?0

From individuals

The views expressed by the Centre found strong support

among some who made personal representations.

Ken Kavanagh

Ken Kavanagh supported the positions expressed by

both the Federal Information Commissioner and the

Centre for Law and Democracy.

1. I am an ordinary citizen who believes that the

very essence of true democracy is an informed,

engaged and participatory citizenry;

2. 1 believe that the highest degree of “access to

information” is an essential and fundamental

element of such a democracy;

3. As an ordinary citizen, I am extremely con

cerned and upset at this government, both for

the process and intent of Bill 29 and for its

stance and attitude towards true openness,

transparency and accountability?0

Frank Murphy

Frank Murphy expressed the following perspective:

lSJthce ALL citizens have the right to govern, then all
citizens should have the right to access any and all infor
mation produced during the governing process. \Thy
should such information suddenly become privileged,
able to be accessed by the few chosen by election?

[Tb cite privacy to withhold salary information
of government employees. or the cost of establishing a
new department. or the cost of any aspect of government
programs, seems as inappropriate as the owner of a busi
ness not knowing what he pays his own employees.11

21 Kavanagh Submission, August 2014, p2.

22 Murphy Submission, 24 July 2014. p1.

23 Hann Submission, 27 July 2014, p 1.

Scar!efi Harm

Ms. Hann wanted to ensure that citizens of the province

would enjoy the same rights to access information as

their fellow Canadians:

It is not good enough for us as citizens to accept a deci
sion that denies us access when the same information
requests would be honoured in so many other provinces
in the country. Accepting less transparency than provided
to other jurisdictions is to allow flawed legislation to neg
atively impact our human rights as Canadians.23

18 CLD Transcript, 24 July 2014. pp 5-6.

19 IbidI7.
20 Th1d58.
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Alex Marland

Dr. Marland, a Memorial University political science

professor, observed that freedom of information has the

potential to act as an important counterbalance to this

province’s democratic fragiities, some of which he listed.

He then wrote:

However, the Government of Newfoundland and Labra
dor does not exist to finance the provision of information
to its critics. Opposition parties, the media, interest
groups and other government critics use access to infor
mation to obtain evidence to improve their own position
vis-a-vis their competitors, rather than purely in the dem
ocratic interest. There must be reasonable constraints on
their demands. Otherwise, the information that could
present a public or private harm could be publicly dis
cussed, and if requests are too frequent then the govern
ment will be required to divert excessive public funds to
subsidize an insatiable appetite for information searches.24

From the media

Canadian Broadcasting Corporation

Only CBClRadio Canada made representations as a

media entity, but several individuals associated with the

media made personal representations. With respect to

the nature of the right, the only comment ofCBC/Radio

Canada was that “access to information legislation plays

a vital role in informing the public, and in exposing

government waste, corruption and other matters of

fundamental public interest.”25

Ashley Fitzpatrick of the Telegram

Ms. Fitzpatrick suggested that the ATIPPA should be

written to reflect the fact that “there has been, at times,

a push for secrecy and even corruption in our province:’

She wrote:

The Act must also reflect the fact that the smallest and
most innocent ofactions—delayed responses to access to
information requests or overreaching redactions within

responses, as two examples—are able to produce and fos
ter a culture of secrecy, with or without there being any
intent to create one?6

From political parties

Representatives of political parties also expressed views

as to what should be the stature of the right to access

information.

The Liberal Party Leader of the Official Opposition,

Dwight Ball

The leader of the Liberal party commented:

The ATIPPA is a means to a well-fimctioning democracy.
The ATIPPA facilitates the critical roles that the opposi
tion, the media, as well as the general public, play in a
democracy. In order to be effective in our role as the
opposition, as MUSs representing the people who elected
us, access to information is essential.”

The New Democratic Party, Geny Rogers, MHA

The submission of the New Democratic Party observed:

Review Commissioner John Cummings said in his 2010
report the purpose of the Act is not to make things easier
for civil servants. He also noted that providing informa
tion to the public is as much a part of a civil servant’s
responsibility as everything else they do?’

In general

Virtually all participants acknowledged that the right to

access information in the possession of government is

vital to democracy. While there was some agreement on

what should be the relative stature of the right of access,

there was also a significant variety of opinion.

No participant was more forceful or presented

stronger views about this issue than the Centre for

Law and Democracy. That organization was insistent

that the citizen’s right to access information in govern

ment’s possession had to be accorded the character of

a “human right:’ In the course of the oral presentation,

it was clearly implied, if not suggested directly, that the

26 Fitzpatrick Submission, 25 July2014, p2.
27 Official Opposition Submission, 22 July 2014, p I.
28 New Democratic Party Submission, 26 June 2014, pp 4—5.

24 Marland Submission, 15 July 2014, p2.
25 CBC/Radio-Canada Submission, 18 August 2014, p8.
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Committee’s recommendations for legislative amend

ments should keep that stature in mind. Mr. Karanicolas’

oral representations, taken together with the Centre’s

written recommendations, would result in very little,

if anything, being subordinate to the right to access

information.

Other Canadian and international legislation and practices

Statutes in other Canadian lurisdictions

Like the ATIPPA, the access legislation in all other Cana

dian jurisdIctions, with the possible exception of Quebec,

does not indicate a special stature or even express provi

sions from which a special stature should be inferred.

Section 20) of the federal Access to Information Act is

similar to the corresponding ATIPPA provision:

The purpose of this Act is to extend the present laws of
Canada to provide a right of access to information in re
cords under the control of a government institution in
accordance with the principles that government infor
mation should be available to the public, that necessary
exceptions to the right of access should be limited and
specific and that decisions on the disclosure of govern
ment information should be reviewed independently of
government.

The language used in the statutes varies, but there is

little variation in the essential principles set out in the

legislation of the other provincial and territorial juris

dictions of Canada. There is no obvious basis for a stat

ure to be accorded to the right to access information in

any of those statutes that is significantly different from

the conclusion to be drawn from the provisions of the

ATIPPA.

Commonwealth countries

The legislation of the United Kingdom. Australia, and

New Zealand makes similar provision but does not specify

the nature of the right. Commentary on the enactment or

reform of access legislation does, however, indicate the

perception of the stature of the right. For example, the

Government of New Zealand, in its response to the Law

Commission review of that country’s legislation, said:

The government recognises that the Official Information

Act 1982 is an Act of constitutional importance that pro
vides the necessary checks and balances to ensure New
Zealanders can participate effectively in government and
the democratic process?9

The United Kingdom

There is nothing specific in the UK Freedom ofInforma

tion Act 2000 to indicate that the right is to be accorded

superiority as a human right, a constitutional or quasi-

constitutional right, or any status beyond a statutory

right. The fact that it is subject to some twenty exemp

tions suggests status as a statutory right.

Australia

Australian legislation provides little assistance in identi

I’ying the nature of the right to access information. A

publication intended to guide the exercise of rights in

Australia contains the following comments:

The democratic purpose of P01 legislation in Australia is
to confer a legal right on members of the public to access
information held by the government When P0! legisla
tion was first being considered by the Australian Parlia
ment in the 1970s, the Senate Standing Committee on
Constitutional and Legal Affairs set out three broad rea
sons why P01 legislation is important. Those reasons are
as relevant today.

First, P01 provides a mechanism for individuals to
see what information is held about them on government
files, and to seek to correct that information if they con
sider it wrong or misleading.

Second, P01 enhances the transparency and account
ability of policy making, administrative decision making

29 NZ Government Response to Law Commission Review
(2013).
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and government service delivezy For example, FOI en
ables individuals to understand why and how decisions
affecting them are made and, armed with that knowledge,

question or support the decisions made by government.
Transparency in decision making can also lessen the risk
of inefficient and corrupt practices.

Third, a community that is better informed can partic
ipate more effectively in the nation’s democratic processes.

More recently, a fourth reason for FOl legislation has
emerged. There is greater recognition that information
gathered by government at public expense is a national
resource and should be available more widely to the pub
lic. This is due in considerable part to developments in
information technology use in the government and
non-government sectors since the FOI Act was enacted.
This reason was summarised by the Government 2.0 Task-
force that examined how Web 2.0 technology could be
used to achieve more open and responsive government.”

Other international legislation and practices

In its written submission, the Centre for Law and De

mocracy referred the Committee to a variety of interna

tional instruments and authorities, and suggested that

international practice should guide the Committee in

its recommendations respecting the stature of the right

to access information. Using the abbreviation “RTI” to

mean “right to information:’ the Centre said this in its

written submission:

The right to access information held by government has
been recognized internationally as a human right and is
also explicitly protected in dozens of constitutions around
the world. International recognition is reflected in deci
sions of the Inter-American Court of Human Rights and
the European Court of Human Rights, as well as in the
UN Human Rights Committee’s 2011 General Comment
on Article 19 of the International Covenant on Civil and
Political Rights (ICCPR), to which Canada is a party. In
2010, the Supreme Court of Canada found that the right
to information is protected under section 2(b) of the Con
stitution. as a derivative of the right to freedom of expres
sion. The scope of this was not absolute; the Court noted
that it “indudes a right to access to documents only where
access is necessary to permit meaningful discussion on a

matter of public importance”. However, this dearly covers
an important percentage of all Rt requests. To ensure
that the processing of those requests meets constitu
tional standards, the rules relating to all requests must
do so (i.e. ETI regimes overall must meet these stan
dardsP’ [emphasis addedi

The Centre asserted that, notwithstanding the

“global recognition of the fundamental importance of

RTI as a human right [and] the Supreme Court’s ruling,”

access to information systems in Canada remain stuck

in a rut and a Canadian jurisdiction needs to take steps

to change this. Specifically the Centre wrote:

Unfortunately, neither global recognition of the fimda
mental importance of RTI as a human right nor the
Supreme Coures ruling have had an impact on attitudes
towards RTI in Canada, where access systems remain
stuck in the same rut they have occupied for decades. To
break out of this rut, Canada needs one jurisdiction that
is prepared to think outside of the (Canadian) box and be
prepared to take bold steps to put in place a truly effective
RTI regime. There is enormous resistance to this, based
largely on accumulated attitudes and biases. To counter
this will take forward looking vision. But the experience
of a growing number of countries around the world
dearly demonstrates that the risks feared by naysayers
simply do not exist. Radical reform of ATIPPA to bring it
into line with better global standards and the wider infor
mation realities of the modern world will neither impose
massive costs on taxpayers nor undermine the effective
functioning of government.’2

The Centre urged this Committee to recommend

the changes it outlined:

CU) hopes and believes that ATIPPA Review Committee
can play a critical role in spurring Newfoundland and Lab
rador to assume a mantle of Canadian, and indeed global,
leadership in government transparency. This Submission
outlines the main changes that are required to transform
ATIPPA into a world class law. We urge the Committee to
show the leadership that is required not only to reform
and improve RTI in Newfoundland and Labrador, but to

show the whole country the way fonvar&”

30 Australia ICO, Guide to the Freedom of Information Act,
1982.

31 CLD Submission, July 2014, pp 3—4.

32 Ibid4.
33 Ibid.
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The Committee was also provided with a copy of a

document titled Failing to Measure Up: An Analysis of

Access to Information Legislation in Canadian Jurisdic

tions prepared by the Centre and published in Septem

ber 2012. It purports to be a ranking by the Centre of

the strengths and weaknesses of access to information

laws of the 14 jurisdictions in Canada. In the Centre’s

view, every jurisdiction in Canada performed poorly

from an international perspective. The Centre asserts

that Canada’s federal access to information laws would

place 55th in the world, behind those of the Slovak Re

public, Colombia, Mongolia, and most provincial juris

dictions. British Columbia’s law, which the Centre ranks

number 1 in Canada, would rank 25th of 93 national

laws, and be grouped with those of Uganda, Indonesia,

and Peru. The Centre ranks this province 3rd in Canada

but 34th internationally. It observes:” It should be ab

horrent to Canadians to know that their country rates

55th in the world in a vital human rights indicator.”N

The Centre’s written and oral presentations both

emphasized the high priority that should be accorded to

the right of access simply because it was recognized as a

human right by the international authorities to which it

referred. The oral presentation emphasized this state

ment from the written submission:

While the precise formulation of exceptions varies around
the world, the harm test” is a uniform feature of strong
RTI legislation. In addition to being firmly entrenched in
international standards, it is intuitive to the notion of the
right to information as a human right, which should not be
infringed without a pressing reason, If information would
not cause harm thmugh its disclosure, it should surely be
released. In many cases, ATIPPA instead stipulates class
exceptions which apply to categories of information
rather than protecting interests against harm. This can
not be justified when considered through the lens of
access as a human right? (emphasis added]

The thrust of the Centres submission seemed to be

that because access to information was characterized, at

least by some organizations, as a human right, the sig

nificance of that characterization ought to be the domi

nant factor in the Committee’s considerations. Based

largely on that reasoning, and asserting that accepting

“categories” of information cannot bejustified, the Cen

tre argues that the right to access information should be

given a stature that would see everything released unless

it was established that doing so would cause harm.

34 CLD,Failingto Measure Up,p4.

Issues

35 Supra note 31 p5.

The only issue respecting access to information to be should be accorded to citizens’ right to access informa

determined in this part of the chapter is: what stature tion held by public bodies?

Analysis

As the comment in the excerpt from Infonnation Com

missioner v Minister of National Defence makes cleat

when courts apply statutes about access to information or

other issues, they seek to determine what the legislature

intended. The courts cannot rely on generally accepted

principles of law and democracy to drawa condusion as

to what they think should have been the intention of the

legislature, and then base their interpretation of the statute

on that conclusion. This Committee does have that kind

of responsibility, but it is circumscribed by the directions
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given in the Terms of Reference and described in the
Introduction to this report Faithfully carrying out those
directions require that the Committee analyze the factors
described in this chapter and base its recommendations
as to the stature that should be accorded to the right to
access information on that analysis.

A sound starting point is the conclusion of the
Supreme Court of Canada in the Lnvigne decision
(quoted above) that rights to access and privacy are
quasi-constitutional. At the very least, ifwe are to reflect
the values of Canadian law and democracy, we cannot
justi’ treating the right to access information as any
thing less than a quasi-constitutional right. The question
is whether the Committee should recommend it be
accorded a stature beyond that.

According that stature to the right would be consis
tent with virtually all of the representation we heard,
with the possible exception of that of the Centre for Law
and Democracy. Dr. Alex Marland and Lynn Ham
mond’6 stated that sound freedom of information prac
tices are important, and both expressed the view that
the right must be appropriately constrained. In the
worth of Dr. Marland, the imperative that Newfound
land and Labrador must be a leader in freedom ofinfor
mation practices must also “be contextualized with the
understanding that the Government of Newfoundland
and Labrador does not exist to finance the provision of
information to its critics:”1

The more difficult proposition to reconcile is the
assertion of the Centre for Law and Democracy that the
right must be accorded a higher stature because certain
international organizations view it as a human right. The
Centre argues that any exceptions to the right to access
information must be “viewed through the lens of access
as a human right” Effectively, the Centre is asserting that
any exception to access must be of such a nature to war
rant overriding a human righL The Committee appreci
ates the enthusiasm of the Centre, and indicated to its
representative that its submission expressed some very
good ideas. However, for the reasons that follow1 the

Committee cannot agree with the Centre’s assertions as

to the stature the Committee should accord to the citi
zen’s right to access information held by public bodies.

Whether the right is classified as a “political right,”
a “civil right,” a “human right:’ a “statutory right,” or any
other classification may be largely a matter of semantics.
The critical factor is what the phrase is intended to mean
in the context in which it is used. However, most people
would view a right that was classified simply as a “hu
man right” to be superior to every other classification of
right simply because it is assumed to be derived from
being human. Therefore, insisting that the simple ex
pression “human right” be the basis for determining the
stature to be accorded the right to access information
held by public bodies makes it necessary to consider the
qualities properly attributable to the term in the various
contexts in which it may be used.

We acknowledge that the right to access has, in some
international circumstances, been described as a “human
right” but do not agree that those references or descrip
tions necessarily require that it be treated as superior to
other substantial rights and entitlements in a democratic
society. ‘%‘è do not interpret the international authorities
the Centre mentions, nor the comments in the decision of
the Supreme Court ofCanada to which they refer, nor any
of the other international authorities considered by the
Committee, as offering justification for according to the
right of access the stature the Centre recommends,

The Centre refers to two international decisions:
Claude Reyes et a! v Chile’3 and Tarsasag A Szabadsag

jogokert v Hungary’9 as support for its assertion that the
right to access should be accorded a superior recogni
tion as a result of being recognized as a human right.

In the first, the case involving Chile, the court was
dealing with Article 13 of the American Convention on
Human Rights (to which Canada is not a signatory), the
relevant portion of which provides:

Everyone has the right to freedom of thought and expres
sion. This right includes freedom to seek, receive, and

impart information and ideas of all kinds, regardless of

38 (2006) Inter-Am 0 HR (Sn C) No 151 (Chile).
39 No 373 74105 (14 April 2009) lHungoryl.

36 Hammond Transcript 20 August 2014, pp 20—24.
37 Marland Submission, 15 July 2014, p 1.
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frontiers, either orally, in writing, in print. in the form of
art, or through any other medium of one’s choice.

The issue was whether Chile had breached the arti
cle by refusing the requested information. The court
found that,

by expressly stipulating the right to “seth” and “receive”
“informaflon’ Article I) of the Convention protects the
right of all individuals ID request access to State-held in
formation, with the exceptions permitted by the restric
tions established in the Convention.°

It is obvious that paragraph (1) of Article 13 does
not explicitly include a right to access state-held infor

mation. However, by interpolation, the court concluded
that a right of access was also protected. While it is diffi
cult to discern the exact inference to be drawn from that
interpolation by the Inter-American Court of Human
Rights, it would not be consistent with Canadian juris
prudence to conclude that the right to “seth and receive”

information means the right to “access” publicly held
information. In Canada (Privacy Commissioner) v Blood

Tribe Department ofHealth, the court concluded that

[t]he authority to receive a broad range of evidence can
not be read to empower the Privacy Commissioner to
compel production of solicitor-client records from an un
willing respondent. The language of s. 12 is simply incapa
ble of carrying the Privacy Commissioner to her desired
condusion.4’

Notwithstanding this, the Centre for Law and De
mocracy not only accepts the interpolated conclusion of
the Inter-American Court of Human Rights that the
right of access is also protected, it carries it ftsrther. The
Centre argues that, effectively, it is a conclusion that the

right to access information is itself a human right. The
Committee cannot accept the Centre’s assertion that the
Inter-American Court of Human Rights was thereby
expressing the view that the right to access government-

held information was itself a “human right.”

In the second case, involving Hungary, the European

Court of Human Rights was dealing with Article 10 of
the European Convention on Human Rights, the rele
vant portion of which reads as follows:

Everyone has the right to freedom of expression. This
right shall indude freedom to hold opinions and to receive
and impart information and ideas without interference
of public authority and regardless of frontiers.

Quoting an earlier decision the court observed
that “it is difficult to derive from the Convention a
general right of access to administrative data and docu
ments.” It then commented that “the court has recently
advanced towards a broader interpretation of the notion
of freedom to receive information 1.] and thereby
towards the recognition of a right of access to informa
tion:’ In any event, the court noted that “the right to
freedom to receive information basically prohibits a
government from restricting a person from receiving
information that others wish or maybe willing to impart

to him:’ It then decided that it considered that “the
present case essentially concerns an Interference,. .rather
than a denial of a general right of access to official doc
uments:’43 Those views are much more consistent with

the approach of the Supreme Court of Canada, referred
to above.

They are also more consistent with the approach
taken by the Organization of American States (OAS). In
a resolution instructing its Department of International
Law to draft a model law on access to public informa

tion, the General Assembly of the OAS did not treat
“access” as being inherent to the right to “seek and re
ceive” information. Paragraph I of the resolution affirms
that “everyone has the right to seek, receive, access and

impart information:’ The same paragraph continues the
affirmation by saying “that access to public informa
tion isa requisite for the very exercise of democncy”

(emphasis added). This indicates the real nature of the
right and provides clear guidance for the stature it ought
to be accorded.

40 Supra note 38 at pan 77.
41 2008 5CC 44 at pan 21, [200812 SCR 574 [emphasis in
originall.

42 LeandervSweden, [19871.
43 Supra, note 39 at pans 35—36.
44 OAS. General Assembly, ResoLution AG/RES. 2514 (XXX
IX-O/09).
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In support of its position as to the stature that

should be accorded to the right to access information,

the Centre also relies on General Comment 34 of the

UN Human Rights Conunittee,45 which is that commit

tee’s commentary on Article 19 of the International

Covenant on Civil and Political Rights (ICCPR).

The relevant portion of Article 19 of the ICCPR

provides that

Everyone shall have the right to freedom of expression;
this right shall include freedom to seek, receive and im
part information and ideas of all kinds, regardless of
frontiers, either orally, in writing or in print, in the form
of art, or through any other media of his choice.

What the UN Committee actually wrote is that

“Article 19, paragraph 2, embraces a right to informa

tion held by public bodies” 46 (emphasis added). The

wording of Article 19 is very similar to the wording at

issue in both the Chile and the Hungary cases. Like the
court in the Hungary case, this Committee finds it diffi

cult to derive from Article 19 a general right of access to

records held by government.

A brief review of the international literature and

conventions dealing with the subject disclose that there

are human rights and then there are rights that are also

described as human rights. For example, article 53 of

the Vienna Convention on the Law of Treaties provides:

A treaty is void if, at the time of conclusion, it conflicts
with a peremptory norm ofgeneral international law. For
purposes of the present Convention, a peremptory norm
of international law is a norm accepted and recognized in
the international community of States as a whole as a
norm from which no derogation is permitted and
which can be modified only by a subsequent norm of
general international law having the same character.
[emphasis addedl

The same convention specifically permits states to

withdraw from or suspend the operation of treaties in

whole or in part but specifies that those provisions do

not apply to “provisions relating to the protection of the

45 General Comment No. 34, 120111, pan 18.

46 International Covenant on Civil and Political Rights. [1966]
999 UNTS 171.

human person contained in treaties of a humanitarian

characteC4’ It creates a clear priority of stature for rights

related to the protection ofthe human person. These are

recognized as “peremptory norms of international law:’

In common parlance, they would be referred to as

“human rights:’

Consistent with the principle expressed in article 60

of the Vienna Convention on the Law of Treaties, Article

4 of the ICCPR expressly permits derogation from the

obligations under the Convention in the kinds of cir

cumstances specified, but expressly prohibits deroga

tion from “articles 6,7,8 (paragraphs 1 and 2), 11, 15,

16, and i&” These are the articles that prohibit

arbitrary deprivation of the right to life

genocide

death sentences for persons under 18

• torture

• cruel, inhuman or degrading treatment or pun

ishment

• slavery

• forced or compulsory labour

• imprisonment for failure to complete a contract

• conviction for an offence that was not an offence

at the time it was committed

• arbitrary interference with privacy, family or

home

• interference with freedom of thought, con

science and religion

Again, this is special recognition of those human

rights as peremptory norms from which no derogation

is permitted. Such rights have a character that is of

greater significance than that accorded to freedom of

expression, provided for in Article 19. Although included

as a “human right” in the International Covenant on

Civil and Political Rights and in the Universal Declara

tion of Human Rights, freedom of expression is not a

peremptory norm ofinternational law and is not required

to be accorded protection from derogation by a state.

That is because freedom of expression is not related to

the “protection of the human person:’

47 Vienna Convention art 60.
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The UN publishes, for the benefit of UN staff, a
pamphlet dealing with human rights. After posing the
question “What are human rights?” the pamphlet pro
vides the following answer:

Human rights art commonly understood as being those
rights which are inherent to the human being. The con
cept of human rights acknowledges that every human
being is entitled to enjoy his or her human rights without
distinction as to race, colour, sex, language, religion,
political or other opinion, national or social origin, prop
erty, birth or other status.”

The pamphlet then provides an explanation of the
distinction between “human rights” and “human rights
law” in the following paragraph:

Human rights are legally guaranteed by human rights law,
protecting individuals and groups against actions which
interfere with fundamental freedoms and human dignity.
They are expressed in treaties, customary international law,
bodies of principles and other sources nilaw. Human rights
law places an obligation on States to act in a particular way
and prohibits States from engaging in specified activities.
However, the law does not establish human rights. Human
rights are inherent entitlements which come to every per
son as a consequence of being human. Treaties and other
sources of law generally serve to protect formally the rights
of individuals and groups against actions or abandonment
of actions by Governments which interfere with the enjoy
ment of their human rights.’ lemphasis addedj

The pamphlet also identifies the most important
characteristics of human rights as: respectful of the dig
nity and worth of each person; universal; inalienable;
and indivisible, interrelated and interdependent. A right
to access information held by a government does not
have any of these characteristics. Such a right is, however,

“expressed in treaties, customary international law,
bodies of principles and other sources of law” and it
“places an obligation on States to act in a particular

way,” but it “does not establish human rights

The provision in the OAS model law that sets out
the scope and purpose of the law, describes the nature of

the right to access information:

This Law establishes abroad right of access to information,
in possession, custody or control of any public authority,
based on the principle of maximum disclosure, so that all
information held by public bodies is complete, timely and
accessible, subject to a dear and narrow regime of acep
tions set out in law that are legitimate and strictly necessary
in a democratic society based on the standards and juris
prudence of the Inter-American system.’°

While there is nothing in the model law itself that
would suggest that the right of access to public informa

tion has the status oft “human right:’ the covering doc
ument under which the group that drafted the model

law presented it to the OAS states:

That access to information is a fundamental human right
and an essential condition for all democratic societies.

No one would dispute that the right to access infor
mation is an essential condition for all democratic soci
eties. However, its stature as a human right will depend

entirely on whether that term is being used to mean “a
requisite for the exercise of democracy” or “an essential
condition for all democratic societies” or a “peremptory

norm of international law from which no derogation is
permitted”. That it is certainly not such a peremptory
norm is clear from the description of expected deroga
tion from the right:

Public authorities shall release public information which
affects a specific population in a manner and form that is
accessible to that population. unless there is a good legal,
policy, administrative or public Interest reason not
to.5’ [emphasis added]

In considering the stature to be accorded to the
right of access, it is more useful to use terms such as
“essential condition” or “requisite” for the exercise of
democracy than the term “human right:’ the meaning
of which can vary greatly depending on the context. As

well, those two terms, “essential condition” or “requisite”
for the exercise of democracy, seem to fit more readily

with the stature accorded by the Supreme Court of

Canada, that of a quasi-constitutional right

50 MOdel Mler-Amnican Law an Access to Public Information, s2.
51 Ibids 14.

48 OHCHR, Human Rightr A Bask Handbook for UN Staff
49 Ibid3.
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When these factors are considered, the wording of

Article 19 in each of ICCPR and UDHR is closely exam

ined, the comments in General Comment 34 are weighed
in context and, most importantly, the distinction be
tween “human rights” and “human rights law” drawn by
the UN High Commissioner for Human Rights is taken
into consideration, it becomes clear that the Committee
cannot justify rejecting the attributes that the Supreme
Court of Canada accords the right to access information
in Canada and accepting those urged by the Centre.

On the other hand, the views expressed by Dr.
Marland and Ms. Hammond would not justify the Com
mittees coming to a conclusion that the right should be
treated as anything less than quasi-constitutionaL They
were, however, the only presenters to emphasize that it

is, in the words of Dr. Marland, “important for a govern
ment to withhold information when it is in the public
interest to do so. Democratic realists recognize that
there are times that some information is sensitive and
confidentiaL” We view that as also being consistent with
the conclusions of the Supreme Court in John Doe where
the court observed that “as with all rights recognized in
law, the right of access to information is not unbounded.
All Canadian access to information statutes balance
access to government information with the protection of
other interests that would be adversely affected by other
wise unbridled disclosure of such information22

52 John Doe, supm note 14.

Conclusion respecting treatment of access to information rights

The Committee concludes that according quasi-constitu- Court of Canada, is consonant with the views expressed
tional status to the right to access information is consis- in the overwhelming majority of the submissions present-
tent with the status accorded to that right in all other ed to the Committee, and parallels the stature accorded to
Canadian jurisdictions, reflects the views of the Supreme the right in international jurisdictions generally.

Evaluating protection of privacy

The importance of privacy in Newfoundland and
Labrador

The province was ahead of its time in creating a statutory
tort of violation of privacy in 1981. Not all provinces have
done the same. Only in 2012 did the Ontario Court of
Appeal, in the absence of such a statutory provision, find
that the common law includes a privacy tort of intrusion
upon seclusionY Newfoundland and Labrador was even
more innovative when it decided that a lawsuit could be
undertaken by an individual without proof of damage.

Newfoundland and Labrador’s Privacy Act is broad

and identifies several potential violations of individual
privacy:

• surveillance
eavesdropping

• exploiting the likeness of an individual
• using someone’s personal documents

These are violations when they occur without
consent, wilfully, and without claim of right. How
much privacy an individual is entitled to, and what
kind, is complex and depends on what is reasonable in
the circumstances. The circumstances may include
the lawful interests of others; the nature, occasion, and

53 Jones v Tsige, 2012 ONCA 32, 108 OR (3d) 241.
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incidence of the act alleged to be invasive of privacy;
and the relationship between the parties.

Privacy is not considered to have been violated in
these circumstances:

• where there is consent for the invasive act
• where it is a matter of public interest
• where it is authorized by law
• where it occurs in defence of person or property

Broad powers are given to the Trial Division to
award damages, grant an injunction, or generally grant
the relief necessary in the circumstances.

The few recorded cases show that this privacy law
has often been found not to apply to the circumstances
brought forward as alleged privacy violations. This is a
summary list of what the Newfoundland and Labrador
courts have found not to be a privacy violation:

• an employer keeping a file about conditions of
work of a contractual employee

• an employer documenting ongoing incidents
in a workplace dispute

• an employer photocopying the outside of enve
lopes addressed to an employee at the work
place, where the envelopes’ addresses seem to
suggest the employee is violating contractual
obligationt’

• examination on discovery of and production of
documents by a parent where both parents are
claiming custody and access rights to a child
(The parent’s privacy interest must yield before
the best interests of the child.)”

• surveillance of a person in a public place by a
licenced private investigation firm (In this case.
the person had made personal injury claims
and two insurance companies were investigat
ing the claims. The person did not have a rea
sonable expectation of privacy pertaining to
her actions in public.)’6

• making two calls to the work-place of a tenant
alleged to be in arrears of rent5’

But the Privacy Act has been accepted as a basis for
certification of a class in an application required to bring
a class action. In this case, gynecological instruments
were improperly sterilized in a hospital for two and a
half years. putting at least 333 patients at risk of expo
sure to infections. The hospital sent a registered letter to
these patients, informing them of the risks. The appli
cant argued her privacy had been breached by this man
ner of communication in a small community and that
she should have been informed in the context of the
physician-patient relationship.5’

Likewise, in 2014, the Trial Division concluded that
more than 1,000 people had a cause of action based on,
among other things:

• breach of privacy based on statutory tort estab
lished under the Privacy Act

• breach of privacy based on common law tort
(“intrusion upon seclusion”)

The facts giving rise to this action were the unauthorized
action of an employee of a public body who accessed per
sonal health files without a valid reason.59

Some highlights of the development of privacy fights

Concern about privacy predates recent technological
advances. American legal scholar Jeffrey Rosen points
out in his book The Naked Crowd°° that notions of pri
vacy stretch back in lime and cross cultural divides.
Jewish communities in medieval Europe observed rules
of cohabitation that decreased the possibility of staring
into another’s dwelling in crowded ghettos. In their five-
volume book on the history of privacy, French historians
Philippe Aries and Georges Dubr document how

57 flaw., v Wova Collection Services (Nfld) LI& (199g), 160
NM & PER 226 (NL Prov Ct).
58 Rideout p Health Labrador Corp., 2005 NLTD 116.
59 Hynes p Western Regional Integrated Health Authority, 2014
NLTD(G) 137.
60 Rosen, The Naked Crowd (2005).
61 Aries & Duby, eds, Histaire de Ia Vie &ivée (1999).

54 Hagan p Drover, 2009 NLTD 160.

55 fbIkit p Hatfield, 2006 NLUFC 20.
56 Dn,ken p kG. Fewer and Associates Inc (1998), 171 NM &
PER 312 (NLTD).
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modem notions of privacy have followed earlier notions
of domesticity, group intimacy and exclusion, segrega
tion by gender or status, and the nineteenth-century
development of the bourgeois home as a social ideal.

In the late nineteenth century in the United States,
a leading legal thinker who was soon to be a Supreme
Court Justice, Louis Brandeis, wrote an influential asH
cle with Samuel Warren entitled aThe Right to PHvacy
It set forth the case for what had been referred to as “the
right to be left alon&’ The article reacted to the impact
of a new and intrusive invention, the camera, and of
mass circulation newspapers, which spread previously
private information and images without consent across
society.

Meanwhile, in English public kw, a long-held tradi
tion of individual liberties had developed the notion of
the inviolability of the home, protected against intru
sion where the appropriate legal process had not been
followed. This is today’s concept of spatial privacy. The
inherited understanding of a private place, where the
state’s reach was authorized only under certain circum
stances, has influenced recent approaches to privacy in
Canada. Common law protection of personal writings
and correspondence would become the foundation for
today’s concept of informational privacyP3

The development of codes and laws of privacy and
data protection

In the post—World War II climate of reconstruction, the
Universal Declaration of Human Rights acknowledged
the increasingly important place of privacy in the newly
recognized constellation of rights and fundamental
freedoms. In this early articulation of international pri
vacy rights, privacy is linked to familial relationships,
the domestic space, and personal communication:

Artide 12: No one shall be subjected to arbitrary interfer
ence with his privacy, family, home or correspondence,
nor to attacks upon his honour and reputation. Everyone
has the right to the protection of the law against such in
terference or attacks.

By the mid-twentieth century, forward thinkers
could see that computers, which allowed for faster
analysis and processed more and more data every year,
had created a new kind of unequal world. This was a
world where knowledge increasingLy meant power and
wealth. Computers allowed governments and powerful
organizations to collect, use, and even alter personal
infonnation about individuals, all without their knowl
edge.

The most compelling perspective with respect to
privacy legislation outside the Criminal Code in the
common law provinces of Canada is that of the Ameri
can scholar Alan Westin, His hugely influential t967
book, Privacy and Freedom, warned that individuals
risked losing control of their own identity in the new
information society. He defined privacy as individuals’
ability to control the use of information about them
selves.

In the mass consumer age, it soon became evident
that guidelines were needed to regulate information use
by the private sector. The Fair Information Practice
Principles were developed in the United States in the
l970s. They listed the permissible conditions for ob
taining, using, and disposing of personal information
about individuals. Consent was the cornerstone for col
lecting the information, and subsequent uses had to be
similar to the purposes that originally justified asking

for the information. But the principles were not en
shrined in law and remained a code of practice. They
are now increasingly used by the powerful US Federal
Trade Commission to regulate information practices
that are deceptive or misleading.

The Organization for Economic Co-operation and
Development (OECD), which includes most of the
more prosperous and democratic countries, incorporated
many of the Fair Information Practice Principles in its
influential 1980 guidelines on protecting personal infor
mation, Concern had been mounting about the absence
of internationally accepted guidelines for handling per
sonal information as increasing volumes of data crossed
international borders.

64 Westin, Privacy and Freedom (19t7).

62 Warren & Brandeis, The Right to Privacy, Han’ L Rev.
63 Richards & Solove, Privacy’s Other Path, Geo Lb
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The OECD guidelines have played an important guidelines presented below were revised in 2013.65

role in the development of informational privacy

___________________________________________________

principles in Canada and they merit attention. These 65 OECD Guidelines Governing the Protection of Privacy
and Transborder Plows of Personal Data (2013).

OECD Privacy Principles 2013

The Privacy Principles

Part Two of Annex to the Recommendation of the Council of23rd September 1980: Guidelines Governing The Protec
tion ofPrivacy and Transborder Flows ofPersonal Data, OECD

Collection Limitation Principle
7. There should be limits to the collection of personal data and any such data should be obtained by lawful and fair
means and, where appropriate, with the knowledge or consent of the data subject.

Data Quality Principle
8. Personal data should be relevant to the purposes for which they are to be used, and, to the extent necessary for
those purposes, should be accurate, complete and kept up-to-date.

Purpose Specification Principle
9. The purposes for which personal data are collected should be specified not later than at the time of data collec
tion and the subsequent use limited to the fulfilment of those purposes or such others as are not incompatible with
those purposes and as are specified on each occasion of change of purpose.

Use Limitation Principle
10. Personal data should not be disclosed, made available or otherwise used for purposes other than those specified
in accordance with Paragraph 9 except:

a) with the consent of the data subject; or
b) by the authority of law.

Security Safeguards Principle
11. Personal data should be protected by reasonable security safeguards against such risks as loss or unauthorised
access, destruction, use, modification or disclosure of data.

Openness Principle
12. There should be a general policy of openness about developments, practices and policies with respect to per
sonal data. Means should be readily available of establishing the existence and nature of personal data, and the main
purposes of their use, as well as the identity and usual residence of the data controller.

Individual Participation Principle
13. An individual should have the right:

a) to obtain from a data controller, or otherwise, confirmation of whether or not the data controller has data
relating to him;
b) to have communicated to him, data relating to him

i) within a reasonable time;
ii) at a charge, if any. that is not excessive;
iii) in a reasonable manner; and
iv) in a form that is readily intelligible to him;
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c) to be given reasons if a request made under subparagraphs (a) and (b) is denied, and to be able to challenge
such denial; and
d) to challenge data relating to him and, if the challenge is successftil to have the data erased, rectified, completed
or amended.

Accountability Principle
14. A data controller should be accountable for complying with measures which give effect to the principles stated
above.M

66 Ibid.

European Union initiatives and their impact on
Canada

Within the European Union, Convention 108 was ad

opted by the Council of Europe about the same time as

the OECD directive and reiterated the same principles.

It, too, reflected growing anxiety about transborder data

flow and the possibility of personal information being

exported to countries with lower data protection stan

dards. However, unlike the OECD Guidelines, it is legally

binding on its signatories. Canada has not signed this

international convention which, by 2014, had been

signed by some 46 countries.

But the next information protection initiative of the

European Union did have a great impact on Canada.

The European Directive on the Processing of Personal

Data of 1995 has been the most important development

in private-sector privacy law. This Directive abandoned

the voluntary approach of the Fair Information Practice

Principles and made privacy protection in the commer

cial sector part of applicable law, enforced by a Commis

sioner who has the power to halt the export of personal

information outside the European Union unless the ju

risdiction to which it was destined met the European

Union’s own privacy standards. It was a message to

countries outside Europe to improve the protection of

personal information if they wished to participate in the

constant global information flow. By 1995, the Internet

had become the new communications highway.

The European Union Directive of 1995 directly in

spired the creation, in the same year, of a law for personal

information rights in the private sector in the province of

Quebec, a civil law jurisdiction like continental Europe.

The Canadian public sector

In the 1970s and 1980s concern was growing in Canada
about the sheer amount of information gathered and

stored by the federal and provincial governmentsY One

aspect of privacy became the subject of sustained atten

tion: data protection, or the right to control information

about oneself.

The same concerns about the possible misuse of

personal information by governments had led to the

emergence of a series of federal and provincial privacy

laws. The federal government chose to create the Privacy

Act and the Access to Information Act in 1982, each with

its own commissioner. These two acts have barely

changed since that time, in spite of numerous calls for

reform from Parliamentary Committees and the Infor

mation and Privacy Commissioners.M

The provinces all chose to combine public sector

privacy rules with rules for access to information into

one law and created one Commissioner, or Ombuds

man, to administer it. Throughout the 1980s and 1990s

and on into the 21st century, all the provinces and then

the territories followed suit, with variations depending

on local traditions and the size of the jurisdiction.

Quebec, with its civil law tradition, recognized pri

vacy as a fundamental right in 1975, when it adopted its

own Quebec Charter of Human Rights and Freedoms.

Quebec’s Charter applies to all Quebec legislation.

This right was strengthened in the new Civil Code

67 Canada. Privacy and Computers: A Report ofa Task Force
(1972).

68 Canada, Open and Shut (1987); Canada OPC, Government
Accountabilityfor Personal Information (2006).
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of Quebec, where articles 35—41 made privacy and per
sonal information protection part of everyday law. As a
result, people can take breaches of privacy directly to
the Quebec Small Claims Court, claiming, by the begin
ning of 2015, up to $15,000 in damages.

While Newfoundland and Labrador had enacted the

Freedom of Information Act in 1981, it was slow to enact
privacy legislation respecting information collected,
used, and disclosed by the provincial government. That

occurred following the 2001 statutory review of access to
information and protection of privacy in the province.

The first version of the ATIPPA came into force in 2005,

with respect to access provisions only. Privacy provisions

came into force in 2008. Ed Ring was named in December
2007 as the province’s first full-time Information and

Privacy Commissioner in an acting capacity. He was ap

pointed Commissioner in June 2008 and subsequently

reappointed in 2010, June 2012, and June 2014.

The Canadian private sector

Canada’s economy is heavily dependent on trade with

other countries. By the end of the last century it became
apparent that meeting the European Union standards

for data processing and transborder data flows was im

portant for the smooth continuance of international
trade. The Canadian Standards Association drew up a

modeL code for the protection of personal information

that was acceptable to a wide away of stakeholders. A

new law was created in 2000, the Personal Information

Protection and Electronic Documents Act (PIPEDA),

which applies to the use of personal information by

commercial organizations in the federally regulated sec

tor. Alberta and British Columbia followed suit with

their own private sector laws, administered by their

respective Commissioners. Quebec, as mentioned, al
ready had such a law since 1995. How all these laws fit
together is a complex subject, one that is not necessary
to explore here. In the majority of provinces, such as
Newfoundland and Labrador, that have not chosen to
regulate the collection, use, and disclosure of personal in
formation in the private sector, commercial organiza
tions abide by PIPEDA. In Newfoundland and Labrador

this does not prevent an individual from taking an ac

tion under the Privacy Act against a commercial organi

zation for an alleged breach of personal privacy.

Privacy and data protection under the Canadian
Charter of Rights and Freedoms

During the same decade when many Canadian jurisdic

tions adopted access to information and data protection

laws, the Canadian Charter of Rights of Rights and Free

doms came into force, creating a new measuring stick

for federal and provincial legislation. The Charter both

reflected and consolidated Canada’s tendency to identify

itself as a rights-based society.

Although the right to privacy was not enumerated

as such in the new Charter, one concept in particular

formed the basis for interpreting the extent and nature

of Canadian privacy rights over the next 3Q years. It is

expressed in section 8:

Everyone has the right to be secure against unreasonable
search or seizure.

This principle has been inherited from centuries of

English common law. In interpreting section 8, the Su

preme Court of Canada has created a firm notion of

privacy rights for Canadians, including a right of informa

tional privacy. Generally speaking, the court has defined

three broad types of privacy interests — territorial, person
al, and informational — which, while often overlapping.
have proved helpful in identidng the nature of the priva
cy interest or interests at stake in particular situations see,
e.g., Dynient, at pp. 428-2% Tessiing, at pans 2 1-24. ‘these
broad descriptions of types of privacy interests are analyt
ical tools, not strict or mutually-exclusive categories.’

It has accordingly recognized different forms ofpri

vacy, such as a right to bodily integrity7D and the right to

choose the location of onWs own home.”

Contemporary notions of privacy rights in Canada

have mainly arisen out of criminal cases, pitting the indi

vidual against the power and, increasingly, the surveillance

69 R v Spencer, 2014 SCC 43 at pan 35 [Spe,,ccr].
70 RvDpnent.L1988] 25CR417.
71 Godbout v Longueil (City), 119971 3 SCR 844.
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technology of the state. As the Supreme Court decided,

section 8 of the Charter protects “people, not places.””

In order to enjoy constitutional protection against the

actions of the state, a person has to establish a reason
able expectation of privacy in the place and the circum

stances where this claim is being made.

For example, in the case of!? v Co!?3 it was found

that there was a reasonable expectation of privacy in the
work-place, where personal use of an employer’s com

puter is an accepted practice.

Privacy interests of individuals and their reasonable

expectations of privacy have to be assessed in relation to

the government’s interest in advancing its goals.74 These

government goals vary widely and may include protec

tion against terrorism, the apprehension of child pornog

nphers, or the enforcement of prohibitions against the

dnig trade.

The components of information that may be shielded

from the state have been carefully defined There should

be “a biographical core of personal information which

individuals in a free and democratic society would wish to
maintain and control from dissemination to the state. This

would include information which tenth to reveal intimate

details of the lifestyle and personal choices of the individ

ual”5 (emphasis added). Using these criteria, the Supreme

Court found using heat detection imagery to locate grow

ops was not a violation of privacy because it revealed only

heat patterns on a house, not intimate details, and by itself
gave no insight into the private life of an individual?6

The totality of the circumstances must be examined,
according to the court. That means, for example, examin

ing subjective expectations ofpdvacy (what the person in

question is really expecting) and objective expectations of

privacy (what a reasonable person would have expected in

the same situation). Another element to be considered is

what the information the individual wishes to keep confi

dential would reveal if it were disclosed.”

72 Hunter eta! v Southarn Inc., 11984) 2 5CR 145 at 159.
73 R v Cole, 2012 5CC 53, [2012)3 5CR 34.

74 Supra note 72 at 159—160.

75 R vPlant, 119931 35CR 281 at 293.

76 Ri. Tessling, 2004 5CC 67, j20041 35CR 432.

77 Spencer, supra note 69 at pan 27.

Reasonable expectations of privacy can vary with

the technology being used. Recent technologies can be

used lawfully to gather information from seemingly

non-personal phenomena, like heat patterns on a house.

But these patterns can indicate the presence ofa grow-op.

Does a person’s reasonable expectation of privacy ex

tend to not having personal luggage nosed by a sniffer

dog for possible drugs in an airport terminal? It would

seem not.

How do privacy concepts developed mostly in the

cases of contested search and seizure actions by law en

forcement officials fit in with a statute like the ATIPPA?

The ATIPPA and other similar legislation depend for

their interpretation on the evolving jurisprudence of the

Supreme Court. Recently, the court has summarized the

components of informational privacy:

To return to informational privacy, it seems to me that
privacy in relation to information includes at least three
conceptually distinct although overlapping understand
ings of what privacy is. These are privacy as secrecy, pri
vacy as control and privacy as anonymity.

Informational privacy is often equated with secrecy or

confidentiality. For example. a patient has a reasonable ex
pectation that his or her medical information will be held
in trust and confidence by the patient’s physician: see, e.g.
Mclnemeyv. MacDonald, [19921 2&C.R 138, at p. 149.

Privacy also includes the related but wider notion of
control over, access to and use of information, that is,
“the claim of individuals, groups, or institutions to deter
mine for themselves when, how and to what extent infor
mation about them is communicated to others’:.. Even
though the information will be communicated and can
not be thought of as secret or confidential, “situations
abound where the reasonable expectations of the indi
vidual that the information shall remain confidential to
the persons to whom, and restricted to the purposes for
which it is divulged, must be protected”...

Then is also a third conception of informational pri
vacy that is particularly important in the context of Internet
usage This is the understanding of privacy as anonymity.
In my view, the concept of privacy potentially protected by
&8 must include this understanding of privacy.

The notion of privacy as anonymity is not novel. It
appears in a wide array of contexts nnging from anony
mous surveys to the protection of police informant identi
ties. A person responding to a survey readily agrees to
provide what may well be highly personal information. A
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police informant provides information about the commis
sion of a crime. The information itself is not private — it is
communicated precisely so that it will be communicated
to others. But the information is communicated on the ba
sis that it will not be identified with the person providing
it. Consider situations in which the police want to obtain

the list of names that correspond to the identification
numbers on individual survey results or the defence in a
criminal case wants to obtain the identity of the informant
who has provided information that has been disclosed to
the defence. The privacy interest at stake in these examples

is not simply the individual’s name, but the link between

the identified individual and the personal information
provided anonymously...”maintaining anonymity can be

integral to ensuring privacy”1

The definitions of privacy adopted by the Supreme

Court of Canada, which develop most often in the con

text of criminal law cases, are nevertheless central to the

interpretation of other privacy legislation, such as data

protection laws. The ATIPPA is Newfoundland and

Labrador’s data protection statute.

How is privacy protected in the AVPPA?

The recent Spenccr decision demonstrates how protec

tion for personal information in the ATIPPA corresponds

to the three recognized aspects of informational privacy:

privacy as secrecy, privacy as control, and privacy as

anonymity.

78 Ibid at paras 38—42.

The ATIPPA states that there is presumed to be an

unreasonable invasion of privacy when information on

an individual’s medical or psychiatric history is disdosed

without consent)’ This provision recognizes that some

times privacy means keeping some information secret

The ATIPPA states in its purpose clause50 that one of

the purposes of the Act is to protect personal privacy by

(a) giving the public a right of access to records and (b)

giving individuals a right of access to and a right to re

quest correction of personal information about them

selves. This clause recognizes that informational privacy

is also about individuals’ control of their own personal

information.

When the ATIPPA provides for situations where the

individual has the right to remain anonymous, it recog

nizes that anonymity is a traditional way of protecting

one’s informational privacy. And it has become an es

sential tool for functioning in the online world, where

everything is traceable. For example, the ATIPPA pro

vides that an individual who has received an honour or

award through a public body has the right to request

that their information not be disclosed, that is, that the

individual remain anonymous in the circumstances?1

79 ATIPPA 5 30(4)(a).

80 Ibids3(t).
81 Ibids3O(2)(n) and 30(3).

Conclusion respecting treatment of privacy rights

It is against an international background that Canadian

privacy rights, and more particularly, informational

rights have slowly evolved. While the recognition ofpri

vacy rights and information rights generally is an im

portant first step, the real challenge is how to respect

and enforce them. In this report we will examine how

privacy rights and access rights can best be made avail

able for use by a broad range of citizens.

The Committee’s first recommendation is to recast

the purpose of the ATIPPA and identify the manner in

which it is to be achieved.
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Recommendations

The Committee recommends that

The purpose of the ATIPPA set out in the existing
version of section 3 be recast to read:

The purpose of this Act is to thdiitate democracy
through:

(a) ensuring that citizens have the infor
mation required to participate mean
ingfully in the democratic process,

(b) increasing transparency in govern
ment and public bodies so that elected
officials, and officers and employees of
public bodies remain accountable, and

(c) protecting the privacy of individuals
with respect to personal information
about themselves held and used by
public bodies.

2. The purpose set out in subsection (I) is to be
achieved by:

(a) giving the public a right of access to
records,

(b) giving individuals a right of access to,
and a right to request correction of, per
sonal information about themselves,

(c) specifying the limited exceptions to
the rights of access and correction that
are necessary to:

i. preserve the ability of govern
ment to function efficiently, as a
cabinet government in a parlia
mentary democracy,

ii. accommodate established and
accepted rights and privileges of
others, and

lii. protect from harm the confiden
tial proprietary and other rights
of third parties,

(d) providing that some discretionary
exceptions will not apply where it is
clearly demonstrated that the public
interest in disclosure outweighs the
reason for the exception,

(e) preventing the unauthorized collection,
use or disclosure of personal informa
tion by public bodies,

(f) providing for an oversight agency
having duties to:

i. be an advocate for access to infor
mation and protection of privacy.

ii. facilitate timely and user friendly
application of the Act,

iii. provide independent review of
decisions made by public bodies
under this Act,

iv. provide independent investiga
tion of privacy complaints,

v. make recommendations to gov
ernment and to public bodies as
to actions they might take to bet
ter achieve the objectives of the
Act, and

vi. educate the public and public
bodies on all aspects of the Act.
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Chapter Two

HOW THE ATIPPA IS ADMINISTERED

“The legislation is about access to records. ft is not up to the body, other than already provided for in the Act, to

edit or limit the information contained in such records:’

—Wallace McLean, Submission to the Committee

The administration of the ATIPPA was a source of muth

dissatisfaction, according to the submissions the Com

mittee received and the comments made at the hearings.

Many of the causes for complaint are central to the

functioning of the Act, such as fees, time limits, and

2.1 Role of the ATIPP coordinator

political staff involvement. These matters are dealt with

separately in this chapter as well as in other parts of the

report. This part of the report concentrates on other

aspects of the access process and pays particular atten

tion to the role of ATIPP coordinators.

The law refers to the head of a public body as the person

in charge of the ATIPPA process. The definitions section

of the Act provides that the head of a government depart

ment or crown corporation is the minister or the thief

executive officer. But it is usually not this person who

actually receives the requests and determines whether

the information can be released, wholly or in part. The

actual process is carried out by the coordinator, to whom

is delegated the processing and tracking of requests.’

The ATIPP coordinator is at the centre of the process

to gain access to information while ensuring personal

information is kept confidential. This person coordi

nates both the processing of the request to a public body

and the ensuing response. The coordinator’s key role

affects the quality of the requester’s experience and the

consistency with which the ATIPPA is followei

In the OPE submission Minister Collins gave a useflil

overview of the role and functions of ATIPP coordinators

in government departments. In August 2014 four govern

ment departments had full-time coordinators: Advanced

Education and Skills, Environment and Conservation

Health and Community Services, and Transportation and
Works? There were 20 part-time coordinators, who had

ATIPP responsibilities as well as other duties in areas such
as information management. information technolog);

and policy and researck

A11PP coordinators’ questionnaire

Early in its work, the Committee sought the opinions of

the 353 persons identified as ATIPP coordinators in

public bodies, including municipalities. The Committee

agreed to provide anonymity, and we received 122 re

plies. A summary of their opinions on different ques

tions is attached as Appendix E.

The answers to the questions reveal several significant

1 AflPPAs67 2 Government NL Submission, 22 August 2014, p 24.
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views on the process of administering the Act. The
group is about evenly divided as to whether the Act is
easy to use, as they are divided on the reasonableness of
the current application and processing fee structure. A
slight majority thought applicants were satisfied with
the time taken to process requests.

Questions on support for and understanding of the
ATIPPA in the public body they worked for showed the
coordinators concede they enjoyed general support but
experienced problems with the training of civil servants
generally, as well as with communicating access and pri
vacy principles to other employees.

A slight majority of coordinators said their superi
ors emphasized the 30-day timeline for response. And a
dear majority said their superiors were unhappy with
the changes brought by Bill 29.

About two-thirds of the public bodies were sup
portive of the role played by the Commissioner and
encouraged discussion with his Office to facilitate release
of information. However, according to the coordina
tors, about a third of these public bodies would welcome
increased powers for the Commissioner. When asked
about their personal views, a slight majority stated they
would welcome giving the Commissioner power to order
the release of information in certain circumstances.

Most respondents said that access requests in their

What we heard

workplace were attended to speedily and that their
superiors were concerned when timelines were not met.
Almost all stated that the public body they worked for
supported them fully, cooperated in access requests and
supported their position. Nearly 60 percent noted this
support was reflected in their pay and position.

Almost all said they had someone they could turn
to for help. Nearly two-thirds identified the Commis
sioner’s Office, and about 40 percent said they would
also turn to the Office of Public Engagement and to
their superior for help.

Questions about political involvement portrayed a
varied landscape. About 80 percent of the overall re
spondents said that ATIPP requests were dealt with only
by the officials involved. The questionnaire showed that

in about half of the government departments, there was
an expectation or requirement to consult the minister
or political staff on access requests. In a quarter of the
government departments, coordinators said political
staff and ministers have input or the final say as to
whether information is released.

The prevalence of political participation and direc
tion may account for many of the criticisms the Com
mittee heard about delays, a high rate of rejection of
access requests, exorbitant fees, and lack of assistance.
These are discussed elsewhere in the report.

While we heard many criticisms of the current access to
information system, no one seemed to hold the ATIPP
coordinators responsible for the failures that were noted.
Rather, the criticisms seemed to be about the changes
wrought by Bill 29, delays and charges imposed in
certain cases, and anxiety about who might interfere in
the process.

There were, however, a few exceptions to the general
appreciation of the ATIPP coordinators. There was
criticism of the seeming lack of training of persons

administering the Act in some municipalities.3 Another
criticism was that some coordinators did not give
enough attention to their statutory duty to assist. Wallace
McLean thought coordinators needed to be reminded
that they were only the custodians, and not the owners,
of the data generated by public bodies.4

3 Thegovernment responded almost immediately: the OPE an
nounced that training was to take place in the fall of 2014, and by
the end of October two sessions had been held with municipal offi
cials and administrators, and draft guidelines had been assembled.
4 McLean Submission, August 2014, p 15.
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Scarlett Hann expressed sympathy for the hurdles with English.’ However, several persons pointed out

faced by the coordinators, who, she believed, were unsure

how to interpret the Act and concerned about possible

mistakes, and who might be withholding more infor

mation than necessary. This, she said, does not instill

confidence in citizens expecting service from an expert

who has the authority to influence a fair outcome.5

The OIPC offered an evaluation of its experience in

dealing with ATIPP coordinators across public bodies.

It concluded that not all coordinators operate at the

same level:

We find that our experience with ATIPP Coordinators
varies from department to department within govern
ment. Some seem to function at a low level within the
departmental hierarchy. They appear to be delegated very
little responsibilIty and are essentially carrying messages
back and forth from someone higher in the organization,
and often cannot explain the rationale thr positions ad
opted by the department. On the other hand, we also deal
with departmental access coordinators who are knowl
edgeable and experienced, and who are clearly fully
engaged with senior decision makers within the depart
ment and can therefore speak to aU aspects of a matter
when it comes under review by our Office.

The OIPC believes an important step in addressing

this variability in coordinators’ roles and positions

would be to require them to be professionally certified:

There must be a way to ensure that ATIPP Coordinators
are given a greater role in the process, and allowed to
bring their knowledge and experience to bear in a leader
ship role in the ATIPP process. There are nationally
and internationally recognized professional certifications
available to those who work in that area, and this is some
thing which could be further investigated. We believe this
can be accomplished without revamping the entire
ATIPP structure Within government’

Making a request

The ATIPPA provides for requests to be made in writing,

except for persons with disabilities or those unfamiliar

that moving the whole process online would be more

efficient—the request, response, and payment.

The process of making a request is regarded as pon

derous and somewhat antiquated. James McLeod of the

Telegram pointed out in his written submission that just

about the only place he used a chequebook was in the

ATIPPA process and he wondered why all transactions

would not now be done online:

There should be some other way of submitting the $5
request fee other than by cheque. This is a small point.
but it’s an example of the bureaucratic barriers that exist
which dissuade regular people from filing ATIPPA re
quests. I order cheques from the bank and I know that
literally the only thing I will use them on is ATIPPA

requests.’

Both he and Terry Burry decried the fact that requests

are often referred to other public bodies that may have

information, and this inevitably delays the process. Both

wondered if a centralized ATIPP office, staffed by people

trained in access to information and protection of per

sonal information, might provide more efficient service

and be less open to political interference. As James

McLeod expressed it:

And within an office that’s specialized in that as opposed
to peppered throughout the public service where each
one is working on their own in the natural resources
building or in the, you knos West Block Transportation
and Works office space or whatever. I think centralizing
in one place and making it finally like the final call up to,
say the director of the office...the ATIPPA office within
OPE would be better than leaving the final decision on all
of the severing up to a cabinet minister given that a lot of
the information that I’m looking for at least, is politically
problematic for cabinet ministers to have published in
the newspapers)°

Terry Burry voiced this view:

Firstly. I said that the government should staff a single
office. When I made an application in 2008 I was told I
had to make one application to the Department of Mines

8 AITPPAsB.
9 McLeod Submission, June 2014, p4.
10 McLeod Transcript. 26 lone 2014. pp 48—49.

5 Hann Submission, 27 luly 2014, p2.
6 OIPC Supplementary Submission, 29 August 2014. p4.
7 Ibid.
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and Energy, another application to Department of Health
and Community Services, and another application to the
Premier’s Office, I think it was. So I think that should be
eliminated and there should be one office set up such that
the person can coordinate the requests coming from an
applicant and can gather the information and then pass it
on to the applicant when he received that information.
And probably even be anonymous. He doesn’t necessarily
have to reveal to Department X or Y who it is that’s ap
plying for the information, And also, this would have the
benefit of only having one fee; whereas, if you got to
make four or five applications you got to pay four or five
different fees.”

At the end of the hearing process, the Commissioner

offered some helpful insight regarding the concept of a

single ATIPP office for coordination of requests to pub

lic bodies. He had investigated the decision in British Co

lumbia to centralize all access functions in response to

the BC Commissioner’s criticism about the lengthy de

lays in responding to access requests. Sean Murray of

the Commissioner’s Office in Newfoundland and Labra

dor cautioned against treating the centralization of

ATIPP functions as a magic solution. He warned that

even a centralized agency such as the one in BC often has

to refer to a department to obtain precise information:

So again, I would think that there are situations where
the central agency needs to contact the department and
then get back to the applicant and perhaps the same
thing may happen within the review process. But what
they found is that—and this has only been in place for
three years and what they found was that in the first year
there was an improvement in the timeliness of responses
but as time has moved on and they have a necessity each
year but I think there is an assessment underway right
now, and it appears that the timelines are now worse than

they were before this particular year .,. there’s been a
hiring freeze in the central agency so they don’t know
what they can attribute it to.’2

Sean Murray stated that over those three years,

there have been many changes in the structure and pro

cesses of the BC government, including changes in the

Commissioner’s office, all of which may have affected

the functioning of the access to information system.

And as time has moved on, some of the departments
have been reorganized and divisions moved from one
department to another, the personnel have changed.
there’s been natural attrition both within the depart
ments and within the central agency itself. There have
been changes in the way records are stored, in terms of
different electronic systems have come into play. So
even within three years they’ve noticed that the benefits
that they noted at the beginning in terms of efficienc)
were beginning to be lost over time to the extent that
some departments have now created a position within
the deputy minister’s department to be the full time
permanent liaison with the centralized agency in order
to establish some .. continuity there. So well the result
is that there’s an additional bureaucracy has been created

maybe three years is not long enough to assess and
there’s a lot of factors that go into it.

It was not the silver bullet for resolving the timeliness
issue and it may have complicated the process somewhat
unintentionally.’3

The Commissioner added that the access system in

BC is now thought to be less responsive because of the

loss of knowledge of how information is stored. Perhaps

partly because of this, some departments have created a

full-time position to be a permanent liaison with the BC

central agency.’4

12 OIPC Transcript, 21 August 2014, pp 69—70.
13 Ibid7l—72.

14 Ibid7l.11 flurry Transcript, 24 July 2014, pp 12—13.
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Analysis

As a keen observer of the functioning of the ATIPPA

system over the last seven years, the Commissioner put
his finger on one of the central issues. Coordinators are
not accorded the status and respect they should have,
bearing in mind their central place in the fair and effi
cient treatment of the requests for information. The

minister’s submission stated that their work is often
combined with other tasks. This may be because of rela

tively few requests within some public bodies. But it
may also be due to an undervaluation of the role of

treating requests as compared to other work Some of

the current delays in administering the ATIPPA may be

due to the fact that most coordinators must juggle
several tasks.

This relaxed approach to assigning ATIPPA respon
sibilities was mirrored in the lack of emphasis on training
and the acquisition of professional qualifications. Only

recently does the Office of Public Engagement seem to

have been concerned with the training of staff across
public bodies, including municipalities.

Across Canada and indeed internationally, access to
information and privacy protection are increasingly

seen as distinct fields of learning, attested to by objec
tively defined professional qualifications. At least three

relatively accessible paths to the recognition of ATIPP

knowledge exist currently in English-speaking Canada.

The University of Alberta Extension Program has

built up an accredited university-level program that has

received wide recognition throughout Canada. Courses

are available online, leading to a certificate in informa

tion rights. This course has received awards from the

information rights learning community.’5
The Canadian Access and Privacy Association

(CAPA), a well-respected non-profit organization

based in Ottawa, monitors issues likely to affect the

work of those in the information rights field, as well as

taking positions on emerging issues. It also administers

a certification program, based on the obtaining of for
mal qualifications or years of practical experience or
both. Certification levels, in addition to the basic level,

include a Professional certification and a Masters certi
fication. The University of Alberta program is the rec
ognized professional certification for this organization

although others may be submitted.36

In the area of personal information protection and
privacy issues generally, the umbrella organization
which specializes in training members is the Interna

tional Association of Privacy Professionals (IAPP).
Founded in the United States in 2000, it offers individual,

corporate, and group memberships. Although it con
ducts research and holds conferences in the US, Canada,

and Europe, its primary focus is on training people who

work in data protection to internationally recognized

standards. It has a Canadian branch which holds a yearly
conference in Toronto. The conference is usually fol

lowed by a testing session for certification of Canadian

members.

The IAPP is responsible for developing and launch

ing the only globally recognized credential programs in
information privacy: the Certified Information Privacy

Professional (CIPP), the Certified Information Privacy

Manager (CIPM) and the Certified Information Privacy
Technologist (CWT).The CIPP, CIPM, and CIPT are the

leading privacy certifications for thousands ofprofessionals

around the world who serve the data protection, informa

tion auditing, information security, legal compliance and?

or risk management needs of their organizations.’7

With these available training options, the upgrad

ing of the professional qualifications of ATIPP coordi

nators is a realistic goal.

Overall, the knowledge of ATIPP coordinators ap

pears to be undervalued, and their autonomy to apply
the law to the requests is limited by both their superiors
and the minister’s political staff There is no more telling

16 httpi/www.capaca/.
17 https://privacyassc&Uon.org/aboutl.

15 http://www.atension.ualberta.calstudy/government-stud
i&iapp/.
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indication of the control exercised over the administra

tion of the ATIPP system than the fact that the final

communication with the requester, either to send the

information or to explain the reasons for the refusal,

comes, in the case of government departments, from

the deputy minister’s office and is signed by the deputy

minister.

The manual directs the coordinator to protect the

identity of a requester by limiting disclosure of the re

quester’s identity to those who have a legitimate need to

know.

Despite the directive to limit the disclosure of the

requester’s identity, the coordinator must complete a

form before processing the request which identifies the

requester as belonging to one of the following categories:

• Academic/Researcher

• Business

Individual

Interest Group

• Legal Firm

• Media

• Other Public Body

• Political Party

The manual also directs that coordinators consult

communications staff concerning all requests from the

media. This suggests that it is actually encouraged to an

alyie the request through the filter of the identity of the

requester. Of particular interest is the guidance regard

ing requests from the media:

Communications management should be consulted on
all requests from media and some public bodies may
choose to include communications consultation on every
request it receives”

Communications staff are presumably not special

ists in the interpretation of the ATIPPA. A logical de

duction would be that communications staff are well

placed to advise on the consequences for media report

ing of the release of the requested information, rather

than on what information should be disclosed under

the Act.

This type of involvement by staff impairs the fair

operation of the access to information system. It sug

gests the motivation for this involvement has much to

do with the image of the government of the day in news

coverage. Nowhere in the ATIPPA is it stated that a valid

reason for withholding information is how the govern

ment might be affected by media coverage of informa

tion disclosed through the Act.

This process of focusing on the identity of the re

quester rather than the merit of the request may account

for the delays experienced by the media and opposition

parties. On the one hand, the Office of Public Engage

ment pointed to the relatively speedy treatment of a

majority of requests. Yet the submissions and the state

ments made at the hearings constantly referred to delays

and rejections that seemed unreasonable.

Two observations can be made here. The first is that

the time spent on certain categories of requesters per

ceived as problematic through prior identification adds

to delays and negates the duty to assisL

The second observation is that the current system,

where requests are scrutinized by staff, the deputy min

ister, and often the minister, facilitates the interpretation

of ATIPPA in a partisan political way rather than in a

fair, principled way.

18 Nt Access to Information Policy and Procedures Manual
(2013), p 29.

19 Ibid 39.
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Conclusion

ATIPP coordinators assure the efficiency and the
credibility of the entire process on a day-to-day basis.

Although the public does not hold them to account
for the functioning of the whole system, it is clear
from some of the comments that requesters for infor
mation are often skeptical about the responses they

receive.

Not only does the administrative system for the
ATIPPA need to be shielded from political pressure. as
discussed above, but the coordinators themselves need a
surer pLatform from which to work. They need to be
professionally trained and situated high enough up in
the organization where they work to command auto
matic respect for their functions.

In structured, hierarchical organizations, which
most public bodies are, senior staff positions are re
spected for their decision-making authority. Respect for
the ATIP? process suggests situating the ATIPP respon

sibilities at the director level. This might be only one of
many responsibilities of the director, but the authority

Recommendations

The Committee recommends that

of the position would benefit the administration of the
ATIPPA.

A significant change should be made to the current
approach to the administration of the ATIPPA to give

more importance to the role and knowledge of the ATIPP
coordinator. That person may consult others, but only to

receive advice on the interpretation or application of the
Act, or to receive assistance in locating and obtaining the
information to respond to the request at hand.

Requests for information should be anonymized
(except in the case of requests for personal information
or where the identity of the requester is necessary to
respond to the request) before they leave the hands of
the coordinator. The coordinator should be the only

person to communicate with the requester, and there
fore needs delegated authority from the head of the

public body. Administrative sanctions should be envis
aged for those who attempt to interfere in the integrity

of the ATIPP process.

2. The Act be amended to give delegated authority for

handling a request solely to the ATIPP coordinator.

3. No officials other than the ATIPP coordinator be
involved in the request unless they are consulted for

advice in connection with the matter or giving as

sistance in obtaining and locating the information.

3. The Act be amended to anonymize the identity and
type of requester upon receipt of the request and
until the final response is sent to the requester by
the ATIPP coordinator, except where the request is
for personal information or the identity of the re
quester is necessary to respond to the request
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2.2 The duty to assist

Section 9 of the ATIPPA spells out the duty of public

bodies to assist an applicant who makes a request for
information. The provision reads as follows:

The head of a public body shall make every reasonable
effort to assist an applicant in making a request and to
respond without delay to an applicant in an open, accu
rate and complete manner.

What we heard

The law sets out three principles. The public body

must make a reasonable effort to assist the applicant the

response must be made in a timely manner, and the

search must be thorough so as to return as complete a

set of records as possible. The amendments made as a

result of Bill 29 did not change this section of the Act.

Private citizen Terry Burry recounted his experience in

making requests, and concluded it “is not very user

friendly. . .in terms of what seems sometimes the arro

gant attitude.”0 Wallace McLean commented that “there

are far too many AT! co-ordinators. and others within
public bodies, who need to be reminded of this legisla

tive provision, and of the fact that they are the mere

custodians, not the owners”2’ of public records.

The CBC discussed the duty to assist in the context

of delays and extensions. Peter Gullage advanced the

view that “in a perfect situation” where a public body

wanted to extend the time frame for responding to a re

quest, “there would be a conversation with the requester

to talk about that”11 He added, “and then maybe we can

narrow it (the request) down:’ CBC senior legal counsel

Sean Moreman stated that the duty to assist could come

into play with respect to requests for records that extend

over a year or several years. He suggested that instead of

receiving thousands of pages at once, and after a sub

stantial delay, the public body might work with the re

quester and process the request monthly so that “you’ll

be getting your information as we move alongT’

Official Opposition Leader Dwight Ball took issue

with the content of the letters public bodies write to

requesters. He said a refusal should be accompanied by

an explanation of the reasons for the reffisaL not just the

decision and a quotation from the relevant section of

the Act: “If you are going to say no to somebody at least

give the courtesy of saying why you’re saying no to it.”4

Nalcor Energy provided a 5-page ATIPPA Timeline

document that sets out all the steps to be taken in meeting

the request for information. induding communicating

with the requester and numerous internal processes. Vice

President Jim Keating stated the strength of such an ap

proach is that it “provides certainty and clarity to all the

folks that we have to engage” in responding to the request?

Newfoundland and Labrador practices

There is substantial guidance for provincial public bod

ies with respect to what is meant by the “duty to assist.”

Several Commissioners’ reports give an in-depth treat

ment of this issue, indudinga report issued in February

2014. There, the Commissioner underscored three sep

arate points about fulfilling the duty to assist:

• the public body must assist the applicant in the

early stages of making a request

• it must conduct a reasonable search for the

requested records

24 Official Opposition Tmnscbpl, 22 July 2014, p65.
25 Nalcor Energy Transcript, p 14. (ATIPPA Timelines chart is
Appendb’B’ of submission, 20 August 2014).

20 Burry Transcript, 24 July 2014. pp 40-41.
21 McLean Submission, August 2014, p 15.
22 CBC/Radio-Canada Transcript, 18 August 2014, pp 65—66.
23 Ibid pp 66—67.
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• it must respond to the applicant in an open,

accurate and complete manner26

In that report, the Commissioner also pointed to

another source of information to help guide public bod

ies in assisting the requester: the policy and practices

manual compiled by the ATIPP Office of the OPE.

In a report in 2011, the Commissioner commented

on the duty the public body has in the early stages of a

request. As an example, he took a public body to task for

misinterpreting the type of information an applicant

requested, and instead of taking the time to clarify the

request, it made “its all too prompt reply” just two days

later, and rejected the request. He concluded, “in failing

to contact the Applicant to seek clarification, Executive

Council failed in its duty to assist the Applicant:” The

Commissioner has also described a “reasonable search”

for records on the part of the public body as one that is

carried out “by knowledgeable staff in locations where

the records might reasonably be located.”Th In a report

involving a seven-month delay in response to a request

to the Department of Natural Resources, the Commis

sioner commented on the duty of the public body to

keep contact with the applicant throughout the process:

[231 ... the duty to assist under section 9 to “respond
without delay” and to “respond in an open, accurate and
complete manner” requires the Department to keep an
applicant informed as to the progress of their request. In
this case (as it was in Report A-2012- 12) all communica
tions with respect to the status of the request were initiated
by the Applicant. As stated in that Report, “this does not
help to foster a cooperative and respectful relationship
between an applicant and a public body”)9

The duty to assist carries through until the request

is disposed of. either with full or partial disclosure or

with an outright refusal. The Commissioner’s comments

in a case involving a request to a municipality in 2007

underscored this point.

When deciding to deny access to a record or part of a re

cord outside oftheAflppA process, as described in recom
mendation number 2, the Town must provide a complete
and accurate explanation to the applicant, including an
indication that the response is being given outside the
scope of the ATIPPA and that the applicant will not have
the ability to seek a review of the Town’s decision by the
Office of the Information and Privacy Commissioner.’9

Other Canadian and international practices

The “duty to assist” is a standard requirement in Cana

dian access and protection of privacy laws, and the word

“reasonable” is commonly used to describe the effort the

public body must make to assist the applicant. Nova

Scotia defines “reasonable” as “what a fair and rational
person would expect to be done or would find accept
able and helpful in the circumstances:’3’ It further states
that “duty to assist” involves:

• a timely response to a request

• being open with a requester about a refusal, a

fee, or why a decision was made

• clarifying with the applicant what they are actu

ally requesting

• providing a comprehensive response to the

applicant’s request

There is similar guidance from the federal Office of

the Information Commissioner. However, the Commis

sioner states that “duty to assist” goes beyond helping a

requester through the process, and “implies a com

mitment to a culture of service and underscores the

importance of access to information as a service to

Canadians:’ It reminds officials in public bodies that the

duty extends through the entire access process, from

interpreting the request and searching the responsive

records to responding to the requester. The document

references the United Kingdom experience, which it

summarizes as involving a “wide-ranging duty to assist

and to provide advicC32

30 OIPC, Report 2007-007, 26 June 2007.
31 NS FOIPOP, What is Ditty to Assist?
32 Information Commissioner of Canada, Access to Informa
tion and Duty to Assist.

26 OIPC, Report A-2014-004, 6 February 2014, para 25.
27 OIPC, Report A-2011-002, 22 March 2011. pan 25—26.
28 OIPC, Report 2013-002,30 January2013, pan 11.

29 OIPC, Report A-2013-001, 25 January 2013.
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The United Kingdom provides general guidance for
public bodies in a Code of Practice, which includes a
section on providing advice and assistance to requesters.
The starting point in the guidance for officials is to work
with the requester “to enable him or her to describe
more dearly the information requested,” for the pur
pose of “clarify[ing] the nature of the information
sought, not to determine the aims or motivation of the
applicant:’ The Code recognizes that a timely response
is important, and recommends requesters be contacted
“as soon as possible” to seek clarification on a request,
“preferably by telephone, fax or email Once officials
have followed these steps, they are deemed to have met
their legal duty to provide assistance, even if the re
quester fails to “describe the information requested in a
way which would enable the authority to identify and
locate iC”3

There is additional guidance for public bodies in the
UK, and this comes from the Information Commis
sioner’s Office (ICO).’t The ICO describes the impor
tance of the duty: “The provision ofadvice and assistance
is how a public authority interacts with an applicant in

33 UK Code of Practice on the discharge ofpublic authorities’
functions, at paras 8,9, Ii
34 UK ICO, Good practice in providing advice and assistance
(2008). Pp 2—3,

order to discover what it is that the applicant wants and,
where possible, assist them in obtaining this:’

The ICO recommends officials treat the Code as “a
minimum standard:’ and lists several examples of “good
practice:”

• make early contact with the applicant and
maintain a dialogue with them throughout the
process

• a public authority’s customer service policies
should facilitate their advice and assistance
duties

• properly record and document all communica
tions related to clarification and handling of
the request

• be sensitive to the circumstances of the appli
cant when considering the appropriate method
of contact

• if the information cannot
format requested, discuss
how it might be provided
able format

• be prepared to provide advice and assistance
to an applicant when their request has been
refused on the basis of an exemption or ex
ception’5

35 Ibid pp 2—3.

Conclusion

The essence of the duty to assist is to exhibit the qualities
that are inherent in good customer service. The contact
should start with a positive attitude, continue with en
suring there is clarity about what information is being
asked for, and work toward satisfying the requester. If
the information cannot be provided, or only some of it

will be disclosed, the official needs to explain why.
The legal duty to assist has been legislated, but a good

attitude cannot be a function of the law; that will depend
on the personal qualities of the official who receives the

request and their interaction with the requester until the
end of the process.

The Access to Information Policy and Procedures

Manual comments in detail on the duty to assist. It
states the importance of the duty and its legal underpin
ning. The document adequately spells out the process,
but it should go further and state that the key to success
fully carrying out the duty is to practise good customer
relations. That means providing the kind of assistance
and service that would be provided if the objective were

be provided in the
with the applicant
in another accept-
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to cause the applicant to return to seek more of the good
service. In that respect, it would be useful if training that

Recommendations

is already in place for ATIPP coordinators emphasized

such an approach.

The Committee recommends that writing as to the positive duty to provide to a re

quester the maximum level of assistance reasonable
5. The head of each public body provide the desig- in the circumstances.

nated ATIPP coordinator with instructions in

2.3 Fees and charges

The fees and charges collected under Newfoundland and
Labrador’s ATIPPA do not come close to the cost of
administering the Act. In his comments before the Com

mittee, the Minister responsible for the Office of Public

Engagement (OPE), the Honourable Sandy Collins,

agreed, “it’s not cost recovery in any sense of the termY6

In 2013— 14, there were 450 access requests to depart

ments and other public bodies for general information,

and applicants were required to pay a $5 application fee.

The application fees totaled $2,190 and public bodies

levied an additional $4,518 in processing charges. This

brought the average cost for fully processing each of the

450 requests to S 14.90.’

Several submissions advised the Committee to rec
ommend doing away with fees and charges. The OIPC

saith “it is dear that the time and effort involved in esti

mating, assessing, and processing fees by public bodies is

more of a burden than a boon:’38 Others, induding Dr.

Ma Marland of Memorial University’s Political Science
Department, recommended keeping fees, arguing that a

“nominal application ‘nuisance fee’ (say $5) is an import

ant principle to require that applicants consider whether

a request is really necessary” The Minister of OPE sug

gested the $5 application fee “shows the level of commit
ment by the person that’s putting the inquiry forward°

PreBili 29

Before December 2012, it cost $5 to make an access re

quest under the ATIPPA. Applicants were provided with
two hours of free processing time and charged $15 an
hour after that. The processing charge applied to locat

ing, retrieving, and producing a record. Applicants were

required to pay half of the cost estimate up front, and

the remainder once the request was completed. Public

bodies had the authority under the regulations to waive

fees and charges where the cost would “impose an un
reasonable financial hardship on the applicant” or where

the request related to the applicant’s personal informa

tion and waiving the fee would be “reasonable and fair.”

The Cummings report (2011)

Fees and charges were given significant attention in the

last legislative review of the ATWPA. Commissioner John
Cummings ultimately conduded fees should stay as they

were, and government should not consider implementing

39 Marland Submission, July 2012, p3.
40 Government NI. Transcript. 19 August 2014, p 183.

36 Government ML Transaipt. 19 August 2014, p 183.
37 OtficeolPubhc Engagement, AITPPA Annual Report 2013-14.
38 OIPC Supplementary Submission, 29 August 2014, p5.
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new ones. Most interesting, however, were the widely
varying views from within public bodies. Some public
bodies thought that for various reasons, fees and charges
were not useful in the administration of the Act:

• they were applied inconsistently
• cost recovery was impossible
• they did not apply to requests for personal in

formation (except for the application fee)
• they were too low to deter applicants from

making unreasonable requests4’

Other public bodies believe that fees deterred appli
cants from making unreasonable requests and helped
them narrow the focus of their requests. Mr. Cummings
concluded most public bodies wanted fees to be increased,
but they could not decide what the increase should be.

Post—Bill 29

The ministerial fee schedule in the wake of the Bill 29
amendments continued the $5 application fee for gen
eral access and personal information requests, while
the processing of personal requests continued to be
provided for free. However, the fee schedule brought
changes to the access to information fee structure and
how the calculation was made. Applicants had their
free processing time doubled to four hours. But after
the four hours, the processing charge was increased to
$25 an hour. In addition, public bodies could now
include the cost for considering the use of various ex
emptions under the ATIPPA. As with the pre—Bill 29
fee schedule, there were additional costs for making
copies, producing electronic copies, and shipping.
There was also a new method of calculating how pro
cessing charges were to be paid by applicants- The pub
lic body had to provide a cost estimate to the applicant.
If charges were estimated to be $50 or more, an appli
cant who wanted the work to continue had to pay half
the cost estimate before the work commenced. The sec
ond half of the charge was to be paid before the public
body started working on the remaining 50 percent of

the work. The regulation regarding the waiving of fees
remained unchanged.

The law and practice in Canada

All Canadian jurisdictions except New Brunswick
charge for providing information to requesters once
they have made a formal request under access laws.
Several provinces and the federal government charge
both a $5 application fee and a further amount for pro
cessing the request, while other provinces, including
Saskatchewan, Quebec, and British Columbia, have no
application fee. British Columbia allows an applicant
three free hours of processing time and cannot charge
an applicant for the time spent severing information
from a record.

Since New Brunswick is the only Canadian prov
ince without fees for access to information, it is useful to
discuss the policy decision that eliminated them. New
Brunswick’s Right to Information Act was implemented
in 1978 and replaced by a new Act in 2009. In the fol
lowing year, the matter of fees for access requests had
become an election issue. Progressive Conservative
Leader David Mward promised to eliminate all fees for
applicants, and later, as Premier, announced the deci
sion to do so. The policy decision did away with the $5
application fee, the $15-an-hour processing charge, and
additional charges for copying. computer time, and
delivery. Mr. Mward said the decision was vital for New
Brunswick democracy:

Free access to information is vital for a healthier democ
racy and a more effective government. A more open and
transparent public sector will help us grow a stronger
New Brunswick4

All Canadian jurisdictions give public bodies the
authority to waive fees in certain circumstances. However,
not all provinces and territories do it in the same way.
Ontario, for example, allows the head of a public body
the discretion to waive a fee if it would cause financial
hardship to the applicant, if it would benefit public
health and safety, and if the actual cost varies from the

41 Cummings Report (201!) p30. 42 NB Press Release, 26 August 2011.
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initial estimate. The head of a public body in British

Columbia can agree to an applicant’s request to waive

fees if release of the information requested is in the

public interest or if “the applicant cannot afford the

payment or for any other reason it is fair to excuse

payment:’ The territory of Nunavut has a fee-waiving

provision similar to that of several provinces:

The head of the public body may waive all or a portion of
your fee if, in their opinion, you cannot afford to pay the

fee or for any other reason they feel it is fair to waive that
fee.°

International law and practice

Internationally, Australia, New Zealand and the United

Kingdom do not charge an application fee. However, all

three jurisdictions impose charges. The United Kingdom

has the most generous cost structure, and the result is

that only a small percentage of requesters are actually

charged for their information request.”

UK authorities are obliged to fulfill requests if the

cost of doing so comes within “the appropriate limit:’45

set at £600 for the central UK government and £450 for

other public bodies.46 Requests that fill below the thresh

old are to be charged only “communication costs:’ which

include copying, postage, and other fees tied to comply

ing with how an applicant wishes to receive the informa

tion. If the request does not exceed the appropriate limit,

public bodies cannot charge for processing time, and

they may not add a “handling” or “administrative” fee.4

When calculating the time taken to respond to a request
authorities can include searching for the information and
drawing it together but not reading it to see if exemptions
apply, redacting data ordeciding whether it can be released.
Few public authorities use the charging mechanism.4’

In New Zealand, the first hour of search time is free

for access to information requests, while each subse

quent half hour or less costs $38. Australia charges $15

an hour for searching and retrieval and $20 an hour for

decision making with respect to the request5°

New South Wales has a variety of fee regimes, but

all information requests must be accompanied by a $30

application fee. Requesters applying for general govern

ment information are charged $30 for each hour of

search time, with no free processing time. An applicant

requesting personal information receives 20 hours of

free processing time, and is charged $30 an hour for the

remaining time of a search. New South Wales applies a

different fee regime to people who can demonstrate

financial hardship (defined as pensioners, MI-time stu

dents, and non-profit organizations). People in this cat

egory pay the $30 application fee and, like the person

requesting personal information, they receive the next

20 hours for free. They are charged $30 an hour for the

remaining processing time, but receive a 50-percent dis

count on all charges, including the application fee. New

South Wales also has a public interest provision—offi

cials can provide a 50-percent processing fee discount

“if the agency is satisfied that the information applied

for is of special benefit to the public generally:’5’

43 NU ATIEP Fees.
44 UK Post-legislative scrutip

‘ ofthe FOIAct2000(2012), pam 25.
45 This term is used in section 12 of the UK POt Act.
46 Supra note 44 at pan 24 (The standard cost is £25 an hour,
which translates to 24 hours for the central UK government and IS
hours for other public bodies, including local bodies).
47 UK ICO, Fees that may be charged, p4.

48 Supra note 44, p 25.
49 NZ Charging Guidelines.
50 Australia ICO. Freedom ofInformation - Charges.
51 NSW IPC, GIPA Actfees and charges (2014).
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What we heard

Many of the submissions to the Committee addressed
the issue of fees and charges, and while views were
strongly expressed, there was no common theme. The
most significant development was the position of the
Commissioner, who initially accepted that fees should
be part of the ATIPPA. However, after hearing and read
ing the various submissions before the Committee, the
Commissioner’s office did further study. In his supple
mentary submission in August, the Commissioner rec
ommended all fees and charges be eliminated.

He suggested that any concerns public bodies have
about becoming “overburdened through limitless access-
to-information requests” can be addressed through
section 43,1, which outlines the grounds on which public
bodies can disregard requests.

The OIPC commented on the New Brunswick deci
sion to eliminate fees, and stated that while that prov
ince has not experienced an appreciable increase in the
number of access requests since fees were eliminated,
“anecdotal evidence” suggests “the breadth of requests is
starting to become problematic:’52

Although the Commissioner has recommended
fees and charges be eliminated, it is useful to describe
his earlier perspective when he addressed the existing
ATIPPA provisions. One of his chief complaints was
that as a result of the fee changes in 2012, public bodies
can charge applicants for the time spent determining if
exemptions should apply:

It seems wrong to charge the applicant a fee for time

spent determining why the applicant cannot have access

to a record or part of a record,”

He was concerned that poorly maintained and orga
nized public records and complex requests can lengthen
searches. The Commissioner cited the hypothetical exam
ple of two searches involving 100 pages of responsive
records.’4 One case may take an hour because the records

are easily located, with limited redaction required. The
other case may be more complex, and require the involve
ment of legal counsel and senior executive officials to
discuss the issues and harms involved in release. The Com
missioner stated that the applicant “will not necessarily
know or appreciate the difference in terms of the feer The
Commissioner recommended that the OIPC should be
able to investigate a fee complaint as part of a review
where he can issue a report and recommendations, rather
than the current system where he has only the authority
to “investigate and attempt to resolve complaints:’

The Centre for Law and Democracy recommended
eliminating application and processing charges, while
allowing public bodies to recoup direct costs such as
those associated with photocopying and mailing. It
objected to the current practice, which allows public
bodies to charge for search and processing time:

Essentially, this forces requesters to pay for poor record
management practices or excessive caution in deciding

whether exceptions apply.55

The Centre argued “direct employee time” spent in
responding to access requests should be regarded as
“part of the institution’s general mandat&”

Official Opposition Leader Dwight Ball objected to
the fee changes following Bill 29 and the addition of
“activities now factored into the cost of labour:’ such as
the time spent determining which exemptions to apply.
Mn Ball contended the changes have made the ATIPPA

“more cost-prohibitive, and thus, less accessible:’ He
also addressed the need for common standards in admin
istration and information oversight:

ATIPPA fees are rather arbitnqc subject to the discretion
of the person processing the request, and dependent upon

any number of flictors, including their experience level,

their familiarity with the Act, or the information manage
ment capabilities of that particular department?

55 CLD Submission, July 2014, p12.
56 ibid.
57 Offcial Opposition Submission, 22 July 2014, p 29.

52 OIPC Supplementary Submission, 29 August 2014, p2
53 OIPC Submission. 16 June 2014, p 82.
54 ibid.
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The OPE provided insight into the issues encoun
tered by ATIPP coordinators trying to fulfill requests in
the time since the amended ministerial fee schedule.
They are feeling the impact of the changes described
above concerning the fee structure and how the pro
cessing cost calculation is made. The OPE explained
that the process can lead to delays:

The current payment schedule can result in delays in re
sponding to requests as coordinators are unable to com
plete the processing of a request until all fees are paid. In
addition, it can be impractical for coordinators to deter
mine at which point 50 percent of the request has been
completed5’

Nalcor Energy recommended that the Committee

review the $5 application fee, as such a fee is “only useful

if it deters unreasonable requests.”” Nalcor Energy told

the committee it does not cash the $5 cheques that are
sent with requests for records. It stated if the application

fee is to be maintained, it should be “meaningful:’

Several private citizens commented on how they

thought fees and charges can sometimes be deliberately

inflated to discourage applicants from seeking infor

mation. Terry Burry of Glovertown recommended there

58 Government NI. Submission, August 20t4, p 18.
59 Nalcor Energy Submission, August 2014, p7.

Issues and analysis

be no increase in the application fee, and that photo

copying costs be held at 5 cents a copy, “not the $115.00

I was ripped off in 2008° Mr. Burry also suggested

the government release requested information as a

PDF if the applicant can access electronic files. He also

recommended there be no charge for files sent elec

tronically.

Adam Pitcher suggested fees for access be “lower

overall,” and that they be standardized for all public

bodies.6’ Scarlett Hann commented briefly on the time

and cost involved in the initial access process, as part of

a longer discourse on how costly the access to informa

tion system can become if a case goes all the way to

court. She referred specifically to the “initial application

review process by ATIPP staff and ATIPP departmental
coordinators”62

Journalist James McLeod remarked that it is time
for the ATIPPA access and payment system to go online.
He referred to the troublesome practice of having to
prepare, write, and mail a cheque for each access re
quest. He prefers to do this online, and to be able to
make a payment electronically.

60 flurry Submission, JuLy 2014, p 10.
61 Pitcher Submission, 27 December 2013, p 1.
62 Hann Submission, 27 July 2014, p4-

Most of the submissions to the Committee assumed that
gaining access through the ATIPPA will involve a charge.
But many were of the view that if fees and charges are to
be maintained, they must be fair. Several expressed the
opinion that public bodies should not charge for decid
ing what information should be withheld. Others pointed
to the need for a consistent approach to estimating costs,
It was pointed out, for example, that officials handling
access requests might not all have the same level of ad
ministrative skills, and that this can significantly affect
estimates. The quality of information management may

vary from one public body to another, making it easier to
access information from one organization and more dif
ficult from another. This can also affect cost estimates.

The Committee has also heard that seemingly sim
ple matters, such as the change in the method for esti
mating charges, can have an impact on the public body’s
ability to respond quickly to a request. And the Com
mittee was advised there is a need to revisit the ATIPPA

application and payment system. It remains paper- and
cheque-based, as it was when the Freedom of Infonna

Hon Act was enacted in 1981.
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The Access to Information Regulations have a provi
sion that allows the public body to waive fees where they
would “impose an unreasonable financial hardship” or

where doing so would be “fair and reasonable” in rela

tion to an applicant’s own personal information. There

is no provision for waiving fees when it is in the public

interest to disclose the requested information.63

Any change related to fees and charges should facil

itate, not frustrate access. Changes should make the Act

more, rather than less, user friendly. And any change in

the fee and charge structure should not lead to more

problems, such as the current problems associated with

estimating charges.

No one who appeared before the Committee, includ

ing government representatives, contemplates a future

ATIPPA system with full or even near cost recovery. As

a point of information, it was estimated that Canada’s

federal access to information system cost $47 mifllon to

administer in 2009—10, and that less than one percent of

the cost was recovered through fees.M

The Constitution Unit at University College Lon

don concluded from its research with local authorities

63 BC IPC, Order PL4-42, 24 September 2014. This recent
case decided by the BC Information and Privacy Commissioner
may be instructive. A journalist requested documents about an
internal review of purchase card expenses by employees of BC
Housing. The subsequent story stated there was widespread mis
management of taxpayer-funded credit cards for items and ser
vices of tow value. The journalist asked BC Housing for expense
daims involving five employees, covering an I I-year period, and
later narrowed the request to a period of nearly six years. BC
Housing sent a fee estimate of more than $10,000 for the initial
request, and an updated estimate of $3762.50 for the narrowed
request The journalist narrowed the request further to include
just two employees. The third and final fee estimate was $2010.
The journalist asked that the fees be waived under s. 75(5J(bJ of
FIPPA, which, upon a request, allows the head of the public body
to waive fees if the information being sought relates to a matter
of public interest. The Commissioner decided the credit card re
cords in the 10-month period prior to the Credit Card Review
were in the public interest, as were the records for the 22 months
after the review was completed, as they would allow the journalist
to compare credit card spending before and after the review. She
ordered that fees be waived for that period.
64 Globe and Mail, Feds eye access-to-information fee hike, II
March 2011.

in the UK that close to 70 percent of them did not

charge applicants in the first five years of the Freedom

ofInformation Act 2000, from the time it came into effect

in 2005 to 2009. The remainder of local authorities

said they charged requesters in fewer than 5 percent of

requestsP5

Two reasons are given to support charging fees—

cost or partial cost recovery, and deterring nuisance re

quests. The latter reason was expressed in the 2008 review

of the Right to Information Act in the state of Queensland,

Australia The University of Southern Queensland com

mented on the purpose of user fees:

Whilst the University does not recommend increasing the
charges, neither does it wish to see the charges removed as
they do act as a deterrent to uncommitted, nuisance
making or vexatious applicants.TM

During the ongoing review of Alberta’s Freedom of

Information and Protection ofPrivacy Act, Commissioner

Jill Clayton recommended that the province’s fee struc

ture be reviewed to ensure that fees are appropriate and

do not create a barrier to access, and that they are dear

and understandable. But she did not recommend doing

away with them. She stated: “In my view, while it is rea

sonable to charge a nominal fee to provide access—this

helps to prevent frivolous requests—it is important that

fees not be a deterrent to accesCt7

As discussed above, the Committee studied cost

systems in place in other jurisdictions, including the

United Kingdom. The UK model provides for 18 hours

of free processing time for a request to local public bod

ies such as municipalities and schools, and 24 hours for

central government. This appears to provide a realistic

amount of time to ftilfill requests. It could also act as an

incentive for an applicant to make requests that are spe

cific and that would have a reasonable chance of being

flilfilled free, apart from the direct costs described

above. Broad-ranging and ill-defined requests and those

made in bad faith would remain subject to the provision

65 Supm note 44. p 25.
66 Queensland, Solomon Report (2008), p 186.
67 Alberta IPC, Becoming a Leader in Access and Privacy
(2013), p 5.
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that is at present section 43.1, and should, in concert
with additional powers for the Commissioner to review

Conclusion

all aspects of the ATIPPA, provide the oversight and
confidence that the public demands.

The quick and easy solution to fees and charges would
be to adopt the New Brunswick system. And despite the
fact that the Commissioner has recommended this ap
proach, his caution is instructive. The New Brunswick
experience with no fees is in its early days. More evi
dence will be needed to determine its strengths and
weaknesses. It would be premature to adopt such a sys
tem in Newfoundland and Labrador without under
standing a myriad of issues, including the effect it will
have on the workload of public officials and on the staff
in the Commissioner’s Office.

The current cost recovery system under the ATIPPA

lacks credibility with many users. There has been an
especially strong negative reaction against the policy to
count as processing time the effort public officials use to
determine what exemptions might apply to a given access
request.

People seem not to object to paying fees and other
charges. But they do object to some cost estimates that
can appear overstated and punitive. As well, the ATIPPA

does not allow for the fact that some applicants request
information that it would be in the public interest to
disclose. This feature exists in the British Columbia
legislation. In such cases, even if the volume of infor
mation is large, and the attendant processing costs
would be high, the public interest would be served by
releasing the information with no charge.

The Committee sees little merit in retaining the
application fee. It makes sense to lengthen the “free
search” period from 4 hours to 15 hours for government

departments and other agencies, including health
boards and school boards, and to 10 hours for munici
palities. The only time that would count toward process
ing charges would be the direct searching time for the
records. Time spent narrowing the request with an ap
plicant would not count toward the free time allotment,
and neither would the time spent to determine if ex
emptions should apply. Direct costs would be recouped,
such as photocopying and mailing. However, the appli
cant would not be charged for time spent creating an
electronic copy of the record, such as a PDF or a dataset.

Applicants could request a waiver of charges, either
because of their personal financial circumstances, or
because they believe the disclosure would be in the
public interest. The public interest would not be limited
to certain types of documents, such as those involving
public health or safety or the environment.

This approach aims to remove barriers to access in
most cases, requiring charges only for requests that in
volve extensive searches. And even in those cases, the
public interest provision can guide a public body to re
lease the information without imposing a charge. In the
event of an extensive search where the waiver does not
apply, public bodies are required to work with the appli
cant to define or narrow their request.

As a final safeguard, disputes over charges, includ
ing a refusal of a public body to waive a charge, could be
reviewed by the Commissioner, whose determination
would be final.

68 BC FIPPA, s 75(5)(b).
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Recommendations

The Committee recommends that

6. The Act be amended to
(a) eliminate the application fee for any infor

mation request
(b) eliminate the processing charges for the first

10 hours of search time for municipalities
and the first IS hours for all other public
bodies

(c) include only search time in the cost estimate
(d) charge applicants whose search comes within

the free period only for direct costs, such as
photocopying and mailing

(e) ensure that where processing charges are to
be levied, they are modest

(0 eliminate direct costs for electronic copies,
such as a PDF or a dataset

2.4 Disregarding requests

(g) provide for the waiver of charges in circum
stances of financial hardship or where it

would be in the public interest to disclose
the information

(Ii) enable a dispute respecting charges or waiver
of charges to be reviewed by the Commis
sioner, whose determination would be final

7. The Office of the Information and Privacy Com
missioner develop guidelines such as those provid
ed by the United Kingdom Information Commis
sioner, to guide public bodies on how to process
requests where the time estimate is greater than
the free time allowed.

8. Provision should be made for an online application
and payment system, where practicable.

The ATIPPA places the onus on public bodies to act ap
propriately and to release information quickly and in the
spirit of the Act. There are two sections of the Act, how
ever, that allow public bodies to disregard requests made
in bad faith and those that are frivolous or vexatious.

Pre—BilI 29

Prior to the Bill 29 amendments, the ATIPPA allowed
public bodies to refuse to disclose records if a request
was repetitive or incomprehensible or if the information
had already been provided to the applicant (section 13).

Origin of the Bill 29 changes

In his report in 2011, Commissioner John Cummings
stated there was widespread agreement among public
bodies” that section 13 of the ATIPPA did virtually
nothing to deter requesters regarded as “abusers” of the

system. Public officials described some abusive practices
to Mr. Cummings:

• the re-wording of an earlier request, necessitat
ing another search, even though it was unlikely
additional documents would be found

• repetitive requests intended to interfere with
the operations of the public body, rather than
to obtain information

• vague requests covering a long time period

He stated that officials suggested Newfoundland
and Labrador adopt wording from access laws in other
provinces. The Department of Justice recommended
public bodies be permitted to disregard requests where
the head of the public body was of the view that the re
quest was frivolous or vexatious.

Mr. Cummings was convinced by the argument
and concluded that some requests “are made in bad
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faith; have no legitimate value; are confusing, repetitive
or constitute an abuse of process However, he added
an important condition—in all instances, the heads of
public bodies should be able to disregard a request only
with the prior approval of the Commissioner.

The Bill 29 amendments incorporated all the

grounds Mr. Cummings recommended as the basis for
being able to disregard a request. But in a significant
departure, Bill 29 left the decision to disregard up to the
head of a public body, not the Commissioner, as Mr.

Cummings had recommended. The Commissioner was
to retain his role in determining whether a request was
excessively broad.

Post-Bill 29

Bill 29 left section 13 in place and added an entirely new
section that allows public bodies to disregard requests
on other grounds.

Section 43.10), enacted as a result of Bill 29, out
lines situations in any of which the head of a public
body can unilaterally disregard a request:

• The request is “repetitive or systematic”; it
would “unreasonably interfere with the opera
tions of the public body or amount to the abuse
of the right to make those requests.”

• It is “frivolous or vexatious7
• It “is made in bad faith or is trivial:’

There is an additional provision that comes into
play when, despite the requests being neither repetitive
nor systematic, the head of a public body feels they are
excessively broad. In that situation, the head must ob
tain the approval of the Commissioner to disregard the
request.

Practices

There are two places to find guidance on how public
bodies in Newfoundland and Labrador use these sec
tions of the ATIPPA. One is the online reports of the

OIPC; the other is the Access to Information Policy and

69 Cummings Report (2011), p 35.

Procedures Manual produced by the ATIPP office of the
OPE. The manual provides guidance for application of
various terms such as “repetitive or systematic requests”
and “frivolous or vexatious requests:’ and provides some
general guidance about applying these terms in the con
text of access to information. It relies primarily on deci

sions from the Ontario and Alberta Information and
Privacy Commissioners, which outline factors to be
considered in disregarding requests, such as what con
stitutes a vexatious request:

• a request that is submitted over and over again
by one individual or a group of individuals
working in concert with each other

• a history or an ongoing pattern ofaccess requests
designed to harass or annoy a public body

• excessive volume of access requests’°

The Newfoundland and Labrador manual provides
some additional advice and recommends officials go be
yond the strict meaning of words such as “trivial”:

It is important for a public body to consider, however,

that information which may be trivial from one person’s

perspective may be of importance from anothers.”

Public bodies have made seven decisions to disre
gard requests since the Bill 29 amendments.” There are

no Commissioner’s reports on appeals related to the use
of section 43.1 by public bodies, but there are reports
respecting section 13 of the ATIPPA,

70 Nt Access to Information Policy and Procedures Manual(2013).
71 Ibid 52.
72 Six of the decisions were made by Nalcor Energy, based on
similarly worded requests from one applicant, with respect to in
terests the corporation holds in various offshore oil licenses. The
requests were considered “very broad” and “repetitive,” and “the
various requests overlapped.” Nalcor Energy was unsuccessful in
working with the applicant to narrow the requests. In the other

case, the English School District was asked to provide personal in
formation for a nearly four year period, involving email or other
correspondence to or from 56 named people. The Sdrnol District
subsequently worked with the applicant to narrow the request,
and was then able to respond. (Information obtained from ATIPP
Completed Requests website, File OPE/2/2014, 17 April 2014).
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The law and practice in Canada

There is no consistent pattern in Canadian access laws
regarding the power to disregard requests. Neither fed
eral law nor Nova Scotia law has any mechanism to
allow a public body to disregard a request, while in
British Columbia, Alberta, and Quebec, the head of a
public body may apply to the Commissioner for autho
rization to disregard a request Like Newfoundland and
Labrador, both Manitoba and Ontario allow the head of
a public body to determine whether an access request is
frivolous or vexatious. Ontario has added regulations to
assist public bodies in making this determination:

Si A head of an institution that receives a request for
access to a record or personal information shall conclude
that the request is frivolous or vexatious if,

(a) the head is of the opinion on reasonable grounds
that the request is pan of a pattern ofconduct that
amounts to an abuse of the right of access or
would interfere with the operations of the institu
tion; or

(b) the head is of the opinion on reasonable grounds
that the request is made in bad faith or for a pur
pose other than to obtain access.

British Columbia and Ontario adjudicators have
decided many complaints where frivolous, vexatious,
and trivial sections have been used by public bodies to
disallow requests. A useful starting point is a recent
British Columbia matter where the Securities Commis
sion rejected an applicant’s “misguided and vexatious”
request for information related to an action the Securi
ties Commission had commenced against the requester.
The adjudicator acknowledged that while section 43
(frivolous or vexatious) is an “important remedial toot to
curb abuse” under right of access legislation, its use by
public authorities requires “careful consideration,” since
invoking it “curtails or eliminates the rights of access to
information created by the legislature through FIPPK’
She wrote that a frivolous or vexatious request must be
one that represents “an abuse of the rights conferred un
der the Act,” and an official who makes a determination
“must keep in mind the purpose of the Act” The adjudi
cator found for the requester and determined he was
seeking the information to defend himself in an action

the Securities Commission had taken against him, mat
ters which could not be regarded as trivial or an abuse of
rights?

Adjudicators of “frivolous or vexatious” cases have
also determined that requesters have a responsibility to
be reasonable. The Saskatchewan Information Com
missioner was asked to review the refusal on the pan of
several government departments and agencies to pro
vide records to a requester. In ruling that the agencies
should release some of the requested records and not
others, the Commissioner commented on the actions of
the requester:

Throughout the associated course of the Reviews under
consideration, the Applicant has never made mention of
the requests of government institutions to dari’ or narrow
his access requests, nor has the Applicant made any men
tion of fees. The example above is demonstrative of how
the Applicant has, on some occasions, when requesting a
Review misrepresented to this office the circumstances of
his outstanding access requests.

In the matter at hand, I am satisfied that the numerous
instances in which the Applicant has, with appasrnt intent,
misrepresented facts and circumstances concerningongo’mg
Reviews effectively demonstrate that the Applicant is not
using the access provisions of FOIP in good faith.

I find that when an applicant refuses to cooperate
with a government institution in the process of accessing
information one might conclude that the applicant is not
acting in the spirit of the legislation, and thus not acting
ingood faith.tm

The British Columbia Information and Privacy

Commission reports a handful of cases where public

bodies have made a frivolous or vexatious declaration:

six cases in 201 1—12, eight in 2012—13, and seven in

2013—14.” Alberta has similarly low numbers. In 2010—

11, the Alberta Commissioner authorized public author

ities to disregard six requests; in 2011—12, there were

73 BC Securities Commission (24 July 2014), P14-24.

74 Ministry of Advanced Education; Employment and Labour;
Minister of Executive Council; Ministry of Justice and Attorney

General; Saskatchewan Labour Relations Board; Saskatchewan
Workers’ Compensation Board (17 May 2010), P-2010-002, at pa
ns 101—102,103.
75 BCIPC,AnnualReport2Ol3-14. p16.
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four authorizations, and in the most recent reporting

year. 20 12—13, there were three authorizations?6

Ontario reports frivolous or vexatious requests by

focusing on cases under appeal to the Commissioner

after a declaration by a public body. In 2013, there were

17 such declarations under appeal.

The practice in other iurisdidions

In the United Kingdom, the Commissioner’s Office

(ICO) advises public officials to apply their decision to

the request itself, and not the requester.” Further, public

officials are told to focus on the nature of the request,

rather than the consequences. The advice from the ICO

outlines 13 indicators (not an exhaustive list) to help

officials identif’ potential vexatious cases, including

• abusive or aggressive language

• burden on the authority

• personal grudges

• unfounded accusations

• intransigence

The UK Commissioner cautions that these are indica

tors only, but they do allow officials to understand the

nuances of applying section 14(1) of the UK FOI Act and
to take the full picture into account before disregarding a

vexatious request. The lCO also advises officials to use
conciliatory approaches before invoking the section. or to

write an outline of their concerns, in an attempt to have

requesters change their behaviour.

New Zealand and Australia interpret the vexatious

clauses in their legislation in a manner similar to the

United Kingdom. New Zealand acknowledges that “past

experience” with a requester can be taken into account

in a request for information, but it reminds officials “the

Act does not permit requests to be refused simply on the

grounds that a requester has already made numerous,

possibly time consuming requests which, in the eyes of

the organization dealing with the requester, appear to

serve no practical purpose23

The Australian guidelines require officials to prove

vexatious requests in the context of abuse of process or

unreasonable requests:

12.2 Before dedaring a person to be a vexatious appli

cant the Information Commissioner must be satisfied

that:

a. the person has repeatedly engaged in access actions

that involve an abuse of process

b. the person is engaging in a particular access action that

would involve an abuse of process, or
c. a particular access action by the person would be

manifestly unreasonable”

78 NZ Ombudsman, Frivolous and Vexatious Requests, Part 2A,

76 Alberta IPC. Annual Report 2012-13, p 26.
77 UK ICO, Dealing with vexatious requests, p 3.

What we heard

p 12.
79 Australia OIC, Vexatious applicant declarations.

The Commissioner affirmed that the use of section 43.1

by public bodies has been “exceedingly rare:’ But he did

see a significant issue because of the power it gives to the

head of the public body to unilaterally disregard requests.

The Commissioner noted the authority given the head

of a public body to disregard becomes a matter of bad

“optics° and stated in his 16 June written submission

that “the language.. .has resulted in fears from some

quarters that public bodies may use this provision to

disregard legitimate requests as a way of avoiding the

accountability purpose of the ATIPPA.”8’

80 OIPC Transcript, 24 June 2014, p 38.
81 OIPC Submission, 16 June 2014, p 37.
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The OIPC offered the remedy of having the Com
missioner approve all such requests, in order for the
public body to disregard them. However, they acknowl
edged that such a practice raises an issue in the appeal
process. In any case where the Commissioner gave the
public body approval to disregard a request, the appli
cant can no longer appeal to the Commissioner to have
the decision reviewed. In that situation, the Commis
sioner suggests the appeal would have to go straight to
the Trial Division of the Supreme Court.

The Information Commissioner of Canada spoke of
the “discipline” that exists in the ATIPPA, in reference to
the number of exemptions in the Act, and other quali
ties such as fees and the power to disregard requests. She
referred to her own role in overseeing the Canadian
freedom of information system, and noted that of the
9,000 or so files she has seen, “there may be one case
where I would have considered whether that would be
frivolous or vexatious”2

Several other submissions made reference to the
power to disregard requests, and specifically focused on
the description “frivolous or vexatious:’ Simon Lono
stated that, “on principle, a public body should not be
able to decide that on its own1

%%‘allace McLean agreed public bodies need a mech
anism to deal with requests that might fit into the cate
gory of those outlined in section 43.1. But he cautioned
the ability to disregard those requests should be under
taken “with restraint:’ He further stated that “this power
should not be easy for a [public] body to use, and the
exercise of the power must be transparent and account
able.”M He also made several recommendations with
respect to section 43.1:

• delete reference to requests of a “systematic and
repetitive nature”

• make the entire power to disregard requests
subject to prior approval of the Commissioner

• allow the applicant to respond and rebut the
decision to disregard before the Commissioner

makes a decision
upon concluding a public body’s request to dis
regard, and in order to enhance transparency
and accountability, authorize the Commissioner
to publish a report providing all the details of
the matter

The CRC was especially critical of the section allow
ing public bodies to disregard requests. They raised
questions about the interpretation of terms such as “friv
olous,” “vexatious,” “bad faith,” or “triviaU’ The CBC
stated there was no guidance in the Act about what any
of those terms meant, and argued that embarrassed offi
cials could be tempted to use this section of the Act to
hold back records “that cannot otherwise be properly
withheld under the AcC The CBC also argued that the
duty to assist in the ATIPPA (section 9) “includes a re
quirement to work with the requester to narrow his or
her request to make it more manageablC15 They also
suggested public bodies use “all reasonable means to nar
row the request” before asking permission to disregard.

The CBC also took issue with giving the head of a
public body the authority to “disregard one or more re
quests:’ They believe this section allows the head of a
pubLic body to “ignore all requests by a particular re
quester simply because any one of them at any time is
deemed to be offside26

The New Democratic Party raised points similar to
those identified by the CEC, and suggested terms such
as “frivolous or vexatious” must be defined if they are to
remain in the Act. Otherwise, the NDP recommends
section 43.1(0(b) be repealed.

Two public bodies recommended keeping the cur
rent section 43.1 intact. Nalcor Energy argued that “the
public body is best situated” to understand how a re
quest would affect its operations, where such requests
“are intended to annoy, disrupt or have a disproportion
ate impact on a public body.” It opposes allowing the
Commissioner the authority to rule on whether the
public body can disregard a request. Nalcor Energy also

85 CEC/Radjo-Canada Submission, IS August 2014, p II.
86 Ibid p9.

82 information Commissioner of Canada Transcript t8 Au
gust 2014, p 30.
83 Lono Transcript, 25 June 2O14,p45.
84 McLean Submission, August 2014, p 10.
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recognizes that while “frivolous or vexatious” are com

mon legal terms, they may not be so well understood by

the public. They recommended that the OJPC develop

guidance documents on this section of the ATIPPA, as

the Information Commissioner does in the United

Kingdom.

Nalcor Energy cautioned the Committee that put

ting the power to disregard a request in the hands of the

Commissioner raises an important concern. It argued

Issues

such a scenario would leave the requester with no choice

but to submit an appeal to the Trial Division of the Su

preme Court: “The role of the Commissioner as an inde

pendent investigator of the public body will be losC’8’

The College of the North Atlantic also recommended

keeping section 43.1 as it is. They suggested adding a

definition for “frivolous or vexatious”

07 Nakor Energy Submission, August 2014, p7.

All submitters recognized that some access requests are

problematic, because of their breadth, because of multi

ple requests from the same person, or because of a re

ftmal on the part of the applicant to work with the public

body to define or narrow the request. There is a recogni

tion that the public body must be able to respond in

such circumstances, up to and including the power to

disregard the request.

Key questions focus on the role the public body

plays in disregarding the request. Should it have the

power to take this action unilaterally? Or should it be

Andysis

subject to oversight by the Commissioner, so that the

process is transparent? If the Commissioner takes on

this role, what impact will that have on the OIPC’s status

as independent investigator of public bodies?

The written and oral submissions revealed confu

sion, and even mistrust, about the meaning of the vari

ous terms in section 43.1. There were suggestions to

define terms such as “frivolous” and “vexatious” and to

produce guidance documents so that all parties, includ

ing public bodies, have the same understanding of what

is meant by those sections of the ATIPPA.

The power to disregard requests was expanded in the Bill

29 amendments. It came about because of concerns that

the existing power in section 13 was inadequate. The Min

ister appeared to have a sense that there would be some

apprehension over what the new sections meant as he

opened debate on the amendments in the House of As

semblyon 11 June2012:

Mr. Speaker, in terms of guiding a public body in deter
mining what is frivolous or vexatious there is an amount
of information available that will help advise and inform
direction with respect to this. There are a lot of Commis
sioner reports from other jurisdictions that we can draw
on, there is case law that we can draw on, and there are

policy manuals provided which will provide guidance on
what constitutes a request that is frivolous or vexatious.
Mr. Speaker, over time as we build up our own collection
of decisions and material, that will help inform us as to
refine this process even ftsrther.S

It is obvious from the Minister’s comments during

the Bill 29 debate that there was a need for guidance on

the new sections of the ATIPPA. And that is the concern

that was expressed to the Committee during our hear

ings, and in written submissions. There was widespread

88 NLHansard, liJune 2012.
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worry that terms such as “frivolous or vexatious” and
“in bad faith” or “trivial” could be interpreted and applied
broadly, perhaps so as to withhold information that
should be disclosed. At the same time, those are common
legal terms and their meaning has been well established.
It would be reasonable to assume that the guidance the
Minister referred to was available in 2012, and that it

could have been made available to the public at that time.

Several of the submissions spoke to the need for

strong oversight whenever a public body is vested with
the authority to unilaterally disregard a request. The
British Columbia Commissioner, quoted above, says
oversight is especially important when the public’s right
to access is being curtailed or eliminated.

Conclusion

The Information Commissioner of Canada drew
the Committee’s attention to the rarity of situations
where the terms “frivolous” or “vexatious” might have
to be applied to a request for information. Information
provided to this Committee by both the Commissioner
and the Office of Public Engagement also demonstrated
that it has been applied infrequently in Newfoundland
and Labrador since the Bill 29 amendments.

Because of the confusion and mistrust caused by
some of the terms in section 43.1, the Commissioner
should provide detailed guidance as to their application
in the ATIPPA. The Committee deals in detail with this
matter in chapter 7.

The power to disregard requests provides public bodies
with a tool to deal with situations where applicants are
working against the spirit of the Act. The ATIPPA dearly
states that the harm to be considered is where such
requests would “unreasonably” interfere with the oper
ations of the public body or amount to the “abuse of the
right” to make requests.

It may be that the language at the start of section
43.1 is problematic. Most access guidance emphasizes
two fundamental points—that it is the request that is
being assessed, not the requester, and that a request
should be dealt with on its own merits. It is possible the
current wording in this section of the ATIPPA may en
courage officials to overlook those basic requirements
and focus on the requester, especially if a particular re
quester has a history of being troublesome, or if the in
formation sought could be embarrassing if it is released.

The public body always has a clear interest in deter
mining whether information should be released under
the ATIPPA. Even if the meaning of section 43.1 were
readily apparent to everyone, there is a perception issue
any time the public body decides on its own to disregard
a request.

The public must be assured there is transparency
around decision making by public bodies. Nowhere is
this more important than in decisions arising from the
ATIPPA. The Act guarantees access to information with
limited exceptions. and in cases where information is
withheld, the Act provides for an independent review of
decisions made by public bodies. It does not conform
with the purpose of the Act to have oversight only where
it seems convenient.

There is one other point to consider. Sections 43.1
and 13 of the current Act cover much of the same
ground. Section 13 allows the head of the public body to
“refuse to disclose a record or part of a record where the
request is repetitive or incomprehensible or is for infor
mation already provided to the applicant.” The Commit
tee concludes that while these two sections address
somewhat different circumstances, there is enough sim
ilarity that the provisions should be induded in the
same section of the Act.

The Committee concludes that a decision to disre
gard should happen only after an application by the
head of the public body results in approval of the
Commissioner. Where the Commissioner approves the
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decision ofthe public body to disregard, the person who
has made the request for information would have re

Recommendations

course to the Trial Division to appeal the decision of the
head of the public body.

The Committee recommends that

9. Sections 13 and 43.1 of the Act be replaced with a
provision along the following lines: The head of a
public body may. within 5 business days of receipt
of a request, apply to the Commissioner for ap
proval to disregard a request on the basis that:

(a) the request would unreasonably interfere
with the operations of the public body; or

(b) the request would amount to an abuse of
the right to make the request because it is:

i. trivial, or frivolous or vexatious,
ii. unduly repetitious or systematic.

iii. excessively broad or incomprehensible,
or

W it is otherwise made in bad faith; or
(c) the request is for information already

provided to the applicant.
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Chapter Three

ACCESS TO INFORMATION PROVISIONS

3.1 Public interest override in access legislation

The public interest is not necessarily the same as what interests the public. The fact that a topic is discussed in

the media does not automatically mean that there is a public interest in disclosing the information that has been

requested about it.’

— Information Commissioner, United Kingdom

The public interest override in access laws recognizes

that even when information fits into a category that de

serves protection, there may be an overriding public

interest in disclosing it to an applicant or to the public

at large. In that respect, the public interest test is a kind

of lens that public officials must look through in order

to make a final determination about disclosure. The

United Kingdom Information Commissioner’s Office

argues that, by necessity. the public interest should be

broadly focused:

The public interest can cover a wide range of values and
principles relating to the public good. or what is in the best
interests of society. For example, there is a public interest
in transparency and accountability, to promote public
understanding and to safeguard democratic processes?

The public interest override in the ATIPPA and
most other Canadian access laws typically applies to
public health and safety and the environment, and is
conditional on the risk of harm being significant, or on
the presence of a compelling public interest. By con
trast, the public interest override in access laws in the

1. UK ICO, The Public Interest Test.

2 Ibid 6.

United Kingdom, New Zealand, and some of the Aus
tralian states covers more topics and is less restrictive in
its application.

Newfoundland and Labrador legislation and
practices

The public interest override in the ATIPPA is narrow in
its application, and it applies only to “information about
a risk of significant harm to the environment or to the
health or safety of the public or a group of people, the

disclosure of which is clearly in the public interest.” The
Bill 29 amendments did not affect the wording of the
public interest provision.

The Commissioner has assessed the application of
the public interest override in three cases since the ac
cess provisions of the ATIPPA came into effect in 2005.

In each case, the Commissioner referred to the “signifi
cant” harm that must be shown in order to engage the
public interest override and in all three cases, the Com
missioner conduded the test was not met by the applicant.
This is how he commented in a 2007 report reviewing a

request to the College of the North Atlantic on whether

four students were admitted to the college with proper
documentation:
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If there is a mailer of public interest here, of which I am
not convinced despite the Applicant’s comments in this
regard, the ATIPPA sets a very high standard to override

an exception and require disclosure.’

The decision to release information in the public
interest can be made only at the highest level. The Office

of Public Engagement ATIPP Office Access to Infomia
tion Policy and Procedures Manual stipulates “this ap
proval must not he delegated below the deputy minister
or equivalent leveL”4 This section of the Act also implies

3 OIPC. Report 2007-006, 23 May 2007 at pan 36.
4 NL Access to Information Policy and Procedures s%tanuaL p
126.

that a decision to release will be done suddenly, in order
to respond to an urgent event.

31.0) Whether or not a request for access is made, the head
ofa public body shall, without delay, disclose to the public,
to an affected gmup of people or to an applicant, informa
tion about a risk of significant harm to the environment or
to the health or safety of the public or a group ofpeople, the
disdosure ofwhich is dearly in the public mterest.

In such circumstances, notice to an affected third

party is “less formal” than that required for business in

terests, and accordingly, the public body may give the
notice by phone rather than in writing.5

5 mid 126.

What we heard

The public interest override took on the characteristic of
a current that ran through several submissions, rather
than the dominant stream. In nearly every case where
participants discussed the override, however, they felt
the public interest must have a more significant place in
the legislation, so that matters beyond public health and
safety and the environment are captured. James McLeod
of the Telegram felt a broader application of public inter

est would make the Act more effective:

I think having that specific provision that says disclo
sure for any reason is dearly in the public interest and
having that reviewable by the access commissioner and
having him be able to rule and say that, “Yes this was
withheld on the grounds that it’s commercially sensitive
but it’s clearly in the public interest for it to be released
all the same7 would make our Act much stronger.&

The CEC said all discretionary decisions on access

ought to consider the public interest. It advised that
such analysis should “encourage the government to dis
close more information rather than less.’”

Private citizen Adam Pitcher felt that any record
created by a publicly funded entity including the gov
ernment or a body that fulfills “public interest ftinctions’

should be covered by access to information. He also
argued all exemptions should be discretionary and sub
ject to public interest override.8

The Office of the Information and Privacy Com

missioner, then, has concluded the ATIPPA “sets a very

high standard” for applicants who demand access under

the public interest provision of the Act. In his supple

mentary written submission, the Commissioner recom

mended Newfoundland and Labrador adopt the approach

contained in section 23 of Ontario’s Freedom offnforrna

Hon and Protection ofPrivacy Act (FIPPM:

23. An exemption from disclosure of a record under
sections 13, 15, 17, 18, 20,21 and 2L1 does not ap
ply where a compelling public interest in the disclo
sure of the record clearly outweighs the purpose of the
exemption.

The Ontario Act omits the “significant harm” and

urgency requirements of the ATIPPA, and in the words

8 Pitcher Submission, 25 April 2014, p I.

6 McLeod Transcript, 26 June 2014, p 35.
7 CBC/Radio-Canada Submission, 18 August 2014, p3.
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of the Commissioner, such an approach “has value for
this jurisdiction’9

The Commissioner’s conclusion about the “high
standards” in the ATIPPA for invoking the public inter
est override is shared by the Centre for Law and Democ
racy (CLD). The Centre was critical of “the narrow
applicability” of the public interest override in the Act,

and argued there are important public interest concerns
apart from environmental harm and health and safety,

including “democratic accountability, or exposing
public waste, corruption or abuses of human rights:’ It
also recommended the public interest override apply to
both discretionary and mandatory exceptions, and sug
gested the best approach is to “apply the public interest
override whenever, on balance, the public interest would
be served by disclosure.’”0

The Centre for Law and Democracy commented
on the 2010 Supreme Court of Canada decision in
Ontario (Public Safety and Security) v Criminal Law

yers’ Association)’ The Centre concluded that while
that decision “effectively required” the public interest
be considered whenever public bodies consider ac
cess requests on discretionary matters, it is necessary
to go further. The Centre argued “an explicit public

9 OIPC Supplementary Submission, 29 August 2014 p 7.
10 CLD Submission, July 2014.p8.
11 2010 5CC 23, 120101 1 SCR 815 [Criminal Lawyers’Associa
tionj.

Issues

interest test is still important both because many ex
ceptions within ATIPPA are not discretionary and to
make it clear how the Supreme Court decision is to be
implemente&”2

This point was further addressed during the oral
presentation by Michael Karanicolas of the Centre for
Law and Democracy on 24 July 2014, in connection
with the limited public interest test in the ATIPPA:

The main focus of that sentence [reference to page 8 of
July24 written submission] is on the exceptions. The fad

that public interest override applies to certain exceptions
but not others.... I mean, we prefer to have the public in
terest override apply to all exceptions, recognizing that
personal privacywill very, very rarely, if ever, be ovethden
by a public interest.’3

Nalcor Energy explained that it considers the public

interest test “a best practice.” and takes it into account in

dealing with requests where it has the discretion to re

lease information:

A public body can only withhold information if the pub
lic interest in maintaining the exemption outweighs the
public interest in disclosure. The public interest often re
quires a balancing test so that any number of relevant
public interests may be weighed one against the other
when considering the release of information.’4

12 Supra note 10.
13 CLD Transcript. 24 July 2014, pp ItO—I 11.
14 Nalcor Energy Submission, August 2014, p4.

While the public interest override was not a dominant
issue in either the written or oral submissions, the cur
rent language was seen as weak The main criticism is

that section 3 10) of the ATIPPA requires “a risk of sig
nificant harm” before the section can be invoked. Nalcor
Energy’s contribution to the discussion was useful as it
underlined that it is good practice to consider the
broader public interest, even when an exception applies.

The OIPC suggested following the recommendation of the
British Columbia Information and Privacy Commissioner,

who suggested adopting an approach similar to that in the
Ontario Ad. The Centre for Law and Democnqc mean
while, advocated a broader provision that would apply the
public interest test to all sections of the Act.

It is also worth noting that the Access to Information

Policy and Procedures Manual makes no reference to
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any good practices that might be undertaken by public

bodies, and it does not include any commentary relating

Analysis

to the Supreme Court of Canada decision in the Crimi

nal Lawyers’Assodation decision.

It is necessary to trace some history in Newfoundland

and Labrador before drawing conclusions as to the

appropriate basis for application of the public interest

override in the ATIPPA. The province’s first access act

was the 1981 Freedom of Infonnation Act. The Act did

not have a public interest override, just a provision that

allowed the Premier to release information for unspec

ified reasons. The public interest override was first rec

ommended by the Freedom of Information Review

Committee, in its report to the government in July

2001. The committee explained the necessity of such a

provision:

Situations arise where it is in the public interest to dis
close information which would otherwise be protected
by an exception from disdosure under the Act. Issues of
public health, safety, and environmental protection, for
instance, may arise where there is an overriding need for
the public to have certain information. Under these cir
cumstances it seems clear that the public’s right to be in.
formed should outweigh Cabinet confidences and other
exceptions, including an individual’s right to privacy.’5

This description suggests the committee was think

ing the public interest override would be used in urgent

circumstances. Its use of terms such as “situations arise”

and “under these circumstances” suggest extraordinary
circumstances and situations. The three specific issues

identified by the committee were adopted by the gov

ernment and placed in the Act.

The public interest override was not addressed in

the Cummings review, nor was it affected by the Bill 29

amendments. However, as we discussed above, it is dear

from the OIPC’s reports regarding the public interest

override that ft is difficult for applicants to make a case

for release of information under this section of the Art.

15 Striking the Balance (2001), p26.

Like other jurisdictions in Canada, Newfoundland

and Labrador has been reluctant to embrace a broad

ened application of the public interest override. The fail

ure to do this, together with restrictions imposed in the

Bill 29 amendments, has put the ATIPPA out of step

with progressive access regimes around the world.

Governments everywhere are under increased

pressure to release information that formerly was kept

under wraps)’ People are demanding more government

information, in the hope of furthering public transpar

ency and accountability. The current worldwide move

ment toward open government and open data will likely

encourage people to ask for even more information. It

may be that governments will choose to broaden the

public interest provisions of Acts like the ATIPPA now,

or be forced to do ft later.

The Commissioner agrees with a recommendation

from his British Columbia colleague’7 that the approach

taken to the concept of public interest in Ontario is “a

useftil guide as to how a new approach to public interest

might work” in Newfoundland and Labrador. While the

wording in the Ontario Act has broader application than

that in the ATIPPA, it remains quite limiting. The provi

sion in the Ontario Act requires that the public interest

in disclosure be “compelling”; it must not merely out

weigh the purpose of the exception, but must “dearly”

outweigh the case for keeping the information secret.

It must be recognized that the public interest cuts

both ways. For example, in cases such as law enforce

ment, solicitor-client privilege and policy advice to

ministers there are compelling reasons to protect the

16 See section of Extnc[ive Industries Transparency Initiative
in Chapter Ii of this report

17 BC IPC, Investigation Report F13-05, 2 December 2013, p
33.
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records. In those cases, there is a strong public interest

in not disclosing the information.

Governing principles in other jurisdictions

The Committee reviewed laws governing freedom and

access in several jurisdictions (countries and states/prov

inces) that share the English common law experience:
• Canada (Ontario, Alberta, Manitoba, and British

Columbia)

• Australia (Queensland and New South Wales)

• United Kingdom

• Scotland18

• New Zealand

The Committee also considered the Organization

of American States Model Law. Generally, Canadian

access laws provide a narrow definition of public inter

est. Section 31(1) of the ATIPPA is typical.

The public interest provision in Manitoba pertains

only to business interests of third parties. There are

three areas in which third party business information

may be disclosed, if the private interest of the third party

in non-disclosure is clearly outweighed by the public in

terest in disclosure. Those areas are:

• public health or safety or protection of the

environment

• improved competition

• government regulation of undesirable trade

practices’9

British Columbia and Alberta have a specific public

interest test that is nearly identical to that of the ATIPPWs

environmental, public health and safety clause, as well

as a more general provision. British Columbia’s section

25 is worded this way:

25 (1) Whether or not a request for access is made, the
head of a public body must, without delay, disclose
to the public, to an affected group of people or to an
applicant, information

(a) about a risk of significant harm to the environ
ment or to the health or safety of the public or a
group of people, or
(b) the disclosure of which is, for any other reason,
clearly in the public interest.

Another part of the British Columbia law, section

22(2)(a) and (b), is identical to the ATIPPA. section
30(5)(a) and (b), where the head of a public body must

consider the following public interest factors in order to

determine if the release of certain information is an un

reasonable invasion of a third party’s personal privacy:

(a) the disdosure is desirable for the purpose of subject
ing the activities of the government of British Columbia
or a public body to public scrutiny,
(b) the disclosure is likely to promote public health and
safety or to promote the protection of the environment

In their comparative study of the public interest in

access to information laws for the Constitution Unit at

London’s University College in 2006, authors Megan

Carter and Andrew Bouris commented on the challenge

of meeting the public interest test in the British Columbia

law:

The principles concerning section 25 in the BC Act and
the very high threshold which must be met to justif’ dis
closure are set out in a most comprehensive Order of the
Commissioner in 2002. The very high threshold means
that section 25 will rarely be invoked successfully.2°

BC’s Information and Privacy Commissioner drew

the same conclusion in a report filed in December 2013.

Elizabeth Denham stated “there has not been a single

instance where my office has ordered a public body to

disclose information under this section:’ a fact that did

not surprise the Commissioner, “given the requirement

that disclosure under [the section] be both in the public

interest and urgent:’2’ She recommended BC amend

their FIPPA and remove the requirement that urgent

circumstances be necessary to invoke the public interest

override, Denham recommended an approach similar

to that in the Ontario Act:

20 Caner and Bouris (200o), p310.
21 Supra note 17.

18 Scotland has its own Freedom of Information (Scotland) Act.
Wales and Northern Ireland are covered by the Freedom of Infor
mation Act 2000, passed by the United Kingdom Parliament.
19 Manitoba FIPPA, s IS.
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In order to give effect to the intent of s. 25(1)(b), I believe
that that the public interest disclosure provision should
not require urgent circumstances. That is the approach
taken in Ontario, where s. 23 of their Freedom of infor
mation and Protection of Privacy Act (“Ontario AcC)
addresses public interest disclosure. That section does
not require that there be urgent circumstances, only that
the public interest in disdosure outweighs the purpose of
the exemption being overridden.

The Ontario Act allows for the disclosure of records
to an applicant where it is in the public interest, by over
riding provisions of the Act which would otherwise
exempt the record from disclosure. Unlike in British Co
lumbia, this is not a proactive obligation on a public body.
Instead, the public body is obligated to consider the obli
gation in response to an access to information requestF

Origin of Ontario’s public interest override

Ontario’s Freedom of Information and Protection ofPri

vacy Act (FIPPA) came about during the Liberal minority
government in 1985. The Progressive Conservative par

ty won the largest number of seats in the election, and

could have governed with the support of the New Dem

ocratic Party. But the NDP refused and instead supported
David Peterson’s Liberals. The basis of the deal was a

promise from David Peterson that a number of NDP

priorities would be passed into law and there would be

no election for two years.

The NDP wanted to see the FIPPA passed, and pro

posed a general public interest override. The Liberals

initially refused. Attorney General Ian Scott stated his

objections to a standing committee of MPPs that stud

ied the BiD in the spring of 1986:

What we cannot live with is this so-called override....
What we are doing here is we are following precisely

what Professor Carlton Williams, after three years of
studying this, said, that notions of override run by a com
missioner are not going to work, generally speaking, be
cause there are no standards. You arejust saying to them,
ignore the standards of the Act that the Legislature has
set up and do what you please by looking at the public
interest. What he says is, when you appoint a person for
five years or 10 years and say, “When the appeals come to

you, do what you please with regard to the public inter
est: it is great ifhe is a great guy, but what if he is a disaster,
you have 10 years when nothing gets out.”

With the government’s hold on power hinging on

NDP support, the politicians reached a compromise.

The public interest override would apply to only some

parts of FIPPA:

section 13: Advice to Government

section 15: Relations with other governments

section 17: Third party information

section 18: Economic and other interests of

Ontario

section 20: Danger to safety or health

• sections 21 and 21.1: Personal privacy and spe

des at risk

The override would expressly not apply to other

sections:

• section 12: Cabinet records

• section 14: Law enforcement

section 16: Defence

section 19: Solicitor-client privilege

As in British Columbia, it is not easy to make a suc

cessful public interest argument for disclosure. Carter

and Bouris made this comment on section 23:

The IOntario] Commissioner’s view is that although the
issue is frequently raised by requesters and appellants,
the threshold for its application is very high, and carefully
applied on appeal. A very small proportion of public in

terest claims are upheld?4

A thither point shouLd be made regarding the role of

the Information Commissioner in interpreting section

23 in the Ontario Act Goodis and Price agree that while

the threshold for applying the override is high. “the inter

pretation of section 23 has been held by the courts to fall

within the Commissioner’s area ofapertis&’

23 Ontario Assistant IPC speech. ‘Public Interest’ and Ontario’s
FIPPA, 16 February 2001.
24 Carter and Bouris, supra note 20, p 305.

25 Goodis and Price, Public Interest Override and Ontadds
FIPPA, Can JAdmin L & Prac, p52.

S

22 Ibid.
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The recent Supreme Court of Canada decision in

Criminal Lawyers’ Association concluded the law re
quires a public official exercising discretion under access

to information legislation to weigh all relevant consider

ation for and against disclosure, including private and
public interests. The case involved a request for disclo

sure of material, including two legal opinions, from a

police investigation into allegations of abusive conduct

by two police forces and the Crown Attorney in a mur

der case. Ontario’s Minister of the Solicitor General and

Correctional Services refused to disclose the records,

claiming exemption under two sections that were not

subject to the public interest override—section 14 (law

enforcement) and section 19 (solicitor-client privilege).

The Court commented on the necessity that the head of

a public body consider all relevant interests, including

the public interest, in reaching a decision on disclosure:

As discussed above, the “head” matting a decision under
ss. 14 and 19 of the Act has a discretion whether to order
disclosure or not. This discretion is to be exercised with
respect to the purpose of the exemption at issue and all
other relevant interests and considerations, on the basis
of the facts and circumstances of the particular case. The
decision involves two steps. First, the head must deter
mine whether the exemption applies, if it does, the head
must go on to ask whether, having regard to all relevant
interests, including the public interest in disclosure, dis
closure should be made?

One of the factors public officials must consider when

they decide whether to disclose information subject to

discretionary exceptions is the public interest. The Su

preme Court decision makes it equally dear that solicitor-

client privilege and law enforcement have a buUt-in pub

lic interest test.

The federal government

There are two public interest override provisions in

Canada’s Access to Information Act, described by Canada’s

Information Commissioner as “limited public interest

overrides% One override applies to third party infor

mation. Third party information may be disclosed

where the public interest in public health, public safety,

or protection of the environment “dearly outweighs in

importance any financial loss or gain to a third party”23
The second reference is in section 19, a discretionary

provision that allows disclosure of personal information

where the public interest in disclosure “clearly out

weighs” the resulting invasion of privacy.29

International jurisdictions

Access to information laws in the other jurisdictions in

this comparison tend to have more broadly defined

public interest provisions. For example, the public inter

est provisions in the United Kingdom, Scotland, New

South Wales, and New Zealand apply to all discretion

ary exemptions.

Organization of American States model law

The model law developed for the Organization of Amer

ican States (OAS) would apply a general public interest

override to all records, with only a few exceptions:

• right to privacy, including life, health, or safety

• legitimate commercial and economic interests

• patents. copyrights, and trade secrets

The relevant public interest clause is Article 44:

Public Authorities may not refuse to indicate whether or
not it holds a record, or refuse to disclose that record, pur
suajit to the exceptions contained in Article 41, unless the
harm to the interest protected by the relevant exception
outweighs the general public interest in disclosure.

Unless there is harm in disclosing information, the

public interest test requires that it be released.

27 Canada Information Commissioner, Comparative Research
Materials, 18 August 2014 Section 9, p I.

28 Access to Information Act, s 20.

29 Ibid 5 19 and Privacy Act (Canada), s 8(2)(m).26 Criminal Lawyers’ Association, supra note 11 at para 66.
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Infonnalion not subject to the ovenide Guiding principles

Jurisdictions with a public interest override do not con
fer absolute status on the override provision. That
means there are limits, even when a public interest
override is in place.

The UK is an example. Section 2(3) lists several sub
jects that have absolute protection, including security
matters, court records, communications with the Sover

eign. and parliamentary privilege.30 if an absolute ex
emption applies “then there is no obligation under the
Act to release the requested information.”

New South Wales’ law has a conclusive presumption

against disclosure in 13 areas, including Cabinet and
Executive Council information, information subject to

legal professional privilege, documents affecting law

enforcement and public safety. and information and

reports involving adoption and the care and protection

of chiltheit According to the Information Commissioner

of New South Wales, the public agency does not have to

apply the balancing approach to the public interest test

as set out in the override provision when dealing with

information in these 13 areas.”

The New South Wales Government Information

(Public Access) Act 2009 actually includes a public interest

statement in its purpose section, where it states access is

restricted “only when there is an overriding public inter

est against disclosur&’”

It further requires that the Act be interpreted and

applied “so as to further the object of this Act, and that

the discretions conferred by this Act be exercised, as far

as possible, so as to facilitate and encourage, promptly
and at the lowest reasonable cost, access to government
information2

Canadian access laws have limited scope for a public in

terest override. In a paper prepared for the Canadian

Parliamentary and Research Service in 2008, the authors
discussed the public interest character of federal Cana

dian law in the context of the public interest in other
countries. They concluded Canada was at the “weaker

end ofthe spectrum,” while the United Kingdom, Ireland,

and New Zealand were at the other end, where “more

exemptions are subject to the public interest override
than are not,”3’

The discussion that took place during the debate in

1986 over the Ontario public interest override demon
strates the unease some politicians and public officials

feel applying such a standard to their decisions about

disclosure. A similar concern was raised in more recent

times during debate over the UK’S Freedom ofInforma

tion Act 2000. The government insisted on including a

ministerial veto in the Act, in order to stop release of

information by order of the Information Commissioner

or a court. During the UK Justice Committee’s review of

the Act in 2012, former Home Secretary Jack Straw ex

plained the rationale for such a power:

The inclusion of the veto was something that I pursued
vigorously, with the support of Mr. Blair (the prime min
ister]. Without the veto, we would have dropped the Bill.
We had to have some backstop to protect Government”

During debate, the government struck a deal with

the Bill’s opponents. The veto “was to be used sparingly,”

and only after it was subject to “proper discussion in

cabinet:’3’ The ministerial veto has been used seven

times, with the most recent in January 2o14g

30 Freedom of Infonnation Act 2000 (UK), c 36.
31 UK “Public Interest Test” Guidance note.
32 NSW IPC, What is the public interest test?
33 Government Information (Public Access) Act 2009 (NSW),
3(1)(c).
34 Ibid £ 3(2flb).

35 Douglas and Davies, Access to Information Legislation in
Canada and Four Other Countries (2008), p28.
3 UK Post-legislative scrutiny of the FOlAct (2012). pan 169.
37 Ibid.
38 UK FOI and Ministerial Vetoes (2014).
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Wording of public interest override clauses

The value of a public interest override is determined by

how it is worded. As discussed in the Canadian exam

ples, the use of qualifying words and phrases such as

“compelling,” “significant harm,” and “clearly outweighs”

can limit the application and usefulness of the public in

terest override.

New Zealand

New Zealand’s Official Infonnation Act 1982 directs that

there is good reason for withholding information in the

list of discretionary exemptions, “unless, in the circum

stances of the particular case, the withholding of that

information is outweighed by other considerations

which render it desirable, in the public interest, to make

that information available.”39

New South Wales

New South Wales interprets discretionary exceptions

through the public interest test, which favours disclos

ing information unless there is an explicit reason to do

otherwise:

There is a presumption in favour of the disclosure of gov
ernment information unless there is an overriding public
interest against disclosure.40

The Act further states how the public interest test is

to be applied in cases where public bodies wish to with

hold information:

There is an overriding public interest against disclosure

of government information for the purposes of this Act
if (and only if) there are public interest considerations
against disclosure and, on balance, those considerations
outweigh the public interest considerations in favour of
disclosure.

As was discussed above, New South Wales also has

a public interest statement built into the purposes of its

Act.

39 NZ Official Information Act 1982,s9.
40 Suprnnote33s5.
41 Ibidsl3.

Australia

We have discussed elsewhere the changes that are under

discussion with respect to Australia’s legislation and

the uncertainty as to the outcome. However, it is

worth discussing aspects of the existing law, which were

established through major reforms in 2010. Of particu

lar interest is the public interest test and its applica

tionY

The agency or Minister must give the person access to the
document if it is conditionally exempt at a particular
time unless (in the circumstances) access to the docu
ment at that time would, on balance, be contrary to the
public interesL°

The Act then lays out reasons that help make the case

for disclosure in the public interest, including whether

disclosure would add to the debate on a matter of public

importance, whether it promotes effective oversight of

public expenditure, and whether it would allow people

access to theft own personal information.’ Officials are

also advised to consider the purposes of the Act:

• promoting representative democracy

• increasing public participation in order to pro

mote better-informed decision making

• increasing scrutiny, discussion, comment, and

review of the government

• increasing recognition that government infor

mation is managed for public purposes and is a

national resource

• making sum that the functions and powers given

by the Act are performed and exercised, as far as

42 Australian Information Commissioner, Discretionary a
emptions include Commonwealth-State relations, internaL work
ing documents used for deliberative processes, Commonwealth
state or property interests, certain operations of agencies, person
al privacy, business affairs, research by specified organizations,
documents affecting Austnlia economy. Excluded documents
include those relating to national security, defence or interna
tional relations, cabinet, law enforcement and protection of pub
lic safety, secrecy provisions, legal professional privilege, material
obtained in confidence, contempt of Parliament or court, trade
secrets or commercially valuable information, and personal in
formation on electoral rolls and related documents,
43 Australia Freedom ofInformation Act 1982, s I IA(5).
44 IbidslIB(3).
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possible. to promote public access to information

promptly and at the lowest reasonable cost°

The Act also lists a number of factors that are to be
considered irrelevant and “must not be taken into ac
count”* in making a decision about disclosure. The Act

states it does not matter that disclosure could embarrass
or cause a loss of confidence in the government, that it

might cause people to misrepresent or misunderstand

the document, that the author of the document was or is

“of high seniority” in the agency, or that disclosure

could result in confusion or unnecessary debate.

United Kingdom

The law in the United Kingdom positions the public in

terest in disclosure above the reasons for non-disclosure

in determining access requests in light of discretionary

exceptions, except in cases where the Cabinet approves

a ministerial veto. The UK Information Commissioner’s

Office (ICO) offers this advice to officials:

When considering whether you should disclose informa
tion, you need to weigh the public interest in disclosure
against the public interest in maintaining the exemption.
You must bear in mind that the principle behind the Act
is to release information uniess there is a good reason not
to. To justify withholding information, the public interest
in maintaining the exemption would have to outweigh
the public interest in disclosure.4’

The UK Commissioner explains how the public in

terest test is to be applied. First, the public body must

determine if the information requested is subject to an

exemption, and whether the exemption is absolute, or if

it is qualified (discretionary in the case of the ATIPPA).

If the exemption is absolute, the request is refused and

there is no application of the public interest test. If,

however, the requested record is subject to a qualified

exemption, the public body must then apply the public

interest test. Only after that step can the public body de

termine if the records can be released. The UK Commis

sioner has produced the following diagram that explains

the steps in applying the public interest test:

1. Exemption engaged J Qualified
exemption

Absolute [ 2. Public interest test ]exemption

__________________________

Figure 1 UK Information Commissioner: Steps in Applying the Public Interest Tesi

45 Ibids3.
46 1&idsLlB(4).

47 UK ICO, The Guide to Freedom of Infornialion, p48.
48 Supra note 1.

Refuse request j I Disclose information
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Generally speaking, more progressive legislation
favours disclosure, unLess there is a strong interest in
non-disclosure, such as in the area of law enforcement.
To continue with the United Kingdom as an example,

certain aspects of national security, defence, international
relations, relations within the UK, and information re
lated to the economy do not have absolute exemption
and are subject to the public interest test With respect
to qualified or discretionary exceptions, information is
released if it is decided that the public interest in favour
of disclosure “overrides” the exemption.49

The legal professional privilege in the United King
dom (which is called solicitor-client privilege in the
ATIPPA) is a qualified exemption. It is not merely a matter
of finding that the public interest in disclosure outweighs
the privilege being protected. The Information Commis
sioner states that “the general public ‘interest in this exemp
tion will always be strong due to the importance of the
principle behind LPP” (legal professional privilege), in
duding protecting open communications between client
and lawyer in order that the client has access to “full and
frank legal advice’5° Similarly, the Supreme Court of Can
ada described the special status of solicitor-client privilege
in Criminal Lawyers’ Association, when it declared “the
purpose of this exemption is clearly to protect solicitor-
client privilege, which has been held to be all but absolute
in recognition of the high public interest in maintaining
the confidentiality of the solicitor-client relationship.”5’

The UK Information Rights Tribunal hears appeals
from notices issued by the Information Commission.
and it made this declaration in a case in 2008 about the
legal professional privilege:

What is quite plain, from a series of decisions beginning
with Bellarny...is that some clear, compelling and specific

justification for disclosure must be shown, so as to out
weigh the obvious interest in protecting communications
between lawyer and dient, which the client supposes to
be confidential?2

49 Carter and Bouris, supm note 20, p3.
50 UK ICO, The exemption for legal professional privilege (see
(ion 42,), p 13.
5! Criminal Lawyers’ Association, supra note II at pan 53.
52 Supra note 50, p 14.

The Commission further states “additional weight
may be added” to maintaining the legal professional
privilege if the advice is recent, is live, and protects the
rights of individuals. On the other side of the ledger are
the reasons that favour disclosure, such as the overrid
ing need for accountability, transparency, and public
debate. The UK Commissioner put forward several fac
tors that may add extra weight to disclosing information
subject to legal professional privilege:

• large amount of money involved
• large number of people affected
• lack of transparency in the public authority’s

actions
• misrepresentation of advice that was given

• selective disclosure of only pan of advice that
was given.53

Queensland

Concern has been raised that in certain instances, the
public interest test may be regarded as an afterthought
by officials in public bodies. The Solomon panel, which
carried out a review of Queensland’s Freedom of Infor

,nation Act in 2008, pointed to this issue. Since the public
interest test is typically applied after a determination of
whether a particular exemption applies, the panel felt
there is a tendency to view the public interest in the
shadow of the exemption, and perhaps to subjugate it to
the exemption:

Yet another problem in Queensland.. .is the way the role
of the public interest test has been downgraded by assum
ing that if a document can be classified as klling within
the bounds ofan exemption, there is a case against disclo
sure under a public interest test That does not give the
public interest a Ilk chance in the balancing exercise, con
traryto the original intention of the legislation.’

It would seem logical, then, that proper training be

provided to public bodies so that the public interest

override would be applied as an integral part of a recast

ATIPPA, and not as the afterthought that was a concern

of the authors of the Queensland Report.

53 Ibid 15.
54 Queensland, Solomon Report (2008), p 1.
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Conclusion

International best practices allow for a broad definition
of what constitutes the public interest. They typically do
not qualify the test as the legislation in Canadian juris
dictions frequently does, by requiring that the need to
release information in the public interest be “compel
ling” or requiring the presence or risk of “significant
harm.” They do not insist that the public interest test
apply only in limited circumstances.

In considering this topic, the Committee took its
direction both from the terms of reference for the statu
tory review and from the comments of former Premier
Tom Marshall, when he announced the Committee’s
formation and mandate. The Terms of Reference directed
the Committee to examine leading international and
Canadian experiences, and to include in the final report
“leading practices in other jurisdictions:’ Former Pre
mier Marshall said he wanted an access to information
system that would rank among the best in the world.

With respect to concerns about solicitor-client
privilege, it is reasonable for the Committee to assume
that any weighing of the public interest in relation to
solicitor-client privileged records will be guided by the
comments of the Supreme Court ofCanada in the Crim

inal Lawyers Association decision quoted above and
particularly that court’s comment in R v McClure55 and
in Goodis v Ontario (Ministry of Correctional Services)?

The approach to the public interest override in the
ATIPPA is in need of an overhaul. It applies to few areas
of public interest, and the wording suggests it is intend
ed mainly for urgent matters. The existing section 3 10)
is useful for the purpose for which it is intended, where
it places a positive duty on the head of a public body to
release information related to a risk of significant harm
to the environment or to public health and safety even
in the absence of a request for the information. The

Committee concludes that in a modem law and one that
reflects leading practices in Canada and internationally,
it is necessary to broaden the public interest override
and have it apply to most discretionary exemptions.
This would require officials to balance the potential for
harm associated with releasing information on an access
request against the public interest in preserving flinda
mental democratic and political values. These include
values such as good governance, including transparency
and accountability; the health of the democratic pro
cess; the upholding of justice; ensuring the honesty of
public officials; general good decision making by public
officials. Restricting the public interest to the current
narrow list implies that these other matters are less
important.

The Committee concludes that in addition to re
taining the current section 310), the Act should also
contain a new section. It would provide that where a
public body can refuse to disclose information to an
applicant under one of the exceptions listed below. the
exception would not apply where it is clearly demon
strated that the public interest in disclosure outweighs
the reason for the exception:

• section 19 (local public body confidences)
• section 20 (policy advice or recommendations)
• section 21 (legal advice)
• section 22.1 (confidential evaluations)
• section 23 (disclosure harmful to intergovern

mental relations or negotiations)
• section 24 (disclosure harmful to the financial

or economic interests of a public body)
• section 25 (disclosure harmful to conservation)
• section 26.1 (disclosure harmful to labour rela

tions interests of public body as employer)

55 2001 SCC 14 at paras 4,31,34—37, 1200!] 1 5CR 445 [Mc
Clure].
56 2006 5CC 3i a pans 14—15,20—21, [2006] 2 5CR32 [Goodü].
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Recommendations

The Committee recommends that

10. With respect to disclosure in the public interest:

a) The provisions of section 31(1) be retained; and

b) The Act also provide that where the head of a

public body may refuse to disclose informa

tion to an applicant under one of the following

discretionary exceptions in Part III of the Act,

that discretionary exception shall not apply

where it is clearly demonstrated that the pub

lic interest in disclosure outweighs the reason

for the exception:

• section 19 (local public body confidences)

• section 20 (policy advice or recommenda

tions)

3.2 Ministerial briefing records

• section 21 (legal advice)

• section 22.1 (confidential evaluations)

• section 23 (disclosure harmful to intergov

ernmental relations or negotiations)

• section 24 (disclosure harmful to the finan

cial or economic interests of a public body)

• section 25 (disclosure harmful to conser
vation)

• section 26.1 (disclosure harmful to labour re

lations interest of public body as employer)

11. The Office of the Information and Privacy Com

missioner provide training for public bodies, as well

as general guidance manuals on the public interest

test, including how it is to be applied.

Few people in the general public knew that the minister’s

briefing books existed, let alone cared about them, until

the debate about the Bill 29 amendments to the ATIPPA

in June 2012. Journalists and the opposition hew of the

books, and had routinely been given access to portions of

them prior to the Bill 29 amendments in 2012.

The briefing books are compiled for ministers tak

ing on a new portfolio, and for ministers preparing for a

new sitting of the House of Assembly. There are two

main types of information in the books: a list of detailed

subject areas and issues that a minister needs to be

aware of. and policy advice and recommendations on

those matters. The two types of information are often

interwoven, and in order to make portions of the brief

ing books available prior to the 2012 legislative changes.

ATIPP coordinators would do a line-by-line review and

delete parts that contained policy advice.

57 NLffansard, 12 June 2012.

58 Government NI. Submission, 19 August 2014. pp 5—6.

“Who out there cares about what is in the minister’s briefing book?”

—Felix Collins, Minister of Justice. 12 June 20l2’
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Pit—and Post—Bill 29 legislation

Prior to Bill 29, the ATIPPA made no special reference to

materials intended to brief ministers in preparation for a

new ministry or for a sitting of the legislature. While

Commissioner John Cummings reported on “wide

spread concern” among officials about protection for the

advice and recommendations they provided in the con

text of briefing material for ministers and the heads of

agencies, he did not recommend the changes that even

tually made their way into section 7 of the ATIPPA.

Section 7 covers the right of access on the part of

requesters, as well as stating that the right to access

material does not extend to information specifically

exempted from disclosure. In addition, the section pro

vides that in the event it is “reasonable” to sever some

information from a record, an applicant has the right to

the remainder of the record. Section 7 also stipulates

that the right of access is subject to a fee required under

a separate fee schedule. These provisions made up the

pre—Bill 29 wording of section 7, and were retained in

the 2012 amendments. But the Bill 29 amendments

added two new exemptions and a time limit.

A new subsection specifically exempted access to

briefing materials prepared for a minister “assuming

responsibility for a department, secretariat or agency”

and access to records “created solely for the purpose of

briefing a [ministerj in preparation for a sitting of the

House of Assembly’59 The 2012 amendments protected

both classes of records for five years.

Section 7 is one of many provisions of the ATIPPA

that protect advice to ministers:

Section 18 (Cabinet confidences) protects advice

that might become part of an official Cabinet

record

• Section 20 (policy advice and recommenda

tions) captures “advice, proposals, recommen

dations, analyses or policy options” developed

by a public body for a minister

• Section 23 (intergovernmental relations or ne

gotiations) covers advice given in the context of

59 ATIPPAs7(4).

relations with other governments

• Section 24 (financial or economic interests of a

public body) applies to information, plans, re

search, positions, procedures, criteria, or in

structions that could cause harm

• Section 26.1 (labour relations interests of pub

lic body as employer) covers information that

could, among other things, harm the negotiat

ing position of the public body as an employer

The provision of advice to ministers also has strong

protection because of Supreme Court decisions, includ

ing the recent John Doe”’ case. In that decision, the court

held that the reference to advice and recommendations

in the Ontario legislation would include policy options

and these were therefore exempt from disclosure to the

public. In doing so, the justices accepted the guidance of

the Williams Commission Report,61 as it related to the

purpose of section 13(1) of the Ontario Act, which gives

the head of a public body the authority to refuse to dis

close “where the disclosure would reveal advice or rec

ommendations of a public servant”:

The purpose of exempting advice or recommendations
within government institutions.. .is to preserve an effec
tive and neutral public service so as to permit public ser
vants to provide full, free and frank advice. The report
discussed the concern that failing to exempt such material
risks having advice or recommendations that are less
candid and complete, and the public service no longer
being perceived as neutral.

The changes resulting from Bill 29 have precluded any
briefing records being released. The OPE stated there have

been seven requests for briefing books since the amend

ments, and “all have been withheld in their entirety.” By

comparison, in the four yearn prior to the ATIPPA amend
ments, there were 48 requests for briefing books, of which

nearly three-quarters resulted in partial disclosure.”’

60 John Doe p Ontario (Finance), 2014 5CC 36 (John Doel.
61 The Williams Commission’s three-volume report presented
to the Ontario government in 1980 became the foundation for
that province’s FIPPA.
62 Supra note 60 at para 43.
63 Govemment NL Submission, 19 August 2014, pp 5—6.

80 ATIPPA 2014 sTATUTORY REVIEW — VOLUME Two

CIMFP Exhibit P-04470 Page 89



What we heard

Nearly without fail, the submissions made to the com

mittee recommended repealing the sections that put
briefing books off-limits to requesters and protected

those records from disclosure for five years. The media

was especially concerned about the 2012 amendments

and the impact of those changes on their ability to dis

cern policy approaches and positions on public issues.

Michael Connors, who reports on politics for NTV,

provided the Committee with examples of information

that had been available prior to the Bill 29 amendments.

The material concerned a request he made in November

2011 for briefing materials for the new minister when

government created the Intergovernmental and Aborig

inal Affairs Secretariat. He was provided with documents

that gave the “state of play” on various intergovernmen

tal affairs matters, including the then-lively issue of pro
posed Senate reform. The documents were accompanied

by a list of redactions under various sections of the

ATIPPA, including Cabinet confidences, policy advice

or recommendations, and legal advice/solicitor-client

privilege. Despite the information that was withheld,

Mr. Connors felt he still received good value for his re

quest. With respect to the document on Senate reform,

he stated: “the note was more forthcoming about the

provincial government’s views of Bill C-7M than political

leaders had been under public questioning.”

Journalists admitted to the futility of even asking
for the briefing books, now that they are categorically

excluded. James McLeod of the Telegram said briefing

books are among the information “we don’t bother to

request anymor&”

64 Bill C-7, An Art respecting the selection ofsenators and amend
big the Constitution Act, 1867 in respect of Senate tern: limits, 1st
Sess, 41st Par1, 2011. The Bill was introduced by the government in
2011. In October 2013, the Quebec Court of Appeal declared the
bill unconstitutional. The Government of Canada asked the Su

preme Court to nile on such questions as whether it can unilaterally
make Senate changes such as term limits for senators, the constitu
tonal rules for abolition, and property requirements for senators.

65 Connors Submission, August 2014, p3.
66 McLeod Transcript. 26 June 2014, p 14.

The CBC’s lawyer, Sean Moreman, addressed the

motive for barring access to ministerial briefing records

when other provisions of the ATIPPA already protect pol

icy advice: “We assume the records intended to be cap

tured by [the current section 7 of the ATIPPA] are much

broader in scope” than the existing Cabinet confidences

identified in section 18. The CBC also argued the courts

have “routinely said any restrictions on right of access

should be viewed narrowly and applied sparingly.”6’

Simon IMno told the Committee briefing books are

valuable because (i) they are factual, (ii) they provide

background, and (fli) they include issue analysis. In a

written submission, businessman Martin Hammond

stated: “government should not have any right to hide

information on the business that they are conducting on

behalf of the people they are representing2

The Liberal and New Democratic parties recom

mended the section 7 provisions dealing with briefing

materials be repealed. Both parties argued there is sig

nificant value to having access to factual material pre

pared for the ministerial briefing books. “The disclosure

of these facts allows the opposition to compare their

research findings with that of the public service,” stat

ed Liberal Leader Dwight Ball.

The NDP said this about the briefing books: “They

provide invaluable information to opposition members,

the media and the general public. It is a chance to see

how government is performing’ The NDP suggested

that, as an alternative to repeal, section 7 could be re

drafted to protect “sensitive information contained in

the briefing papers, while allowing the bulk of the infor

mation to be released:”0

The OIPC made both written and oral presenta

tions to the Committee, and commented negatively on

the changes made to section 7 in the 2012 amendments.

The Commissioner referred to the “great concern” he

67 CBC lRadio-Canada Transcript, 18 August 2014, pp 3—5.

68 Hammond Submission. 20 August 2014.

69 Official Opposition Party Submission, 22 July 2014, p32.
70 New Democratic Party Submission, June 2014, pp 4—5.
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felt about the provisions added to the ATIPPA “based on

‘uncertainty’ on the part of senior government officials:’

including the protection for ministerial briefing re

cords.71 He noted John Cummings did not believe the

added sections were necessary to “ensure the integrity of

the ministerial briefing process:’ and accordingly, the

section dealing with briefing records should be repealed.

The Commissioner also posed a question that the

Committee is unable to answer: were the new parts of sec

tion 7 added to the “Right of Access” part oftheATIPPA

so that a refusal of the records “would not be subject to

appeal or review by the Commissioner”? An aspect of this

matter was taken up by the Information Commissioner of

Canada, Suzanne Legault in her presentation to the

Committee. She did not question the motive for including

this section, but she commented on the effect.

Ms. Legault expressed concern that the 2012 chang

es to the ATIPPA “expanded the scope of key excep

tions” and that “it has in some circumstances curtailed

the ability of the Commissioner to review disclosure

decisions:’ She mentioned ministerial briefing records

specifically, and stated that, taken with the other ex

panded exclusions, this exclusion has “upped the balance

in the ATIPPA excessively in favour of nondisclosure of

government information to the detriment of Newfound-

landers and Labradorians’ ability to hold their govern

ment to account:’ She further stated that the 2012 changes

were “inconsistent with the principles of the govern

ment’s Open Government initiative, which are transpar

ency; accountability; participation and collaboration.”2

72 Information Commissioner of Canada Transcript. 18 Au-

71 OIPC Submission, 16 June 2014, p 2t

Issues

gust 2014, p 5—7.

The additions to section 7 raise a single important ques- substantial protection for various types of advice in at

tion—were the Bill 29 amendments necessary to protect least five other sections of the ATIPPA. It is highly likely

the policy advice that is contained in ministerial brief- that any advice tendered to a minister would be protect

ing books? As indicated in the discussion above, there is ed by the wording of those sections.

Analysis

There was a 17-month lapse from the time the Cum

mings review was completed in January 2011 to the

passage of the Bill 29 amendments. He reported “wide

spread concern” and a “chilling effect” on the pad of se

nior officials in respect of preparing briefing materials.

Mt Cummings recommended enlarging on the types of

records that could be protected under section 20 (policy

advice or recommendations), but he did not recom

mend that ministers’ briefing books be protected as a

separate category of records.

However, that is not how the government interpret

ed his report. In introducing the Bill 29 amendments,

the minister of Justice categorically said the change had

been recommended by Mr. Cummings:

Bill 29 also amends section 7 to protect for five years a
record created for the purpose of briefing a minister as
suming a new portfolio and a record created for prepar
ing a minister for sittings in the House of Assembly.
Again this is modeled after Alberta’s legislation. As C
mentioned, Mr. Speaker, and to repeat, Mr. Cummings
felt that had to be amended to ensure the proper func
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tioning of government when addressing public policy
issues.,,

Every person who commented on the issue agreed

that ministerial briefing records covered by section 7 con

tain both factual information and policy advice. Under

questioning from the Committee, the minister responsi

ble for the Office of Public Engagement (OPE) responded

to the Committee about whether it made sense to divide

ministerial briefing books in sections. where factual ma

terial could be kept separate from policy advice:

I don’t see a reason why it can’t be done because by the
very nature, it’s already being done. So this would just be
through another way it would be done. So, certainly
something we could consider?4

The deputy minister of the OPE told the Committee

she had prepared numerous briefing books, and also ac

knowledged it would be possible to organize briefing

materials in a way that made it possible to release some

information:

I think that we can find a way to organize it along the tines
so that section 3, for example, can be just withheld in its
entirety and the rest of it can be made public.”

Other Cano4ian jurisdictions

The Newfoundland and Labrador provision with regard

to briefing materials was modelled on Alberta law. In

the dosing debate on the Alberta amendments on 17

May 2006, MLA Mary Anne Jablonski of Red Deer-

North explained the need for changes:

Mr. Speaker, another amendment clarifies the existing
limits on access to ministerial briefing materials.... This
amendment will clari that briefing books prepared for a
new minister and session briefing books for ministers can
be disclosed after five years.... The five-year period was
chosen to coincide with the life of a Legislature, which is
five years at most?6

The Yukon has similar provisions in its Access to In

formation and Protection of Privacy Act, with an addi

tional clause protecting briefings to the Premier when a

new government is being formed.” Prince Edward Island

does not allow access to records “by or for a member of

the Executive Council. or a member of the Legislative

Assembly.”5

None of the remaining provinces or territories, or

the Government of Canada, has provisions similar to

those in Newfoundland and Labrador, Alberta, or the

wording of the Prince Edward Island statute. The Yukon

is the only Canadian jurisdiction that protects informa

tion used for briefing a premier assuming office.

73 NLHansard, II June 2012.

74 Government NL Transcript. 19 August 2014, p56.

75 IbidGJ.

Conclusion

76 Alberta Honsard, 17 May 2006, at pan 1652.
77 Yukon ATIPP Act, s 5.
78 PEIFIPPAs4.

The section 7 changes repeated protection that already

existed in the Act for policy advice and recommenda

tions. Several sections of the ATIPPA provide significant

protection for advice 1mm public officials to their minis-

ten. Any lingering doubts about the usefulness of such

protection, such as that outlined in section 20. have been

erased by the recent Supreme Court of Canada decision

in John Doe, which acknowledged the credible basis for

broad protection for policy advice and recommendations.

With the law being clearly established in this area, the

only remaining matter is the briefing records themselves.

Nearly all submissions to the Committee, including those

from journalists, recognized the importance of policy ad

vice and recommendations in the functioning ofCanadas

CHAPTER I 83

CIMFP Exhibit P-04470 Page 92



system of government. The Committee has been asked to
understand that factual material in briefing records has
important uses both for journalists who report on public
issues and for the general public, who stand to gain new
understanding of the programs and services their tax
dollars pay for. When the Committee suggested that it

Recommendations

The Committee recommends that

must be possible to compile briefing books so as to sep
arate factual material from policy advice and recommen
dations, we were told it could be done.

if that is so, it seems unnecessary to prohibit categor
ically the disclosure of briefing materials under section 7
of the Act.

12. Sections 7(4),(5), and (6) of the Act, respecting brief
ing books prepared for ministers assuming responsi
bility for a new department or to prepare for a sitting
of the House of Assembly, be repealed.

3.3 Cabinet confidences

13. Public bodies change the manner in which briefing
books are assembled, so that policy advice and Cab
inet confidences are easily separable from factual
information.

“1 suggest that the Committee include in its report a thorough review of the tradition of Cabinet secrecy, setting
out both the rational basis for the tradition and also its limits in today’s world. Such a review might also serve as
the basis for a common understanding of the matter, an understanding that seems presently to be Iacking’79

—Richard Ellis, Submission to the Committee

It is important that all citizens, as potential users of the
right to access information, understand the basis on
which the legislation exempts documents relating to

government’s decision making in jurisdictions with his
torical, governmental, and cultural traditions similar to
ours. The Committee agrees with Mr. Ellis’ suggestion.

79 ELlis Submission, 27 August 2014.
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Cabinet confidence and the basis For it in Canada

Historical background

The renowned authority on Cabinet government, as it

evolved in Britain and as it has been adopted in the de
veloped nations that were once colonies of Britain, is Sir
Ivor Jennings. His Cabinet Government, originally pub
lished in 1936, has been described as the standard and

indispensable work on its subject. In it he explains the

origins of and basis for continuing the principle of Cab
inet secrecy He writes:

The Cabinet deliberates in secret; its proceedings are
confidential. The Privy Councillor’s oath imposes an
obligation not to disclose information; and the Official
Secrets Acts forbid the publication of Cabinet as well as
other documents. But the effective sanction is neither of
these. The rule is, primarily, one of practice. Its theoreti
cal basis is that a Cabinet decision is advice to the Queen,
whose consent is necessary to its publication. Its practical
foundation is the necessity of securing free discussion by
which a compromise can be reached, without the risk of
publicity for every statement made and every point given
away.’°

Sir Ivor Jennings also notes that the secrecy princi

pLe was carried so far as to require that the Cabinet

papers of previous governments be locked in a govern

ment strong room and not be available to a successor

government. He notes, however, that there comes a time

when Cabinet proceedings pass into history and, after a

significant period, full information becomes available.

He also observes that it is difficult to prevent revelation

of Cabinet discussions when they relate to politically

controversial matters.

Canada and its provinces adopted the British par
liamentary and Cabinet systems to legislate and govern

in this country. The fundamental practices and conven

tions as they evolved in the United Kingdom became

the founding practices and conventions adopted in

Canadian jurisdictions.

One of the most thorough and prolific early re

searchers of Canadian governmental development was

W P.M. Kennedy. He was a professor of modern history
at the University in Toronto when his first book, identi
fying documents related to Canadian constitutional

development, was published.” In 1922 he published a
work on the development and law of the Canadian con
stitution. With the documents available to him, and

writing during the first half century of Cabinet govern

ment in Canada, he made observations that are padicu
larly valuable in responding fully to Mr. Ellis’ suggestion.

Amongst other pertinent comments, Professor Kennedy
wrote:

As soon as a cabinet has taken the oaths of office they act
with the governor-general as the executive government of
Canada. They are responsible for all orders in council, for
the finance bill, for all governmental measures. All arrange
ments for the administration of Canada are made at cabi
net meetings, and in so far as these are accepted and ac
knowledged as government measures the cabinet acts as a
unit and must stand or fall as such. A member who cannot
support his colleagues in these matters once they are be
fore parliament usually resigns according to constitutional
convention. He has the privilege of explañ ng his resigna
tion in parliament, and his first statement must be made
there so that the (prime ministerl can reply The gover
nor-general’s permission is necessary for exercising the
privilege, as proceedings in the cabinet cannot be made
public without his leave first obtained; but such permis
sion is never refused...

In provincial government the executives are mod
elled on the British type and follow the lines of cabinet
administration. The functions of the provincial cabinets,
the theories and conventions governing them, and the re
lationship between the executives and the lieutenant-
governors are so similar to those in the federal sphere that
they do not call for separate treatment.’2

Those comments of Professor Kennedy make dear

that, from the beginning, British Cabinet government

practices were implemented in Canada, both at the federal

81 Kennedy, Documents of the Canadian Constitution: £759-
1915, (1918).
82 Kennedy The Constitution ofCanada 2’ a] (1931), pp38 I—
383.80 Jennings, Cabinet Government, 3’ ed (1959), p 267.
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and provincial governmental levels. R. MacGregor

Dawson, the distinguished University of Toronto pro

fessor of political science of the mid-twentieth century,

also emphasizes the similarity between the Canadian

version of Cabinet government and its British anteced

ent. He comments on the role of secrecy in the unifying

of a Cabinet:

The miracle of cabinet solidarity, as suggested above, is
frequently no miracle at all, for the simple reason that it

may have no existence save as a common bulwark against
an aggressive enemy. The fiction can be successfully
maintained primarily because no information on what is
proposed or discussed or decided in the meetings of the
Cabinet can be released, even in confidence, until the
moment arrives for the announcement or implementa
tion of a decision. The deliberations of the Cabinet, in
short, are held in the strictest secrecy. All members are
Privy Coundillors and as such are bound under oath to
keep close and secret all such matters as shall be treated,
debated and resolved on in Privy Council, without pub
lishing or disclosing the same or any part thereof, by
Word, Writing or any otherwise to any Person out of the
same Council, but to such only as be of the CounciF’ The
consequences of this secrecy are far reaching. Relying on
this protection, Cabinet members are free to voice their
opinions without reserve on all subjects which come up
for discussion; the motives which have influenced the
Cabinet in coming to its decision will not be disclosed;
the dissentients can support the corporate policy without
being themselves singled out for special attack or having
their motives impugned; and the Cabinet derives no in
considerable strategic advantage in being able to reveal
hitherto undisclosed proposals at the most opportune
moment?’

Following those observations, Professor Dawson

quotes from the famous 1916 Spectator commentary on

Cabinet government:

Unless secrecy exists and is maintained in its most rigid
form, the Cabinet system will never work satisfactorily,
will tend, rather, to prove a source of weakness and dis
traction. It will breed hate and temper, dissolve agree
ments, and give rise to a sense of treachery where there
should be confidence, and of restlessness where there
should be security. The reason why secrecy should be pre

served, not from fear of penal regulations, but in accor
dance with the strictest code of personal honour, is not Iàr
to seek Men in a Cabinet must be loyal to one another, to
their chief, and to the Committee as a whole, or they will
be undone. By loyalty we do not mean that they are merely
to refrain from backbiting or from undermining each oth
er’s position, or, again, from trying to better their own po
sitions by pushing a colleague down. We mean something
a good deal more elemental. When a mailer has been de
cided upon in the Cabinet, then the men who opposed the
course ultimately adopted must make their choice either
of resigning or else of whole-heartedly adopting the will
of the Cabinet as their own. If their choice is in favour of
remaining in the Cabinet, then both in public and in pri
vate they must defend the action of the Government ex
actly as if their own private wishes had been accepted. The
will of the whole must become the will of each.’4

In the more than 65 years since Professor Dawson

expressed the views quoted above, there has been some

evolution in thinking in Canadian jurisdictions. Tradi

tionally Cabinet confidences were protected by the

common law. In cases involving refusals to disclose doc

uments in respect of which Cabinet confidence was

claimed, jurisprudence has applied the common law

and produced some changes. Nationally, several provi

sions of the Canada Evidence Act protect international

relations, defence, and other matters where they arise in

court proceedings. Section 39 of that Act provides sim

ilar protection specifically for federal Cabinet confi

dences. In more recent times, freedom of information

statutes and their successors, access to information re

gimes1 have produced further changes.

The traditional common law treatment of Cabinet

confidences and the transition to statutory provisions in

the federal jurisdiction in Canada were discussed by

Justice Barry Strayer of the Federal Court of Appeal.85

His decision dealt with an appeal of a decision refusing

a declaration that section 39 of the Canada Evidence Act

was unconstitutional. Section 39 is the provision that

provided protection for Cabinet confidences in the context

of use in court proceedings. Justice Strayer described the

84 Th1d219—220, quoting from article in The Spectator (London),
29 April 1916.
85 Sing/i p Canada (Attorney General.), [2000] 3 FCR 185 [Singhl.83 Dawson, The Government of canada 2 ed (1956), p 219.
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transition from common law to statutory provisions un

der Canadian federal law:

While it Isection 39j applied the prindples of Conway v.
RimrnerM to most documents it provided absolute immu
nity without examination by the Court for documents
whose disclosure was claimed to be injurious to interna
tional relations, national defence or security, or to federal-
provincial reLations or constituting a confidence of the
Queen’s Privy Council. In 1982 that position was modi
fied so as to limit the absolute claim for non-disclosure,
without examination by the Court. to confidences of the
Queen’s Privy Council. In mitigation of the denial of a
right of review by the Court, however, for the first time
there was a statutory definition adopted of”a confidence
of the Queds Privy Council for Canada’ and, again for
the first time, a time limit was placed on the continuation
of that status. The general rule is that such confidences are
protected for only 20 years. In the case of discussion pa
pas, where they have led to a decision that has been
made public they need no longer be kept secret. The same
applies to many discussion papers where decisions have
not been made public, if four years have elapsed since the
paper was prepared. That result is that a minister or the
Clerk of the Privy Council is precisely limited as to what
documents he or she can characterize as confidences of
the QueeWs Privy Council and the period for which doc
uments are free from disclosure without court examina
tion is defined,”

In a 2002 decisionR the Supreme Court of Canada

was also dealing with the effect of section 39 of the Can

ada Evidence Act, That section is nearly identical to the

provisions of section 69 of the federal Access to Informa

tion Act, which closely parallels the relevant provision of

section 18 of the ATIPPA. Thus, the comments of the

court in that case provide sound guidance for the

Committee respecting Cabinet confidences. The Supreme

Court applied several of the principles identified by Jus

tice Strayer in the Singh decision and in the Supreme

86 119681 AC 910 (HL (En&), an English House of Lords de
cision ruling that the court could review cabinet documents, but
also concluding that cabinet documents as a class should not be
disclosed,
87 Supra note 85 at pan 22.
88 Babcock v Canada (Attorney General), 2002 5CC 57, (20021
3 5CR 3 IBabcocki,

Court’s earlier decision in Carey v Ontario!’ and made

further comments, including the following:

Cabinet confidentiality is essential to good government
The right to pursue justice in the courts is also of primary
importance in our society, as is the rule of law, account
ability of the executive, and the principle that official ac
tions must flow from statutory authority dearly granted
and properly exercised. Yet sometimes these fundamental
principles conflict. How are such conflicts to be resolved?
That is the question posed by this appeal.

The British democratic tradition which informs the
Canadian tradition has long affirmed the confidentiality
of what is said in the Cabinet room, and documents and
papers prepared for Cabinet discussions. The reasons are
obvious. Those charged with the heavy responsibility of
making government decisions must be free to discuss all
aspects of the problems that come before them and to
express all manner of views, without fear that what they
read, say or act on will later be subject to public scrutiny:
see Sing!: t Canada (Attorney General), 120001 3 F.C. 185
(CA,), at pans. 21-22- If Cabinet members’ statements
were subject to disclosure, Cabinet members might cen
sor their words, consciously or unconsciously. They
might shy away from stating unpopular positions, or
from making comments that might be considered politi
cally incorrect...

At onetime, the common law viewed Cabinet confi
dentiality as absolute. However, over time the common
law has come to recognize that the public interest in
Cabinet confidences must be balanced against the public
interest in disclosure, to which it might sometimes be re
quired to yield: see Carey, supra. Courts began to weigh
the need to protect confidentiality in government against
the public interest in disclosure, for example, preserving
the integrity of the judicial system. It follows that there
must be some way of determining that the information
for which confidentiality is claimed truly relates to Cabi
net deliberations and that it is properly withheld. At com
mon law, the courts did this, applying a test that balanced
the public interest in maintaining confidentiality against
the public interest in disclosure- see Carey, supra.

If the Clerk or minister chooses to certify a confi
dence, it gains the protection of s. 39. Once certified, in
formation gains greater protection than at common law.

89 (1986j 2 5CR 637. Justice LaForest provides a detailed as
sessment of changing attitudes of providing access to Cabinet
documents where access is required in the connection with the
administration of justice (see pans 43-85).
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If s. 39 is engaged, the “court, person or body with juris
diction” hearing the matter jwin refuse disclosure; “dis
closure of the information shall be refused’: Moreover,
this must be done ‘without examination or hearing of
the information by the court, person or body’: This abso
lute language goes beyond the common law approach of
balancing the public interest in protecting confidentiality
and disclosure on judicial review. Once information has
been validly certified, the common law no longer applies
to that information.

A third requirement arises from the general principle
applicable to all government acts, namely, that the power
exercised must flow from the statute and must be issued
for the bmw fide purpose of protecting Cabinet confi
dences in the broader public interest ‘The function of the
Clerk under the An is to protect Cabinet confidences, and
this alone. It is not to thwart public inquiry nor is it to gain
tactical advantage in litigation. If it can be shown from the
evidence or the circumstances that the power olcertifica
tion was exercised for purposes outside those contemplated
by s. 39, the certification may be set aside as an unautho
rized exercise of executive power: see Ronca ret!?, supra.

Ml Canadian jurisdictions have now formalized a
specific level of protection from disclosure for Cabinet

related records. This has been achieved through excep

tions from statutory provisions providing for access to

information regimes. However, the historical practices

described above still underpin most statutory provi

sions in Canadian jurisdictions.

An even more modern description of the legal stat

ure ofCabinet confidences at the national level in Canada

is to be found in an article by Professor Yalkin of the

University of Ottawa Law School and Michelle Blood-

worth that was published in the National Journal of

Constitutional Law;

An evaluation of the relevant legislation, jurisprudence,
and administrative materials demonstrates that while the
government’s power to limit the disclosure of informa
tion on the basis of Cabinet confidence appears on the
surface to be exceedingly broad, this power is in fact lim
ited both by the courts and by the government’s own ad’
ministrative practices. Thus, while the government has
the ability to significantly restrict the release of information
deemed a Cabinet confidence, this power is not absolute

and must be exercised in accordance with established
legal principles.

The root of the protection of Cabinet confidences is
found in the essence of the Canadian system of govern
ment. Canada’s Westminster-style of government oper
ates based on the fundamental notion of Cabinet respon
sibility: ministers of the Crown are individually and
collectively responsible for the decisions of Cabinet.
Ministers meet to establish broad government policy and
direction and must publicly defend any decisions that re
sult. Cabinet confidences are thus essentially the political
secrets of ministers, both individually and collectively,
and, as the Department of Justice explains, disclosure of
this information would “make it very difficult for the
government to speak in unison before Parliament and
the public:’ The fear is that if Cabinet discussions were
made public, ministers would censor themselves, refrain
ing from stating unpopular opinions or making politically
incorrect comments, thus compromising the value of the
discussions.

Protections of Cabinet confidentiality are found in
both common law and statute. The Supreme Court of
Canada explains that “the process of democratic gover
nance works best when Cabinet members charged with
government policy and decision-making are free to a-
press themselves around the Cabinet table unreservedly:’
The common law doctrine of public interest immunity
(which includes the protection of Cabinet confidences) is
a form of Crown privilege based on the notion that “the
public interest is paramount and must therefore override
any private right to production or disclosure While the
common law has long recognized the importance of
Cabinet confidentiality, Canadian courts have also af
firmed that this protection is not absolute: there must at
the very least, be a means for the court to determine that
the information in question in fact relates to Cabinet de
liberations and that it has been properly withheld. The
result is that, under the public interest immunity doc
trine, alleged Cabinet confidences must be inspected by
the judge, who will balance the public interest against
disclosure of confidential information with the public
interest in disclosure of information pertinent to prove a
legal claim.”

The Supreme Court of Canada expressed its opin

ion on this issue when it rendered a decision in John Doe

91 Yalkin & Bloodworth, Cabinet Confidential, Nat’? I Const L.
pp86—87.90 Babcock, supra note 88 at pans 15, 18, 19,23, 25.
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v Ontario (Finance). Justice Rothstein, writing for a full

court, made the following comments:

The purpose of exempting advice or recommendations
within government institutions was addressed in the Wil
liams Commission Report and later jurisprudence. It is to
preserve an effective and neutral public service so as to
permit public servants to provide full, free and frank
advice. The report discussed the concern that failing to a
empt such material risks having advice or recommenda
tions that are less candid and complete, and the public
service no longer being perceived as neutral. Although the
report suggested that some of these concerns were engger
ated, it acknowledged that “it is difficult to weigh accurately
the force of these arguments and predict with confidence
the precise results of greater openness with respect to the
deliberative decision-making processes of government”
(pp. 289-90). Although I would not give the report much
weight in defining the scope of s. 130), I accept that its
discussion of the purpose of s. 13(1) is accurate.

ft my opinion, Evans J. (as he then was) in Canadian
Council of Christian Charities p. Canada (Minister of
Finance), 11994j 4 P.C. 245, persuasively explained the
rationale for the exemption for advice given by public
servants. Although written about the equivalent federal
exemption. the purpose and function of the federal and
Ontario advice and recommendations exemptions are
the same. I cannot improve upon the language of Evans J.
and his explanation and I adopt them as my own:

To permit or to require the disclosure of advice
given by officials, either to other officials or to
ministers, and the disclosure of confidential de
libentions within the public service on policy
options, would erode government’s abiLity to
formulate and tojustif’ its policies.

It would be an intolerable burden to forte
ministers and their advisors to disclose to public
scrutiny the internal evolution of the policies
ultimately adopted. Disclosure of such material
would often reveal that the policy-making pro
cess included false starts, blind alleys. IsTong
turns, changes of mind, the solicitation and rejec
tion of advice, and the re-evaluation of priorities
and the re-weighing of the relative importance of
the relevant factors as a problem is studied more
closely. In the hands ofjournalists or political op
ponents this is combustible material liable to fuel
a fire that could quickly destroy governmental
credibility and effectivenesi [pans. 30-31

Political neutratity both actual and perceived, is an es
sential feature of the civil service in Canada (Osborne v.
Canada (Treasury Board), (1991] 2 S.C.R 69, at p. 86;
OPSEU v. Ontario (Attorney General), (1987] 2 S.C.R. 2, at

pp. 44-45). The advice and recommendations provided by
a public servant who knows that his work might one day
be subject to public scrutiny is less likely to be full, free
and frank, and is more likely to suffer from self-censor
ship. Similarly, a decision maker might hesitate to even
request advice or recommendations in writing concern
ing a controversial matter if he knows the resulting infor
mation might be disclosed. Requiring that such advice or
recommendations be disdosed risks introducing actual or
perceived partisan considerations into public servants par
tidpation in the decision-making process.

Interpreting “advice’ ins. 130) as including opinions
of a public servant as to the range of alternative policy
options accords with the balance struck by the legislature
between the goal of preserving an effective public service
capable of producing Ml, free and frank advice and the
goal of providing a meaningful right of accessY2

The situation is similar in other Commonwealth
countries. That is clear from comments made in a report

by a committee headed by Dr. David Solomon that re

ported on the right to information in the state of

Queensland, Australia. When addressing the necessity

for protection of Cabinet confidences, the panel wrote:

Cabinet and the doctrine olministerial responsibility are at
the heart of the Westminster system of Government The
system relies on secrecy to protect its central tenet: the unity
of the executive government. Every country and every
sub-national government that subscribes to the West
minster system has included within their freedom of infor
mation laws special exemption for Cabinet documents.

The doctrine of collective ministerial responsibility
requires that all ministers subscribe to policies deter
mined by (or on behalf ofl the Cabinet, irrespective of
their personal views. This means that material olany kind
that indicates a Minister made a submission to Cabinet at
odds with the view finally determined by the Cabinet, or
that he or she dissented from a Cabinet decision either
during debate or when a decision was taken, must not be
publicly revealed. In most Westminster-system govern
ments, official records of Cabinet decisions and submis
sions are kept secret for around 30 years- Records of what

92 bun Doe, supra note 60.
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was actually said in Cabinet, as recorded by public ser
vafls, are kept secret for an even longer period—50 years
in the case of the Commonwealth Government.

Yet most Cabinet decisions are made public shortly
after they are taken. These days in many jurisdictions
Cabinet submissions will include a draft statement to be
issued to the media shortly after the decision is taken.
The timing of any announcement will depend on a vari
ety of circumstances: including, whether other parties
have to be first informed of the decision, whether legisla
tion must first be prepared, and whether political cir
cumstances dictate there should be some delay.

Cabinet does not operate in a vacuum. No discussion
of the operation ofCab’met and of ministerial responsibility
can avoid consideration of the advice received by Cabinet
collectively and ministers individually that contribute to
the deliberative processes of the Cabinet This advice also
needs to remain confidential in order to preserve Cabinet’s
protective blanket Collective ministerial responsibility
could be undermined if documents that revealed the ad
vice given to Ministers in preparation for Cabinet meetings
was to be made public. The argument is that such informa
tion would, by inference, involve the disclosure of deliber

ations that mayor probably did occur in Cabinet’3

The conclusion to be drawn from all of the forego

ing is that Cabinet confidences or Cabinet secrecy has

been a fundamental principle of the parliamentary and

Cabinet system ofgoverning in Canada and its provinces

from its beginnings in 1867. Highly regarded political

scientists regard Cabinet secrecy as indispensable and

express the view that unless it is maintained, the Cabi

net system of government will never work. Although

the legislature can enact laws enabling government to

severely restrict access to documents that are Cabinet

confidential, as the Supreme Court decided in the Bab
cock decision, “the courts have the power and the re

sponsibility, when called upon, to determine whether

the certifying official has exercised his or her statutory

power in accordance with the law:’

The Committee believes that the foregoing provides

the thorough review of the tradition of Cabinet secrecy,

the rational basis for it and its limits in today’s world

that Mr. Ellis suggested the Committee provide.

93 Queensland, Solomon Report (2008), p 106.

Legislative provisions

The discharge of the Committee’s mandate in the manner

directed by the Terms of Reference meant that we needed

to consider the ATIPPA as it was both prior to and after

passage of Bill 29, and consider whether each version was

reasonably consistent with statutory provisions for access

to information in other jurisdictions. By doing so, the

Committee was in a better position to draw conclusions

as to the merits and justification, if any, for the changes

implemented as a result of the passage of Bill 29,

PreBill 29

Prior to the adoption of Bill 29, access to documents in

volving Cabinet confidences was governed by section 18:

18. (I) The head of a public body shall refuse to disclose
to an applicant information that would reveal the sub
stance of deliberations of Cabinet, including advice, rec
ommendations, policy considerations or draft legislation
or regulations submitted or prepared for submission to
the Cabinet
(2) Subsection (I) does not apply to
(a) information in a record that has been in existence for

20 years or more; or
(b) information in a record of a decision made by the
Cabinet on an appeal under an Act.

As well, section 43 of the Act entitled a person who

was refused access to the information requested, includ

ing a refusal on the basis of Cabinet confidence, to ask
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the Commissioner to review the refusal, or to appeal the
refusal directly to the Trial Division of the Supreme
Court. If the Commissioner were asked to review the

refusal, the Commissioner could, under section 52, re
quire that the document claimed to involve Cabinet

confidence be produced to him for examination to de

termine if the claim had been properly made.

There are no decisions of the courts in Newfound

land and Labrador interpreting the phrase “substance of
deliberations” in section 18. Two approaches to “sub

stance ofdeliberations” have been expressed in courts of
appeal in Canada respecting Cabinet confidences. The

British Columbia Court of Appeal put forward this test:
“Does the information sought to be disclosed form the
basis for Cabinet deliberaflons?” If so, then it should

not be disclosed. The Nova Scotia Court of Appeal poses

the test more narrowly: “Is it likely that the disclosure of

the information would permit the reader to draw accu

rate inferences about Cabinet deliberations?”5

The British Columbia Court of Appeal provides

these reasons in Aquasource for its statement of the test:

Standing alone, “substance of deliberations” is capable of
a range of meanings. However, the phrase becomes clearer
when read together with “including any advice, recom
mendations, policy considerations or draft legislation or
regulations submitted...’: That list makes it plain that
“substance of deliberations” refers to the body of infor
mation which Cabinet considered (or would consider in
the case of submissions not yet presented) in making a
decision.

is my view that the class of things set out after “in
cluding” in 5.12(1) extends the meaning of “substance of
deliberations” and as a consequence the provision must be
read as widely pmtectinj the confidence of Cabinet com
munications?’

Furthermore, the BC Court agrees with the approach

of the BC Commissioner, who previously expressed the

following view

94 Aquasource Ltd. v British Columbia (Freedom ofInformation
and Protection of Privacy Commissioner), BCCA 1998 CanLii
6444 at pan 48 (Aquasource).
95 Otonnor v NOVa Scotia, 2001 NSCA 132 at para 92 (empha
sis in the originalj (O’Connorj.
96 Aquasou?ze, supra note 94 at paras 39,41.

The information contained in Cabinet submissions forms
the basis for Cabinet deliberation and therefore disclosure
of the record would ‘reveal’ the substance ofCabinet delib
erations because it would permit the drawing of accurate
inferences with respect to the delibentions7

In O’Connor, the Nova Scotia Court of Appeal ex

am’wed the unique statement of purpose in Nova Scotia’s

Act in coming to a conclusion that a different test for

“substance of deliberations” would be appropriate in

that jurisdiction.

In summary, not only is the Nova Scotia legislation unique
in Canada as being the only Act that defines its purpose as
an obligation to ensum that public bodies artfully account
able to the publiq so too does it stand apart in that in no
other province is there anything like s2(b). As noted earlier,
2(b) gives further expression to the purpose of the Nova
Scotia stamte that being:

b) to provide for the disclosure of all government
information with necessary exemptions, that are limited
and specific, in order to

i) facilitate informed public participation in policy
formulation,

ii) ensure fairness in government decision-making,
iii) permit the airing and reconciliation of divergent

views;

Thus the FOI POP Act in Nova Scotia is the only statute
in Canada declaring as its purpose an obligation both to
ensure that public bodies are fuLly accountable and to
provide for the disclosure of all government information
subject only to “necessary exemptions that are limited
and specific’:

I condude that the legislation in Nova Scotia is delib
erately more generous to its citizens and is intended to give
the pubLic greater access to information than might other
wise be contemplated in the other provinces and territories
in Canada. Nova Scohas lawmakers dearly intended to
provide for the disclosure of all government information
(subject to certain limited and specific exemptions) in
order to facilitate informed public participation in policy
formulation; ensure birness in government decision-
making: and permit the airing and reconciliation ofdiver
gent views. No other province or territory has gone so far in
expressing such objectives.

I see s.13(I) as exempting the whole concept of Cabi
net confidentiaht a discrete concept, limited and specific,

97 Ibid at pans 92-93.
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from the general duty of disclosure. The provisions from
the purpose section to which I have just referred simply
make it dear that in order to achieve the Act’s stated
objectives, any exemptions or exceptions to the obligation
upon a fully accountable government to provide its citi
zens with government information, must be limited and
specific. Logic would dictate that any limitations upon
the stated objective of insuring that public bodies are fully
accountable, must be few and tightly drawn. They must
be clearly identified and the basis upon which such a re
quest for information might be refused must be dearly
stated.”

The Nova Scotia Court of Appeal expressed the view

that the test in Aquasource would “in practical terms, be
very difficult to answer, or ever prove” Instead of focusing

on the phrase “forms the basis for Cabinet deliberations”
in the quotation of the British Columbia Commissioner
referred to in Aquasource, the Nova Scotia court focused
on the words “it would permit the drawing of accurate

inferences with respect to those delibention&”9

Moreover, the Nova Scotia Court of Appeal was not
inclined to find that the chain of words in the Cabinet

confidences provision would extend the meaning of the

phrase “substance of deliberations”; those words simply

provide examples of information that is included in the
accurate inferences test.

The legislation in the other Canadian provincial

jurisdictions contained a variety of alternatives. While

Legislation in British Columbia, Alberta, and Ontario

provided for more detailed direction, the fundamental

right of access was not substantially different. The head

of a public body was required to refuse to disclose

where disclosure would reveal the substance of Cabinet

deliberations. In Nova Scotia, the head of a public body

was permitted to refuse disclosure where the disclosure

would reveal the substance of deliberations of Cabinet.

In New Brunswick and Manitoba, the substance of

deliberations test was used. Where the substance of de

liberations would be revealed, refusal to disclose was

mandatory. In Prince Edward Island, the legislation was

identical to that in this province. In Saskatchewan, the

head of a public body was required to refuse disclosure,

and in Quebec, the head was prohibited from releasing

documents specified in a list set out in the statute, all of

which clearly related to the operations of the provincial

Cabinet.

The federal legislation took a slightly different ap

proach. It provided that the legislation “does not apply

to confidences of the Queen’s Privy Council for Can

ada.”°° In the UK, Australia, and New Zealand there

are a variety of provisions, in some respects less restric

tive and in others more so.

Clearly. prior to Bill 29, the Cabinet confidence pro

vision in the ATIPPA was substantially similar to the
legislation in seven of the other nine provinces.

Legislative provisions after Bill 29

The passage of Bill 29 changed the ATIPPA provisions

substantially. The substance of deliberations test was re

moved entirely. The provision now defines a “cabinet

record” as any one of nine classes of records listed in the

provision. It further classifies those records into three

groups: a “discontinued cabinet record’ an “official cab

inet record,” and a “supporting cabinet recor&” An offi

cial Cabinet record is one that has been prepared for and

considered in a meeting of the CabineL Certification by

the Clerk of the Executive Council, or his delegate, of a
record as an official Cabinet record is conclusive.

The head of a public body must refuse to disclose all

three groups of Cabinet records. A person seeking access
can appeal the refusal to disclose a requested Cabinet
record other than an official Cabinet record to the
Commissioner or the Trial Division. The Commissioner
can require production for his review of any Cabinet re
cord except one that has been certified to be an official
Cabinet record. A person refused access to an official
Cabinet record can appeal directly to the Trial Division.

In stark contrast to the simplicity and more user-
friendly character of the old section lB quoted above,
the new section 18 now reads as follows:

100 Canada Access to Information Act, s69.
98 O’Connor, supra note 95 at pans 55—57, 82.

99 Ibid at paras 92-93.
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lB. (I) In this section
(a) ‘cabinet record” means

(i) advice, recommendations or policy con
sidentions submitted or prepared for
submission to the Cabinet,

(u) draft legislation or regulations submitted or
prepared for submission to the Cabinet,

(iii) a memorandum, the purpose of which is
to present proposals or recommendations
to the Cabinet,

(iv a discussion paper, policy analysis, pro
posal, advice or briefing material, indud
ing all factual and background material
prepared for the Cabinet,

(v) an agenda. minute or other record olCab
met recording deliberations or decisions
of the Cabinet,

(vi) a record used for or which reflects com
munications or discussions among minis
ters on matters relating to the making of
government decisions or the formulation
of government policy,

(vii) a record created for or by a minister for
the purpose of briefing that minister on a
matter for the Cabinet,

(viii) a record created during the process of de
veloping or preparing a submission for
the Cabinet, or

(ix) that portion of a record which contains
information about the contents of a re
cord within a class of information referred
to in subparagraph (i) to (viii);

(b) “discontinued cabinet record” means a cabinet
record referred to in paragraph (a) the original intent of
which was to inform the Cabinet process, but which is
neither a supporting Cabinet record nor an official Cabi
net record;

(c) “official cabinet record” means a cabinet record
referred to in paragraph (a) which has been prepared for

and considered in a meeting of the Cabinet; and
(d) “supporting cabinet record” means a Cabinet

record referred to in paragraph (a) which informs the
Cabinet process, but which is not an official cabinet re
cord.

(2) The head of a public body shall refuse to disclose to
an applicant a Cabinet record, including

(a) an official Cabinet record;
(b) a discontinued Cabinet record; and
(c) a supporting Cabinet record.

(3) The commissioner may review the refusal of a Cabi
net record by the head of a public body under subsection
(2) except where the decision relates to a Cabinet record
which has been certified as an official Cabinet record by
the Clerk of the Executive Council or his or her delegate.

(4) Where a question arises as to whether a Cabinet re
cord is an official Cabinet record, the certificate of the
Clerk of Executive Council or his or her delegate stating
that the record is an official Cabinet record is conclusive
of the question.

(5) The delegate of the Clerk of the Executive Council
referred to in subsections (3) and (4) shall be limited to
the Deputy Clerk of the Executive Council and the Secre
tary of the Treasury Board.

(6) An applicant may appeal a decision of the head of a
public body respecting Cabinet records referred to sub
section (2), except an official Cabinet record, to the com
missioner or the Trial Division under section 43.

(7) An applicant may appeal a decision of the head of a
public body respecting a Cabinet record which is an offi
cial Cabinet record directly to the Trial Division.

(8) This section does not apply to
(a) information in a record that has been in exis

tence for 20 years or more; or
(b) information in a record of a decision made by

the Cabinet on an appeal under an Act.
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The pre—Bill 29 subsection 43(1) allowed an indi

vidual to ask the Commissioner to review that person’s
access request if it were refused. The subsection was

changed to add the following words:

except where the refusal by the head of the public body to
disclose records or parts of them is
(a) due to the record being an official cabinet record under
section 18;or
(b) based on solicitor and client privilege under section 21.

Before Bill 29, the Commissioner could require pro

duction of any record for examination, and the head of a
public body was required to produce such a record to the
Commissioner. This was also altered as a result of Bill 29.
Official Cabinet records and solicitor-client privileged

records are now excepted. The Commissioner can no

longer require their production for examination.

Provisions in other Canadian and international lurisdictions

Canada (federal)

The federal legislation provides that the Act does not

apply to confidences of the Queen’s Privy Council for

Canada, induding without restricting the generality of
the foregoing:

(a) memoranda the purpose of which is to pres

ent proposals or recommendations to Council;

(b) discussion papers the purpose of which is

to present background explanations, analyses

of problems or policy options to Council for

consideration by Council in making decisions;

(c) agenda of Council or records recording de

liberations or decisions of Council;

(d) records used for or reflecting communica

tions or discussions between ministers of the

Crown on matters relating to the making of
government decisions or the formulation of

government policy;

(e) records the purpose of which is to brief

ministers of the Crown in relation to matters

that are before, or are proposed to be brought

before, Council or that are the subject of com

munications or discussions referred to in para

graph (d);

(fl draft legislation; and

(g) records that contain information about the

contents of any record within a class of records

referred to in paragraphs (a) to (I).

That list is similar but not identical to the list placed

in the ATIPPA as a result of the amendments brought

about through Bill 29. It should also be noted that, like

the ATIPP Commissioner, the Federal Information

Commissioner cannot require institutions holding such

documents to provide them for examination during an
investigation. The federal statute defines “Council” as

the Privy Council, the Cabinet, and committees of both.
It also enables release of documents more than twenty

years old and discussion papers where the related deci

sions have been made public or four years have passed

without a decision having been made.
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Canada (other provinces and territories)

Table 4 below enables a quick assessment of the level of
protection accorded to Cabinet confidences in Canadian

jurisdictions.

International jurisdictions
Australia

Under existing Australian law, Cabinet documents that
fall within the classifications spelled out in the statute

are exempt and are protected from release. However, in

formation in a document that falls within one of the

classifications is not exempt if the information consists
of purely factual matter and its disclosure would not re

veal a deliberation or decision of Cabinet30’

New Zealand

New Zealand has perhaps the least restrictive of any of
the Westminster-style parliamentary and Cabinet sys
tems of governing. There is an override where the
withholding of the information is outweighed by other
considerations that render it desirable in the public in
terest to make the information available)02

Table 4: Cabinet Confidences: Statutory Provisions in Canada

Exception for
background infor
mation. where the
decision has been

Can consent be made public, the
given to release Information or Information decision has been
by the Executive a record that or a record implemented, or 5
Council for, or in would reveal that discloses a Timeline for or more years have

Mandatory respect of which, the substance confidence of release (after passed since the
or permis- the record was of delibera- the Executive the following decision was made

Jurk&dions sive prepared? Lions? Council? date) or considered?

I Alberta M No Yes No 15 years Yes

2 British M No Yes No 15 years Yes
Columbia

3 New Brunswick M No Yes No 15 years No

4 Prince Edward M No Yes No 20 years No
Island

5 Manitoba M Yes Yes No 20 years No

6 Ontario M Yes Yes No 20 years See section 12(lflc)

7 Nova Scotia P Section is Yes No 14 years Yes
permssve

B Quebec P & 1.1 In some instances Yes No 25 years No

9 Newfoundland M No No No 20 years No
and Labrador

10 Saskatchewan M Yes No Yes 25 years No

II Northwest M No No Yes l5years No
Territories

12 Nunaviot M No No Yes 15 years No

13 Yukon M No No Yes 15 years Yes

14 Canada Act does not No No Yes 20 tars See section 9(3)(b)
apply

Pnpared tTy the ATIPPA Review Committee Office

101 Australia FOIAcL s34.
102 NZ Official Infonnation Act 1982, ss 5,6,9.

CHAPTER 3 95

CIMFP Exhibit P-04470 Page 104



United Kingdom

The Freedom of Information Act 2000, exempts matters

of parliamentary privilege. It also exempts information

involved in the formation of governmental poliq; min

isterial communications, and proceedings of Cabinet

What we heard

or any committee of Cabinet. It also provides for an

ultimate exemption through the exercise of a ministerial

veto. 01

103 UK PCI Act, ss 34—36, 53.

Everyone who made a submission to the Committee

was sensitive to the existence of a historical basis for the

protection of confidences of the Cabinet All agreed

with the need to maintain an appropriate level of confi

dentiality for government-held records related to the

functioning of the Cabinet. The overwhelming majority.

however, expressed the view that before Bill 29, the

ATIPPA for the most part achieved a balance between

an appropriate level of protection for Cabinet confi

dences and a level of access to information by citizens

that would ensure government accountability. The par

ticipants almost universally maintained that the changes

brought about by Bill 29 destroyed that balance.

While there were other criticisms, the strongest

complaints expressed to the Committee focused on two

points:

(i) The Clerk of the Executive Council could now

simply certify that a record was an “official

Cabinet record” and as a result disclosure was

prohibited.

(ii) The Commissioner was no longer able to re

quire that a document certified by the Clerk of

the Executive Council as an official Cabinet

record be produced to him. This prevented

the Commissioner from determining if the

claim was valid or not.

Many participants were also critical of the ability of

the head of a public body to refuse to disclose any one of

a lengthy list of documents without having to show that

the document would reveal the substance of delibera

tions of Cabinet

From organizations

The OIPC

In its initial submission, the OIPC wrote:

In our analysis of this provision as it existed prior to Bill
29, we determined that the exception for Cabinet con
fidences is not meant to be simply a list of categories of
records which must not be disclosed. The “substance of
deliberations” test must be met in order to refuse disclo
sure. We reiterate that position now, and note that the
first paragraph of the proposed revision to section 18

below is meant to clarify that it is only information
which would meet the “substance of deliberations” test
that should be withheld, regardless of the type of records
involved.’”

The OIPC also observed that although Mr. Cum

mings, in his 2011 ATIPPA Review, did recommend the

list of types of records found in the Management of

Information Act be incorporated into the exception, he

was also clear that the substance of deliberation test

should remain in place. That observation accurately re

flects Mr. Cumming’s comment that “severance of

Cabinet records to determine the substance of Cabinet

deliberations should continue,”’05 However, his recom

mendation was not so explicit. It simply recommended

that the list in the then-section 18 be extended to in

clude the Cabinet records found in the Management of

Information Act.

The new category. “Official Cabinet Record,” created

by the amendments brought in through Bill 29, also

104 OIPC Submission, 16 June 2014, p 14
105 Cummings Report (201t), p40.
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caused the OIPC great concern. Its submission notes

that all that is required to preclude disclosure is the
certification by the Clerk of the Executive Council that

the record is an official Cabinet document. The OIPC

acknowledges that there is an appeal to the Supreme

Court but observes that would be of little value in the

face of a further amendment implemented through Bill

29: subsection (4) provides that where there is a question

as to whether the record is an official Cabinet record,

“the certificate of the Clerk of the Executive Council

is conclusive of the question:’

The OIPC also commented on the provision that

Cabinet records cannot be withheld after they are twenty

years old. The office suggests that while there are longer

protection periods, “the most common time period found

in similar provisions is 15 years:’ The OIPC suggests this

shorter lime period “should be given consideration.”

The Federal Information Commissioner

Suzanne I.egault’s comments were not detailed but they

expressed a definite viewpoint. She said, “your Cabinet

confidence is very very broaW”°6

The Centrefor Law and Democracy

With respect to the nature of Cabinet confidence, Mr.

Karanicolas, the spokesperson for the Centre, took issue

with the view expressed by the minister at the time re

sponsible for OPE. He said:

Steve Kent, the Minister Responsible for the Office of
Public Engagement, was quoted as saying that “cabinet
secrecy is a fundamental pillar of our system of govern
ment”L This is false. Unlike the tight to information, which
is a fundamental pillar of democratic accountability, cab
inet secrecy exists to serve a particular function, namely
to promote candour among public officials. This is a legit
imate interest, worthy of protection. However, cabinet
secrecy should only be protected to the extent that this is
necessary to protect effective and candid government de
liberations (or other legitimate exceptions). It is not, as
the Minister’s comments imply, a value to be protected for
its own sake. There is no inherent right to secrecy in an

official conversation between two public servants. The le
gitimacy of keeping an official conversation confidential
depends wholly on the necessity of secrecy to smooth and
effective governance.”

With respect to the use of a list, and application of

the harms test, Mr. Karanicolas indicated he would be

hesitant to say whether a long or short list was better,

but he did say this:

In terms of spelling out the specifics of it, on the one
hand, as long as the specifics are legitimate. as long as
they’re all instances which will cause real harm to the
process, that can be helpful, but the problem is that when
we see these long lists they tend to bury in exceptions
which are not legitimate within that.1o8

Like the Commissioner, the Centre expressed the

opinion that 15 years seemed a reasonable time to provide

protection from disclosure for Cabinet confidenca They

did, however, acknowledge that “20 years is not ba&’

Mr. Karanicolas summarized the Centre’s position

with the following recommendation:

Sections 18, 19 and 20 should be rewritten to allow for
non-disclosure only of actual cabinet conversations be
tween ministers and material the disdosure of which
would cause tangible harm to a legitimate interest... In
terms of specific interests here, better practice is to limit
these to the effective formulation or development of gov
ernment policy, the success of a policy (i.e. where this
would be undermined by premature disdosure of that pol
icy) and the deliberative process (i.e. the candid or free and
frank provision of advice or exchange of views)2°9

From individuals

Lynn Hammond

Ms. Hammond, a communications consultant, worked

for a number of years as a communications director in

several government offices, including the Executive Coun

cil office and the Premier’s office. She expressed this view:

What happens in Cabinet, what is a part of the process
that we have today that I feel that must be respected, is

107 CLD Submission, July 20t4, p5.
lOB CLI) Transcript. 24 July 2014, p 70.
109 Ibid 64.

106 Information Commissioner of Canada Transcript, t8 Au
gust 2014, p 40.
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that at the end of the day Cabinet comes forward with the
united voice as one as the government And so the delib
entions on those Cabinet documents, the differing opin
ions...that information has to be able to flow freely and
directly so that all individuals who contribute can fully
contribute to the process so at the end of the day govern
ment feels that it has made the right decision with the
information available to it and is then able to move for
ward with that common voice.

I do feel, though, that it is critical that public servants
are able to provide their advice and recommendations to
ministers openly and freely without the concern that it’s
then later going to have to be debated in a public sphere. It

is critical that ministers have the opportunity to receive all
of that information. Not for there to be a filter or a vetting
before it gets to the minister”°

Terry Barry

Mr. Buny’s comment was: “Protect Cabinet confidences..,
but limited only to the Cabinet exceptions”

Scarlett Hann

Ms. Hann said that “the substance of deliberations test

should be a minimal expectation of our citizens:”’2

From the media

James McLeod of the Telegram

Mr. McLeod considers it appropriate to withhold under
“Cabinet confidences” what is said around the Cabinet

table and the document that records the deliberations

of Cabinet. He would include discussions in Cabinet

committees and discussions between two or three
ministers. The rest could be considered under other

sections of the Act.
As for supporting documents, he comments that a

report considered by Cabinet “informs the deliberations

of Cabinet but does not record anything that was said in

that room:’ With respect to the dass of people who give

advice and recommendations to Cabinet, he argues that

their recommendations, advice, and options prepared

for Cabinet should not be entitled to protection under

section 18. Instead, that is already protected under sec

tion 20, which is a permissive exception, rather than a

mandatory one.

From government

Minister responsiblefor OPE, the Honourable Sandy

Collins

Minister Collins advised that there had been some con

fusion about exactly what a Cabinet record was. Making

it consistent with the Management of Information Act

would provide clarity. The amendment to section 18 re

sulted in a change of practice for ATIPP coordinators

whereby a requested record that meets the definition of

Cabinet record is now withheld in its entirety.

From political parties

The Liberal Party Leader of the Official Opposition,

Dwight Ball

Mt Ball stated that the Information and Privacy Com

missioner, together with government, should agree on a

dear interpretation of the substance of deliberations

test. Section 18 should be replaced with a version simi

lar to the pre-BUl 29 section 18.

Mr. Ball also referred to the Cummings Report, and

Mt Cummings’ concern that ministers may not be

properly advised if fewer briefing materials are being

written. He quoted Mr. Cummings’ concern about

widespread uncertainty as to what constitutes advice or
recommendations developed by or for a public body. He

commented that, “if there is confusion or uncertainty

around the interpretation of sections such as Section 20,

departmental officials have no shortage of experts to

consult.”

110 Hammond Transcript, 20 August 2014, pp 23—24.

Ill Burry Transcript, 24 July 20 14. p32.
112 Hann Submission, 27 July 2014. p2.
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Issues

The comments identified above indicate that there are a

number of issues:

Ci) What standard of disclosure will best serve ac
cess to information and not impede proper
functioning of Cabinet government?

Analysis

(ii) If a list of records that would be accorded ex

emption is to be used, what records should be
on that list?

(ill) Should the restrictions on release expire after
20 years, as is presently the case, or should re
cords be released after IS years?

Issue (I): What standard of disclosure will best serve

access to information and not impede pmperfunctioning
of Cabinet government?

This question reflects a classic conflict between two
principles, each of which is critical to the proper func
tioning of our parliamentary democracy. Citizens need
access to all of the information necessary to enable them
to hold government to account. That has not been chal
lenged by anybody. On the other hand, all who made
representations acknowledge the absolute necessity for
governments to be able to function, in certain circum
stances, with a significant degree of confidentiality. It is
in the public interest that government be able to operate
in a manner that will result in the most efficient and
productive administration of public affairs. The chal
lenge is identifying the proper balance between the two
principles.

As the committee in the Queensland review ob
served, “application of public interest tests has been one
of the most significant weaknesses of the P01 AcC
Having to apply a substance of deliberations test to
every record in respect of which Cabinet confidence is
claimed would be a waste of tune and increase costs un
necessarily for all those records that are so obviously
Cabinet confidences as to be beyond rational challenge.

It may be a small list but certain types of records are
so clearly Cabinet confidential that it is unnecessary to
have endless arguments as to whether disclosure could
reveal the substance of Cabinet deliberations or as to

whether the public interest would be harmed by their
disclosure. Subject to one proviso, listing such docu
ments and exempting them from disclosure would save
time and money, and contribute to a more efficient and
user-friendly access regime. That one proviso is that
the Commissioner would have the unrestricted right
to have all records of Cabinet, bar none, produced, to
verify that the exemption is valid.

Protecting genuine Cabinet confidences from dis
closure is essential to the successful functioning of the
government in the public interest. The standard should
accord absolute exemption to a confined list of records
that are unarguably Cabinet confidences, and subject all
other records in respect of which Cabinet confidence is
claimed to a substance of deliberations test.

Issue (ii): If a list of records that would be accorded ex
emption is to be used, what records should be on that list?

Many of the participants who suggested a return to
full application of the substance of deliberations test ac
knowledged that the records listed under the definition
of “cabinet record” were, generally speaking, of the
nature of Cabinet records. W%at the participants objected
to strenuously was giving the Clerk of the Executive
Council the unilateral right to designate any one of
those records to be an “official cabinet record,” and
thereby place it beyond the right of anybody else, in
cluding the Commissioner, to question the designation
or even to see the document in order to determine the
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validity of the designation. That concern is addressed by
the Committee’s recommendation, elsewhere in this re
port, that except for a few of the classes identified in the
provision that will replace existing subsection 5(1), no
record be beyond the purview of the Commissioner.

The Committee would also recommend that the re
fusal to disclose continue to be mandatory, subject to
one exception: the Clerk of the Executive Council
should have the discretion to disclose any Cabinet record
that he or she concluded should, in the public interest,
be disclosed.

With those safeguards in place, using a basic list of
records that are Cabinet confidences and according
those records absolute protection from disclosure
should result in more efficient management of access to
Cabinet records. ft should also be easier to use and re
duce delays and costs for both the requester and public
bodies. In short, it would help to make the ATIPPA

more user-friendly.
The Committee concluded that the only item on the

list of records in the present definition that should be
altered is what is presently item (iv):

a discussion paper, policy analysis, proposal, advice or
briefing material, including all factual and background
material prepared for the Cabinet

The Committee believes that factual material in
cluded in these records should not be accorded absolute
protection from disclosure. Officials preparing “a dis
cussion paper, policy analysis, proposal, or briefing
material” for Cabinet, acting in goad faith, could ex
press all the factual material in a separate section of the
document that could be easily severed for release on
request The fact that any part or all of the factual material
might also appear elsewhere in the document would
not, in such circumstances, require that full document
to be released. Factual material should be protected
from disclosure only if it is shown that disclosure would
reveal the substance of Cabinet deliberations.

Background material is largely factual, and unless
those facts deal with earlier Cabinet consideration of
the matter, background material should also be dis
dosed unless its disclosure would reveal the substance
of Cabinet deliberations. If the factual or background
material should genuinely be protected from disclosure,
then that would become apparent in any review by the
Commissioner after complaint about refusal to release
it. For those reasons, the Committee is of the view that
the word “including” should be replaced by the word
“excluding” in item (iv) of the list of Cabinet records set
out in of the present section 18(1).

Issue (iii): Should the restrictions on release expire after

20 years, as is presently the case, or should records be re
leased after 15 years?

A couple of participants suggested that the period
of absolute protection for Cabinet records should be
much shorter. Most did not have strong views. They felt
that a time frame of 15 to 20 years would be generally
acceptable. The OIPC recommended 15 years and the
Centre for Law and Democracy also suggested 15 but
thought 20 was not unreasonable. Four provinces, in
eluding Newfoundland and Labrador, prohibit disclo
sure for a twenty-year period, two for a twenty-five-year
period, two provinces and three territories for a fifteen-
year period, and one province for a fourteen-year period.
The period in the federal legislation is twenty years.
Some international jurisdictions have periods shorter
than twenty years and some longer.

The existing period of protection in this province is
consistent with Canadian and international standards.
None of the participants put forward a compelling ar
gument for reduction or increase in the period; none
presented serious concerns about the period. The Com
mittee concludes that there is no credible basis for rec
ommending that a change be made at this time.
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Recommendations

The Committee recommends that

14. The ATIPPA contain a provision that would result
in absolute protection from disdosure for the fol
lowing Cabinet records:

(i) advice, recommendations or policy con
siderations submitted or prepared for sub
mission to the Cabinet.

(ii) draft legislation or regulations submitted
or prepared for submission to the Cabinet,

(iii) a memorandum the purpose of which is to
present proposals or recommendations to
the Cabinet.

(iv) a discussion paper, policy analysis, propos
al, advice or briefing material prepared for
the Cabinet, excluding the sections of
these records that are factual or back
ground material,

(v) an agenda, minute or other record of Cab
inet recording deliberations or decisions of
the Cabinet,

(vi) a record used for or which reflects commu
nications or discussions among ministers
on matters relating to the making of gov
ernment decisions or the formulation of
government policy,

(vU) a record created for or by a minister for the
purpose of briefing that minister on a
matter for the Cabinet,

(viii) a record created during the process of de
veloping or preparing a submission for
the Cabinet, or

(ix) that portion of a record which contains in
formation about the contents of a record
within a class of information referred to in
subparagraphs (i) to (viii).

15. With respect to all other records, the ATIPPA re
quire that information in those records that
would reveal the substance of Cabinet delibera
tions not be disclosed.

16. The Commissioner have unfettered jurisdiction
to require production for examination of any

document claimed to be a cabinet document.

17. The Clerk of the Executive Council have discre
tion to disclose any Cabinet record where the
Clerk is satisfied that the public interest in disclo
sure of the Cabinet record outweighs the reason
for the exception.

18. The present provision in the Act requiring release
of Cabinet documents more than twenty years
old be retained.

The Committee also recommends that

19. Consistent with its Open Government policy, the
Government should proactively release as much
Cabinet material as possible, particularly materi
als related to matters considered routine.
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3.4 Policy advice and recommendations

• .it is critical that public servants are able to provide their advice and recommendations to ministers openly
and freely without the concern that it’s then later going to have to be debated in a public sphere. It is critical that
ministers have the opportunity to receive all that information. Not for there to be a filter or a vetting before it
gets to the ministeC

—Lynn Hammond, Presentation to the Committee

One of the pillars of good government is good advice.

Political leaders depend on well-informed officials to

brief them on all possible scenarios, in order to reach
well-considered decisions. It is widely agreed that offi

cials must be able to present this advice freely and frankly,

so that its value and meaning are dear.

Prior to the development of access to information
laws, officials were reasonably assured that, while their

work would form the basis for public policy decisions,

their views would be kept confidential. And even with

the advent of access laws, many jurisdictions place

strong value on protecting policy advice and recom
mendations with varying lengths of discretionary ex

emption (Saskatchewan: 25 years; Canada and Ontario:

20 years; Newfoundland and Labrador: 15 years; Que

bec: 10—15 years; Nova Scotia: 5 years; United Kingdom:

no time limit).

Increasingly, however, citizens demand to know more

about policy decisions. They want to understand the mo

tivation for policy, including how internal and external

events affect the choices that am put in front of ministers,

and why some options are preferred over others.

This push on the part of citizens has shifted the de

bate over control of information in public policy mak

ing. While the traditional view presupposed the official

knew best what should be revealed, the current view is

that the citizens know best what information should be

in their control. This lug of war makes for an uncom

fortable time for officials, and has led to the develop.

ment of terms such as chilling effect, verbal culture, and
the need for a safe place to discuss, develop, and form

public policy.

Developing the concept of advice or
recommendofions

There have been two previous reviews of the province’s

access law. Prior to John Cummings’ review in 2011, a

committee was appointed in 2000 to review the ATIPPAk

predecessor, the Freedom of Information Act. That was

the first review since the implementation of that Act in

1981. The 1981 FOlAct had no provision regarding ad

vice from public officials to either their ministers or

other public agencies. The committee appointed in 2000

addressed that matter:

The Committee believes that exceptions are sometimes
necessary to ensure that persons acting in an official ca
pacity (including those representing municipalities and
school boards) are not hindered from giving advice can
didly. These exceptions would include records of deliber
ations formulating that advice)”

That committee’s recommendations led to the Access

to Information and Protection ofPrivacy Act, which was

passed by the legislature in the spring of 2002. The access

provisions were intended to come into effect later that

year, but were delayed until January 2005. The privacy

provisions came into effect three years later, in 2008. In
2010, the government announced the first five-year stat

utoiy review of the ATIPPA. By this time, officials in

government had five years’ experience working under

access provisions of the Act, and expressed their many

concerns to Mr. Cummings. They told him that less

briefing material was being prepared for ministers and

113 Stdldng the Balance (2001), pp 23—24.
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there was “widespread uncertainty” regarding what

constituted advice and recommendations under section

20 of the Act.

Pre and Post—Bill 29 legislation

Prior to the changes made by the Bill 29 amendments, the

AIIPPA protected advice or recommendations developed

by or for a public body or minister, as well as draft legisla

tion or regulations. It also included a list of the types of

information that had to be disclosed, such as factual

material, public opinion polls, and statistical surveys. The

measures adopted by Bill 29 included those mandatory

disclosure items and the protection for draft legislation,

but also added extra protection for proposals, analyses,

and policy options to policy advice or recommendations.

The changes to the ATIPPA did not end with policy

advice. Bill 29 was also directed at “the contents of an

incomplete formal research report or audit report:’ It

stipulated that the head of a public body could unilater

ally declare a report incomplete, and therefore off-limits

to an access request, unless no progress had been made

on the report for more than three years.

The Bill 29 amendments were also intended to cap

ture other relationships beyond reports and the type of

documents that might contain policy advice. A new

clause was added to protect “consultations or delibera

tions” involving officers or employees of a public body, a

minister or the staff of a minister.

Other relevant law

There is significant protection in the ATIPPA for policy

advice, beyond the provisions in section 20 for policy

advice or recommendations. Those areas have been ad

dressed elsewhere in this report. and include advice

prepared for Cabinet, advice on labour relations issues

for the government as an employer, advice that might

impact intergovernmental relations or negotiations,

and advice on the financial and economic interests of a

public body.

The Supreme Court of Canada provided clear di

rection on the stature of policy advice or recommenda

tions in its John Doe decision on 9 May 2014. The case

involved a request under Ontario’s access law for the

policy options that were considered during the drafting

of a tax policy decision. The Supreme Court set out the

issue in this way:

The Records in question constitute drafts of policy op
tions for purposes of a decision as to when amendments
to Ontario legislation to eliminate a loophole for tax hav
en corporations should take effect — in particular, to
what extent the amendment should have retroactive
effect. The question is whether policy options such as these
constitute advice or recommendations, and thus qualif’
for exemption from disclosure under s. 13(1).H4

In noting that Ontario’s Freedom ofInformation and

Protection of Privacy Act (FIPPA) did not define advice

and recommendations, the Supreme Court justices

came to this conclusion about their meaning:

The policy options in the Records in this case present both
an express recommendation against some options and
advice regarding all the options. Although only a small
section ofeach Record recommends a preferred course of
action for the decision maker to accept or reject, the re
maining information in the Records sets forth consider
ations to take into account by the decision maker in mak
ing the decision. The information consists of the opinion
of the author of the Record as to advantages and disadvan
tages of alternative effective dates of the amendments. It
was prepared to serve as the basis for making a decision
between the presented options. These constitute policy
options and are part of the decision-makingpmcess. They
are “advice” within the meaning of s. 13(1).”’

The Supreme Court decision has affirmed that

“advice or recommendations” have far-reaching mean

ing, and are essential in “permit[fingj public servants to

provide full, free and frank advic&”6 Justice Rothstein

wrote for the whole court in John Doe and, in support of

the court’s view of the importance of protection for

advice or recommendations, quoted Justice Evans in

the Federal Court decision on Canadian Council of

Christian Charities v. Canada (Minister of Finance) in

1994:

114 John Doe, supra note 60.
115 Ibidatpara47.
116 Thidatpan43.

CHAPTER 103

CIMFP Exhibit P-04470 Page 112



Disdosure of such material would often reveal that the
policy-making process included false starts, blind alleys,
wrong turns, changes of mind, the solicitation and rejec
tion of advice, and the re-evaluation of priorities and the
re-weighing of the relative importance of the relevant
factors as a problem is studied more closely. In the hands
of journalists or political opponents this is combustible
material liable to fuel a fire that could quickly destroy
governmental credibility and effectiveness)”

Policy advice isa broad category of information. By

specifying proposals, analyses, and policy options in the

amended ATIPPA in 2012, the Newfoundland and

Labrador legislature was only identifying specific types

of advice or recommendations that courts would have
included in any event.

Practice around policy advice and recommendations

The Newfoundland and Labrador Access to Infannation

Policy and Procedures Marina? provides guidance for

officials and the public in the application of the Act. The

guide quotes the Information and Privacy Commissioner,

and states that section 20 is intended to “protect the

open and frank discussion of policy issues within the

public service:’ and that “advice means an expression of

opinion on policy-related matters, including proposals,

recommendations, analysis, policy options and draft

legislation or regulations.” It further states advice “must

consist of a suggested course of action, or an expression

of opinion about a proposed course of action that is in

tended to be accepted or rejected by the recipient in the

course of reaching a decision.”

The Manual provides additional guidance for public
officials once poticies have been approved, announced,
or implemented. In such cases, officials are “encouraged

to consider release of advice and recommendations.”

Officials are also advised that, while they are not re

quired to consider potential harm in making a decision,

they should consider whether the disdosure “may have

the potential to be harmful to the public body or the

deliberative process.””8

In the last six years for which information is avail

able, public bodies in Newfoundland and Labrador have

claimed the section 20 exemption in 276 general access

requests, an average of 46 a year. In the most recent re

porting year, 2013-14, the section 20 exemption was

claimed 28 times, representing 12 percent of all exemp

tions claimed. That is both the lowest number and the

smallest percentage of section 20 claims since 2008-09.

Since 2005, the Office of the Information and Privacy

Commissioner (OIPC) has reviewed 18 cases where the

exemption has been claimed.

The OIPC has affirmed the protection inherent in

policy advice and recommendations in several of its re

ports. In A-2014-OOl, the Commissioner upheld the

right of the public body to refuse to disclose to an appli

cant information involving plans to not fill a position in

the Department of Health and Community Services.

The applicant had asked for an Executive Note and cur

rent and deleted emails in relation to that decision, as

well as information about other issues around recruit

ment. The Commissioner concluded that “certain pads”

of the records were consultations or deliberations, and

therefore protected under the ATIPPA:

It is dear from the wording of the Applicant’s access re
quest that certain of the responsive records would be
made by or between otficers or employees of a public
body. It is also dear from the wording of the request that
the records would involve a discussion and views on a
potential action or proposal. It appears to me that the re
sponsive records were prepared by persons who were a
pected to be or who were responsible for putting forward
such positions. Likewise, it is clear that the information in
the records was provided to a person or persons with the
power to implement the actiom”’

117 Thidatpara44.

118 NL Access to Information Policy and Procedures Manual, pp
9 1—92.

119 OIPC Report A-_W14-OOl, 20 lanuary 2014, p 15.
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legislation in other Canadian iurisdktions

The additional provisions in the Bill 29 amendments are

similar to those in access to information laws in Alberta,
Nunavut, Yukon, and the Northwest Territories. Mani

toba and New Brunswick have similar provisions, but

also include opinions among the protected classes of

advica Prince Edward Island does not follow the trend;
instead, its legislation protects “consultations or deliber
ations” among public officials.

The federal access law, as well as the laws in the

provinces of British Columbia, Ontario, and Nova Scotia,
protect advice or recommendations, as did the wording
in the ATIPPA prior to 2012.

Practices in other countries

In its 2012 review of New Zealand’s Official Information

Act 1982, the country’s Law Reform Commission re
ported that while no one was questioning ministers’
need to have frank and confidential discussion of ideas

with their officials, nearly all submitters agreed “the pro

visions that protect effective government and adminis

tration. ..needed some rednfting’ The Commission

stated there was a perception among users of the Act

that the grounds for withholding information from
those discussions “are overused land] lead to a lack of

trust, a result at odds with the premise of official infor

mation legislation, which is about enhancing tnist in

govemmenL” Predictably, public officials were concerned

that if the public had more access to policy advice, there

would be “adverse effects on the policy-making process

Officials expressed concern that increased access to their

records would induce “a reluctance to commit advice to

paper and some undermining of the ability or wiLling

ness of agencies to provide free and frank advic&”2°

The Law Reform Commission was persuaded that

freer access to policy advice from officials could dampen

the clarity of advice and recommendations to ministers,

but ft also concluded the current law for officials provided

the potential to use the “good government” grounds

“merely to withhold embarrassing or controversial infor
mation:’ The Commission recommended parts of the
law be rednfted to “minimise their current complexity

and clad’ their application:’ It also felt proactive disclo
sure would help to “remove some of the tension in this
area,” and that it would help to develop “robust guidance

on how the grounds are to be applied,”2’

At the same time as the New Zealand Law Reform
Commission published its report, the review by the UK

House of Commons Justice Committee of the Freedom of

Information Act 2000 released its analysis.’22 The Justice

Committee declined to suggest further protection for
policy formulation and advice. The committee acknowl

edged it was cautious in approaching this position, large

ly because of conflicting evidence, including research by
the Constitution Unit at University College London. The

Constitution Unit concluded the FOI Act had a “mar
ginal” chilling effect on public officials. The committee

heard opposing views from “a range of distinguished

participants” in high levels at the UK government, who

claimed the FOI Act was problematic for “the free and

frank provision of advice” and “the free and frank ex

change of views for the purposes

In light of the testimony, the UK Committee decid

ed the proper approach was to recommend no change:

Given the uncertainty of the evidence we do not recom
mend any major diminution of the openness created by
the Freedom of Information Act, but, given the clear in
tention of Parliament in passing the legislation that it
should allow a “safe space” for policy formation and Cab
inet discussion, we remind everyone involved in both
using and determining that space that the Act was in
tended to protect high-level policy discussions. We also
recognise that the realities of Government mean that the
ministerial veto will have to be used from time to time to
protect that spac&1

One of the thief challenges for the UK Committee

was determining the seriousness of the threats to the

“safe space”:

121 Ibid.
122 UK Post-legislative scrutiny of the FOI Act, [2012].
123 UKFOIAct,s36.
124 Supra note 122 at 75.

120 NZ The Public’s Right to Know: Review of the Official Legisla
tion (2012), pp 52—53.
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One of the difficulties we have faced in this inquiry is
assessing how real those threats [of premature or map
prophate disclosure of informationj are given the safe
guards provided under the current FOE legislation and

what, if any, amendments are required to ensure the exis

tence of a ‘safe place’ for policy making.’15

125 Ibid 154.

What we heard

Public officials told John Cummings in the last statutory
review that the application of section 20 had a “chilling

effect” on preparing briefing materials for ministers.

The fear and “widespread concern” that Mr. Cummings

reported may have been the impetus for the Bill 29
changes to section 20.

Those changes were widely condemned during the

Committees public hearings and in several written sub
missions. The Centre for Law and Democracy argued
that the protection under section 20 is “clearly over-

broad,” and that documents under this section should

be subject “only to harms-based redaction as necessary

to protect a legitimate interest, including candour within
government.” Many of the other submissions followed

this theme.

The OIPC recommended reverting to the pre—Bill

29 wording, which is “a close equivalent” of the Ontario

provision that was the subject of the recent Supreme

Court John Doe decision. The Commissioner stated that

the “additional language.. .in Bill 29 may result in more
information being withheld than is necessary.” The

Commissioner also had concerns about the withhold

ing of draft reports, as “this could carry on indefinitely if

token additions or alterations are made from time to

time.” He stated that the protection for draft reports
“goes beyond what is necessary for section 20 to accom

plish, and in fact it could be misused.” The OIPC also

drew attention to the fact that the head of a public body

can decide to withhold the report from disclosure, and

such a decision does not require “any objective evidence

or analysis as to the completeness of the report.”’tm

Another participant, Simon Lono, referred to the
draft report section as an “obstructive clause” and the

“forever draft.” He noted there is no clear public policy

purpose for “this arbitrary 3 year retention.”’

The Official Opposition recommended repealing

the section 20 amendments and reverting to the pre—

Bill 29 wording. The Leader, Dwight Ball, said section

20 has been engaged 26 times in 46 access applications,

making it the second-most frequently used exemption

in denying access requests from the official opposition.

He felt that adding proposals, analyses, and policy op

tions to section 20 gave public bodies “a wider range in

the types of information they may refuse to disclos&’125

The New Democratic Party raised particular con

cerns with the language concerning audit reports and
consultations or deliberations. The NDP recommended

repeal of the section permitting non-disclosure of audit

reports, and a narrowing of the wording on consulta

tions or deliberations. The party felt that the current

language will allow bureaucrats “to block the release of
anything they want to keep secreC and that it gives the

government “sweeping powers to keep any information

they may find inconvenient or embarrassing secret from

the public.”129 The NDP recommended that the Com

missioner be given the authority to decide “whether or

not the contested information should be kept secret:’

Two journalists from the Telegram commented on

section 20, albeit on different parts. James McLeod took

issue with the section 20 protection for consultations or

127 Lono Submission. 21 June 2014, p II.
128 Official Opposition Submission, 22 July 2014, p 14.
129 New Democratic Party Submission, 26 June 2014, p9.126 OIPC Submission, 16 June 2014, pp 22—23.
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deliberations. He said “taken to an absurd extreme, if
somebody filed an ATIPPA request for this submission,

it could be withheld on grounds that it’s part of a consul
tation7’3° Ashley Fitzpatrick objected to the increasing

tendency for government to hold back consultants’ re
pods because they are in “draft” form. She contended

consultants’ reports should be released quiddy—”sub
missions to government should be considered complete

reports—final products in response to payment?”3’ She

argued the public has a right to this advice, as it is paid

for out of public funds.

Former government communications advisor Lynn

Hammond was strongly in favour of protecting advice

and recommendations between officials and ministers,

and between officials themselves. She stated the pro

tection should go beyond written advice and recom

mendations, and be extended to emails and texts. Ms.

Hammond expressed the view that electronic commu

nication is becoming increasingly common because of

the proliferation of such devices, and their value in the

busy lives of ministers and their officials. She also com

mented on the continuous news cycle, and how it is now

possible and necessary to respond instantaneously to
media reports. “The time for response and expectations

have changecC’ she told the Committee. “And so it really

is a much faster paced response in that environment?”32

Ms. Hammond argued that such communications may

not fit the traditional model of policy advice or recom

mendations that are laid down on paper. but are advice

and recommendations nonetheless.

The Office of Public Engagement did not make rec

ommendations in their presentation, but they did engage

in a question and answer discussion with the Commit

tee. They expressed concern about draft reports being

circulated to the public before they are complete. The

deputy minister of the OPE recounted instances where

it was necessary to ask consultants to make major

changes to reports before the reports could be officially

passed over to the government, including the need “to

add a substantive piece on a financial implication?’ The

deputy said many consultants are from out of province,

and their understanding of local conditions such as the

geography of Newfoundland and Labrador might not be

complete. She gave an example of a draft report on

housing that “operationally would not work for here be

cause of our geography.” The Chair asked if officials

would have the same apprehension if the Commissioner

could review the draft report to assess their concerns.

The deputy thought that “from an advising perspective,

it would be fine,” but neither she nor the minister gave

categorical approval to such a proposal.’33

130 McLeod Submission, June 2014, p3.
131 Fitzpatrick Submission, 25 July 2014, p5.

Analysis

132 Hammond Transcript, 20 August, 2014. pp 3—20.
133 Government NL TranscrIpt, 19 August 2014, pp 118—119.

The changes to section 20 gave public officials authority

to withhold classes of documents and records that they

worried were not captured by the pre—Bill 29 language.

John Cummings wrote this about the concern they felt:

A major pan of the concern is the widespread uncertainty
associated with determining what constitutes “advice or

recommendations developed by or for a public body or a
minister?’ Officials reported encountering difficulty when

determining what information could be severe&’

Mr. Cummings agreed that some of the concerns

were well-founded, and recommended “additional pro

tection” for proposals, consultations, deliberations, and

analysis, including analysis of policy options.’35

134 Cummings Report (2011), pp42—43.
135 1Hd43.
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The motivating factor for the changes was concern
by public officials that section 20 was not broad enough
to withhold what legitimately should be withheld. When
Mr. Cummings referred to a “chilling effect” among
those who prepared briefing materials for ministers and
heads of agencies, he reported that “this concern is cor
roborated by a number of recent media stories which
revealed that ministers have requested that no briefing
material be prepared on important issues.” “Anecdotal
evidence:’ he wrote, suggests “there is significantly less
briefing material in the public sector since the introduc
tion of the ATIPPA.””’

136 Thid42.

The changes to section 20 raised many questions
with people who made submissions to the Committee,
including concerns that the head of a public body can
decide to withhold a draft report, without any possibili
ty of oversight by the Commissioner. In addition, there
is vagueness as to the protection accorded “consulta
tions or deliberations involving officers or employees of
a public body, a minister or the staff of a minister.” These
additions to the AT1PPA may have brought comfort to
the officials who made suggestions to the last review, but
among journalists and others who appeared before the
committee, the changes raised serious concerns about
transparency and accountability.

Conclusion

The changes brought about by Bill 29 considerably a
panded the types of information which may be refused
in response to an access to information request. The
entire group is printed here, with the post—Bill 29 addi
tions in italics:

advice
proposals

recommendations
analyses

policy options

incomplete formal research report

incomplete audit report

consultations

deliberations

draft legislation or regulations

When this list is viewed in its entirety, it is difficult
to imagine any category or class of information that
could not arguably be included. Clearly, the worries
public officials expressed to John Cummings had found
their way into Bifi 29.

In light of the Supreme Court decision in John Doe,

some of the wording added to section 20—proposals,

analyses, or policy options—essentially reflects what the
Court determined is already meant by policy advice or
recommendations. The only effect would appear to be
making the determination less difficult. There would seem
to be no harm in leaving this part of the ATIPPA as it is.

The Committee has serious reservations about two
other changes implemented as a result of the Bill 29
amendments, section 20(0(b) and (c). While it accepts
that some drafts of research and audit reports may have
deficiencies that need to be addressed before they are
released to the public, two aspects of this are problemat
ic. The first is that the head of the public body alone
determines if such reports are complete or not. This
does not reassure the public. The second aspect is that
any such report can be withheld for three years. It is un
necessary to attach a lengthy timel’me to such reports.
Limiting the exceptions to reports in respect of which
updating has been requested within 65 business days of
delivery of the report, and ensuring that the Commis
sioner has such access as he considers necessary, can
address both aspects of the problem.

Our second reservation is with respect to “consulta
tions or deliberations” in section 20(1)(c), involving

S

S

S
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officers or employees of a public body, a minister, or the
staff of a minister. The Committee has expressed con
cern about the motivation for this section, and what it

was intended to accomplish. Given the Supreme Court

Recommendations

decision in John Doe, such protection is already implicit
under policy advice or recommendations, and we rec
ommend this section be deleted.

The Committee recommends that

20. Section 20(1)(b) of the ATIPPA should be deleted

and replaced with “the contents of a formal re
search report or audit report that in the opinion

of the head of the public body is incomplete and

in respect of which a request or order for comple
tion has been made by the head within 65 busi

ness days of delivery of the reporC’

3.5 Solicitor-client privilege

21. Section 20(0(c) of the ATIPPA should be re

pealed. There is adequate protection for delibera

tions involving officials and their ministers, as it

relates to the policy-making and decision pro

cess, in section 20(0(a).

Many participants criticized changes made totheAflPPA in

20t2 that related to solicitor-client privilege. Those chang
es, introduced by Bill 29, have several key consequences:

They mean that if access to information is re

fused on the grounds of solicitor-client privilege,

requesters can no longer ask the Commissioner

to review the refusal.

• They remove the right of the Commissioner to

require that a record be produced to determine

that it is solicitor-client privileged.

• They remove the right of the Commissioner to

enter an office of a public body to examine such

a record.

• Theyalsomeanthat iftheheadofapublicbody

refuses to produce information to an applicant,

the applicant’s only recourse is an appeal to the

Trial Division of the Supreme Court

material, it is important to consider what solicitor-client

privilege is, why it exists, and its importance to individ

uals and to society.

What is solicitor-client prMle9e?

In Solicitor-Client Privilege. Professor Adam Dodek dis
cusses the origin of the idea and the rationale underpin

ning it today. With respect to its origin, he writes:

The privilege is the oldest of the recognized privileges for
confidential communications—priest-penitent, doc
tor-patient and lawyer-client. It dates back to the 10
century. As explained by I. Sopinka in The Law of Evi
dence in Canada’ “the basis for the early rule was the oath
and honour of the solicitor, as a professional man and a
gentleman, to keep his client’s secret. Thus, the early priv
ilege belonged solely to the solicitor, and the client bene
fitted from it only incidentally This basis for the privi
lege became known as the Honour Theory.’”

Before considering the specific statutory provisions,

the submissions of participants, and other relevant 137 Dodek, Solicitor-Client Privilege (2014) pan 1.4.
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With respect to the evolution in thinking that has

led to a significantly different underpinning for the

privilege, Professor Dodek writes:

By the early 19th century, the rationale for the privilege
had shifted from the honour of the solicitor to more utili
tarian justifications based on the efficacy of the justice sys
tem. While these justifications were developed in the 19th

centurc they continue to resonate today and continue to
provide the dominant rationale for the privilege today.”

He also cites judicial authority to show that the

privilege belongs to the client and not to the lawyer.

The Supreme Court has made more than a dozen

decisions related to the issue in the last fifteen years.

Some of these discussed clearly the value to society and

the status in law that the solicitor-client privilege now

has in Canada, and will almost certainly have for the

foreseeable future.

In the earliest of those decisions, R v Campbell, Jus

tice Binnie, writing for the whole court, discussed and

cited judicial precedent to affirm the status of the privi

lege and its limits. The following excerpt thoroughly

covers all the aspects of the privilege that are at issue in

the submissions before us. Justice Binnie wrote:

The solicitor-client privilege is based on the functional
needs of the administration of justice. The legal system,
complicated as it is, calls for professional expertise. Access
to justice is compromised where legal advice is unavail
able. It is of great importance, therefore, that the RCMP
be able to obtain professional legal advice in connection
with criminal investigations without the chilling effect of
potential disclosure of their confidences in subsequent
proceedings. As Lamer Cj. stated in It v. Gruenke, I 199 1)

3 S.CR 263, at p. 289:
The primafade protection for solicitor-client commu
nications is based on the fact that the relationship
and the communications between solicitor and client
are essential to the effective opention of the legal sys
tem. Such communications ale inextricably linked
with the very system which desires the disdosure of
the communication...

This Court had previously, in Descdteaux v Mienwinski,
119821 1 S.C.R 860, at p. 872. adopted Wigmore’s formu

lation of the substantive conditions precedent to the exis
tence of the right of the lawyer’s dient to confidentiality...

Where legal advice ofany kind is sought from a pro
fessional legal adviser in his capacity as such, the
communications relating to that purpose, made in
confidence by the client, are at his instance perma
nently protected from disclosure by himself or by
the legal adviser, except the protection be waived... -

Cpl. Reynolds’ consultation with Mr. Leising of the De
partment of Justice falls squarely within this functional
definition, and the fact that Mr. Lelsing works for an
“in-house” government legal service does not affect
the creation or character of the privilege)” [emphasis
added)

Two years later, the court was considering the

scope of solicitor-client privilege and identifying drcum

stances in which other rights might prevail over the

privilege. In R v McClure, Justice Major, also writing for

the full court, described the issue before the court in

these words:

Solicitor-client privilege and the right to make Ml an
swer and defence are integral to our system of justice.
Solicitor-client privilege is not absolute so, in rare cir
cumstances, it will be subordinated to an individual’s right
to make full answer and defence. The problem is when
and under what circumstances the right to full answer
and defence will override the solicitor-client privilege. 140

In describing the value of the privilege to society

and the scope it has. Justice Major classified the privileg

es recognized in law. He identified as “class privileges”

those that would be considered automatically inadmis

sible and as “case-by-case privileges” those that require

evidence to establish them as privileges in the circum

stances of the case. He concluded that “solicitor-client

privilege, because of its unique position in our legal fab

ric, is the most notable example of a class privilege1

With respect to the basis for its being accorded that sta

tus, Justice Major wrote:

The foregoing privileges, such as communication be
tween a doctor and his patient, do not occupy the unique

138 Ibid.
139 119991 I SCR 565 at pans 49—50 [Campbell].
140 2001 5CC t4 at pan 4,12001) 1 5CR 445.
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position of solicitor-client privilege or resonate with the
same concerns. This privilege, by itself, commands a
unique status within the legal system. The important re
lationship between a client and his or her lawyer stretches
beyond the parties and is integral to the workings of the
legal system itself. The solicitor-client relationship is a
part of that system, not ancillary to it See Gmenke, su
pm, per Lamer Cl., at p.289:

The prinw forte protection for solicitor-client com
munications is based on the fact that the relation
ship and the communications between solicitor and
client are essential to the effective operation of the
legal system. Such communications are inextricably
linked with the very system which desires the dis
closure of the communication (see: Geffen v. Good
man Estate, supra, and Solosky v, The Queen, supra).
In my view, religious communications, notwith
standing their social importance, are not inextrica
bly linked with the justice system in the way that
solicitor-client communications surely are.

It is this distinctive status within the justice system that
characterizes the solicitor-client priviiege as a class privi
lege, and the protection is available to all who fall within
the class.’’

With respect to the scope of the privilege, Justice

Major wrote:

Despite its importance, solicitor-client privilege is not
absolute. It is subject to exceptions in certain circum
stances. Jones, supra. examined whether the privilege
should be displaced in the interest of protecting the safety
of the public, per Cory J. at para. 51:

Just as no right is absolute so too the privilege, even
that between solicitor and client, is subject to clearly
defined exceptions. The decision to exclude evi
dence that would be both relevant and of substantial
probative value because it is protected by the solicitor-
client privilege represents a policy decision. It is
based upon the importance to our legal system in
general of the solicitor-client privilege- In certain
circumstances, however, other societal values must
prevail.

However, solicitor-client privilege must be as dose to
absolute as possible to ensure public confidence and re
tain relevance. As such, it will only yield ‘in certain

141 Ibidatpara3l.

clearly defined circumstances, and does not involve a
balancing of Interests on a case-by-case basis.

Not all communications between a lawyer and her
client are privileged. In order for information to be priv
ileged, it must arise from communication between a lawyer
and the dient where the latter seeks lawful legal advice,
Wigmore, supra, sets out a statement of the broad nile, at
p. 554:

Where legal advice of any kind is sought from a
professional legal adviser in his capacity as such,
the communications relating to that purpose, made
in confidence by the client, are at his instance per
manently protected from disclosure by himself or
by the legal adviser, except the protection be waived,

As stated, only communications made for the legitimate
purpose of obtaining lawful professional advice or assis
tance are privileged. The privilege may only be waived by
the client. See M. M. Orkin, Legal Ethics: A Study of &o
fessional Conduct (1957), at p.84:

It is the duty of a solicitor to insist upon this privi
lege which extends to “all communication by a client
to his solicitor or counsel for the purpose of obtain
ing professional advice or assistance in a pending
action, or in any other proper matter for profession
al assistance” (Ludwig, 29 CL. Times 253; Minet v.
Morgan (t873), 8 Ch. App. 361 j.The privilege is that
of the client and can only be waived by the client’0
[emphasis addedj

Clearly, the Supreme Court views solicitor-client

privilege as fundamental to the justice system in Canada

and, in the words of Justice Major:

The privilege is jealously guarded and should only be set
aside In the most unusual circumstances, such as a gen
uine risk ofwrongful conviction.’0 [emphasis added]

The court considered the status of the privilege in

the context of access-to-infonnation rights in Goodis v

Ontario (Ministry of Correctional Sen’icesL’ There,

solicitor-client privilege had been claimed in respect of
certain records. The trial level judge, who was reviewing

142 Ibid at paras 34—37.
143 Pritchard v Ontario (Human Rights Commission). 2004 5CC
31, 1 20041 15CR 809 [Pdtchardt
144 2006 SCC 31, [2006] 2 5CR 32 [Goodis].
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a decision of the Ontario Information and Privacy

Commissioner, granted limited access to the records.

Access was granted to counsel, but not to the requester,

and it was subject to a confidentiality undertaking. The

access was granted in order to enable counsel to argue

whether the records in question should be disclosed.

The Supreme Court decided that “disclosure to a re

quester’s counsel of records subject to a claim of solicitor

dient privilege may only be ordered where absolutely

necessary” (emphasis added). Justice Rothstein, also

writing for the whole court, set out the principles under

lying that conclusion. Amongst other views, he wrote:

In a series of cases, this Court has dealt with the question
of the circumstances in which communications between
solicitor and client may not be disclosed. In Descôteaux v.
Mienwinski, (19821 1 S.C.R 860, at p. 875, Lamer J., on
behalf of a unanimous Court, formulated a substantive
nile to apply when communications between solicitor and
client are likely to be disclosed without the client’s consent

I. The confidentiality of communications between
solicitor and client may be raised in any circum
stances where such communications are likely to be
disclosed without the client’s consent.

2. Unless the law provides otherwise, when and to

the extent that the legitimate exercise of a right
would interfere with another person’s right to have
his communications with his lawyer kept confiden
tial, the resulting conflict should be resolved in fa
vour of protecting the confidentiality

3. When the law gives someone the authority to do
something which, in the circumstances of the case,
might interfere with that confidentiality, the deci
sion to do so and the choice of means of exercising
that authority should be determined with a view to
not interfering with it except to the extent absolutely
necessary in order to achieve the ends sought by the
enabling legislation.

4. Acts providing otherwise in situations under
paragraph 2 and enabling legislation referred to in
paragraph 3 must be interpreted restrictively.

The substantive rule laid down in Descdteaux is that a
judge must not interfere with the confidentiality of com
munications between solicitor and client “except to the
extent absolutely necessary in order to achieve the ends
sought by the enabling legislation:’ In Lnvallee, Rackel d

Heintz i Canada (Attorney General), [2002] 3 5CR. 209,

2002 SCC 61, it was found that a provision of the Crimi
nal Code, RS.C. 1985, c. C-46, that authorized the sei
zure of documents from a law office was unreasonable
within the meaning of s. 8 of the Canadian Charter of
Rights and Freedoms because it permitted the automatic
loss of solicitor-dient privilege. That decision further
emphasized the fundamental nature of the substantive
rule. It is, therefore, incumbent on a judge to apply the
“absolutely necessary” test when deciding an application
for disclosure of such records.’

Justice Rothstein then defined what was meant by

the phrase “absolutely necessary:’ He wrote:

Absolute necessity is as restrictive a test as may be for
mulated short of an absolute prohibition in every case.
The circumstances in which the test has been met exem
pli’ its restrictive nature. In Solosky v. The Queen, [19801
1 S.C.R 821, at p. 841, for example, it was found that sub
ject to strict safeguards, mail received by an inmate at a
penitentiary could be inspected to maintain the safety
and security of the penitentiary Similarly, in Mcclure, it
was found that documents subject to privilege could be
disclosed where there was a genuine danger of wrongful
conviction because the information was not available
from other sources and the accused could not otherwise
raise a reasonable doubt as to his guilt.

While I cannot rule out the possibility it is difficult
to envisage circumstances where the absolute necessity
test could be met if the sole purpose of disclosure is to
facilitate argument by the requester’s counsel on the
question of whether privilege is properly claimed. Hear
ing from both sides ofan issue is a principle to be departed
from only in exceptional circumstances. However, privi
lege is a subject with which judges are acquainted. They
are well equipped in the ordinary case to determine
whether a record is subject to privilege. There is no evi
dence in this case that disclosure of records to counsel for
the purpose ofarguing whether or not they are privileged
is absolutely necessary.’ [emphasis added]

In the end, the court concluded that “there is no justifi

cation for establishing a new or different test for disclo

sure of records subject to a claim for solicitor-client

privilege in an access to information case1’47

145 Thidat paras 14—15.
146 Ibid at paras 20—21.
147 Ibid at para 23.
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These are the general principles related to the nature Judicial interpretation
and stature of solicitor-dient privilege, as enunciated by

the Supreme Court of Canada. They should guide this

Committee in drawing conclusions that will be the

foundation for its recommendations respecting legisla

tive provisions about solicitor-client privilege in the ac

cess to information context. Ultimately, the courts will

be the interpreters of the legislation, and it is reasonable

to expect that the principles the Supreme Court identi

fled in the excerpts quoted above will be applied.

To appreciate the relevant issues respecting a claim

of solicitor-client privilege for a record, it is necessary to

consider the ATIPPA’s provisions respecting that privi

lege, both as they were prior to the changes resulting

from Bill 29 in 2012, and as they are now.

AUPPA provisions prior to Bill 29

Section 70) of the ATIPPA grants the general right to

access a record in the custody of a public body, subject to

limited exceptions. Section 21 permits the head of a pub

lic body to refuse to disclose to an applicant information

(a) that is subject to solicitor and client privilege; or

(b) that would disclose legal opinions provided to

a public body by a law officer of the Crown.

Before Bill 29, section 43 provided for a general right

for any requester who was refused access to a record to

ask the Commissioner to review the decision. That sec

tion did not preclude examination by the Commissioner

of records in respect of which solicitor-client privilege

was claimed. Section 52(3) supported that power of the

Commissioner by requiring the head of a public body to

produce to the Commissioner a record requested “not

withstanding ... a privilege under the law of evidence:’

Prior to Bill 29, section 43(1) was simple and direct.

It read:

43. (1) A person who makes a request under this Act for
access to a record or for correction of personal informa
tion may ask the commissioner to review a decision, act
or failure to act of the head of the public body that relates
to the request.

Until the 2008 decision of the Supreme Court ofCanada

in Canada (Privacy Commissioner) v. Blood Tribe Depart

ment of Health, which involved interpretation of the

federal legislation, records in respect of which solicitor-

client privilege was claimed in this province were rou

tinely produced when the OIPC requested them. The

Commissioner could then examine the record to deter

mine the validity of the claim to solicitor-client privi

lege. The Blood Tribe decision involved section 12 of the

Personal Information Protection and Electronic Documents

Act (PIPEDA). That section gives the Federal Privacy

Commissioner express statutory authority to require

production, “in the same manner and to the same ex

tent as a superior court of record:’ of any records that

the Federal Privacy Commissioner considers necessary

to investigate a complaint. The Commissioner was also

empowered to “receive and accept any evidence and

other information. ..whether or not it is or would be ad

missible in a court of law.”

On the basis of that wording, the Federal Privacy

Commissioner argued that she could require produc

tion of and could review documents for which solicitor-

client privilege was claimed. The Supreme Court did not

agree. Justice Binnie wrote:

The Privacy Commissioner is an officer of Parliament
vested with administrative functions of great importance,
but she does not, for the purpose of reviewing solicitor-
client confidences, occupy the same position of indepen
dence and authority as a court. It is well established that
genera! words of a statutorygnnt of authority to an office
holder such as an ombuthperson or a regulator, including
words as broad as those contained ins. 12 PIPEDA, do not
confer a right to access solicitor-client documents, even
for the limited purpose of determining whether the privi
lege is properly claimed. That role is reserved for the
courts. Express worth are necessary to permit a regulator
or other statutory official to “pierce” the privilege. Such
dear and explicit language does not appear in PIPEDA.
This was the view of the Federal Court of Appeal and I
agree with it.! would dismiss the appeal)’9

148 2008 SCC 44, [2008] 2 SCR 574 [Blood Tdbel.
149 Blood Tribe, supra note 148 at pan?.
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Some months after that decision, when the OJPC

required production of a record in respect of which
solicitor-client privilege was claimed, the Attorney Gen
era! applied to the Trial Division of the Supreme Court

for an order that the ATIPPA did not oblige the depart

ment to produce for review the records requested. The

Trial Division judge gave the requested declaration but

the Commissioner brought the matter to the Court of
Appeal. The Commissioner acknowledged the ruling of
the Supreme Court of Canada in the Blood Tribe deci

sion, that legislative intent to abrogate solicitor-client

privilege must be dearly and explicitly stated, but argued

that the language used in the version of subsection 52(3)

of the Act, as it read at the time, achieved that level of

clarity.

After a thorough review of the jurisprudence, includ

ing the Blood Tribe decision, the Court of Appea], in Oc

tober 2011, reversed the Trial Division decision and Jus

tice Harrington, writing for the hill panel, decided that:

Subsection 52(3) of ATIPPA, in contrast to PIPEDA,

does advert to issues raised by privilege. \ThiIe it does
not employ the words “solicitor-client privilege’ I am sat
isfied that the words actually employed are not ambigu
ous and are sufficiently explicit to include that privilege...

Having found that section 52 of ATIPPA authorizes
the Commissioner to compel the production of respon
sive records subject to solicitor-client privilege, the Court
must go on to determine whether the routine production
of such records is absolutely necessary. The purpose of
the legislation, described above, is to provide for an inde
pendent review officer which can undertake a timely and
affordable first level review of all information request de
nials. This access to justice rationale mandates that the
Commissioner’s routine exercise of his authority to
review solicitor-client privileged materials is absolutely
necessary. The purpose of ATIPPA is to create an alter
native to the courts. This goal would be defeated if the
Commissioner cannot review denials of access to re
quested records where solicitor-client privilege is claimed
and was forced to resort to applications to court to com
pel production. temphasis addedj

From the foregoing I conclude that the Legislature in
tended subsection 52(3) to enable the Commissioner to
compel the production of responsive records that are sub
ject to a claim of solicitor-client privilege. A practical view
of the purpose of the legislation leads to the conclusion

that this particular type of privilege is included in the
phrase “a privilege under the law of evidence” under sub
section 52(3) of ATIPPA25°

In contrast, the language of the AT1PPA respecting

the Commissioner’s right to review records was not am

biguous and was sufficiently explicit to include solicitor-

client privilege in subsection 52(3) of the Act, as it read

prior to Bill 29. The Blood Tribe decision of the Supreme

Court ofCanada concerned a different piece of legislation

with a different purpose. While the ATIPPA deals with

documents in the possession of government, PIPEDA

deals with information in the hands of the private sector.

The core purpose of the A7IPPA is accountability of pub

lic bodies, rather than the protection of consumer rights.

For a very brief period following Justice Har

rington’s decision, from October 2011 to June 2012, all

records that the Commissioner requested were pro

duced, including those in respect of which solicitor-client

privilege was claimed. That came to an end with the

passage of Bill 29.

ATIPPA provisions after Bill 29

One of the changes brought about by Bill 29 was in sec

tion 43 which, as noted above, entitled a requester to ask

the Commissioner to review a decision refusing access

to a record and did not specifically preclude a record in

respect of which solicitor-client privilege was claimed.

As a result of the amendment put in place by Bill 29, the

Commissioner could no longer review a record if access

was refused on the basis of solicitor-client privilege. The

simple and direct power of the Commissioner to access

any record to which the ATIPPA applies was restricted

as a result of the revision of subsection 43(1) caused by

Bill 29. It now reads:

43. (1) A person who makes a request under this Act for
access to a record or for correction of personal information

may ask the conunissioner to review a decision, act or fiiil
we to act of the head of the public body that relates to the
request, except where the refusal by the head of the public

150 Newfoundland and Labrador (Information and Privacy
Commissioner) v Newfoundland and Labrador (Attorney Getter
oO, 2011 NLCA 69 at pans 75,78-79.
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body to disclose records or parts of them is
(a) due to the record being an official cabinet record un
der section 18; or
(b) based on solicitor and client privilege under section
21.

There were other related amendments, one o[which

was to section 52. The right of the Commissioner to

require the production of any document for his review

was now constrained and he could no longer request

production of a record “which contains information

that is solicitor-client privilege&’ The Commissioner’s

What we heard

right under section 53 to enter the office of a public

body to examine any record, “notwithstanding another

Act or regulation or any privilege under the law of evi

dence,” was now also constrained by excepting solicitor

client privilege.

Previously, the Commissioner could review a deci

sion by the head of a public body refusing to provide

access to a record in respect of which solicitor-client

privilege was claimed. Now, section 60 gave either the

requester or the Commissioner the right instead to

appeal to the Trial Division of the Supreme Court.

From organizations

The OIPC

In his original written presentation, the Commissioner

recommended amending subsection 43(1) by “reverting

to (he version which was in place prior to Bill 29.” This,

the submission explained, would restore the Commis

sioner’s ability to review a refusal ofaccess to information

based on a claim of official Cabinet record or solicitor-

client privilege.

When he appeared at the first hearing, the Com

missioner advised that during the period when the issue

was before the Court of Appeal, some 15 requests for

information were refused on the basis of solicitor-client

privilege. The requests for review on these files were all

held in abeyance pending the decision of the Court of

Appeal. After the Court of Appeal decision, the OIPC

saw the 15 files that had been held. They discovered that

80 percent of them “had nothing to do with solicitor

client privilege whatsoever and only 20 percent of the

records were properly claimed:’ When questioned as to

whether this was “unmistakably clear:’ the Commis

sioner confirmed that to be the case, and expressed the

view that it was “very disturbing” and “there was con

cern about abuse of that particular section:’ He was re

ferring to section 21, which allows the head of a public

body to refuse to disclose information that is subject to

solicitor-client privilege.

Sean Murray, the Director of Special Projects in the

OIPC, described a particular event:

And during that time we had the occasion that somebody
came to us with a request for a review and as we normally
do one of our analysts will contact the public body and say
look we’ve got a request for review. I notice one of the a
ceptions you’ve claimed is solicilor-clien( privilege. Just
mention that and the person said yes we thought we’d
claim that because we just heard about this court decision
and we heard that you can’t review claims of solicitor-cu
ent privilege so we thought we’d claim it. That is—we were
flabbergasted bu( it’s a flict that a head of a public body
actually admitted to us that (he reason they claim that sec
tion of the Act solicitor-client privilege was because we
couldn’t review it.

The Commissioner also advised the Committee

that on no occasion prior to the passage of Bill 29, when

he was reviewing records subject to solicitor-client priv

ilege, did any concern about the handling by the Com

missioner’s office ofsolicitor-client privileged documents

ever give rise to a problem or complaint. He provided

the following detail:

Prior to 2009, there were 49 cases involving section 21

solicitor and client privilege records that were ...handled
by the Office of the Commissioner. At no lime were there
any difficulties with those files)”

151 OIPC Transcript 24 June 2014, p 25.
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The Federal Information Commissioner

In referring to claims ofsolicitor-client privilege, Suzanne

Legault said, “as part of our investigation we routinely

find that that exemption is misapplied?’

From the Minister responsiblefor the OPR the Honourable

Sandy Collins

These matters were raised with the minister responsible

for the Office of Public Engagement when he appeared

before the Committee. The minister undertook to make

inquiries and to advise the Committee of the results,

which he did. His letter indicated that “Government and

the Commissioner have met and discussed these files?’

Minister Collins also advised that seven of the fifteen

files concerned government departments and the re

maining eight concerned other public bodies; he provided

details of how they were handled. The Commissioner

has not provided further information on these matters.

When the minister appeared before the Committee,

a number of deputy ministers and officials appeared

with him and made themselves available to answer the

Committee’s questions. One was the deputy minister of

Justice, who spoke in relation to the Commissioner

having access to solicitor-client privileged documents:

I think that once we hand over solicitor-client privileged
materials to an outside agency, and the Commissioner’s
office is an administrative agency, I think some of that
privilege has the potential to be compromised. . . And
then the other issue is: does the Commissioner’s office
then seek outside legal advice to assist hhn in reviewing
those materials to determine whether the claimed privi
lege is appropriate? •.. IlIf the Commissioner seeks out
side legal advice on solicitor-client privileged documents
that we provided to his office, how do we know that the
firm that’s being engaged is not in conflict with govern
ment or on the other side of a particular file over that
particular issue? So all I’m saying is that we would want
to be sure that there are safeguards.’”

The only other comment along the same lines came

from the deputy minister responsible for the Office of

Public Engagement. She said:

So it is not ahout. whether or not we had confidence in
OIPC it was mort about whether the courts had processes
that we thought were the best’”

In its presentation, the Centre for Law and Democ

racy made three specific submissions:

(i) “Solicitor-client privilege exists for two reasons,

to allow lawyers to plan their strategy for up

coming litigation (litigation privilege) and to

promote candour between lawyers and their

clients. While the first of these is clearly neces

sary for government lawyers, the second is not?’

(ii) “Government counsel often play a range of roles

in policy development, planning and adminis

tration which are functionally similar to those

of their non legally trained colleagues. This ad

vice should not be covered by a veil of secrecy

just because it happens to come from a lawyer?’

(in The solicitor-client privilege exception as it is

currently worded also provided a tremendous

potential for abuse since, if government offi

cials want particular discussions to be exempt

from disclosure under ATIPPA, they need only

bring a lawyer into the room?’

The Centre then recommends that “ATIPPA shouLd

be amended to provide an exception only for litigation

privilege, namely information which is prepared or

shared in anticipation of an impending lawsuit, and not

for solicitor-cLient privilege more broadly?’

In general

Most participants who commented on solicitor-client

privilege felt that the Commissioner must be able to

read all documents, including solicitor-client privileged

documents and documents involving Cabinet confi

dences. They expressed the view that the statutory pro

vision as it existed before Bill 29 should be restored.

In discussions with the Committee, participants

often argued that the reason the Commissioner should

be able to examine documents subject to a claim of

153 Ibid.
154 CLD Submission, July 2014, p7.152 Government ML Transcripl, 19 August 2014, pp 96—98.
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solicitor-client privilege is that otherwise the Commis
sioner will be unable to perform his duties properly.
That is also the basis on which Justice Harrington con
cluded (above) that it was “absolutely necessary” for the
Commissioner to be able to compel production of solic
itor-dient privileged documents.

The proponents of restoring the power the Com
missioner had before Bill 29 to require production of
records subject to solicitor-client privilege included the
Commissioner; the Federal Information Commissioner,

Issues

Suzanne Legault; the New Democratic Party; and the
Centre for Law and Democracy. Several individual citi
zens expressed the same view.

There were no specific representations respecting
records, in the possession of a public body1 but subject
to solicitor-client privilege of a person other than a pub
lic body. Several Canadian jurisdictions, including Al
berta, Manitoba, New Brunswick, and Prince Edward
Island specifically prohibit disclosure of such records.

Two separate concerns have been raised in respect of
solicitor-client privilege. One is whether the Commis
sioner should have the right to require production to
him of any document in respect of which solicitor-client
privilege is claimed, so that he can determine whether
the privilege has been validly claimed. This is important
when he is reviewing a public body’s refusal to disclose

Analysis

a record on the basis that it is subject to solicitor-client
privilege. The second concern is whether the right of the
head of a public body to refuse disclosure on the basis of
solicitor-client privilege, as authorized under section 21
of the Act, should be limited to matters related to litiga
tion in progress or reasonably in contemplation.

Issue 1: Should the Commissioner be empowered to re
quire production of solicitor-client privileged documents
for his examination?

The Committee shares the concern of the Commis
sioner, the Federal Information Commissioner, the
Centre for Law and Democracy, and other participants
about the apparent ease with which section 21 can be
used abusively. If the Commissioner is unable to exam
ine documents in respect of which the public body
claims solicitor-client privilege, he cannot possibly de
termine the validity of the claim. The only information
as to abuse in the past is that provided by the Commis
sioner and the Director of Special Projects. It has not
been contradicted by other participants, and the infor
mation provided by the minister does not alter the in-

ferences to be drawn from the information provided by
the Commissioner and Mr. Murray.

There are, however, valid concerns about the risks
involved in permitting access on demand by the Com
missioner. They were described by Justice Binnie in the
Blood Tribe decision.

The comments of Paul Noble, the deputy minister
of Justice, raise related concerns. For several reasons,
the Committee does not share those concerns. To begin
with, as the Commissioner confirmed, the analysts at
the OIPC are all lawyers, totally familiar with the im
portance of solicitor-client privilege, and aware of their
duties and responsibilities as lawyers in dealing with re
cords having the benefit of that privilege. There had
never been an incident giving rise to concern about the
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security of the privileged documents in prior years,
when the OIPC had routine access to such documents.

There is also the statutory requirement in sections
42.8 and 42.9 that the Commissioner and his staff swear
oaths that they “will not divulge information received
by him or her under this Act?’ Legal staff of the depart
ment of Justice swear similar oaths and are regularly en
trusted with critical documents, induding documents
subject to solicitor-client privilege. Referring to the
OIPC as an “outside agency” is not sufficient to conclude
that the solicitors of that office, who have sworn an oath
similar to the oaths sworn by Department of Justice
solicitors, are less trustworthy or less responsible than
the solicitors in the Department.

The deputy minister also raised a concern that the
OIPC could engage outside counsel and there would be
a possibility of a conflict. He said “how do we know that
the firm that’s being engaged is not in conflict with
government or on the other side of a particular file over
that particular issue?” The Commissioner indicated that
his office has never engaged outside counsel in connec
tion with their review of complaints about refusal of a
record on the basis that it is subject to solicitor-client
privilege. And, even if the OIPC sought outside legal
advice, it would be done in the same manner as the De
partment seeking outside legal advice. The first step for
lawyers in law firms, in the Department, or in the OlPC
would be to do a conflict check to ensure that the prob
lem would not arise.

As well, the Commissioner is an officer of the House
of Assembly and his office, the Office of the Information
and Privacy Commissioner, is no more an outside agency
than the courts are outside agencies. There is no reason
to infer that the faithful public servants who staff the
OIPC are any less trustworthy than the faithful public
servants in the Department of Justice or in the courts.

It is appropriate to comment here on a concern a-
pressed by Sean Murray that authorized analysts from
the OIPC are frequently required to sign confidentiality
agreements before receiving documents in respect of
which Cabinet confidence is claimed, or other sensitive
documents. He thought it offensive. For the reasons ex
pressed above, the Committee agrees with Mr. Murray’s

view. The Committee considers it totally inappropriate
to impose such a requirement on the trusted staff of an
officer of the House of Assembly.

Most participants emphasized the practical effects
of eliminating the right of review. They argued that
when the Commissioner’s review is eliminated in favour
of an appeal to the Trial Division of the Supreme Court,
higher costs and delays will be unavoidable. While there
was no specific evidence provided on the point, it seems
clear that making direct personal representation to the
Commissioner respecting review should result in con
siderably less cost and delay than engaging a lawyer to
commence a court action to have a judge determine
whether or not the claim of solicitor-client privilege was
valid. Although that is not presently the case, it is antic
ipated that it will be so as a result of changes in practices
and procedures that the Committee is recommending
the OIPC implement.

Legislation in other Canadian jurisdictions

Of all the jurisdictions of Canada, only New Brunswick
and Newfoundland and Labrador prevent the indepen
dent oversight body from requiring production, for its

review, of records in respect of which solicitor-client
privilege is claimed. There are no such restrictions on
the right of the federal commissioner.

International jurisdictions

There are no restrictions on the right of the oversight
body to examine a record in respect of which solicitor-
client privilege is claimed under the relevant legislation
of Australia, New Zealand, the United Kingdom, or
Mexico. As weil, the Inter American Model Law on Access

to Public Information contains no restrictions on the
Commissioner’s oversight with respect to claims involv
ing solicitor-client privilege.

Five key points have guided the Committee on this
issue:

• The Commissioner cannot assist a person seek
ing access to a record in circumstances where
solicitor-client privilege is daimed under the
ATIPPA provisions as they now stand.
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• There was no complaint about review by the

Commissioner prior to the changes made by
Bill 29.

• The alternative of appeal to the courts is beyond

the financial resources of most requesters.
• Most other Canadian and international juris

dictions do allow the independent oversight
body to review records involving solicitor-
client privilege.

• There is no evidence whatsoever to support a

conclusion that circumstances necessitated

making the changes that were made as a result

of Bill 29.

The Committee concludes that the powers of the

Commissioner to deal with complaints about reftmal to
provide access on the basis that the records involved are

subject to solicitor-client privilege should be revised to

restore the Commissioner’s ability to determine the

validity of such a claim.

Issue 2: Should the right to refuse disclosure be limited to
litigation privilege?

This was the proposition of the Centre for Law and

Democracy, in respect of which they made the three

submissions noted above. Each of the Centre’s submis

sions is totally inconsistent with the views expressed by
the Supreme Court of Canada in both Campbell and

Pritchard. In Campbell Justice Binnie wrote:

It is, of course, not everything done by a government (or
other) lawyer that attracts solicitor-client privilege. While
some of what govemment lawyers do is indistinguishable
from the work of private practitioners, they may and fre
quently do have multiple responsibilities induding, for
example, participation in various operating committees
of their respective departments.

Government lawyers who have spent years with a
particular client department maybe called upon to offer
policy advice that has nothing to do with their legal
training or expertise, but draws on departmental know-
how. Advice given by lawyers on matters outside the
solicitor-client relationship is not protected. A compara
ble range of functions is exhibited by salaried corporate
counsel employed by business organizations. Solicitor-
client communications by corporate employees with

in-house counsel enjoy the privilege, although (as in
government) the corporate context creates special prob
lems: see, for example. the in-house inquiry into “ques
tionable payments” to foreign governments at issue in
Upjohn Co. v. United States, 449 u.s. 383 (1981), per
kehnquist J, (as he then was), at pp. 394—95. In private

practice some lawyers are valued as much (or more) for
raw business sense as for legal acumen. No solicitor-
client privilege attaches to advice on purely business
matters even where it is provided by a lawyer. As Lord
Hanworth, M.R., stated in Minter .t Priest, [19291 1 ECU.
655 (CA), at pp. 668—69:

(lit is not sufficient for the witness to say, “I went to a
solicitor’s officel. Questions are admissible to reveal
and determine for what purpose and under what cir
cumstances the intending client went to the office.

Whether or not solicitor-client privilege attaches in any
of these situations depends on the nature of the relation
ship, the subject mailer of the advice and the circum
stances in which it is sought and rendered. One thing is
clear: the fact that Mr. Leising is a salaried employee did
not prevent the formation of a solicitor-client relation
ship and the attendant duties, responsibilities and privi
leges. This rule is well established, as set out in Crompton
(Alfred) Amusement Machines Ltd. v. Comrs. of Customs
and Excise (No. 2), (1972] 2 All ER. 353 (C.A.),per Lord

Denning, M.R., at p. 376:

Many barristers and solicitors are employed as legal

advisers, whale time, by a single employer. Some
times the employer is a great commercial con
cern. At other times it is a government department
or a local authority- It may even be the government
itself, like the Treasury Solicitor and his staff. In ev
ery case these legal advisers do legal work for their
employer and for no one else. They are paid, not by
fees for each piece of work, but by a fixed annual
salary They are, no doubt, servants or agents of the
employer. For that reason the judge thought that
they were in a different position from other legal ad
visers who are in private practice. I do not think this
is correct. They are regarded by the law as in every
respect in the same position as those who practise
on their own account. The only difference is that
they act for one client only, and not for several cli
ents, They must uphold the same standards of hon
our and of etiquette. They are subject to the same
duties to their client and to the court. They must
respect the same confidences. They and their clients
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have the same privileges.... I have always proceeded
on the footing that the communications between
the legal advisers and their employer (who is their
client) are the subject of legal professional privilege;
and I have never known it questioned)53

It is obvious from Justice Binnie’s comments that
the protection for confidential legal communications

should not be confined to litigation privilege. It is not
only in circumstances where there is existing or pend

ing litigation that lawyers for a public body provide ser
vices that should be kept confidential to ensure the
proper administration of justice. Lawyers are constantly
asked to provide advice in circumstances where, if the
advice sought or the advice given was disclosed, the le
gal or financial interest of the public body could be

compromised. The Centre’s view expressed in its sub
mission (i) quoted above does not reflect reality

In fairness to the Centre, its recommendation to
confine the protection to litigation privilege may have
been driven, in part at least, by its misperception as to
the limits of solicitor-client privilege. Solicitor-client
privilege is not the pervasive unruly creature the Centre
describes in its submissions (ii) and (iii) quoted above.
The criteria to establish solicitor-client privilege are, as
Justice Major noted in McClure, “(i) a communication
between a solicitor and a client; (ii) which entails the
seeking or giving of legal advice; and (iii) which is in
tended to be confidential to the parties7 All three must
be present. The circumstances referred to in the Centre’s
submissions (ii) and (iii) do not give rise to solicitor-
client privilege.

155 Campbell. supra note 139 at para 50.

Conclusion

The Committee concludes that the privilege is vital, not
only to clients entitled to its benefits but to the interests
of society as a whole. The views expressed in recent de
cisions of the Supreme Court of Canada dealing with

these issues demonstrate beyond question the critical
importance of the privilege to the fair and efficient ad
ministration of justice. We should not therefore make
recommendations that would jeopardize the role of the
privilege in the administration of justice in the prov
ince, nor adversely affect the interest of an individual or
entity entitled to claim the benefit of the privilege.

On the other hand, the Centre for Law and Democ
racy and the other participants are justified in calling

attention to its potential for abuse. The comments of the
Commissioner and the Director of Special Projects
clearly demonstrate that abuse can occur if there is not a
reasonably efficient and cost-effective way to evaluate
objectively any claims that records cannot be released
because they are solicitor-client privileged. The challenge
for the Committee is to identify a means of objective
evaluation that will be reasonably efficient and accessi
ble to the average citizen, and will have minimal, if any,
risk of adversely affecting the interest of the client enti
tled to the benefit or of society in the proper administra
tion ofjustice. Maintaining the status quo does not meet
these requirements.
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Recommendations

The Committee recommends that

22. The revised Act contain a provision similar to exist
ing section 21 respecting solicitor-client privilege.

23. The Act have no restriction on the right of the
Commissioner to require production of any record
for which solicitor-client privilege has been
claimed and the Commissioner considers relevant
to an investigation of a complaint.

23. The Act provide that the solicitor-client privilege
of the record produced to the Commissioner
shall not be affected by disclosure to the Com
missioner pursuant to the Act.

25. The Act not contain any limitation on the right of
a person refused access to a record, on the basis
that the record is subject to solicitor-client privi
lege, to complain to the Commissioner about that
refusal.

26. The Act contain a provision that would require
the head of a public body, within 10 business
days of receipt of a recommendation from the
Commissioner that a record in respect of which
solicitor-client privilege has been claimed be pro
vided to the requester, to either comply with the

recommendation or apply to a judge of the Trial
Division of the Supreme Court for a declaration
that the public body is not required, by law, to
provide the record.

27. The Act contain provisions requiring that the ap
plication to the Trial Division for a declaration be
heard by use of the most expeditious summary
procedures available in the Trial Division.

28. The Act contain provisions prohibiting the impo
sition, by any public body, of conditions of any
kind on access by the Office of the Information
and Privacy Commissioner to a requested record
for which solicitor-client privilege has been
claimed, other than a requirement, where there is
a reasonable basis for concern about the security
of the record, that the head of the public body
may require the Office of the Information and
Privacy Commissioner official to attend at a site
determined by the head of the public body to
view the record.

29. The Act contain a provision that prohibits disclo
sure by the head of a public body of information
that is subject to solicitor-client privilege of a per
son that is not a public body.
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3.6 Business interests of a third party

“Well, I guess I can say do we have a right to know what the public body paid for a stapler. It is not the Colonel’s
secret that w&re asking for. It is not for the components that go into manufacturing a widget...”

Barry Tilley. Presentation to the Committee

On any given day in Canada, there are thousands of active

tender calls from all levels of government The Govern
ment of Newfoundland and Labrador estimates it spends

dose to $2 billion a year on goods and sen’ices. Most of
those tenders for providing governments with goods and
services will be won by private sector businesses, and by
virtue of winning a bid, the contract becomes subject to
federal and provincial access to information laws.

The laws in place in Canada and the other countries
the Committee examined protect the same basic types
of information:

• Trade secrets (industrial secrets in Quebec;
commercial, industrial, fiscal, bank, or fiduciary
secrets in Mexico)

• Commercial, scientific, technical, and financial
information, and information related to labour
relations (streamlined definitions in New Zea
land and the United Kingdom protect com
mercial interests)

Canadian access laws generally stipulate that the
protection for business interests involving third parties
is mandatory, which means that a public body must
apply the test that is set out in the Act. Under section 27
of the ATIPPA, for example, information that is “com
mercial, financial, labour relations, scientific or techni
cal” must be withheld if it meets tests such as harming
the competitive position of a third party or resulting in
significant financial loss or gain.

The essential question is how flu should protection
extend to prevent harm to legitimate commercial interests?

156 NI. Government Purchasing Agency Annual Report 2012-
13, p 10.

Pre and Post—Bill 29 legislation

Before the amendments resulting from Bill 29, the
ATIPPA had a three-part test to determine whether a
request for business information could be denied. In or
der to be held back, the information requested had to
meet three conditions:

• It had to reveal a trade secret, or commercial,
financial, labour relations, scientific or techni
cal information of a third party.

• The information had to be supplied implicitly
or explicitly, in confidence.

• Disclosure would reasonably be expected to re
sult in any one of the following:
o harm significantly the competitive position

or interfere significantly with the negotiat
ing position of a third party

o result in similar information no longer be
ing provided to the public body when it

was in the public interest to do so
o result in undue financial loss or gain to any

person or organization
o reveal information supplied to a person

appointed to resolve or inquire into a la
bour relations dispute

The Bill 29 amendments substantially altered the
landscape around third party business interests. It be
came easier for public bodies to withhold information.
The public body could now withhold information if it

concluded that any one part of the test applied. Ml three
were no longer required. Once that was established, it

could deny a request for information under section 27.
A second change in the Bill 29 amendments involved

122 ATIPPA 2014 STATUTORY REVIEw — VOLUME TWO

CIMFP Exhibit P-04470 Page 131



the notice to a third party when information has been re

quested that might relate to section 27. Before Bill 29, the
public body was required to give notice only if it intended

to release the information in question. The Bill 29 amend

ment made it mandatory to give notice, even lithe public

body was only considering whether to give access.

Other relevant law

Third party business interests are among the most fre

quently adjudicated sections of access laws in Canada.
As a result, this area of the law has come to be well
understood. Third parties have to do more than simply
claim they will be harmed, if they hope to oppose suc
cessfully the disclosure of information.

Canadian law and practice crystallized with a series
of Federal Court decisions beginning in 2006, which

culminated in a Supreme Court of Canada decision in
volving an access request for records involving a new
drug being developed by Merck Frosst’5’ The decision
highlighted the necessity of demonstrating harm. The
Information Commissioner of Canada commented on
the ruling in her Annual Report for 2011-12:

The Supreme Court confirmed that the exemption in para
graph 20(1)(c) requires a third party to demonstrate “a

reasonable expectation of probable hanm” A third party
relying on this exemption must show that the risk of harm
is more than a mere possibility but need not establish on a
balance of probabilities that the identified harm wili, in fact,
occur. Merck did not meet the requirements in this casa

Newfoundland and Labrador public bodies are
guided by three sources, the ATIPP Office Access to

Information Policy and Procedures Manual, the reports
of the OIPC, which reflect Canadian practice, and the

recent decision of the Supreme Court Trial Division in

Corporate Express Canada, Inc. v The President and

Vice-Chancellor ofMemorial University ofNewfoundland,

Gary KachanoskL’59

The Access to Information Policy and Procedures

Manual produced by the Office of Public Engagement
ATIPP Office stresses that there must be “a reasonable

expectation of probable harm:’ but that it is not neces

sary “to demonstrate that actual harm will result or that

actual harm resulted from a similar disclosure in the

past1’° The guide defines the various words and terms

used in section 27, but it does not shed much light on

how those words and terms are interpreted by access to

information practitioners, nor does it rely heavily on

Canadian judicial decisions.

A helpful approach to assessing Thann” under section

27 is contained in a May2013 report by the OIPC, its first

assessment of the post-Bill 29 version of section 27, In

Report A 2013-008. the Commissioner relied on the defi

nition of harm quoted in Ontario Order P0-2 195:

Under part 3, the Ministry and/or OPG must demon
strate that disdosing the information “could reasonably
be expected to” lead to a specified result. To meet this
test, the parties resisting disclosure must provide “detailed
and convincing” evidence to establish a “reasonable a
pectation of harm’ Evidence amounting to speculation
of possible harm is not sufficient!”

This position was reinforced in the September 2014

decision of the Trial Division in Corporate Express. In

stating that “the burden of proof of probabLe harm is on

the party resisting disdosure’ Justice Whalen concluded

the evidence from Corporate Express was “vague and

speculative and insufficient” to prove that permitting

access to the documents in question (reports showing

contract and non-contract office materials supplied to

Memorial University) brought reasonable expectation

of probable harm to the competitive position of Corpo

rate Express, or that there would be significant financial

loss resulting in damage to the company’s business in

terests)’

157 Merck Front Canada Ltd. v Canada (Health), 2012 5CC 3,

[20121 15CR 23 [McrckFmnt).
158 Canada Information Commissioner Annual Report 2011-12,

p 30.

159 2014 NLTD(G) 107 (presently under appeal), lCorporate Ex
press).
160 NL Access to Information Policy and Pmcedures Manual
(2013), p 67.
161 OIPC. Report A-2913-O0S, 17 May 2013, p8.
162 Corporate Express, supra note 159 at para 46.
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Practices in Alberta and British Columbia

A recent decision from the British Columbia Informa

tion and Privacy Commissioner connects the dots in

terms of a third party claim that it would be harmed by

disclosure of certain records. The case involved a towing

company (JacVs) in the City of Abbotsford, and a request

for records. The City informed Jack’s that it would re

lease emalls to the applicant, prompting Jack’s to ask the

Commissioner to review the City’s decision on the

grounds that its interests would be harmed:

1371 Jack’s submissions on harm are brief. They say that
releasing the emails could reasonably be expected to
harm their competitive position or interfere with their
negotiating position with the City or with other potential
customers. They also say that the emails could reason
ably be expected to result in undue gain for a competitor,
namely the applicant. This amounts to no more than an
assertion that Jack’s meets the s, 21 test. Without evi
dence in support of the assertion, Jack’s falls well short
of proving its case)’3

That same decision also set out guidance for ad

dressing an issue that has arisen in requests for access in

Newfoundland and Labrador. It involves applicants

asking for details in public tenders:

1381 As to Jack’s argument that revealing contract terms
would affect its competitive position. this issue has been
dealt with in numerous previous orders. ft is clear that the
disdosure of existing contract pricing and related terms

163 BC IPC Order P13-20,2 October 2013, p 10.

What we heard

that may result in the heightening of competition for fu
ture contracts is not a significant harm or an interference
with competitive or negotiating positions. Having to price
services competitively is not a circumstance of unfairness
or undue financial loss or gain; rather it is an inherent pad
of the bidding and contract negotiation process.’TM

Public officials can find strong guidance in decisions

such as the one cited above, and in the type ofdocument

produced by the Alberta Information and Privacy Com

missioner. The FOIP Guidelines and Practice (2009) de

fines the worth and terms in the Freedom ofInformation

and Protection of Privacy Act, and supplements that in

formation with pithy statements that contain case ex

amples of what the Act means:

Scientflc information is information exhibiting the prin
ciples or methods of science (IPC Order 2000-017). Ap
plying this definition, the Commissioner decided that

operating manuals forming pan of a photo radar con

tract between a public body and a third party contained
scientific and technical information (IPC Order 2000-
0I7).65

Commercial information includes the contract price
as well as information that relates to the buying, selling or

exchange of merchandise or services (see IPC Order 96-
013). Commercial information may also include a third
party’s associations, history, references, bonding and in

surance policies (see IPC Orders 97-013 and 2001-021),’’

164 Ibid.
165 Alberta OIPC, FOIl’ Guidelines and Practices (2009), p 103.
166 Ibid 102—103.

There was overwhelming comment from both the oral

and written submissions that the changes to the ATIPPA

in 2012 tipped the balance toward non-disclosure. It is

noteworthy that a businessman and a business advocacy

group were among those calling for fewer restrictions

on the release of third party business information, while

two public authorities—Memorial University and Nalcor

Energy—were the only groups to support keeping the

law as it is,

This is somewhat similar to the situation confront

ing John Cummings when he carried out the previous

ATIPPA statutory review in 2011, prior to the changes

brought about by Bill 29. Mr. Cummings reported that

the math push for change came from public bodies. They
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expressed concern that section 27 “didn’t adequately

protect business information provided by third parties”

and that “some businesses may avoid working with the
province” unless the law was changed. Mr. Cummings
accepted the concerns and recommended the ATIPPA be

amended along the lines of Manitoba’s Freedom of Infor

mation and Protection of Privacy Act.’6’ Mr. Cummings

said several agencies and departments advocated for

change, including the Labour Relations Agency; the De

partments of Justice, Business, Natural Resources, and
Fisheries and Aquaculture; the Executive Council; and
‘many municipalities and other public bodies:’

This Committee gained some insight into a particu
lar concern that the ATIPPA provided insufficient pro

tection for the business interests of a third party. Nalcor

Energy explained that in 2007 or 2008, progress was

“slowing” in their negotiations to obtain an interest in

an existing offshore oil project. The large oil companies

involved in the project “had serious concerns” that the

language in the ATIPPA was not “typical of what an on

going business concern would have:’ The solution at

that time was not to amend the Act, but to add provi
sions to the Energy Corporation Act, then under devel
opment. Nalcor Energy’s Vice President (Oil and Gas),
Jim Keating, told this Committee he believed such a
move was necessary, as “it seemed that this risk was
something that was unbearable for the offshore oil and
gas companies:’

Nalcor Energy submitted that the enhancements to
section 27 in the 2012 amendments balanced the re
quirement for providing information to government
while at the same time ensuring companies will not be
harmed in the process. Memorial University similarly
addressed the balance it believes is provided by the cur
rent section 27. The university said the section allowed
transparency as far as public bodies are concerned,
while “maintaining a degree of confidentiality for certain
types of information.”’

Those positions by the two public bodies were

vigorously challenged by the Canadian Federation of
Independent Business and by Barry Tilley, the president

of the office supplies firm Dicks and Company. Mr.

Tilley argued the changes brought about by Bill 29 af

fected accountability and reduced competition. He dis

cussed his company’s legal battle with Corporate Express,

a subsidiary of Staples. The dispute was about Corporate

Express’s refusal to allow Memorial University to show

Dicks and Company documents that revealed the vol

ume, type, and prices of supplies the institution pur

chased from the company. Corporate Express defended

its decision to bar Dicks and Company from seeing the

information under section 27. Mr. Tilley concluded:

“heightened competition is not the harm that should be

protected by the ATIPPA”° The Supreme Court ordered

release of the data under the existing law. However,

Corporate Express has appealed the ruling.

Transparency and accountability were also themes

that the Canadian Federation of Independent Business

advocated. Vaughn Hammond, the CFIB’s Executive

Director of Provincial Affairs, argued for a return to the

pre—Bill 29 provisions of section 27, to establish an

“appropriate balance” between government accountabil

ity and business practice. He told the Committee that

disclosure of information when dealing with the public

sector “is a cost of doing business:’ and business should

expect “that transactions with government bodies will he

made public:” In a supplementary submission on Au

gust 29, Mr. Hanunond stated: “As it relates to section 27,

changes have made it easier for a public body, and by

extension, third parties to deny information regarding

business interestC”2

Journalists expressed concern that section 27 is be

ing used as a shield to prevent disclosure of informa

tion, Ashley Fitzpatrick, a reporter with the Telegram,

commented that while section 27 is “often cited” in

access refusal letters, “the case-specific reasons behind

a claimed inability to release information are rarely

170 Didcs and Company Submission, 17 July 20)4, P7
171 CR3 Submission, 25 June 2014, pp 6—7.
172 CFIB Supplementary Submission, 29 August 2014, p 1.

167 Cummings Report (2011), p48.
168 Nalcor Energy Transcript. 20 August 2014, pp 27—28.
169 Memorial University Submission, 13 August 2014, p 17.

CHAPTER 125

CIMFP Exhibit P-04470 Page 134



given.”7’ Ms. Fitzpatrick’s colleague James McLeod felt
the language in sections 27 and 28 is too broad and that
it “allows private corporations to help imagine reasons
why information should be withheld.”4

Both the Liberal Party and NDP advocated a return
to the pre—Bill 29 language. Liberal Leader Dwight Ball
argued the three-part harms test, abandoned with the
2012 amendments, is a “necessarily” high standard that
“ensures appropriate access to information.” Mr. Ball
said the party’s access requests have been denied 15
times under section 27, making it the fourth most com
monly cited section in rejections.”3 The NDP contended
the Bill 29 amendments “permit business to be more
secretive about their dealings with government,” and
felt that in any event, commercially sensitive informa
tion already had strong protection under the la;s

The Centre for Law and Democracy favours a strict

application of section 27, so that it applies only to infor
mation whose release would harm the commercial in
terests of third parties.”6

The Office of the Information and Privacy Commis
sioner recommended returning to the three-part test and
the language in the ATIPPA before Bill 29. The Commis
sioner contended this approach “strikes the right balance”
for assessing the third party business exemption daim and
that it represents the “gold standard” in Canada, with five
provinces currently taking that approach)”

In his Supplementary Submission, the Commis
sioner restated his support for the three-pan test because
it is well understood in Canada, having been interpreted
by the Supreme Court of Canada as well as lower courts
and Commissioners. He also cited support from the
local business community in their comments before the
Committee.”8

173 Fipatrick Submission, 25 July 2014, p 10.
174 McLeod Submission, June 2014, p3.
175 Official Opposition Submission. 22 July 2014. p 18—19.

Analysis

176 CLD Submission. July 2014, p9.
177 OIPC Submission. 24 June 2014. p 29.
178 OIPC Supplementary Submission. 29 August 2014, p 13.

The discussion over section 27 is a tussle over how to
properly balance the public’s interest in transparency
and accountability against an appropriate level of
non-disclosure to prevent harm to business interests.
The submissions to the Committee, both oral and writ
ten, reflected these divergent views.

Journalists regarded section 27 as being so broad
that it stymied the quest for business information that
should be made public, whiie two business interests felt
the current wording of the section works against the
transparency and openness that the Act is intended to
promote. The two public bodies that advocated keeping
the Act as it is want to ensure that the Act provides a
proper level of comfort for business in their engagement
with public bodies,

The heightened interest in section 27 arose from the
amendments to the ATIPPA in June 2012, which re

duced the threshold for proving that documents and
information should be withheld. The main impact of the
changes in the law was on those making access requests,
including business, journalists, and the opposition po
litical parties. They have cited several cases to the Com
mittee where documents have been withheld, including
documents of a type that were formerly available. In the
only case adjudicated by the courts since the changes
brought about under Bill 29, the Supreme Court Trial
Division ruled that a claim to withhold documents must
be accompanied by “clear, convincing or cogent evi
dence” either that the requested information was sup
plied in confidence or that release would harm its com
petitive position or result in financial loss.”

As stated above, the Trial Division’s ruling in

179 Corporate Express, supra note 159, Summary.
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Corporate Express followed the law that has been devel
oping since the Merck Frosst decision at the Federal
Court in 2006. Information Commissioners across
Canada have consistently treated speculation about
harm as an insufficient reason to withhold information
under the exemption that protects business interests of
a third party. The Supreme Court of Canada in Merck

Front ruled the standard for claiming harm has to be
more than possible or speculative, but need not be likely
or certain)80

The Office of Public Engagement ATIPP Office
Access to Information Policy and Procedures Manual in
corporates the principles of this jurisprudence, and
emphasizes the nuances of the concept of harm as

determined by the Supreme Court of Canada. and the
“one-part harms test” established under the June 2012

ATIPPA amendments.

Other jurisdictions

Prior to Bill 29, Newfoundland and Labrador law re
garding business interests of a third party was similar to
laws in Ontario, Mberta, British Columbia, Nova Scotia,
and Prince Edward Island. With the changes brought
about by Bill 29, the ATIPPA provisions on business

interests of a third party are now similar to those of Man
itoba, New Brunswick, Saskatchewan, and the North

west Territories)8’

180 Merck Front, sztpra note L57 at pan 192.

Conclusion

181 OIPC Submission, 24 June 2014, p29.

The amendments brought about by Bill 29 effectively
broadened the exceptions by weakening the test to be
applied to business interests of a third party. The amend
ments eliminated the requirement for establishing that
all three factors had to be present to cause harm, and
replaced it with a provision that any one of them was
sufficient to invoke the exception.

It is dear from the Cummings review that public
bodies played a very persuasive role in the recommenda
tion to lessen the test in section 27. There is no indication
whether the public bodies presented in public, or whether
their comments and recommendations were tested by in
terests with different or opposing views.

Changes brought about by the 2012 ATIPPA

amendments seemed to be primarily the result of wor
ried public officials who were concerned that bad things
might happen if changes were not made in the law. That
is ironic, because Canadian judicial decisions and prac

tice reports from Information Commissioners are based
on the notion that the perceived harm to business inter
ests must be more than speculative. That interpretation
of the law does not regard “worry” or “concern” as valid

reasons to withhold information.
Yet the apprehension of harm was expressed many

times to Mr. Cummings:
• Many public bodies “expressed concern:’
• The Labour Relations Agency indicated that

many of their stakeholders did not believe sec
tion 27 adequately protects their interests.

• Several public bodies found section 27 confus
ing.

• The Department of Business argued that “with
out this protection, companies could be de
terred from entering into business discussions
with the Province:’

• The Departments of Business and Justice were
concerned about the high standards of proof
applied by the Commissioner’s Office.

If there are not high standards of proof for invoking
the section 27 exemption, then it could appear that a
major objective of the Act is to protect business interests
of third parties. Section 27 is linked to the purpose of
the Act, which is expressed as giving the public a right of
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access, subject to the need, in limited circumstances, to
withhold information.

The public has an interest in understanding the in
terplay between government and the businesses that
provide goods and services to public bodies. Hundreds
of millions of tax dollars are spent each year to build and
maintain roads, to construct buildings such as hospitals
and schools, and to buy supplies that include everything
from paper clips to vehicles to Mlii units. People have a
right to know tax dollars are being spent as the legisla
ture intended, and that their government is getting the
best value. It can only be certain of that if it has maxi
mum access to information. Otherwise, openness and
transparency are a political mirage.

This Committee is satisfied that the legitimate inter
ests of business are protected through the application of
the three-part test that existed in the ATIPPA prior to
the Bill 29 amendments. The three-part test is the law in
several of Canada’s biggest provinces. The Committee
believes the growing body of legal decisions around
business interests of third parties has brought certainty
and stability to this part of the law.

Section 28 is related to section 27 in that it provides

Recommendations

for notifying the third party when the public body is
considering whether to provide access to information

covered by business interests of a third party. Mr. Cum

mings made this recommendation on the suggestion of
the Commissioner’s Office)’ Prior to the amendments,

third parties were notified if the public body intended

to give access to a record covered by section 27.

It is the Committeds view that the notification re
quired by section 28 amounts to a doubling of the consid
eration that third parties receive under the ATIPPA, since
they have a 20-day period to consider whether to object
to a disclosure once they receive a written notice. It might

also be argued that the requirement to provide notice in

the consideration stage provides the third party with the
opportunity to influence the public body in its initial de

termination on whether records should be disclosed.

The Committee concludes that it is appropriate for
the public body to notify the third party when it has

formed the intention to release the information, and to
provide formal notice to the third party when the actual
decision to release is made.

[82 Cummings Report (2011), p52.

The Committee recommends that

30. Section 27(1) of the Act, respecting third party

business interests, revert to the wording that ex
sited prior to the Bill 29 amendments.

31. Section 28(1) of the Act, respecting notice to

third parties, revert to the pre—Bill 29 wording of

“intention” rather than “consideration7
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Chapter Four

RECORDS TO WHICH THE ATIPPA DOES NOT APPLY

“And I really do believe strongly and I agree with Commissioner Ring when he says whenever — whenever we
want to carve out exceptions to the general application of the access Acts.. .there has to be a very, very strong
policy case made that this is absolutely necessary in that in fact the general provisions under the Act cannot
apply appropriately.”

— Suzanne Legault. Federal Information Commissioner, Presentation to the Committee

The provision that specifies that the ATIPPA applies to
“all records in the custody of or under the control of a
public body” continues, in the same sentence, also to set
out exceptions. Both the broad application of the statute
and the exceptions are contained in section 5(1):

5.( 1) This Act applies to all records in the custody of
or under the control of a public body but does not
apply to

(a) a record in a court file, a record of a judge of
the Trial Division, Court of Appeal, or Pro
vincial Court, a judicial administration re
cord or a record relating to support services
provided to the judges of those courts;

(b) a note, communication or draft decision of a
person acting in a judicial or quasi-judicial
capacity;

(c) a personal or constituency record of a mem
ber of the House of Assembly, that is in the
possession or control of the member;

(c.l) records of a registered political party or cau
cus as defined in the House of Assembly Ac

countability. Integrity and Administration Act

(d) a personal or constituency record ofa minister,
(e) [Rep. by 2002 c16 s2j
(f) [Rep. by 2002 c16 s2]

(g) a record of a question that is to be used on
an examination or test;

(h) a record containing teaching materials or re
search information of an employee of a
post-secondary educational institution;

(i) material placed in the custody of the Pro
vincial Archives of Newfoundland and
Labrador by or for a person, agency or orga
nization other than a public body;

(j) material placed in the archives of a public
body by or for a person, agency or other or
ganization other than the public body;

(k) a record relating to a prosecution if all pro
ceedings in respect of the prosecution have
not been completed;

(I) a record relating to an investigation by the
Royal Newfoundland Constabulary if all
matters in respect of the investigation have
not been completed; or

(m) a record relating to an investigation by the
Royal Newfoundland Constabulary that
would reveal the identity of a confidential
source of information or reveal information
provided by that source with respect to a
law enforcement matter.
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It should be noted that Bill 29 made only a limited interpretation. In three separate court challenges, the
change to this provision of the legislation. The only

change was to add items (I) and (m) to the list of docu

ments to which the ATIPPA does not apply.

Some people who presented to the Committee

questioned whether certain of those records should be

exempt from the ATIPPA. Others suggested that, in re

sponding to a request for a review or investigating a

complaint, the Commissioner should be able to require

production of a record if a public body daims it is ex

empt from application of the Act, so that the Commis

sioner can affirm or dispute that claim. This was an issue

on which the Commissioner placed great emphasis.

The Commissioner has challenged the interpreta

tion of section 5(1), that the Commissioner has nojuris

diction to require production of records listed in that

section because the legislature has expressly stated that

ATIPPA does not apply to the records listed in section

5(1). The Government, however, has supported that

What we heard

Commissioner has argued that the fact that the Act does

not apply to those records does not preclude his juris

diction under subsection 52(2) to

require any record In the a’stodyor under the control of
a public body that the commissioner considers relevant to
an investigation to be produced to the commissioner a
apt any record which contains infonnation that is solic
itor and client privileged or which is an official Cabinet
docnmentundersection 18. [emphasis added]

All three decisions’ have been decided against the

Commissioner at the trial level The third decision is be

fore the Court of Appeal.

I Newfoundland and Labrador (Attorney General) v New
foundland and Labrador (Information and Privacy Commission
er), 2010 NLTD 19; The Information and Privacy Commissioner v
Newfoundland and Labrador (Business), 2012 NLTD(G) 28; and
Ring v Memorial University ofNewfoundland, 2014 NLTD(G) 32.

From organizations

The OIPC

The OIPC submission referred to Justice Powler’s deci

sion that the Commissioner could not require produc

tion of records listed in section 5( 1).2 The Commissioner

told the Committee that in the first years of the Office,

the OIPC conducted reviews involving records identified

in section 5, as well as section 18 (Cabinet confidences)

and section 21 (solicitor-client privilege). The submis

sion mentions four OIPC reports in which section 5 was
“applied or commented upon” and writes that “in some

cases the Commissioner agreed that the record was cov

ered by section 5(1).In other cases, he found it was not”

The submission expresses disappointment that the

government “chose to initiate this process:’ by which it

is assumed he means the court challenge to his jurisdic

tion. It also emphasizes that Justice Fowler’s conclusion

that he did not have jurisdiction to require production

of section 5 records “has had a significant negative effect

on the ability of this Office to do its job’

With respect to the nature of the records involved,

the submission states that “Justice Fowler appeared par

ticularly concerned” that one of the categories section 5

purported to exclude from application of the AI7PPA is

‘judge’s notes”, and states that Justice Fowler “could not

reconcile how the Commissioner could have the ability

to conduct such a review involving judge’s notes.” The

submission then suggests that this factor “appeared to

play a significant role in his decision.” However, the sub

mission appears to resolve Justice Fowler’s concern by

noting that the definition section makes it clear that

courts are not public bodies, and observing that it is
2 Newfoundland and Labrador (Attorney General) i New
foundland and Labrador (Information and Privacy Commissioner),
2010 NLTD 19.
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difficult to imagine how the concern Justice Powler had

could ever arise. The submission then asserts there

should be no restriction whatsoever on the ability of the

OIPC to require production of any record held by a pub

lic body. It recommended legislative changes to what are

now subsections (2) and (3) of section 52, to clarify that

the Commissioner has the authority to compel the pro

duction of any record, including those listed in section

5(1), for the purpose of determining whether or not the

Commissioner has jurisdiction over those records.

The Federal Information Commissioner

Ms. Legault observed that any exceptions to the appli

cation of access legislation are difficult to administer.

She also suggested that exceptions increase the difficulty

for applicants because they increase uncertainty as to

what law applies. The situation results in two parallel

systems making different provisions with respect to

access. She also observed that exceptions are generally

unnecessary:

As I said, every time I look at these specific exemptions
or exclusions in the parallel system we almost invariably
find that the general regime does provide the appropri
ate protection?

The Government, Genevieve Dooling, Deputy Minister,

Child, Youth and Family Services

Ms. Dooling brought to the attention of the Committee

a concern that existing reference checks done on poten

tial parents in adoption procedures could be accessible

under ATIPPA. She explained that such an event has not

yet occurred. It could occur, she explained, only in par

ticular circumstances: when all the detailed assessments

had been completed, and only if at the last moment

some factor compelled a decision that the child and the

proposed adoptive parents were not a good match. In

that case, the adoption could not proceed, and they

would look for another child to be an acceptable match

for those proposed parents.

Using the Committee chair and his wife as an

example of potential adoptive parents, she explained

her concern:

We might think Mr. Wells and his wife, we still want to
keep them on the list, it is just this child isn’t the right
child for Mr. Wells and his wife. We may continue on
with the process and I may introduce you to a second
child, another child, but if you have access to all of my
clinical assessments and my references beforehand how
you react when I present the second child to you may
not be the way you would without that information and
that clinical assessment. So really, I could be putting the
second child at risk by giving you all the clinical assess
ments ofyou and your wife and how you behaved towards
the first child- Now it is very rare. It is very rare.4

Ms. Dooling summarized her position by explaining

that the records she was concerned about constituted

personal information of the proposed adoptive parents,

and that fact might entitle the parents to access the

records under ATIPPA. She asked if the matter could be

addressed in this review by the Committee. The Com

mittee observed that, as the matter exclusively con

cerned adoption, it might best be addressed by asking

the legislature to do so by means of the Adoption Act,

2013.

The College of the North Atlantic

In its written submission, the college explained its role

in providing educational services under contract, and

wrote:

The college offers a broad range of full and part-time cer
tificate. diploma and advanced diploma programs in ac
ademics, applied arts, business, engineering technology,
health sciences, information technology, industrial
trades, tourism and natural resources. These programs
am offered at our 17 campus locations in the province, in
China through partnerships with eight post-secondary
institutions, and globally through distance education.
The college is also currently engaged in a contract with
the State ofQatar to operate a technical college located in
Doha, Qatar.

In addition to our main line ofbusiness of providing
full and part-time academic programs, the college is also
involved in other lines of business such as:

3 Information Commissioner of Canada Transcript, IS Au-
gust 2014, p 86. Government NL Transcript, 19 August 2014. p 214.
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• Providing contract training programs and
courses to the meet the needs of business, in
dustry or government.

• Providing continuing and community education
programs and courses to encourage learning op
portunities for communities and citizens.

• Conducting applied research projects that sup
port the development and commercialization of
new technologies, patents, licenses, and products.

• Conducting industry engagement projects that
assist organizations with the development of
innovative products, processes and business
models that enable them to be competitive in a
global economy.’

Because of its international business role, one of the

recommendations the college made was to

Amend section 5(1) of the ATIPP Act to exclude records
where the public body is acting as a Service Provider
under a contract to perform services for a third party
client, or amend section 5(1) of the ATIPP Act to apply
to only those records in the custody and under the con
trol of a public body.6

Memorial University

The university made a substantial written submission.

With respect to section 5(1), the university expressed

general support for the exemptions from application of

the Act in that section:

Section 5 of the ATIPPA serves as recognition that the leg
islation is intended to apply to core government and its
agencies and their role in setting priorities and public pol
icy, overseeing the bureaucracy and in their responsibil
ity for decisions taken. ATIPPA’s exclusion of the judicial
and political branches and certain academic endeavours
that respect faculty autonomy are appropriate. Below we
discuss research which, together with teaching materials,
ought to remain as an excluded category.’

In addition, the university addressed, in particular,

the importance of excluding research:

It is not the university that conducts research; rather, re
searchers affiliated with the university conduct research.

The university’s obligations are to support research by
ensuring it is undertaken according to the standards set
out in the federal Tn-Agency Agreement on the Admin
istration ofAgency Grants and Awards by Research Insti
tutions (the Agreement) and the ‘Fri-Agency Framework
Responsible Conduct of Research (the Framework), that
research fimds are utilized appropriately and subject to
established accounting practices, that researchers are
fully aware of their obligations and responsibilities in re
search, and that they have the appropriate facilities to
conduct their research and to store their results safely
and securely. As an illustration of one of the ways re
search differs from administrative functions: should a
researcher employed by the university leave the univer
sity and take up a post elsewhere, the project would not
usually be left behind to be taken up by a successor or
otherwise re-assigned by the institution as an operating
program or activity. Normally, the researcher would take
her research with her.

It is vital that the scrutiny of university research, and
the protection of human participants in research, remain
the prerogative of those authorities that are best informed
and equipped to undertake such activities.. -

Thus, it is important to emphasize the distinction be
tween records created by Memorial University as a “public
body” under the ATIPPA and the work created by the aca
demic community in the course of research. The exclusion
of research, like teaching materials, recognizes as noted
above that academic principles and autonomy of faculty
within a university ale not part of the public sphere that is
covered by the AITPPA?

Based on those submissions, the university recom

mended to the Committee that the provisions of section

5(1) remain unchanged.

From the media

James McLcod of the Telegram

Mr. McLeod expressed his concern that, because the

Commissioner is unable to require production of the

record for review, the court interpretation of section 5

leaves the public body in a position to decide on its own

that the Act does not apply to a record. At the public

hearings, he referred to an application he was involved

B Thidó—7.

5 Collegeof the North At]anflc Submission, August 2014,p2.
6 Ibid 3.
7 Memorial University Submission, 13 August2014, p6.
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in where section 5 was invoked and the Commissioner

could not access the records:

This went to court, this was a long drawn out process but
ultimately those records fall outside of the Act and the
only thing we’ve got is the minister’s say so that those doc
uments are not responsive and therefore should not be
released, it cannot be independently reviewed, Which,
without jumping to conclusions, no independent review
does not engender any confidence in the integrity of the
system. .in most cases it’s a government minister’s final
decisions whether documents should be released is a
glaring inherent conflict. Because in most of the situa
tions.,j’m asking for documents that will reveal things...
that wiU be politically awkward.

And in a lot of situations there is independent re
view but that takes weeks and months .. in the case of
Section 5 where it’s things that fall outside of the Act - - -

we’ve had trouble getting those documents to be re
viewed by the Commissioner which I think is deeply
problematic. So a solution to that would be explicitly
spelling out in legislation that the Access Commissioner

Issues

has power to review absolutely any documents within the
government custody in the course of his investigations,
period.9

Pam Frampton of the Telegram

Ms. Frampton expressed concerns similar to those of

Mr. McLeod and stated her agreement with his presen

tation,

From individuals

Scarlett Hann

In her submission to the Committee, Ms. Hann did not

refer to section 5(1) specifically, but she did comment

that ‘jour Commissioner’s review of all requested docu

ments would eliminate the opportunity for abuse, in

correct interpretation and/or misrepresentation7’°

9 McLeod Submission, 26 June 2014, pp 6—7.

10 Hann Submission, 27 July 2014, p I.

The issues that arise from the submissions, written and

oral, and from the Committee’s own comprehensive re

view of the ATIPPA are:

(i) Should the ATIPPA apply to any of the records

listed in section 5(1)?

Analysis

(ii) Should the ATIPPA specifically provide the

Commissioner with powers to require produc

tion, for examination, of records described in

section 5(1)?

Issue (fl: Should the ATIPPA apply to any of the records

listed in section 5(1)?

The most recent of the decisions dealing with sec

tion 5, which is the Trial Division decision in Ring v

Memorial University of Newfoundland,” has been ap

pealed to the Court of Appeal. The Committee will

11 2014 NLTD(G)32.

therefore make no comment on the interpretation of

the legislation as it presently exists. That deference to

the Court of Appeal does not, however, mean that the

Committee can avoid its mandate to make recommen

dations as to what a revision of the ATIPPA ought to

provide. The Committee will therefore proceed with

consideration of the recommendations it ought to

make. That consideration will include identification of
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those records to which the Committee considers the
Act ought not to apply, and will include the role, if any,
that the Committee considers the Commissioner
ought to have in respect of records to which the Act

does not apply.
Of the few participants commenting on the docu

ments exempted by section 5, most were concerned
about the Commissioner’s inability to require produc
tion of records in order to ensure that the exemption
was properly claimed. The Commissioner noted the
three cases that have gone before the Trial Division
dealing with his claim to the right to require production
of such documents for his review. He also noted that in
each of those decisions the courts decided that the only
jurisdiction the Commissioner has under the ATIPPA is
in respect of matters to which the ATIPPA applies.

The Committee has considered the description of
records to which the Act is not to apply. It is understand
able that no participant has identified any particular re
cord that should be deleted from the list in section 5(1).

Each record is clearly of a type to which the right to ac
cess information should not apply.

Judges’ notes and other court documents of the
kind described in paragraphs (a) and (b) are clearly off
limits. Besides, it is a fundamental principle that all
court proceedings are open to the public. The public
can request to see and obtain copies of all court records
relating to those proceedings. In special circumstances
a judge may order that certain information, such as
names of juveniles or victims of sexual assault, not be
disclosed. Generally, proceedings and all records relat
ing to proceedings are open to public viewing. Judges’
notes, of course, are not.

Our political system has become ever more com
petitive. Political parties and politicians survive, in part
at least, by keeping their intentions, strategies, and tactics
confidential from their competitors. It is understand
able that the ATIPPA should not apply to such records
as those specified in paragraphs (c), (cI), and (d).

The submission of Memorial University clearly es
tablishes the basis on which the records in paragraphs
(g) and (h) are excluded from the application of the Act.

The fundamental strength of a university is academic

freedom. Without it, the immense contribution univer
sities have made to society over the centuries would
never have been possible.

Records placed in a public archive by a person, agen
cy, or organization that is not a public body must be sub
ject to the direction of the person placing the record, not
the exercise of rights to access under the ATIPPA. Items (i)
and Q) must therefore remain excluded from the ATIPPA.

The remaining three items, (Ic). (I), and Cm), are all
records related to ongoing police investigations or pros
ecutions. Such records cannot be subject to the ATIPPA,

for the obvious reason of the need to maintain the integ
rity of the administration ofjustice.

There is, however, one category of police investiga
tion record that ought to be on the list and is not there.
During a normal police investigation of crime, investi
gators may express suspicion that an individual, or
several individuals, may be responsible for the crime.
Frequentl)c reports are prepared expressing those suspi
cions. As the investigation continues, the police narrow
the list of suspects, and ultimately charges are laid and
the guilt or innocence of the charged person is decided
by court processes. Those records that expressed suspi
cion of guilt of persons whom the investigation deter
mined to be innocent, to the extent that they are retained
in police or prosecution files, can never be disclosed,
even after prosecution and conviction of the person ul
timately charged. Such documents may express suspicion
of totally innocent persons, usually with detailed reasons
for that suspicion. No principle of access could ever jus
tify making such records accessible to any person who
might make a request under the ATIPPA. It would seem
appropriate, therefore, to add another category:

A record relating to an investigation by the Royal New
foundland Constabulary in which suspicion of guilt of an
identified person is expressed but no charge was ever laid,
or relating to prosecutorial consideration of that investi

gation.

Issue (II): Should the ATIPPA specifically provide the
Commissioner with powers to require production, for
examination, of records described in section 5(1)?

The Commissioner recommended that he have
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unrestricted access to all records listed in section 50),
with no exceptions. He was not asserting that the records
should be made subject to the ATIPPA and, therefore,
subject to disclosure. His position is that he should be
able to examine the records to determine independently
that they are indeed exempt from application of the Act.

The only other comment we heard along the same lines
came from two participants associated with the media,
and from one individual in a written submission.

No participant put forward an argument as to why
any specific item should be subject to examination by the
Commissioner. The thrust of all arguments favouring re
view by the Commissioner was that the Commissioner
should be able to determine his own jurisdiction. This,
the Commissioner argues, means that he must be able to
examine the record in order to determine whether it is,
in fact, of a kind that is listed under section 5(1) and,
therefore, the Commissioner does not have jurisdiction.

The Commissioner and the other three individuals
who submitted that the Commissioner should be able to
examine all records argue that unless the Commissioner
is able to review such a record, it will be easy for a public
body to falsely claim that it is a record to which the Act

does not apply. The lack of independent review, in James
McLeod’s words, does not engender any confidence in
the integrity of the system.”2

Undoubtedly, the Commissioner should not have
the right to seek production of records related to courts
and judges under item (a). and the notes, communica
tions, and draft decisions of a person acting in a judicial
or quasi-judicial capacity under item (b). Such powers in
the Commissioner would offend the integrity of the ad
ministration ofjustice. For similar reasons, items (k), (I),
and (m), relating respectively to incomplete prosecution
proceedings. incomplete police investigations, and iden
tity of confidential sources and information provided by
such sources, should not be accessible to the Commis
sioner. Indeed, knowledge that the Commissioner had
such information or might access it could, in some cii-
cumstances, place the Commissioner or his staff at risk

Records of a kind listed in items (g), (h), (i), and (j)

do not involve the risk to the integrity of the administra
tion ofjustice that characterizes court, judicial, prosecu
tion1 and police investigation records. They are: (g) a
question to be used on an examination or test, (h) teach
ing or research material in a post-secondary institution,
(i) material placed in the Provincial Archives by a per
son other than a public body, and (j) material placed in
the archives of a public body by other than a public
body. It is difficult to imagine that harm could be caused
by allowing the Commissioner to examine any such re
cord to ensure that it falls into the category claimed.

Items (c), (cl), and (d) are somewhat more problem
atic. Since they are at least connected to political interac
tion with the process of government, and frequently inter
mingled with governmental documents to which the
ATIPPA would apply, the opportunity for abuse and the
perception that such abuse occurs are genuine concerns.
Making them subject to examination by the Commis
sioner, solely for the purpose of confirming that the claim
to exemption under section 5(1) is valid, would not ex
pose such records as are validly of the character claimed to
loss of the exemption that the section presently provides.

The foregoing conclusions produce, with respect to
Issue (ii). the following result:

I. The Commissioner should not be empowered
to require production of records described in
items (a), (b), (k), (1), and (m) of existing sec
tion 5(1). The Committee also concludes that
the Commissioner should not be empowered
to require production of”a record relating to an
investigation by the Royal Newfoundland Con
stabulary in which suspicion ofguilt of an iden
tified person is expressed but no charge was
ever laid, or relating to prosecutorial consider
ation of that investigation:’

2. The Commissioner should be granted express
authority to examine records relating to dis
putes regarding records described in items (c),
(c.l), (d), (g), (h), (i), and (j) of existing section
5(1), to determine whether those records fall
within his jurisdiction or are properly claimed
to be exempt from application of the ATIPPA.

t2 McLeod Transcript, 26 June 2014, pp 6—7.

CHAPTER I t35

CIMFP Exhibit P-04470 Page 144



Recommendations

The Committee recommends that

32. The Act provide for all items listed in existing sec
tion 5(1) of the ATIPPA remaining on a list of items

to which the ATIPPA does not apply.

33. One further item be added to the list of items in

section 5(1) to which the ATIPPA does not apply,

namely:

a record relating to an investigation by the Roy

al Newfoundland Constabulary in which suspi
cion ofguilt of an identified person is expressed

but no charge was ever laid, or relating to pros

ecutorial consideration of that investigation.

34. The Act provide for specific direction that the Com

missioner is not empowered to require production

of records presently described in items (a), (b). (k),

(I), and (m) of existing section 5(1) of the ATIPPA,

as well as the proposed new item referred to in Rec

ommendation 33.

35. The Act provide for the granting to the Commis

sioner of express authority to require production of

records relating to disputes regarding records de

scdbed in items (c), (c. I), (d), (g), (h), (i), and (j) of

existing section 50) of the ATIPPA, to determine

whether those records fall within the Commission

er’s jurisdiction or are properly claimed to be ex

empt from application of the ATIPPA.

36. Changes be made to section 53 of the Act that cor

respond to the changes in Recommendations 34

and 35 respecting the right of the Commissioner to

enter offices of public bodies and to access and re

view records.
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Chapter Five

LEGISLATIVE PROVISIONS THAT PREVAIL OVER THE ATIPPA

Several participants referred to the long list of statutory

and regulatory provisions that prevail over the ATIPPA.

Generally, this discussion did not deal with a specific

statutory or regulatory provision prevailing over the

ATIPPA. It was more an expression of apprehension

about the possibility of access to information being pre

vented under any provision on that long fist

A second basis for criticism is the fact that under

the existing legislative structure, government is permit

ted to add to that list at will through the confidential

discussions of Cabinet, without any public notice or dis

cussion until after the addition is made.

Some parties having an interest in certain provi

sions did, however, make representations respecting the

justification for the provisions with which they were

concerned prevailing over the ATIPPA.

Present legislative structure

Section 6(1) oftheATIPPA accords to the ATIPPA gen

eral priority over other statutes but section 6(2) allows

for the designation of specific legislative provisions that

will, nevertheless, prevail over the ATIPPA:

6(1) Where there is a conflict between this Act or a regula
tion made under this Act and another Act or regulation
enacted before or after the coming into force of this Act,
this Act or the regulation made under it shall prevail.

(2) Notwithstanding subsection (1), where access to a re
cord is prohibited or restricted by, or the right to access a
record is provided in a provision designated in the regu
lations made under section 73, that provision shall pre
vail over this Act or a regulation made under it.

Section 73 confers power on the Lieutenant-

Governor in Council to make regulations in respect of

an extensive list of matters. The portion of it relevant to

this issue is:

73. The Lieutenant-Governor in Council may make reg
ulations

(q) designating a provision of an Actor regulation to pre
vail over this Act or a regulation made under this Act;

Exercising that power, the Lieutenant-Governor in

Council put in place the Access to Information Regida

tions. A portion of those regulations, as amended, iden

tifies provisions that take precedence over the ATIPPA:

5. For the purpose of subsection 6(2) of the Act, the fol
lowing provisions shall prevail notwithstanding another
provision of the Act or a regulation made under the
Act:

(a) sections 64 to 68 of the Adoption Act, 2013;
(aA) section 29 of the Adult Protection Act;

(b) subsection 9(4) of the Aquaculture Act;
(c) subsections 5(1) and (4) of the Aquaculture Regu

lations-
(d) section 115 of the Canada-Newfoundiand and Lab

rador Atlantic Accord Implementation Newfound
land and Labrador Act;

(e) sections 69 to 74 of the Children and Youth Care
and Protection Act

(e.1) section 54 of the Energy Corporation Act;
(f) section 8.1 of the Evidence Act;

(g) subsection 24(1) of the Fatalities Investigations
Act;

(h) subsection 5(1) of the Fish Inspection Act;
(i) section 4 of the Fisheries Act;

(j) sections 173, 174, 174J and 1742 of the Highway
Traffic Act;

(k) section 18 of the Lobbyist Registration Act;
(I) section 15 of the Mineral Act;

(m) section 16 of the Mineral Holdings Impost Act;

(n) section 15 of the Mining Act;
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(o) subsection 13(3) of the Order of Newfoundland
and Labrador Act;

(p) sections 153,154 and 155 of the Petroleum Drilling
Regulations;

(q) sections 53 and 56 of the Petroleu,n Regulations;
(q.1) section 21 of the Research and Development Coun

cil Act;

What we heard

(r) sections 47 and 52 of the Royalty Regulations, 2003;
(s) section 12 and subsection 62(2) of the Schools Act,

1997;
(t) sections 19 and 20 of the Securities Act;

(u) section 13 of the Statistics Agency Act; and
(v) section 18 of the Workplace Health, Safety and

Compensation Act.

From organizations

The OIPC

The OIPC made several points about the provisions that

prevail over access to information legislation:

It should be a standard feature ofany review of the ATIPPA
that regulations designating provisions in other legisla
tion as taking precedence over the ATIPPA be reviewed to
ensure their continued necessity. The ATIPPA itself has
changed, and in some cases the specific legislation and
its implementation may have changed, which may affect
the necessity of designating each particular law. Any
time a law is designated in the ATIPPA Regulations for
this purpose, two criteria should be met — 1) it is essen
tial for the purpose of the particular piece of legislation
that certain information described therein not be dis
closed, and 2) no existing provision in the ATIPPA is
capable of providing the necessary assurance that such
protection can be relied upon. The onus should be on
each public body whose legislation is listed in section 5

of the ATIPPA regulations to make a convincing case for
their continued inclusion in the regulations during each
statutory review of the ATWPA.’

The OIPC made three recommendations on the

subject:

1. The ATIPPA should be amended to indude a

sunset dause ensuring that each provision desig

nated as taking precedence over the ATIPPA will

automatically expire unless the necessity of such

precedence is reviewed in conjunction with each

statutory ATIPPA review and renewed.

2. The ATIPPA should be amended to require that

the Commissioner be consulted at least 30 days

in advance of a decision to designate any fur

ther provisions from other laws as taking pre

cedence over the ATIPPA.

3. The provisions currently listed in section 5 of

the Regulations should be reviewed to deter

mine whether it is necessary to continue to in-

dude each one.2

Nalcor Energy

Nalcor Energy is a provincial Crown-owned corpora

tion that, in the words of its written submission, “acts

on behalf of the people of Newfoundland and Labra

do?’ with a mandate “to ensure the province obtains

maximum benefits from Newfoundland and Labrador’s

natural resources:’ It is the corporation through which

the province holds and manages its investment in the

“generation, transmission and sale of electricity; the ex

ploration, development, production and sale of oil and

gas; industrial fabrication; and energy marketing:’3

In its written submission Nalcor Energy expressed

strong support for the ATIPPA , and stated its position to

be that a “public body can only withhold information if

the public interest in maintaining the exemption out

weighs the public interest of disclosur&’4 The corpora

tion’s legal counsel fills the role of ATIPP coordinator,

2 Ibid 86.
3 Nalcor Energy Submission, August 2014, p 1.
4 Ibid4.I OIPC Submission, 16 June 2014, pp 84—85.
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and oversees the ATIPP process and timelines.

At the public hearing, Tracey Pennell, Legal Coun

sel and ATIPP Coordinator, and James Keating, Vice

President (Oil and Gas), explained the corporation’s

position with respect to section 5.4 of the Energy Corpo

ration Act. It gives the chief executive officer (CEO) of

the corporation the right to declare a record to be com

mercially sensitive to the corporation or a third party.

Such a declaration, when it is ratified by the board of

directors, would entitle the corporation to refuse to dis

dose a record. They also explained the corporation’s

view of the need for section 115 of the Canada-

Newfoundland and Labrador Atlantic Accord Implemen

tation Newfoundland and Labrador Act to prevail over

the ATIPPA.

Mr. Keating gave an example to demonstrate his

view that Nalcor Energy needs the protection offered by

section 5.4:

We had taken negotiations on two large offshore oil and
gas projects. We had progressed to a point where progress

was now slowing largely on the notion that if Nalcor En
ergy — which we are today, we were Energy Corporation
then — were to be a minority interest partner. five percent
or ten percent partner in a joint venture, the review both
that we undertook with our external and internal counsels
plus, ofcourse, the review that our future partners took on
the existing legislation as it was then — I think it was 2005

provisions — they had serious concerns that we wouldn’t
have found the protection, that typical of what an ongoing
business concern would have, either in relation to their
information, third party or in relation to any other learn
ings we would have of our own on that and so they felt at
risk So this was in a time when, again, if you can imagine
we were inserting ourselves into existing commercial doc
uments amongst existing co-venturers on an ongoing
project. Challenging. And as we went through the list of
things that we needed to achieve to gain entry and of
course to get benefit for the people of Newfoundland and
Labrador, it seemed that this risk was something that was
unbearable for the offshore oil and gas companies. So what
we sought to do was look at that Act and say. well, where is
it deficient And I believe in section 27, in particular, the
test was different. It was three parts of a test...

And why this is important is because at that time
when we were drafting these agreements there were
notions of sovereign immunity. There were notions of

legislative stability. So commercial companies, when
they do a deal with state-owned enterprise, especially
on 30-year oil developments, they want to know that
the relationship that we’re going to enjoy from here today,
they can bank on, quite frankly. They have certainty in.
And one would say that if you had, either where you’re
a Crown agent or Crown corporation and a govern
ment and even an arm’s length body, which were given
the responsibility to oversee an Act, that wasn’t enough
for the private sector partners to ensure protection of
their information. So, that’s why they wanted to make
sure there is a dear line of sight to the head of the cor
poration body in case there was breach, intentional or
accidental. So that’s. I guess, some of the formulation.5

Mr. Keating argued that section 54 does not pre

vent the Commissioner from expressing his disagree

ment with the determination of the CEO and board of

directors.

With respect to section 115 of the Atlantic Accord

Implementation Act, in response to questions by the

Committee, Mr. Keating explained the circumstances

that make it necessary to provide security for the infor

mation involved.

Obviously a single oil and gas project in Newfoundland
and Labrador has the ability to provide 30,40 billion dol
lars of nominal value over its lifetime. So for haifa million
people that’s a big thing. Seismic data, seismic infonna
tion is the cornerstone, the foundation by which all that
ancillary activity is derived. And what we had faced for
the last 20 or 30 years is basically chilling for that type of
activity, in some ways due to the litigation of this particular
applicant, number one. Number two, is market forces and
what have you but it was incumbent on Nalcor to be an
actor and to cure that’

Canadian Federation ofIndependent Business (CFIB)

In addition to their initial written submission and their

comments at the public hearings, the CFIB sent a letter

to the Committee on 29 August 2014. In it, the CFIB

commented on the sections of other statutes that prevail

over the ATIPPA as listed in the Access to Information

Regulations:

5 Nalcor Energy Transcript, 20 August 2014, pp 27—32.

6 Thid48.
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For clarity, it should be understood that the provisions in
the ATIPPA should prevail over sections in other Acts.
There should be no reason for other legislation to make
reference to provisions in the ATIPPA. If Government is
to have access to information legislation, it is necessary
to have the ATIPPA as the overarching umbrella legisla
tion for these purposes. Further, Cabinet can make any
amendments to the regulations to ensure provisions in
another Act prevail. As a result, there is access to infor
mation legislation. but it is possible that these do not ap
ply because the head of a body can rely on special sections
in another piece of legislation. This leads potentially to
different treatment on how information can be released
and even if it is released at aLL’

As a result, the CEIB recommended:

Re-consider the number of legislative exceptions pro
vided hi the regulations. Small business owners do not
have the time and resources to understand fully what is
required of them under the legislation that affects them.
Currently. the legislative exceptions identified in the reg
ulations bring confusion as to how information is treated.
Reducing the number of exceptions in the regulations
may contribute to a solutiort’

From individuals

Dr. Gail Fraser, Faculty ofEnvironmental Studies, York

University

Dr. Fraser expressed concern about section 115 of the
Atlantic Accord implementation Act prevailing over the

ATIPPA:

This particular section of the Atlantic Accord and its fed
en1 counter-part (section 119) represents a significant
obstacle in understanding the environmental impacts of
offshore oil and gas in waters off NL Over the past de
cade, my colleagues and I have placed various requests for
environmental data, specific to the offshore oil industry in
NL under the federal Access to Information and Privacy
Act. Some of these requests have been successful, others
have not, what is important is that the current legislation
allows industry to decide what information is disclosed
while operating in public waters. The regulator, the Canada-
Newfoundland and Labrador Petroleum Board is bound
by Atlantic Accord legislation, thus they do not appear to
have much maneuverability in what is disclosed. in 2013,

the Auditor General recommended greater transparency
and the C-NLOPB agreed while acknowledging legisla
tive constraints. While there was a recent change to the
federal Atlantic Accord Act in transparency, it did not ap
pear to include environmental data. Thus, the deferral of
ATIPPA to the Atlantic Accord is problematic and is an
obstacle to disclosure and transparencyY

Tern, Buriy

Mr. Burry said that Nalcor Energy should be treated no

differently from Eastern Health Authority or the De
partment of Health and Community Services. It was his

understanding that the only person who can release in

formation about Nalcor Energy is the CEO. He recom

mended that should be changed and that Nalcor Energy

should be treated the same as any government depart
ment or agency.

GElD Submission, 29 August 2014, p
9 Fraser Submission, 16 August 2014, p 1.ibid 2.

Issues

Ci) Should the criteria proposed by the Commis
sioner be adopted as the standard by which to
determine whether specified provisions of cer
tain statutes and regulations should prevail
over the ATIPPA?

(ii) Should any of the sections of the statutes and

regulations listed in the Access to information

Regulations be removed?
(Hi) Should the list of legislative provisions that

prevail over the ATIPPA be decided by the leg
islature and become part of the Act, or by the
lieutenant-Governor in Council as a regulation

7
8
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alterable at any time without reference to the
legislature?

(iv) Should every committee conducting a review

Analysis

of the ATIPPA assess each statute to determine
whether it should stay on the list of those that
prevail over the ATIPPA?

Issue (I): Should the criteria proposed by the Commis
sioner be adopted as the standard by which to determine

whether specified provisions of certain statutes and regis

lations should prevail over the ATIPPA?

The Commissioner’s proposed changes are detailed
above. In summary, he claims the list of provisions
should be re-examined with every five-year review of
the ATIPPA, and continuation on the list should auto
matically expire unless it is renewed by that process. He
suggests that the onus should be on each public body
concerned uto make a convincing case for their contin
ued inclusion in the regulations during each statutory
review of the ATIPPAT The Commissioner also proposed
two criteria to help determine whether a provision
should appear on the list:

any time a law is designated in the ATIPPA Regula
tions for this purpose, two criteria should be met — 1)

it is essential for the purpose of the particular piece of
legislation that certain information described therein
not be disdosed, and 2) no existing provision in the
ATIPPA is capable of providing the necessary assurance
that such protection can be relied upon.’°

The Committee agrees that it would be good prac
tice to review the list in conjunction with each five-year
review We do not agree that it is desirable to expressly
state that an onus is on each public body concerned to
make a convincing case for continued inclusion of pro
visions for which that public body had responsibility.
That would be tantamount to automatic exclusion un
less somebody from each public body concerned ap
peared and made a convincing case every five years,
whether or not it was obvious that the provision should

remain. A better approach would be for a committee
doing a five-year review to indicate which provisions, if
any, it believed should be considered for removal from
the list. In that way the public body concerned would be
forewarned and take steps to make a convincing case
for continued inclusion at the next five-year review.

The Commissioner did not say so explicitly, but it

seems reasonable to conclude that he would expect con
tinued inclusion of a provision to be determined on the
basis of the same criteria as he suggested for original
placement of a provision on the list, but applied to then
current circumstances. The Committee agrees with the
first of the two criteria suggested by the Commissioner,
but sees the second as too narrow in its focus. Access to
information is important, but it is not the only import
ant aspect of the process of government, or necessarily
the most important Priorities in government cannot be
determined by viewing issues only through the lens of
access to information. The second of the two criteria is
more appropriately expressed as: whether the nature of
the activity that is regulated by the statute controlling
access to the records at issue is such, that the public in
terest is best served by control of access to related re
cords being regulated under provisions of the statute
that provides comprehensively for all other aspects of
that activity, or by the ATIPPA.

With respect to this five-year review, no public
body has been forewarned and so none, with the excep
tion of Nalcor Energy, has had an opportunity to ex
press its views to the Committee. The Committee will,
nevertheless, review each provision on the List, taking
account of the importance of the ATIPPA provisions
and the nature and importance of the activities regulated
by the legislative provisions on the list that prevail over
the ATIPPA.10 OIPC Submission, 16 June 2014, p 84.
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The ATIPPA is the legislation by which the House of
Assembly enables people to access the information

necessary to hold government to account It is inconsis

tent with transparency in government and the other

principles underpinning the ATIPPA for government

(Cabinet) to cixumvent the desired transparency and

accountability by the simple action of “presthbing’ in a
regulation, information to be “confidential” and thereby

placing it beyond the normal ATIPPA tests for disclo

sure of information.

In the absence of either specific designation by the

House of Assembly that the legislative provision is to

prevail over the ATIPPA, or it being obvious from the

nature of the activity regulated that the public interest is

best served by control of access to related records being

regulated under provisions of the statute that provides

comprehensively for all other aspects of that activity,

that provision should not be on the list.

The Commissioner also suggested that the ATIPPA

be amended to require that “the Commissioner be con

sulted at least 30 days in advance” of government decid

ing to place statutory or regulatory provisions on the

list. Two recommendations of the Committee make fur

ther discussion of this suggestion unnecessary. Those

are the recommendations that the legislature determine

the list, and that government provide the Commissioner

with a copy of the draft bill no later than the date on

which it gives to the House of Assembly notice of its

intention to introduce the bill.

Issue (ii): Should any of the sections of the statutes and

regulations listed in the Access to Information Regula

tions be re7noved?

The Committee can determine whether legislative

provisions should prevail over the provisions of the

ATIPPA only by examining each provision individually.

The Committee considers this a necessary part of a

comprehensive review of the ATIPPA. In preparing its

recommendations, the Committee will apply the criteria”

it adopted in the above discussion of Issue (i).

Sections 64 to 68 of the Adoption Act, 2013

Access to Information and Protection of Privacy Act
don not apply

64. Notwithstanding the Access to Information and Protec
tion of Privacy Act and the Privacy Act (Canada), the use
of, disclosure of and access to information in records per
taining to adoptions, regardless of where the information
or records are located, shall be governed by this Act.

Disclosure in the interest of adopted child or person

65. (0 The provincial director may disclose identifying
or non-identifying information to a person where the
disclosure is necessary for

(a) the health or safety ofan adopted child or adopted
person; or
(b) the purpose of allowing an adopted child or
adopted person to receive a benefit.
(2) Where identifying information is disclosed
under subsection (I), the provincial director shall,
where possible, notify the person being identified.

Contact by provincial director

66. In circumstances affecting a person’s health or safety,
the provincial director may contact the following per
sons to provide to or obtain from them necessary identi
fying or non-identifying information:
(a) a birth parent;
(b) where a birth parent cannot be contacted, a relative of
a birth parent;
(c) an adopted person; and
(d) an adoptive parent

Provincial director’s right to information

67. (1) The provincial director has the right to information
that is in the possession of or under the control of a public

Ii Here again are those two criteria: (i) it is essential far the
purpose of the particular piece of legislation that certain infor
mation described therein not be disdosed, and (ii) whether the
nature of the activity that is regulated by the statute controlling
access to the records in issue is such, that the public interest is
best served by control of access to related records being regulated
under provisions of the statute that provides comprehensively for
all other aspects of that activity, or by the ATIPPA.
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body as defined in the Access to Information and Protection
ofPrivacy Act that is necessary to enable the provincial di
rector to perform the duties or to exercise the powers and
functions given under this Act or the regulations.
(2) A public body referred to in subsection (I) that has
possession or control of information to which the pro
vincial director is entitled under subsection (I) shall,
upon request, disclose that information to the provincial
director-
(3) This section applies notwithstanding another Act.

Disclosure of information

68. (I) The provincial director may disclose information
to an adoption agency, including information obtained
by him or her under section 67, where the disclosure is
necessary to enable the agency to perform the duties or
to exercise the powers and functions given to the agency
under this Act or the regulations.
(2) The provincial director may disclose information to
an authority responsible for adoptions or adoption records
in another province, including information obtained by
him or her under section 67, where the disclosure is nec
essary to enable the authority to perform the duties or to
exercise the powers and functions given to the authority
under an Act or regulations of that province.
(3) An adoption agency or authority shall not use or dis
close information provided under subsection (1) or (2)
except for the purpose for which it was provided.

Discussion

On even superficial examination it would seem that

protection for such records is more appropriately pro

vided for in the Adoption Act, 2013, the statute that pro

vides for all aspects of adoption, than by provisions of

the ATIPPA, a statute providing generally for the exer

cise of public rights to access information and the pm

tection of privacy. In any event, the legislature has en

acted, apart from the ATIPPA, a provision that specifies

that the records concerned are to be governed by the

Adoption Act, 2013, notwithstanding the AITPPA. This

Committee has jurisdiction to recommend changes that

would improve the legislation respecting matters cov

ered by the ATIPPA. It would be inappropriate for the

Committee to question the legislature’s judgement, tak

en in the course of enacting another statute, that its

provisions should apply to records dealing with the sub

ject matter of that statute, notwithstanding the AI7PPA.

Doing so would run counter to the legislature’s specific

decision as to the relationship between that Act and the

ATIPPA.

In those circumstances, the Committee concludes

that sections 64 to 68 of the Adoption Act, 2013 are to

remain on the list, unless and until the legislature alters

those provisions of the Adoption Act, 2013.

Section 29 of the Adult Protection Act

Confidentiality

29. (1) A person employed in the administration of this
Act shall maintain confidentiality with respect to all mat
ters that come to his or her knowledge in the course of
that person’s employment and shall not communicate the
matters to another person, including a person employed
by the government, except

(a) with the consent of the person to whom the in
formation relates;

(b) where the disclosure is required by another Act
of the province:

(c) for the purpose of complying with a subpoena,
warrant or order issued or made by a court, person or
body with jurisdiction to compel the production of in
formation;

(d) where, in the opinion of a director, the disclosure
kin the best interests of the person to whom the infor
mation relates;

(e) where the disclosure is necessary to the perfor
mance of duties or the exercise of powers under this Act;

(I) where the disclosure is to the next of kin of the
adult in need of protective intervention, where that dis
closure is, in the opinion of a director, in the best inter
ests of the person to whom the information relates;

(g) where the disclosure is for research approved by
a research ethics body; or

(h) for another purpose authorized by the regulations
and the information released under this section shall only
be used for the purpose for which it was released.

(2) The department or an authority is not liable for dam
ages caused to a person as a result of the release of infor
mation under subsection (I).

(3) A person shall be denied access to information where
(a) there are reasonable grounds to believe that the
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disclosure might result in physical, emotional or finan
cial harm to that person or another person;

(b) where the disclosure would identify a person
who made a report under section 12; or

(c) the disclosure could reasonably be expected to
jeopardize an investigation under this Act or a criminal
investigation.
(4) Where information excepted from disclosure under
this section can reasonably be severed, a person who is
otherwise pennitted to receive information under this
section shall be given the remainder of the information.

(5) A person has a right of access to information or re
cords created or maintained respecting that person in the
course of the administration of this Act except where

(a) that information would identify a person mak
ing a referral under section 12; or

(b) there are reasonable grounds to believe that the
disclosure might result in physical, emotional or finan
cial harm to that person or another person.

(2) The registrar shall keep copies and records of
aquaculture licences, leases of land granted for aqua-
culture purposes under the tsnids Act, environmental
preview reports and environmental impact statements
prepared under the Part X of the Environmental Pro
tection Act and other documents that the minister
may direct or that may be prescribed.

(3) The records kept by the registrar under subsection
(2) shall be open for inspection by members of the
pubLic during office hours upon payment of a pre
scribed fee.

(4) Notwithstanding subsection (3), information
prescribed as confidential shall not be available to the
public.

(5) The registrar may carry out a function or perform
a duty delegated to him or her under an Act or regu
lation of Canada.

The whole of section 5 of the Aquaculture Regida

Discussion tions reads as follows:

This is a statute that deals, comprehensivel) with a spe

cial subject matter. Because of the nature of the Adult

Protection Act, and the matters for which it makes provi

sion, it is clear that the level of access to or protection of

records in connection with the matters with which the

Act deals, is best provided for in that Act, rather than

being governed by the provisions of the ATIPPA dealing

with access in general. The public interest would be best

served by section 29 of the Adult Protection Ad remain

ing on the list of provisions that prevail over ATIPPA.

Subsection 9(4) of the Aquaculture Act and Subsec

tions 5(1) and (4) of the Aquaculture Regulations

The overall impact of these provisions can only be fully

appreciated and the appropriate conclusions can only be

drawn if the provisions of the statute and the regulations

are considered together.

The whole of section 9 of theAquacultureAct reads

as follows:

Registrar

Confidential Information
5. (1) The Registrar of Aquaculture shall regard as confi

dential and refuse access to members of the public
to information which

(a) describes unique trade practices or technology
used by a licensee, unless those trade practices or tech
nology are protected by patent, copyright or industrial
design; or
(b) describes information concerning the financial
backing obligations or performance of an aquaculture
facility or an aquaculture enterprise.
(2) The Registrar of Aquaculture shall only regard in
formation as confidential and refuse access to mem
bers of the public to that information if a request for a
designation of confidentiality is made in writing by
the licensee with the submission of the information.

(3) The Registrar of Aquaculture shall only regard in
formation concerning unique trade practices or tech
nology as confidential for 3 consecutive calendar years.

(4) The Registrar of Aquaculture shall release infor
mation referred to in subsection (1) to a person who
is authorized to receive the information by the written

consent of the licensee.

9. (1) The minister may designate a person in the depart
ment to be Registrar of Aquacultare.
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Discussion

It is dear from those provisions that section 9 of the Act

chiefly concerns the making public of records that the

registrar is required to keep. The exception is subsection

(4), which may well be appropriate protection for the

kind of confidential information involvei If it is, such

information can be readily protected by section 27 of

the ATIPPA. One cannot imagine that there is anything

special about aquaculture licenses, leases, and land

grants for aquaculture, or environmental preview re

ports and impact statements, that would require such

records to be protected under provisions of a statute

providing comprehensively for aquacWture. Assuming

that to be so, the only other records to which subsection

(4) could apply are those relating to trade practices,

technology, or financial matters, prescribed under sec

tion 5 of the regulations, and which the licensee has re

quested in writing be designated as “confidential:’

The existing provisions of the ATIPPA can provide

any protection that may be justified. The public interest

is best served if access to such records is regulated by the

ATIPPA.

The statute does not otherwise indicate any apparent

basis for creating a special access protection for the aqua-

culture business interests in excess of that provided by the

ATIPPA for all other business interests. The Committee

cannot identify any rational basis for continued indusion

of these two provisions on a list of legislative provisions

that prevail over the ATIPPA. Subsection 9(4) of the

Aqunculture Act and subsections 5(1) and (4) of the

Aquaculture Regulations should be removed from the list

Section 115 of the Canada-Newfoundland and Labra

dor Atlantic Accord Implementation Newfoundland

and LabradorAct

Interpretation

115. (I) In this section
(a) “delineation well” means a well that is so located
in relation to another well penetrating an accumula
tion of petroleum that there is a reasonable expecta
tion that another portion of that accumulation will
be penetrated by the first mentioned well and that

the drilling is necessary in order to determine the
commercial value of the accumulation;
(b) “development well” means a well that is so located
in relation to anotherwell penetratingan accumula
tion of petroleum that it is considered tube a well or
part of a well drilled for the purpose of production
orobsemtion or for the injection or disposal of fluid
into or from the accumulation;
Cc) “engineering research or feasibility study” in
cludes work undertaken to facilitate the design or to
analyze the viability of engineering technology,
systems or schemes to be used in the exploration for
or the development, production or transportation of
petroleum in the offshore area;
(d) “environmental study” means work pertaining
to the measurement or statistical evaluation of the
physical, chemical and biological elements of the
lands, oceans or coastal zones, including winds,
waves, tides, currents, precipitation, ice cover and
movement, icebergs, pollution effects, plants and
animals both onshore and offshore, human activity
and habitation and related matters;
(e) “experimental project” means work or activity
involving the utilization of methods or equipment
that are untried or unproven;
(f) “exploratory well” means a well drilled on a geo
logical feature on which a significant discovery has
not been made;
(g) “eological work” means work in the field or labo
ratory, involving the collection, examination, process
ing or other analysis of lithological, paleontological or
geochemical materials recovered from the seabed or
subsoil of a portion of the offshore area and includes
the analysis and interpretation of mechanical well logs;
(h) “geophysical work” means work involving the in-
direct measurement of the physical properties of
rocks in order to determine the depth, thickness,
stroctural configuration or history of deposition of
rocks and includes the processing, analysis and inter
pretation ofmaterial or data obtained from that work:
(i) “geotechnical work” means work, in the field or
laboratory, undertaken to determine the physical
properties of materials recovered from the seabed or
subsoil of a portion of the offshore area;
(j) “well site seabed survey” means a survey pertain
ing to the nature of the seabed or subsoil of a por
tion of the offshore area in the area of the proposed
drilling site in respect of a well and to the conditions
of those portions of the offshore area that mayaffect
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the safety or efficiency of drilling operations; and

(k) “well termination date” means the date on which
a well or test hole has been abandoned, completed
or suspended in accordance with applicable regula
tions respecting the drilling for petroleum made
under Part III.

(2) Subject to section 18, information or documen
tation provided for the purposes of this Part or Part
Ill or a regulation made under either Pan, whether
or not that information or documentation is re
quired to be provided under either Pan or a regula
tion made under either Part, is privileged and shall
not knowingly be disclosed without the written con
sent of the person who provided it except for the
purposes of the administration or enforcement of
either Part or for the purposes of legal proceedings
relating to the administration or enforcement.

(3) A person shall not be required to produce or give
evidence relating to information or documentation
that is privileged under subsection (2) in connection
with legal proceedings, other than proceedings re
lating to the administration or enforcement of this
Part or Pan Ill.

(4) For greater certainty, this section does not apply
to a document that has been registered under Divi
sion VII.

(5) Subsection (2) does not apply to the following
classes of information or documentation obtained
as a result of carrying on any work or activity that is
authorized under Part Ill namely, information or
documentation in respect of

(a) an exploratory well, where the information
or documentation is obtained as a direct result of
drilling the well and if 2 years have passed since
the well termination date of that well;
(b) a delineation well, where the information or
documentation is obtained as a direct result of
drilling the well and if the later of

(i) 2 years since the well termination date of
the relevant exploratory well, and
(H) 90 days since the well termination date of
the delineation well,

have passed;

(c) a development well, where the information or
documentation is obtained as a direct result of
drilling the well and if the later of

(i) 2 years since the well termination date of

the relevant exploratory well, and
(ii) 60 days since the well termination date of
the development well,

have passed;

(d) geological work or geophysical work per
formed on or in relation to a portion of the
offshore area,

(i) in the case of a well site seabed survey
where the well has been drilled, after the expi
ration of the period referred to in paragraph
(a) or the later period referred to in subpara
graph (b)(i) or (II) or subparagraph (c)(i) or
(H). according to whether paragraph (a), (b)
or (c) is applicable in respect of that well, or
(H) in another case, after the expiration of 5
years following the date of completion of the
work

(e) an engineering research or feasibility study
or experimental project, including geotechnical
work carried out on or in relation to a portion of
the offshore area,

(i) where it relates to a well and the well has
been drilled, after the expiration of the period
referred to in paragraph (a) or the later period
referred to in subparagraph (b)(i) or (H) or
subparagraph (c)(i) or (ii), according to
whether paragraph (a), (b) or (c) is applica
ble in respect of that well, or
(ii) in another case, after the expiration of 5
years following the date of completion of the
research, study or project or after the rever
sion of that portion of the offshore area to
Crown reserve areas, whichever occurs first;

(1) a contingency plan formulated in respect of
emergencies arising as a result of any work or ac
tivity authorized under Pan III;
(g) diving work, weather observations or the sta
tus of operational activities or of the develop
ment of or production from a pool or field;
(g.l) accidents, incidents or petroleum spills. to
the extent necessary’ to permit a person or body
to produce and to distribute or publish a report
for the administration of this Act in respect of
the accident, incident or spill;
(h) a study funded from an account established
under subsection 760) of the Canada Petroleum
Resources Act, where the study has been com
pleted; and
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Discussion

(i) an environmental study, other than a study
referred to in paragraph (h),

(i) where it relates to a well and the well has
been drilled, after the expiration of the peri
od referred to in paragraph (a) or the later
period referred to in subparagraph (bfli) or
(ii) or subparagraph (c)(i) or (ii), according
to whether paragraph (a), (b) or (c) is appli
cable in respect of that well, or
(ii) in another case, where 5 years have
passed since the completion of the study.

There were only two representations that bore directly

on the issue of this section prevailing over the provisions
of the ATIPPA, those of James Keating, Vice-President

Oil and Gas of Nalcor Energy and Dr. Gail Fraser of

York University. Others made more general comments

about Nalcor Energy being regulated in the same man

ner as any other public body.

Mr. Keating expressed grave concerns about the

impact any changes might have on the ability of the

province to continue to attract major companies to in

vest the hundreds of millions of dollars required to

carry on the exploration necessary to identify and de

lineate the oil resources in the offshore. If the confiden

tial information, on which exploration companies have

spent hundreds of millions of dollars, is at risk of being

accessed by competitors or others who do not share the

cost of the information, except under the strictly con

trolled conditions prescribed in the specific legislation

under which they operate, they will probably cease such

investment, and other potential investors will probably

not participate. It could have disastrous consequences

for the province’s budding offshore oil industry.

Dr. Fraser had a different concern. Her submission

dealt chiefly with environmental concerns. She wrote

that she often had trouble accessing information about

the environmental impact of offshore oil operations reg

ulated by the Canada—Newfoundland and Labrador

Offshore Petroleum Board (C-NLOPB). She attributed

these difficulties to the provisions of the Atlantic Accord.

For that reason, she suggested that it would be problem

atic to have the Newfoundland and Labrador Atlantic

Accord Act prevailing over the ATIPPA.

There is no information before the Committee that

would contradict the views expressed by Mr. Keating.

The Committee has no basis for concluding that the

apprehensions he expressed are not well founded. Mr.

Karanicolas and others would argue that the existing

provisions of the ATIPPA provide the necessary protec

tion for valuable and confidential proprietary business,

technical, scientific and trade information. There are

two flaws in that argument, one of which applies to all of

the legislative provisions properly listed in the Access to

Information Regulations. The other is specific to this

Atlantic Accord legislation.

First, there is no principled basis for the assertion

that all of the many pieces of legislation enacted to deal

with a very specific circumstance (such as adoption, off

shore petroleum exploration, or adult protection, sec

tions of which are enacted to provide for vital security of

records or other information related solely to the sub

ject matter of the special legislation) cannot properly

provide for appropriate public access to and manage

ment of the records respecting information peculiar to

the specific subject of that legislation. In fact, where

such control is critically important and peculiar to the

subject matter of the specialty legislation, proper public
access to and management of records are better provided

in carefully designed specialty legislation than in a stat

ute of general application such as the ATIPPA.

The second flaw in the argument, that the ATIPPA

can best protect the public interest in all cases, is that it

fails to take account of reality in particular circumstances.
Mr. Keating’s explanation is driven by the unavoidable

reality of worldwide circumstances in offshore resource
exploration. Imagine that a major exploration company

is making a decision as to the jurisdiction in which it will

invest a hundred million dollars or more. All other things
are equal, but one jurisdiction protects the information
derived from that investment with a provision like sec

tion 115 (which prohibits disclosure of the confidential

and valuable information), and the other protects the in

formation with the ATIPPA, where the information is

subject to a value judgment by a Commissioner or a court.

There cannot be any doubt as to which will be chosen.
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With respect to the concerns raised by Dr. Fraser it
is noted that subsection (5) contains an extensive list of

exceptions to the limitation on disclosure of proprietary
information that section 115 otherwise provides.

Taking all of the foregoing factors into consider
ation, the Committee is satisfied that the public interest

would be best served if these provisions continue to reg
ulate access to the records concerned. For that reason

the Committee recommends that section 115 of the

Atlantic Accord Implementation Act remain on the list.

Sections 69 to 74 of the Children and Youth Care and

Protection Act

Access to Infonnation and Protection Act does not apply
69. Notwithstanding the Access to InformaEon and Pro

tection of Privacy Act, the use of, disclosure of and
access to information in records pertaining to the
care and protection of children and auth obtained
under this Act, regardless of where the information
or records are located, shall be governed by this Act.

Definition

70. In this Part, “information” means personal informa
tion obtained under this Act or a predecessor Act
which is held in government records by, or is in the
custody of or under the control of, the department,
and includes information that is written, photo
graphed, recorded or stored in any manner.

Persons who may obtain information

7t. (I) A personover 12 yearsofagehastherighttoand
shall, on request, be given information relating to
himself or herself.
(2) A person over 12 years of age who is, or has
been, in the care or custody of a manager has the
right to and shall, on request, be given information
relating to himself or herself including

(a) information relating to his or her birth family
that the minister determines is appropriate to release;

(b) the reasons why he or she was removed from
his or her parent and information relating to the con
tinuation of a court order relating to him or her; and

(c) the identity of former foster parents or the
name of a former residential placement.

(3) A person who has custody of a child has the right

to and shall, on request, be given information about
himself or herself and the child.

(4) A person who had custody of a child has the
right to and shall, on request, be given information
about himself or herself and the child, but only for
the period of time that the person had custody.

(5) Where information excepted from disclosure
under section 72 can reasonably be severed, a per
son who is otherwise permitted to receive informa
tion under this section shalL be given the remainder
of the information.

Information not to be disclosed

71 Notwithstanding section 71,
(a) the provincial director or a manager shall not
disclose information where

(i) the disclosure is prohibited under the Adop

tion Act, 2013,

(ii)there are reasonable grounds to believe that
the disclosure might result in physical or emotional
harm to that person or to another person,

(iii) the disclosure would identify a person who
made a report under section 11, or

(iv) the disclosure could reasonably be expected
to jeopardize an investigation under this Act or a
criminal investigation; and

(b) the provincial director or a manager may refuse
to disclose information that is a transitory record as
defined in the Management of Information Act.

Disclosure without consent

73. The provincial director or a manager may, without
the consent of another person, authorize the disclo
sure of information obtained under this Act if the
disclosure is

(a) necessary to ensure the safety, health or
well-being of a child;

(b) provided to persons with whom a child or
youth has been placed for care;

(c) necessary for the administration of this Act; or
(d) for research or evaluation purposes and the

person to whom that information is disclosed has
signed an agreement to comply with conditions set
by the minister.

Right to Information and information sharing

74. (I) A manager or social worker has the right to
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information with respect to a child or a youth that is
in the custody of or under the control of a public
body, as defined in the Access to Information and
Protection ofPrivacyAct, or a person and that is nec
essary to enable the manager or social worker to a
ercise his or her powers or perform his or her duties
or functions under this Act.

(2) A public body or a person referred to in subsec
tion (I) that has custody or control of information
to which a manager or social worker is entitled un
der subsection (I) shall disclose that information to
the manager or social worker.

(3) Notwithstanding subsections (t) and (2), infor
mation that is subject to solidtor-dient privilege is
not required to be disclosed unless the information
is required to be disclosed under section 11.

(4) Notwithstanding subsections (I) and (2), a peace
officer may refuse to disclose information where

(a) the disclosure would be an offence under an
Act of Parliament; or

(b) the disclosure would be harmful to law en
forcement or could reasonably be expected to inter
fere with public safety, unless the information is
required to be disdosed under section II.

(5) The minister may enter into an agreement with
the Nunatsiavut Government with respect to the ac
cess to or disclosure of information under this Act.

Discussion

As is the case with the Adoption Act, 2013, the legisla

ture has specified that notwithstanding the ATIPPA,

those provisions shall prevail. The Committe&s statutory

lurisdiction is to recommend changes to the ATIPPA

structure. Where the legislature has enacted in another

statute that it is to prevail notwithstanding the ATWPA,

it is not appropriate for the Committee to question the

legislature’s judgment in enacting that other statute. In

the case of the provisions of the Children and Youth

Care and Protection Act that prevail over the ATIPPA,

the Committee’s views are, therefore, not pertinent. It

may, however, be helpftil for the participants to know

that the Committee believes there appears to be a sound

basis for the current approach.

Like the Adoption Act, 2013, this is a specialty stat

ute. ft provides for all actions necessary to achieve its

purpose, expressed in section 8: to promote the safety

and well-being of children and youth who are in need of

protective interventio&’

Part VIII of the statute, which contains sections 69

to 74, protects the information that must be collected

for the safety and well-being of the children who need

intervention by the state. Those sections provide for

special circumstances, which primarily involve personal

information of the children concerned, rather than in

formation respecting governmental operations. The

processes in place for the management of access to and

disclosure of information under the ATIPPA are not at

all suitable for the management of this sort of informa

tion. Clearly the public interest is best served by access

to this kind of information being regulated by a specialty

statute.

Section 5.4 of the Energy Corporation Act

Records of commercially sensitive information

5.4 (1) Notwithstanding section 6 of the Access to hifor
ination and Protection of Privacy Act, in addition to
the information that shall or may be refused under
Part Ill of that Act, the chief executive officer of the
corporation or a subsidiary, or the head of another
public body,

(a) may refuse to disclose to an applicant under
that Act commercially sensitive information of the
corporation or the subsidiary; and

(b) shall refuse to disclose to an applicant under
that Act commercially sensitive information of a
third party

where the thief executive officer of the corporation
or the subsidiary to which the requested informa
tion relates reasonably believes

(c) that the disclosure of the information may
(i) harm the competitive position of,
(ii) interfere with the negotiating position of,

or
(iii) result in financial loss or harm to

the corporation, the subsidiary or the third party; or

(d) that information similar to the information
requested to be disclosed

(i) is treated consistently in a confidential
manner by the third party, or
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(ii) is customarily not provided to competitors
by the corporation, the subsidiary or the
third party.

(2) Where an applicant is denied access to informa
tion under subsection (I) and a request to review
that decision is made to the commissioner under
section 43 of the Access to Information and Protec
tion of Privacy Act, the commissioner shall, where
he or she determines that the information is com
mercially sensitive information,

(a) on receipt of the chief executive officer’s cer
tification that he or she has refused to disclose the
information for the reasons set out in subsection
(1); and

(b) confirmation of the thief executive office?s
decision by the board of directors of the corporation
orsubsidiar

uphold the decision of the thief executive officer or
head of another public body not to disclose the infor
mation,

(3) Where a person appeals,
(a) under subsection 60(1) of the Access to Infor

mation and Protection of Privacy Act, from a deci
sion under subsection (1); or

(b) under subsection 43(3) of the Access to Infor
mation and Protection of Privacy Act, from a refusal
by a chief executive officer under subsection (1) to
disclose information,

paragraph 62(3)(a) and section 63 of that Act apply
to that appeal as if Part Ill of that Act included the
grounds for the refusal to disclose the information
set out in subsection (1) of this Act.

(4) Paragraph 56(3Ma) of the Access to Information

and Protection ofPrivacy Act applies to information
referred to in subsection (I) of this section as if the
information was information that a head of a public
body is authorized or required to refuse to disclose
under Part 11 or 111 of that Act,

(5) Notwithstanding section 2! of the Auditor Gen
eral Act, a person to whom that section applies shall
not disclose, directly or indirectly, commercially
sensitive information that comes to his or her
knowledge in the course of his or her employment
or duties under that Act and shall not communicate
those matters to another person, including in a re
port required under that Act or another Act, with
out the prior written consent of the thief executive

officer of the corporation or subsidiary from which
the information was obtained.

(6) Where the auditor general prepares a report
which contains information respecting the corpora
tion or a subsidiaqc or respecting a third party that
was provided to the corporation or subsidiary by the
third party, a draft of the report shall be provided to
the chief executive officer of the corporation or sub
sidiary, and he or she shall have reasonable time to
inform the auditor general whether or not in his or
her opinion the draft contains commercially sensi
tive information.

(7) In the case of a disagreement between the auditor
general and a thiefexecutive officer respecting whether
information in a draft report is commercially sensi
tive information, the auditor general shall remove the
information from the report and include that infor
mation in a separate report which shall be provided to
the Lieutenant-Governor in Council in confidence as
if it were a report to which section 5.5 applied.

(8) Notwithstanding the Citizens’ Representative Act,

the corporation, a subsidiary, another public body,
or an officer, member or employee of one of them is
not required to provide commercially sensitive in
formation, in any form, to the citizens’ representa
tive in the context of an investigation of a complaint
under that Act,

Discussion

As is the case with the Adoption Act, 2013 and the Cliii
dren and Youth Care and Protection Act, the legislature
has specified that notwithstanding the ATIPPA, those
provisions shall prevail. The same comments the Com
mittee made with respect to the impropriety of the
Committee questioning the legislature’s judgment in the
matter apply here with even more force. The legislature
specified that this statute is to apply notwithstanding
section 6 of the ATIPPA. Section 6(1) is the provision
that gives the ATIPPA priority over all other statutes.
The legislature has clearly specified that this statute is to
have priority, even in the face of the priority specified in
section 6 of the ATIPPA.

Again, it may be helpful to participants to know
that the Committee believes there is a sound basis for
the approach taken,
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The comments of Mr. Keating, excerpted above, a-
plain in detail the underlying reasons for the presence of
this section in the Energy Corporation Act. The compelling
factor is that Nalcor Energy is operating, on behalf of the
people of the province, in the competitive commercial
worli That requires it to keep certain aspects of its opera
tions information confidential from competitors. If it did
not, it could run the risk of ilure, with the potential for
massive adverse financial consequences for the people of
the province. As well, it partners with one or more private
sector commercial entities in a significant part of its com
mercially competitive activity. Those commercial partners
would not be prepared to disdose significant information
to Nalcor Energy if Nalcor Energy were subject to the risk
of disdosure of that information through the ATIPPA.

From the comments of many participants, the
Committee concludes that most people appreciate the
importance of specific circumstances in the context of
access to information held by a public body. The primary
concern expressed is to avoid a situation where the head
of a public body, Nalcor Energy, can simply declare the
record being sought to be “commercially sensitive” and,
with the approval of the board of directors, refuse dis
closure. The perception of that circumstance, as much
as the reality, gives rise to the concern.

The Commissioner, in his 25 September supple
mentary letter commenting on Mr. Keating’s observa
tions, said that “this provision lacks an objective test,
and we are of the view that this weakness should be ad
dressed by removing the subjective aspect and replacing
it with something more akin to one of the banns-based
exceptions in the ATIPPA7 While it is not what the
Commissioner recommends, the government could go
a long way towards addressing many of the expressed
concerns by adding even a moderately limiting objec
tive standard by which to establish the reasonable belief
of the chief executive officer. That could be achieved by
inserting before the words “reasonably believes” in sub
section 5.40) the phrase “taking into account sound
and fair business practices:’

Those concerns should also be allayed by the exis
tence of the process for review by the Commissioner.

Section 5.4(2) clearly contemplates review by the

Commissioner under section 43 of the ATIPPA, and
subsection (3) contemplates appeal to the courts. In ad
dition, during the hearings, Mr. Keating dearly stated
he would have no objection to the Commissioner exam
ining the document to ensure that it was of the charac
ter claimed. As a result, the normal review procedures
of the Commissioner should apply. In those circum
stances the Committee is satisfied that, although the ba
sis for making the decision is different from that which
protects third party commercially sensitive information
under section 27 of the ATIPPA, it is not unreasonable
in the circumstances and, because the Commissioner
can examine the records, would not prevent disclosure
of records that should otherwise be disclosed.

Section 8.1 of the Evidence Act

Inadmissible evidence

8-1 (1) In this section
(a) legal proceeding” indudes an action, inquiry,

arbitration, judicial inquiry or civil proceeding in
which evidence may be given and also includes a
proceeding before a board, commission or tribunal;
and

(b) ‘witness” includes a person who, in a legal
proceeding

(i) is examined orally for discovery,
(ii) is cross examined on an affidavit made by

that person,
(iii) answers interrogatofles,
(iv) makes an affidavit as to documents, or
(v) is called on to answer a question or pro

duce a document, whether under oath or
not.

(2) This section applies to the following committees:

(a) the Provincial Perinatal Committee,
(a.1) the Child Death Review Committee under

the Fatalities Investigations Act-.

(b) a quality assurance committee of a member,
as defined under the Hospital and Nursing Home As

sociation Act, and

(c) a peer review committee of a member, as de
fined under the Hospital and Nursing Home Msocia

(ion Act.

(3) No report, statement, evaluation, recommenda
tion, memorandum, document or information, of,
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or made by, for or to, a committee to which this sec
tion applies shall be disclosed in or in connection
with a legal proceeding.

(4) Where a person appears as a witness in a legal
proceeding. that person shall not be asked and shall
not

(a) answer a question in connection with pro
ceedings of a committee set out in subsection (2); or

(b) produce a report, evaluation, statement,
memorandum, recommendation, document or in
formation of, or made by, for or to, a committee to
which this section applies.

(5) Subsections (3) and (4) do not apply to original
medical or hospital records pertaining to a person.

(6) Where a person is a witness in a legal proceeding
notwithstanding that he or she

(a) is or has been a member of;
(b) has participated in the activities of;
(c) has made a report, evaluation, statement,

memorandum or recommendation to; or
(d) has provided information or a document to

a committee set out in subsection (2) that person is
not, subject to subsection (4), excused from answer
ing a question or producing a document that he or
she is otherwise bound to answer or produce.

Subsection (2) identifies the committees to which

this section applies. Three of the four are of a profes

sional medical nature: the Provincial Perinatal Commit

tee; a quality assurance committee ofa member, as defined

under the Hospital and NursingHornesAssociation Act;’2
and a peer review committee of a member as defined

under that Act. The fourth category is the committee set

up under section 13.1 of the Fatalities Investigations Act.

The relevanL subsection reads:

Child Death Review Committee

13.1 (1) The Lieutenant-Governor in Council shall estab
lish a Child Death Review Committee to review the
facts and circumstances of deaths referred to in sub
section 13.2(1) for the purpose of

(a) discovering and monitoring trends in those
deaths; and

(b) determining whether further evaluation of
those deaths is necessary or desirable in the public
interest.

Discussion

Clearly, these are specialized committees designed to

promote critical peer review, over and above any assess.

ment otherwise provided for that is produced in con

nection with the matters that are the subject of such

peer reviews. Subsections (5) and (6) establish that the

exemption is confined to documents and proceedings

connected with those special purpose committees and

does not affect the obligation to answer a question or

otherwise produce a document. The section also pro

vides for limitation on the use of such information in

legal proceedings. The Committee cannot, on the limited

information it has, conclude either that the ATIPPA

contains provisions that are better suited to managing

the special and limited protection required for those

particular circumstances, or that the public interest

would be best served by the provisions in question con

tinuing to prevail over the ATIPPA.

The Committee also notes that the recommenda

tion made by Justice Cameron in her report on the

Commission of Inquiry on Hormone Receptor Testing,

respecting the application of and possible changes to

section 8.1 of the Evidence Act to materials considered

in peer review committees, is still under consideration

by the government. It is reasonable to assume that in the

course of that consideration, the government would

consider also the effect of section 8.1 of the Evidence Act

on theATIPPA.

For those reasons, that section of the Evidence Act

should, for now at least, remain on the list of statutory

provisions that prevail over the ATIPPA. That recom

mendation is, however, made in the expectation that in

the course of the next ATIPPA statutory review, infor

mation sufficient to enable a fuller assessment will be

available.

12 Now Heal;?, Care Association Act.
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Subsection 24(1) of the Fatalities Investigations Act

Release of infonnafion

24. (1) All reports, certificates and other records made by

a person under this Act are the property of the govern
ment of the province and shall not be released without
the permission of the Chief Medical Examiner.

Discussion

This part of the statute provides for examination of the

cause of death in a variety of specific circumstances, all

of which appear to suggest that the death may not be as

a result of natural causes. Obviously details of such

deaths and certificates resulting from post-mortem ex

aminations cannot be made available for public access

on demand, nor should they even be subject to the pos

sibility of a commissioner recommending that they be

released publicly. Access to such documents is better

regulated by provisions in the special statute governing

all aspects of the matters to which they relate than by

provisions designed for management of general access

to public records. The Committee concluded that the

public interest will be best served by these provisions

continuing to prevail over the ATIPPA.

The designated subsection should remain on the list

of provisions that prevail over the ATIPPA.

Subsection 5(1) of the Fish Inspection Act

and accountability in government. On that basis alone,

it would be reasonable to conclude that the public inter

est would not be best served by continuing to include

subsection 5(1) in the list of provisions that prevail over

the ATIPPA.

To the extent that records that might affect confi

dential scientific, technical, financial, or commercial in

formation ofa third party, such information is adequately

protected by the ATIPPA. There is nothing in the Fish

Inspection Act to indicate there is anything special about

the inspection of fish plants that would necessitate re

cords relating to the matter being regulated by the spe

cial provisions of the statute regulating the inspection.

On the information before it, the Committee is unable to

identify a credible basis for its continued inclusion on

the list of provisions that prevail over the ATIPPA.

However, bearing in mind the importance of the

fishery and regulation of fish processing facilities to this

province, the Committee is reluctant to recommend re

moval of section 5(1) from the list at this time. Instead,

unless the government takes steps to cause its removal

the issue should be more fully examined during the

course of the next statutory review. For the time being it

should continue to be included in the list of provisions

that prevail over the ATIPPA.

Section 4 of the Fisheries Act

Secrecy
Issue of licences

5. (I) The minister may refuse to issue a licence required
under this Act or the regulations without assigning a rea
son for the refusal.

Discussion

The provisions of the statute do not readily indicate, and

the Committee has not been made aware of, the reason

why a minister should be empowered to make a discre

tionary decision refusing the granting of a license with

out assigning a reason for doing so. It appears to permit

an arbitrary decision, and having it prevail over the provi

sions oftheATIPPA offends the principle of transparency

4. (1) The minister shall keep every return secret and,
except for the purpose of a prosecution under this
Act, shall not permit a person other than an employee
of the department to have access to a return.

(2) An employee of the department shall not dis
close or permit to be disclosed to a person other
than the minister or another employee of the de
partment a return or part of a return coming to his
or her knowledge which can be identified with or
related to an individual return or individual person.

(3) Notwithstanding subsections (1) and (2), the
minister may, with the written consent of the person
from whom a return is obtained, disclose informa
tion in that return.
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(4) In this section and section 5, “return” means in
formation. oral or written, obtained as a result of a

request under this section or section 5.

Assessing the necessity for this section to prevail

over the ATIPPA requires consideration of the nature of
the information contained in the returns. Subsection
3(1) indicates the information that is required by law to
be provided on request by the minister:

Information from fish business or enterprise
3. (1) A person who manages, directs or has control of

a fish business or enterprise or has the control, cus
tody or possession of the accounts, documents or
records relating to a fish business or enterprise shall,
at the written request of the minister and within a
reasonable time that the minister may specify in the
request,

(a) provide copies of the accounts, documents or
records of that business or enterprise;

(b) provide information that is sought in respect
of that business or enterprise or in respect of the
accounts, documents or records of that business or
enterprise; and

(c) grant access to the accounts, documents or
records of that business or enterprise for the purpose
of examination byan employee of the department.

Discussion

Clearly, the information is the proprietary and commer

cially sensitive information that fishing enterprises are

required to provide to the government so that it can

monitor certain aspects of the operation of fish busi

nesses and enterprises. In the circumstances there is a
clear responsibility to maintain the confidentiality with

which the owners of the information treat it.

The provisions of the ATIPPA that protect trade and
technical secrets and other commercially sensitive infor

mation ofbusinesses can probably protect fish businesses

as well. However, it may be more appropriate to offer that

protection in the statute that regulates the industry, rather

than in the more uncertain general protection principles

of the ATIPPA. On the limited information available to

the Committee, it cannot be concluded with confidence

which would best serve the public interest.

That section of the Fisheries Act should remain on

the list of statutory provisions that prevail over the

ATIPPA until the matter can be mare thoroughly con

sidered in the next statutory review, unless the govern

ment sees fit to ask the legislature to remove it before

that time.

Sections 173, 174, 174.1 and 174.2 of the Highway

Traffic Act

Section 1741 has been repealed and does not need to be

considered. The remaining three sections read as follows:

Admissibility of report

173. A written report or statement made or provided
under section 169, 170, 171 or 172

(a) is not open to public inspection; and

(b) is not admissible in evidence for any purpose
in a trial arising out of the accident except to prove

(i) compliance with section 169, 170, 171 or

172, or

(ii) falsity in a prosecution for making a false

statement in the report or statement.

Information release- non-reportable accidents

173.1 (1) The registrar may release the information re
ferred to in subsection (2) to

(a) a person involved in an accident which was
not required to be reported under this Act;

(b) a person or insurance company that has paid
or may be liable to pay damages resulting from an
accident; or

(c) a solicitor, agent or other representative of
the person or company

where the registrar has received written confirmation of
the accident by either of the parties involved in the man
ner acceptable to the minister.

(2) The registrar may, under the authority of subsec
tion (I). release the following information:

(a) the identification of vehicles involved in the acci
dent;

(b) the name and address of the registered owner; and
(c) the name and address of an insurance company

that has issued a policy insuring a party to or a
person involved in an acddent, together with the
policy number applicable to that policy.
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Availability of infonnation Report required

174. (1) A person involved in an accident and a person or
an insurance company that has paid or may be liable
to pay for damages resulting from an accident in
which a motor vehicle is involved and a solicitor,
agent or other representative of the person or com
pany is entitled to the information that may appear
in a report made under section 169. 170, 171 or 172
in respect of

(a) the date, time and place of the accident;
(b) the identification of vehicles involved in the

accident;
(c) the name and address of the parties to or in

volved in the accident;
(d) the names and addresses of witnesses to the

accident;
(e) the names and addresses ofpersons or bodies

to whom the report was made;
(fl the name and address of a peace officer who

investigated the accident;
(g) the weather and highway conditions at the

time of the accident;
(h) [Rep. by 1993 c37 sI] and
(i) the name and address ofan insurance company

that has issued a policy insuring a party to or involved
in an accident, together with the policy number appli
cable to that poliq

(1.1) In addition to the information to which a per
son is entitled under subsection (1), a person is enti
tled to be informed whether a charge has been laid
as a result of an accident in which a motor vehide is
involved.

(2) A person shall not make a false statement in a
report made or purporting to be made under sec
tion 169, 170,171 or 172.

(3) In a prosecution for violation of section 169. 170
or 172, a certificate purporting to be signed by the
registrar that a required report has or has not been
made is, in the absence of evidence to the contrary,
proof of the facts stated in the certificate.

(4) In a prosecution for failure to make a report re
quired by section 169. 170 or 172 in respect of an
accident the place of the offence shall be considered
to be the place where the accident occurred.

(5) A person entitled to information under this sec
tion shall pay the fee to obtain it that the minister
may set.

17t1 (1) A medical practitioner licensed under the Mcd
lea? Act, 2005, a nurse practitioner as defined in the
Registered Nurses Act, 2008 or an optometrist licensed
under the Optometry Act, 2012 shall report to the
registrar the name, address, date of birth and clinical
condition of a person 16 years of age orolder attend
ing the practitioner or the optometrist for medical
or optometric services who, in the opinion of the
practitioner or optometrist, is suffering from a con
dition that may make it dangerous for the person to
operate a motor vehicle,

(2) An action shall not be brought against a medical
practitioner, a nurse practitioner or an optometrist
for complying with subsection (I).

(3) A report referred to in subsection (1) is privileged
for the information of the registrar only and shall not
be open for public inspection.

(4) A report referred to in subsection (1) is not ad
missible in evidence for a purpose in a trial except to
prove compliance with subsection (1).

Discussion

It is necessary to also examine sections 169, 170, 171

and 172 because those sections describe the nature and

content of the information that is intended to be pro

tected from the access requirements of the ATIPPA. It is

not necessary to reproduce those sections here. Section

169 is lengthy; it identifies the responsibilities of a per

son involved in a motor vehicle accident. Some of the

subsections provide for mandatory reporting of the cir

cumstances of the accident and certain personal infor

mation of the driven Section 170 requires the driver, in

circumstances where injury or death is involved, or

there is property damage in excess of $2,000, to report

to the nearest police officer (or failing the driver, a pas

senger or the owner of the vehicle if the driver is not the

owner). Section 171 requires a police officer who has

witnessed or investigated to report, and section 172

requires a garage to report damage.

The information is not about government or its op.

erations. It is private or personal information, usually re

latthg to unfortunate incidents between individuals that

could require judicial resolution. It is not information
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that any citizen not personally involved is entitled to ac

cess at will. Also, the provisions that protect the informa

tion are best contained in the statute that otherwise

makes flu provision for all other aspects of the circum

stances that gave rise to compelling the private citizens to

make the reports that sections 169—172 require citizens

to make. For those reasons the Committee is of the view

that the public interest is best served by the specified set>

tions of the Highway Traffic Act remaining on the list of

statutory provisions that prevail over the ATIPPA.

Section 18 of the Lobbyist Registration Act

Confidentiality order

18. (I) At the request of a person who is required to reg
ister in the registry of lobbyists, the Commissioner
of Lobbyists may order that some or all of the infor
mation contained in the return that is required to be
filed for registration purposes be kept confidential if
the information relates to an investment project of
the client or enterprise concerned, the disclosure of
which may seriously prejudice the economic or fi
nancial interest of the client or enterprise.

(2) Unless the Commissioner of Lobbyists extends
the order under subsection (I) at the request of the
interested person for the period determined by the
Commissioner of Lobbyists, the confidentiality or
der shall cease to have effect 6 months from the filing
of the return concerned in the registry of lobbyists.

(3) The Commissioner of Lobbyists shall send a notice
of a decision under subsections (1) and (2) to the
registrar of lobbyists, and the registrar shall ensure
that the information is held as confidential and not
available to the public for the duration of the com
missioner’s order,

Discussion

The information described is straightforward and com

mercially sensitive; it would clearly be protected under

the provisions of existing section 27 of the ATIPPA. The

Lobbyist Registration Act is not a special statute dealing

with a class of business that would involve interaction

with the public. It is a statute to regulate lobbying and

lobbyists. There is no principled basis for according a

higher level of protection to commercially sensitive in

formation of a business enterprise that has hired a lobby

ist than to one that has not.

In various representations during this review pro

cess, the government has emphasized the importance of

transparency and accountability. The Committee can

not identify a rational basis for continuing to list the

provisions as prevailing over the ATIPPA. Those two

factors, coupled with the conclusions in the preceding

paragraph, lead to the conclusion that the public interest

will be best served if section 18 of the Lobbyist Registra

tion Act is removed from the list of statutory provisions

that prevail over the ATIPPA.

Section 15 of the MineralAct

Confidentiality of information

15. (1) Subject to an Act of the province relating to the
compilation of data, completion of statistics or an
agreement between this province and another
province or the Government of Canada relating to
the exchange of confidential information under that
Act, information that is required to be given under
this Act shall be made available only

(a) to persons permitted by this Act to receive
that information or authorized by the minister to
receive that information;

(b) to persons that the person giving the infor
mation may consent to receiving the information; or

(c) for the purpose of assessment or imposition
of a tax imposed after receipt of the information
upon the person giving the information.

(2) Except with respect to information compiled un
der section 5, subsection (1) stops applying to infor
mation after the expiry of 3 years from the day that
the information was given under this Act.

(3) Notwithstanding subsections (1) and (2), where
information has been given under this Act in respect
of a mineral that is subject to a licence or lease from
the Crown, that information may be made available
by the minister after the termination, surrender or
expiration of the licence or lease regardless of the
time when the information was given.

(4) Subsection (I) does not apply to information of
the following kinds:
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(a) the numbers of people employed;
(b) the amount and nature of work done;
(c) expenditures of money;
(d) the qualifications or skills of persons who are

employed;
(e) the residences or places of origin of persons

who are employed; or

(fl information that in the opinion of the minis
ter is similar to the information described in para
graphs (a) to (e).

(5) Notwithstanding a provision contained in another
Act or in an agreement, whether or not it was passed

or entered into before July 12, 1977, respecting the
confidentiality of information provided to the de
pamnent under that Act or agreement, this section
applies to that information as if it had been provided

under this Act.

It is necessary to examine the information that

would be protected by indusion of section 15 in the list

of statutory provisions that prevails over the AT1PPA.

Two provisions of the MineralAct make it mandatory to

provide information, section Sand subsection 18(1):

Report of search
5. (I) A person who searches for minerals in, on or un

der land and land under water, whether or not the
minerals are vested in the Crown, or who is engaged
in pre-production and development activities in
relation to a mineral deposit shall, on or before
March 15 of the year following the calendar year in
which the search is carried out or the activities are
engaged in, submit a report to the minister, in a
form approved by the minister, containing

(a) the nature and type of work carried out;
(b) the costs incurred;
(c) the locations of the active projects;
(d) the name and address of the person carrying

out the work;
(e) the number of persons employed and a sum

mary of the salaries and wages paid; and
(1) a summary of all other expenditures.

(2) Where a search referred to in subsection (1) is
done by diamond drilling or other boring method,
the report shall contain, in the manner prescribed
by regulation

(a) a copy of the logs of each boring induding its
location, direction, inclination and the geological
nature of the rocks penetrated;

(b) a copy of the record of samples taken and the

results of assays made of those samples;
(c) a map showing the geographical location and

elevations of the collar of each boring;
(d) a copy of sections, profiles or horizontal pro

jections of each boring;
(e) the location and disposition of diamond drill

core or cuttings; and

(fl the name and address of the person who per
formed the diamond drilling or other boring.

(3) Subsection (2) does not applywhere, in the opin
ion of the minister, a report containing the informa
tion required under that subsection has been sub
mitted to him or her.

(4) A person who intends to conduct a search for
minerals on areas either licensed or leased under
this Act shall submit a description of the planned
exploration work before starting the work, and when
that work involves an activity that the department
considers capable of causing ground disturbance,
water quality impairments or disruption to wildlife
or wildlife habitat, the work shall begin only after
the department has issued an exploration approval
with terms and conditions prescribed by the minister,

(5) A person who begins work without an explora
tion approval or who fails to comply with the terms
and conditions of an exploration approval under
subsection (4) commits an offence,

Reports of mineral surveys

IS. (I) A person, other than the holder of a valid licence
or lease, who conducts a mineral survey in, on or
under land to which this Act applies, and does not
within 12 months from the date of the completion of
the mineral survey acquire a licence to the land
surveyed or a part of the land surveyed, shall, within
12 months from the date of the completion of the
survey, submit a detailed report of the survey in a
form approved by the minister, containing matters
which the minister may speci&, including the cost
of the survey, the location of and class of a mineral
found in, on or under the land.
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Discussion Discussion

The statute requires that commercially sensitive informa

tion be provided. The information includes details of the

results of mineral prospecting and exploration on which

prospectors and mining exploration companies would

likely have spent considerable sums. Enticing prospectors

to explore for minerals is important to the government as

the owner of most of the undiscovered minerals in the

province. Without the kind of protection that section 15

provides) few prospectors would be prepared to spend the

money necessary) and the interest of the government and

the people of the province would be adversely affected.
The Mineral Act is better suited than the ATIPPA to

offer that kind of protection because it is a special stat

ute governing exploration of minerals, the details of

which need to be protected. As well, section 15 contains

a sunset clause limiting the protection for the informa

tion provided under subsection 18(1) to three years. In

those circumstances the Committee has concluded that

section 15 of the Mineral Act should remain on the list

of statutory provisions that prevail over the ATIPPA.

Section 16 of the Mineral Holdings Impost Act

Confidentiality of informalion

16. (1) Information contained in, or given to the asses
sor in relation to, a return required by this Act shall
only be made available to persons authorized by the
minister to receive that information; and the autho
rization shall be given only for the purposes of this
Act or an Act of the province that provides for the
administration of mines or minerals or that imposes
a tax in respect of mines or minerals.

(2) Subsection (1) does not affect the operation of
(a) other Acts that provide for the collection of

information for statistical purposes; or
(b) an agreement of this province with the Gov

ernment of Canada or with another province or
with a statistical or other agency of the Government
of Canada or another province.

This statute imposes taxation on mineral holdings within

the province. It has nothing to do with payment of royal

ties for mineral extraction. It imposes a tax on rights to

minerals that are held and not being developed, and pro

vides a credit for any amounts paid to the province as

rental, or spent on further exploration of the mineral po

tential of the property It also allows the owner of the

mineral rights to convert that ownership to a staked li

cense which, of course, would not attract the tax because

the holder ofthe staked license would no longer be owner

of the minerals. As a result, the Act requires the owners

of mineral rights to file returns providing the informa

tion respecting the use they made and any expenditure

they incurred so that the tax could be calculated. The

information that the statute compels the owners of min

erals to provide is specified in section 11:

Returns by taxpayer
11. (1) Within 3 months after the close of each calendar

year, or another period that the minister may deter
mine with respect to a taxpayer, every taxpayer
shall, without notice of demand, complete and de
liver to the assessor a return containing

(a) the name of the taxpayer;
(b) the address of the taxpayer or, where the tax

payer has no address or place of business in the
province, the address of a trustee or agent within the
province to which the assessment, notices and other
documents required under this Act may be mailed
or served;

(c) a description of all lands within the province
in respect of which the taxpayer has an interest in a
mineral holding showing with respect to each area
the nature and extent of the mineral interest, the
location of the mineral holding and a description of
all instruments under which an interest comprised
in the mineral holding is held by him or her;

(d) a statutory declaration by the taxpayer of all
deductions claimed under section 8 in respect of
each mineral holding, showing payments and a
penditures actually made;

(e) the most recent annual audited financial
statement of the taxpayer; and
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(fl other facts and additional information that
may be prescribed by regulation or that may be re
quired by the assessor under subsection (3).

(2) The return required by this section shall be
signed by the taxpayer or by his or her agent, trustee
or representative; but, where the taxpayer is a cor
poration, or an unincorporated association of per
sons the return shall be signed by an officer or
member of the corporation or association who has
personal knowledge of the facts and disclosures
made in the return.

(3) The assessor may by written notice require a per
son who has submitted a return to supply further
details and more explicit particulars, or to produce
documentary evidence to support facts and disclo
suits made in the return; and upon receipt of that
notice, the person to whom it is directed shall, with
in 14 days after the date of mailing the notice, com
ply with the requirements contained in it.

(4) A person who acts as custodian of the records of a
taxpayer shall, when required to do so by notice from
the assessor, prepare and deliver to the assessor, with
in 30 days after the date of the mailing of the notice,
information required in respect of that taxpayer.

The statute is little different from an income tax

statute requiring potential taxpayers to report the cir
cumstances that form the basis for the imposition of the
tax. The information should not be subject to disclosure
to anyone who may seek it under the ATIPPA. As this is
a special purpose statute providing only for the provi
sion of information for the sole purpose of taxing
ownership of minerals, management of the confidenti
ality provided in the reports is best provided for in the
special statute. The Committee is of the view that the
public interest is best served by having access to such
records regulated by the provisions of the special statute
that regulates all other aspects of the subject matter with
which it deals. Section 16 should remain on the list of
statutory provisions that prevail over the ATIPPA.

Section 15 of the Mining Act

Confidentiality

15. Any information provided to the minister or an in
spector acting under the authority of section 7.9,10,
II or 12 shall be kept confidential unless an agree
ment for disclosure is made between the minister
and the lessee.

Discussion

Section 7 of that Act requires the operator of a “project,”

defined as a mine or mill or the activity of mining or

milling, to file a report once a year on its operations for

the preceding year. Although the section does allow the

minister to specify the information required, there is

nothing otherwise in the statute to indicate that any

such information is likely to be of a commercially sensi

tive nature. Information of a commercially sensitive

nature would be as well protected by the appropriate

provisions of the ATIPPA as by those of the Mining Act.

Sections 9 to 12 set out the requirements for a closure
and site rehabilitation plan. There is a requirement to pro
vide financial assurance in the form of a cash, bond, letter
of credit, establishment ofa fund or other acceptable form
of security. There is no specific requirement for financial

information of a confidential nature. Section 12 requires

production of boundary plans, site plans, underground

plans and other physical details, none of which requires

confidentiality. There is nothing to indicate that the public

interest would be best served by those provisions contInu

ing to prevail over the ATIPPA, and the Committee can
not identify a credible basis for its so continuing.

Unless there are other reasons not apparent in the
statute, section 15 should be removed from the list of
statutory provisions prevailing over the ATIPPA.

Subsection 13(3) of the Order of Newfoundland and

Labrador Act

Duties of the council

13. (1) The council shall meet at least once in each year
(a) for the purpose set out in section 10; and
(b) for other reasons related to the Order that the
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council considers necessary.

(2) The council may determine the procedures for
the conduct of its business.
(3) The deliberations of the council shall be kept
confidential.

These deliberations clearly need to be confidential.

Section 10 explains why the council meets:

Council to consider nominations

10. The council shall consider nominations received un
der section 9, and shall submit to the Chancellor the
names of not more than 8 individuals in each year
who in the opinion of the council are worthy of re
ceiving the Order.

Discussion

The councils minutes would indicate why members of

the council decided for or against each nomination.

Making such discussions subject to potential disclosure

under the ATIPPA would almost certainly deter mem

bers of the council from participating, or from express

ing themselves frankly. Clearly, the public interest would

be best served by that provision of the Order of New
foundland and Labrador Act remaining on the list of

statutory provisions that prevail over the ATIPPA.

Sections 153, 154 and 155 of the Petroleum Drilling

Regulations

Confidential information

153. (I) Subject to section 154 and to any law of the prov
ince, the director shall securely store and keep confi
dential all information, reports, cores, cuttings and
fluid samples submitted by the operator in accor
dance with these regulations.

(2) Notwithstanding subsection (I), any informa
tion, report, analysis or sample submitted by an op
erator in accordance with these regulations may be
used for the management of oil or gas resources.

Release of information

154. (1) Subject to subsections (2), (3), (4) and (5), in
formation relating to a drilling program that is given

in accordance with these regulations shall not be
made public.

(2) General information on a well including the
name, classification, location, identity of the drilling
rig used by the operator, depth and operational sta
tus of the drilling program may be released by the
director to the public.

(3) Information that is furnished by an operator in
support of an application for drilling program ap
proval referred to in section 8 or included in an
application for an authority to drill a well referred to
in section 29 in respect of

(a) the proposed design, method of operation of
a drilling program and objectives of the proposed
well shall not be released without the written con
sent of the operator;

(b) research work that relates to the safety of the
drilling operations at a well, shall not be released be
fore the final well report in subsection 151(1) for
that well is released without the written consent of
the operator; and

(c) research work or feasibility studies relating
to exploration or production techniques and sys
tems shall not be released until 5 years has elapsed
from the date the work or studies were furnished.

(4) Information referred to in subsection (3) in re
spect of environmental studies or contingency plans
may be released by the minister.

(5) Notwithstanding another provision of these reg
ulations, the director may 2 years after the rig re
lease date in the case of an exploration well or 60
days after the rig release date in the case of a devel
opment well, release information contained within
a final well report.

Exceptions

155. Notwithstanding section 154,
(a) where information submitted by an operator

during the drilling of a well in an area has a direct
bearing on the safety of the drilling operation being
carded out by another operator in the same area, the
director may communicate that information to the
other operator; and

(b) information contained in the report referred to
in subsection 139(2) may be released by the director.
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Discussion person but is under no duty to disclose the data.

The reason why the drilling companies involved would

want this level of confidentiality for the information

they are required to submit to government is immedi

ately obvious from the content of these sections of the
regulation. For the reasons explained in connection

with the Canada-Newfoundland and Labrador Atlantic
Accord implementation Newfoundland and Labrador

Act, it is dearly in the interest of the government and
people of this province to protect the specified informa
tion. This will help the province attract the huge private

sector investment that is necessary for the resource to be
explored, and ultimately result in economic develop

ment for the benefit of the province.

The Petroleum and Natural Gas Act provides for

highly specific circumstances; the most appropriate

place to regulate the protection of this kind of informa

tion is, therefore, in regulations under that Act. The

Committee concludes that the public interest is best

served by these provisions remaining on the list of those

that prevail over the ATIPPA.

Section 53 and 56 of the Petroleum Regulations

Information confidential

53. (1) For the purposes of this section
(a) “operation generating the data” is completed

on the last date of acquisition of data from the oper
ation;

(b) “confidential” means that the director, during
the confidentiality period, shall not disclose the data
without the consent of the owner of the data.

(2) Data acquired during
(a) an exclusive exploration survey submitted to

the director under subsection 520) shaD remain
confidential for 5 years following the date that the
particular operation generating the data was com
pleted; and

(b) a non-exclusive exploration survey, submit
ted to the director under subsection 520), shall re
main confidential for 15 years following the date
that the particular operation generating the data was
completed,

after which time the director may disclose that data to a

(3) Data submitted to the director under

(a) paragraph 52(2fla) shall remain confidential
for 5 years following the date on which the operation
generating the data was completed;

(b) paragraph 52(2)(b) shall remain confidential
for 5 years following the date of submission of the
summary report;

(c) subsection 52(3) shall remain confidential for
(i) 2 years following the rig release date of the

well, in respect to a exploratory well, and
(ii) 60 days following the rig release date of the

well in respect to a development or stepout
well,

after which time the director may disclose that data to a
person, but is under no duty to disclose the data.

(4) Notwithstanding another provision of the regu
lations, a well history report for a development or
stepout well shall not be disclosed before the expira
tion of the confidentiality period of the exploratory
well that first penetrated the petroleum pool and led
to the drilling of the development or stepout well,

Emergency disclosure

56. Notwithstanding section 53, the director may dis
dose information submitted under section 52 to another
interest holder in order to prevent, control or terminate a
blowout of a well or similar emergency incident.

Discussion

Confidential information of the kind identified in these

sections is extremely valuable to the exploration compa

nies that have spent huge sums to acquire it. That value

would be lost if competitors could access it under the

ATIPPA. Similar issues have already been discussed in

connection with the Petroleum Drilling Regulations and

the comparable mining exploration statutes, The desig

nated provisions of the regulations should remain on

the list of provisions that prevail over the ATIPPA.

Section 21 of the Researth and Development CouncilAct

Records of commercially sensitive information

21, (I) Notwithstanding section 6 of the Access to Infor
ination and Protection of Privacy Act . in addition to
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the information that shall or may be refused under
Pan Ill of that Act, the chief executive officer, or the
head of another public body,

(a) may refuse to disclose to an applicant under
that Act commercially sensitive information of the
council; and

(b) shall refuse to disdose to an applicant under
that Act commercially sensitive information of a
third party

where the chief executive officer reasonably believes
(c) that the disclosure of the information may

(i) harm the competitive position of,
(H) interfere with the negotiating position of,

or
(Hi) result in financial loss or harm to
the council or the third party; or

(d) that information similar to the information
requested to be disclosed

(i) is treated consistently in a confidential
manner by the third party, or

(ii) is customarily not provided to competitors
by the council or the third party.

(2) There an applicant is denied access to informa
tion under subsection (1) and a request to review
that decision is made to the commissioner under
section 43 of the Access to Information and Profcc
tion of Privacy Ad, the commissioner shall, where
he or she determines that the information is com
mercially sensitive information,

(a) on receipt of the chiefexecutive officer’s certifi
cation that he or she has refused to disdose the infor
mation for the reasons set out in subsection (I); and

(b) on confirmation of the thief executive officer’s
decision by the board ofdirectors of the council,

uphold the decision of the chief executive officer or head
of another public body not to disclose the information,

(3) Where a person appeals,
(a) under subsection 60(t) of the Access to Infor

mation and Protection of Privacy Act , from a deci
sion under subsection (I); or

(b) under subsection 43(3) of the Access to Infor
mation and Protection of Privacy Act, from a refusal
by a chief executive officer under subsection (1) to
disclose information.

paragraph 62(3)(a) and section 63 of that Act apply to
that appeal as if Part Ill of that Act included the grounds
for the refusal to disclose the information set out in sub
section (1) of this Act.

(4) Paragraph 56(3)ta) of the Access to Information
and Protection ofPrivacy Act applies to information
referred to in subsection (I) of this section as if the
information was information that a head of a public
body is authorized or required to refuse to disclose
under Part II or Ill of that Act.

(5) Notwithstandingsection 21 of theAuditorGener
al Ad, a person to whom that section applies shall
not disclose, directly or indirectly, commercially sen
sitive information that comes to his or her knowl
edge in the course of his or her employment or duties
under that Act and shall not communicate those
matters to another person, including in a report re
quired under that Act or another Act, without the
prior written consent of the chief executive officer,

(6) Where the auditor general prepares a report
which contains information respecting the council,
or respecting a third party that was provided to the
council by the third party, a draft of the report shall
be provided to the chief executive officer, and he or
she shall have reasonable time to inform the auditor
general whether or not in his or her opinion the
draft contains commercially sensitive information.

(7) In the case of a disagreement between the audi
tor general and the chief executive officer respecting
whether information in a draft report is commer
cially sensitive information, the auditor general shall
remove the information from the report and include
that information in a separate report which shall be
provided to the Lieutenant-Governor in Council in
confidence.

(8) Notwithstanding the Citizens Representative Act,
the council, another public body, or an officer, mem
ber or employee of one of them is not required to
provide commercially sensitive information, in any
form, to the citizens’ representative in the context of
an investigation of a complaint under that Act.

Discussion

The legislature has specified that notwithstanding sec
tion 6 of the ATIPPA, those provisions of the Research
and Development Council Act shall prevail. Similar mat
ters were discussed with reference to the Energy Corpo

ration Act, The legislature has declared that this statute
is to apply notwithstanding section 6 of the ATIPPA. It
is not appropriate for this Committee to question that
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decision in the exercise of its statutory jurisdiction to
make recommendations respecting the ATIPPA.

Those who expressed concerns may wish to know

that the Committee is of the same view here as it is with
respect to the Energy Corporation Act provision. Al
though the basis for this decision is different, it is not
unreasonable. The review rights of the Commissioner
would provide a means of ensuring disclosure of re
cords that should be disclosed.

Sections 47 and 52 of the Royalty Regulations, 2003

Confidential information

47. (1) A person who, while employed in the adminis
tration of the Act and these regulations,

(a) knowingly communicates or knowingly allows
to be communicated to a person not legally entitled
to information, information obtained by or on be
half of the minister for the purpose of the Act and
regulations;

(b) knowingly allows a person not legally enti
fled to do so, to inspect or to have access to a book.
record, writing, return or other document obtained
by or on behalf of the minister for the purpose of the
Act and these regulations; or

(c) knowingly uses, other than in the course of
his or her duties in connection with the administra
fion or enforcement of the Actor these regulations,
information obtained by or on behalf of the minister
for the purpose of the Actor these regulations,

is guilty of an offence and liable on summary conviction
to a fine not exceeding $5,000 or to imprisonment for a
term not exceeding 12 months or to both a fine and im
prisonment,

(2) Subsection (1) does not apply to the communi
cation of information between the minister and the

(a) Minister of Finance and Treasury Board;
(b) Minister of Natural Resources for Canada; and
(c)board.

Confidentiality

52. An arbitrator shall keep confidential all information
received from an interest holder or the minister in
the course of the arbitration unless otherwise or
dered by a court to make that information available.

Discussion

Section 47 does not directly specify that the records
concerned are confidential or are not accessible by the
public. Instead, the regulations constitute certain be
haviours to be offences, such as: knowingly disclosing
information obtained as an employee to a person not
entitled to have the information, allowing such a person
to inspect that information, or using the information
other than in the course of the employee’s duties. The
regulation also provides for severe penalties for com
mitting any such offence. The regulation does not spe
cifically prohibit disclosure of information to a person

“legally entitled to informafion2 such as a person seek
ing access under the ATIPPA. In any event, the present
ATIPPA prohibits the release of disaggregated royalty
information. While this is not legal advice, it must be
observed that it is not at all clear that simply providing
for an employee offence provision to prevail over the

ATIPPA necessarily prevents disclosure if the ATIPPA

otherwise requires it. If it is intended to be so interpreted,
it could only be by inference because it is not specific. At
the very least it is ambiguous.

Certain provisions of the regulations require and
provide for arbitration of disputes. Section 52 requires
an arbitrator to keep confidential any information the
arbitrator receives in the course of arbitration. The arbi
trator is not a public body and so would not be subject

to the ATIPPA in any event. It is not clear why section 52
was ever included in a list of regulatory provisions that
prevail over the ATIPPA.

Attention should also be drawn to the portion of
this report dealing with the growing worldwide move
ment referred to as the “Extractive Industries Transpar
ency Initiative” (EITI). That portion of the report ex
plains why the provisions of the ATWPA, that prohibit
disclosure of royalty payment details, run counter to the
developing international approach.

This matter is of such significance and can have

such far-reaching consequences, that it is not appropri
ate for the Committee, in the course of recommending
provisions to improve the existing ATIPPA, to include a
change of that magnitude. It must be a policy decision
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for government and the legislature. In the circumstances

the responsibility of this Committee is appropriately

discharged by drawing attention to the matter.

However, with respect to sections 47 and 52 of the

Royalty Regulations, 2003, their effect in their present

form is sufficiently uncertain that the Committee can

not identify a credible basis for placing them on a list of

statutory and regulatory provisions that prevail over the

ATIPPA. Offence provisions of regulations are incon

gruous on a list of provisions that prevail over the

ATIPPA, and they should be removed.

Section 12 and subsection 62(2) of the Schools Act,

1997

Student records

12. (1) A student record shall be maintained for each
student in the manner required by a policy directive
of the minister.
(2) Except as provided in this section a student re
cord may only be reviewed by

(a) the parent of the student; or
(b) the student, if the student is 19 years of age or

older,

to whom that student record pertains.

(3) A parent or student, if the student is 19 years of
age or older, shall review the student record at a time
and with a person designated by the board and re
ceive an explanation and interpretation of informa
tion in the student record from that person.

(4) A parent or student, if the student is 19 years of
age or older, who is of the opinion that the student
record contains inaccurate or incomplete informa
tion may request the principal to review the matter.

(5) A student record may be used by the principal
and teachers of a school and by board employees to
assist in the instruction of the student to whom that
student record pertains.

(6) Without the written permission of the parent of
a student, or the student if the student is 19 years of
age or older,

(a) a student record shall not be admissible in evi
dence in a trial, inquiry, examination, hearing or other
proceeding except to prove the establishment, mainte
nance, retention or transfer of that student record; and

(b) a person shall not be required to give evi
dence respecting the content of the student record
in a trial, inquiry, examination, hearing or other
proceeding.

(7) Notwithstanding subsections (I) to (6), a princi
pal may use a student record to prepare information
or a report

(a) required under this Act; and
(b) when requested in writing by a parent, or

where a student is 19 years of age or older, the stu
dent or former student, for

(i) an educational institution, or
(ii) an application for employment.

(8) This section shall not prevent the use of a report
based upon a student record by the principal of a
school attended by that student, or the board, for the
purpose of a disciplinary proceeding commenced
by the principal respecting the conduct of that stu
dent or a prosecution of an offence under this Act.

(9) An action shall not lie against a person who con
tributes test results, evaluations or other informa
tion to a student record where he or she acted in
good faith within the scope of his or her duties.

Minutes

62. (I) A board and the executive committee of that
board shall keep minutes of its proceedings and the
minutes shall at all reasonable times be available for
inspection by an official of the department designated
by the minister, and on request, to members of the
public.

(2) Notwithstanding subsection (1), the minutes of a
dosed meeting shall not be available to the public.

Discussion

It is obvious that information in a student register

should not be disclosed to any person other than the

persons provided for in the statutory provision. Further

discussion respecting section 12 is unnecessary.

With respect to section 62, the statute generally re

quires board meetings to be open to the public. The stat

ute does, however, permit the board to vote at a public

meeting to convene a dosed meeting. It is not difficult

to understand that certain matters, such as disciplinary

matters, need to be discussed in a closed meeting. A
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closed meeting would be pointless if the minutes were

subject to disclosure under the ATIPPA. It makes sense

that protection for such minutes should be in the special

statute that provides for the meeting, rather than in the

ATIPPA. The Committee concludes that the public in

terest will be best served if those provisions of the

Schools Act, 1997 remain on the list of provisions that

prevail over the ATIPPA.

Sections 19 and 20 of the SecuritiesAct

Non-disclosure

19. (1) Except in accordance with section 20, no person
or company shall disclose, except to his, her or its
counsel,

(a) the nature or content of an order under sec
tion 12 or 13; or

(b) the name of a person examined or sought to
be examined under section 14, testimony given un
der section 14, information obtained under section
14 or section 14.1, the nature or content of questions
asked under section 14, the nature or content of de
mands for the production of a document or other
thing under section 14 or section 14.1, or the fact
that a document or other thing was produced under
section 14 or section 14.1.

(2) A report provided under section 18 and testimony
given or documents or other things obtained under
section 14 or 14.Ishall be for the exclusive use of the
superintendent and shall notbe disclosed or produced
to another person or company or in a proceeding
except in accordance with section 20.

Disclosure by superintendent

20. (1) Where the superintendent considers that it
would be in the public interest, he or she may make
an order authorizing the disclosure to a person or
company of,

(a) the nature or content of an order under sec
tion 12or13;

(b) the name of a person examined or sought to
be examined under section 14, testimony given un
der section 14, information obtained under section
14 or section 14.1, the nature or content of questions
asked under section 14, the nature or content of de
mands for the production of a document or other
thing under section 14 or section 14.1, or the tact

that a document or other thing was produced under
section 14 or section 14.1; or

(c) all or part of a report provided under section
18.

(2) No order shall be made under subsection (1) tin-
less the superintendent has, where practicable, given
reasonable notice and an opportunity to be heard to,

(a) persons and companies named by the super
intendent; and

(b) in the case ofdisclosure of testimony given or
information obtained under section 14, the person
or company that gave the testimony or from which
the information was obtained.

(3) Without the written consent of the person from
whom the testimony was obtained, no order shall be
made under subsection (1) authorizing the disclo
sure of testimony given under subsection 14 (I) to,

(a) a municipal, provincial, federal or other police
force or to a member of a police force; or

(b) a person responsible for the enforcement of
the criminal law of Canada or of another country or
jurisdiction.

(4) An order under subsection (I) may be subject to
terms and conditions imposed by the superinten
dent.

(5) A court having jurisdiction over a prosecution
under the Provincial Offences Act initiated by the su
perintendent may compel production to the court of
testimony given or a document or other thing ob
tained under section 14 or 14.1, and after inspecting
the testimony, document or thing and providing in
terested parties with an opportunity to be heard, the
court may order the release of the testimony, docu
mentor thing to the defendant where the court deter
mines that it is relevant to the prosecution, is not
protected by privilege and is necessary to enable the
defendant to make full answer and defence, but the
making of an order under this subsection does not
determine whether the testimony, document or thing
is admissible in the prosecution.

(6) A person appointed to make an investigation or
examination under this Act may, for the purpose of
conducting an examination or in connection with a
proceeding commenced or proposed to be com
menced by the superintendent under this Act. dis
dose or produce a thing mentioned in subsection (1).

(7) Without the written consent of the person from
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whom the testimony was obtained, no disclosure
shall be made under subsection (6) of testimony giv
en under subsection 14(l) to,

(a) a municipal, provincial, federal or other po
lice force or to a member of a police force; or

(b) a person responsible for the enforcement of
the criminal law of Canada or of another country or
jurisdiction.

Discussion

These two sections are in Part VI of the Act, which em

powers the superintendent to appoint investigators to

conduct certain investigations:

• for the administration of the securities law of

the province

• to assist in the administration of the securities

laws of another jurisdiction

• with respect to matters relating to trading in

securities in the province

• with respect to matters in the province relating

to trading insecurities in another jurisdiction

• for the due administration of the securities law

of the province or the regulation of the capital

markets in the province

• to assist in the due administration of the secu

rities laws or the regulation of the capital mar

kets in another jurisdiction

Other sections provide for the issuing, after a hearing

in private, of court orders to empower the investigator

to make inquiries, take statements under oath, require

production of and seize documents, and take a variety

of other steps necessary in connection with the investi

gation. It is in the nature of police work focussed on the

financial and securities industry. As with a police inves

tigation, the information gathered should not be dis

dosed except in the ordinary course of administration

of justice. Regulating access to such records is best pro

vided for in the statute that comprehensively provides

for all aspects of the subject matter of the legislation.

The public interest will be best served by having those

sections of the Securities Act remain on the list of statu

tory provisions which prevail over the ATIPPA.

Disclosure of information

Ii (1) Except for the purposes of communicating infor
mation in accordance with the conditions of an
agreement made under section 14 or 15 and except
for the purposes of a prosecution under this Act,

(a) a person other than the director or a person
employed by the agency and sworn or affirmed under
section 9 shall not be permitted In examine an iden
tifiable individual return made for the purpose of
this Act;

(b) a person who has been sworn or affirmed un
der section 9 shall not disdose to a person other than
a person employed by the agency and sworn or af
firmed under section 9, information obtained under
this Act that can be identified with or related to an
individual, person, company, business or association.

(2) The director may authorize the following infor
mation to be disclosed:

(a) information collected by persons, organiza
tions or departments for their own purpose and
communicated to the agency, but that information
when communicated to the agency shall be subject to
the same secrecy requirements to which it was sub
ject when collected and may only be disclosed by the
agency in the manner and to the extent agreed upon
by the collector of the information and the director;

(b) information relating to a person or organiza
tion in respect of which disclosure is consented to in
writing by the person or organization concerned;

(c) information relating to a business in respect
of which disclosure is consented to in writing by the
owner of the business;

(d) information available to the public under an-
other law;

(e) information in the form of an index or list of
(i) the names and locations of individual es

tablishments, firms or businesses,
(ii) the products produced, manufactured,

processed, transported, stored, purchased
or sold, or the services provided by indi
vidual establishments, firms or businesses

in the course of their business, and
(iii) the names and addresses of individual es

tablishments, firms or businesses that are

within specific ranges of numbers of em
ployees or persons constituting the work
force,

Section 13 of the Statistics Agency Act

166 ATIPPA 1014 sTAruTony REvIEW — VOLUME Two

CIMFP Exhibit P-04470 Page 175



To understand the prohibition against disclosure

under the above provision, it is helpful to consider the

source of the information and the manner in which it

can be collected. Those are indicated in section 1 I:

Access to records

11. A person having the custody or charge of documents
or records

(a) that are maintained in a department or in a
municipal office, company, business or organiza
tion; and

(b) from which information sought in respect of
the objects of this Act can be obtained,

shall grant access to the documents or records to the di
rector or a person authorized by the director,

Discussion

Clearly this is not wholly government information,

Much of it may be the private information of the parties

from which it is taken by force of law. It may be that

such records can be adequately protected by the provi

sions of the ATIPPA. However, as totally private infor

mation it would seem appropriate for such records to be

protected directly through provisions of the statute au

thorizing their collection and management. The Com

mittee does not have sufficient information to reach a

conclusion as to which course would best serve the pub

lic interest. That section of the Statistics Agency Act

should remain on the list of statutory provisions prevail

ing over the ATIPPA, at least until the next statutory

ATIPPA review, unless the legislature decides otherwise

in the meantime.

Section 18 of the Workplace Health, Safety and Com

pensation Act

Information confidential

18. (1) An employee of the commission or a person au
thothed to make an inquiry under this Act shall not
divulge, except in the performance of his or her du
ties or under the authority of the board of directors,
information obtained by him or her or which has
come to his or her knowledge in making or in con
nection with an inspection or inquiry under this Ad.

(2) Notwithstanding subsection (I), the board of di
rectors may permit the divulging to legal counsel or
another authorized representative either of a person
seeking compensation or of another interested party
of information referred to in subsection (1) or other
information contained in the records or files of the

commission.

Discussion

The purpose of the statute is to create a no-fault system

of compensation for workers who are injured as a result

of activity associated with their work Section 19 lists

aspects of employee and workplace circumstances that

may be relevant to determining entitlement to compen

sation. Section 17 authorizes the appointment of a per

son “to make the examination or inquiry into a matter

that the commission considers necessary for the pur

pose of this Act:’ The information gathered is largely

personal information, and in any event not conventional

government information. Therefore, access to it is best

regulated by the special statute that regulates all other

aspects of the subject matter of the statute. There is

nothing to indicate that the public interest will be best

served by having such information subject to access

consideration under the ATIPPA. Section 18 should1

therefore, remain on the list of statutory provisions that

prevail over the ATIPPA.

Sections 17,1 and 172 of the Revenue Administration

Act

A bill to amend the Revenue Administration Act was

passed by the House of Assembly on 25 November 2014

and received royal assent on 16 December 2014. The

amending statute is to come into force on a day to be

proclaimed by the Lieutenant-Governor in Council. As

at the writing of this report, that has not occurred.

The amending statute adds two sections to the Rev

enue Adninisfration Act. It also amends the Access to

Information Regulations to add those two sections to the

list of legislative provisions that prevail over the ATIPPA.

While this is the direct action of the legislature in the

passage of another statute, it is also an action taken

CHAPTER 5 I 167

CIMFP Exhibit P-04470 Page 176



specifically in respect of the ATIPPA, in that it amends

the Access to Information Regulations made under the
authority of the ATIPPA. Accordingly, the Committee

considers that it is within its mandate and responsibility

to express its views on the desirability of these amend

ments, in the context of preserving the integrity of the

access to information law of the province, particularly

in light of the Committee’s objective to recommend

adjustments that will cause the ATIPPA to rank among

the best such laws. The two sections of the Revenue

Administration Act and the amendment to the Access to

Information Regulations read as follows:

Electronic registry

17.10) The minister shall establish an electronically ac
cessible system to provide information respecting
tax administered under this Act, and may determine
the information respecting tax owing under this Act
that may be provided.

(2) A person may, as the minister may permit, by
electronic means, request a clearance certificate in
respect of a taxpayer in the manner that the minister
may determine.

(3) A request under subsection (2) shall be accom
panied by the fee prescribed in section 113.1 and the
Information required by the minister to identi’ the
taxpayer in respect ofwhom the clearance certificate
is requested.

(4) The minister shall, within 3 business days after
receiving a request under subsection (2), confirm
that receipt by issuing an electronic notice ofconfir
mation to the person who made the request.

(5) Where a notice of confirmation has been issued
with respect to a request, the minister shall provide
the requested clearance certificate within a reason
able time period after the issuance of the notice of
confirmation.

Time of notification

17.2 Electronic information provided by the minister in
response to a request under section 17.1 shall be
considered to be provided to the person who made
that request when it enters an information system
outside the control of the minister.

NIl lllO7Amdt,

2, SectIon 5 of the Access to Infonnation Regula
tions published under the Access to Information
and Protection ofPHvacyAct Es amended by adding

immediately after paragraph (q.1) the following:

(q.2) sections 17.1 and 1Z2 of the Revenue Ad
ministration Act

Discussion

The Committee has no information beyond the word

ing of the two new sections, that would provide any

guidance as to the purpose ofadding those provisions to

the list of the legislative provisions that are to prevail

over the ATIPPA. There may be sound reasons for the

change. but if there are, they are not obvious from the

content of the two provisions.

The Revenue Administration Act is a general statute

providing for the collection, receipt, and administration

of taxation revenues. It is perfectly normal for such stat

utes to require, in connection with determining taxes

due, that taxpayers provide the government with infor

mation that is private and confidential. It is reasonable,

therefore, that records relating to such information not

be accessible to persons generally under access to infor

mation legislation.

When considered in the context of the related sec

tions of the Revenue Administration Act, those new

amending sections do not seem to involve any such con

fidential information. They are wedged between sections

17 and 18:

Action to recover tax

17. (1) The amount of tax may be recovered with costs

by action in the name of the minister in a court, as
debt due to the Crown.

(2) An action under subsection (1) shall be tried

without a jury and the court may make an order as to
costs in favour of or against the Crown.

Tax as Hen

18. (I) Until the amount of the tax required to be paid
under this Act is paid, it is a first lien in favour of the
Crown on the entire assets of the estate of the tax
payer and the lien has priority over all other claims
of a person against the taxpayer.
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(2) The lien referred to in subsection (1) attaches on
the date the tax was due to the Crown and continues
in force until paid. or until a clearance certificate has
been issued by the minister.

(3) A lien for tax in respect of real property is con
sidered to be a first mortgage ranking in priority
over every grant, deed, lease, or other conveyance
and over every judgment, mortgage, or other lien or
encumbrance affecting the rea! property affected or
the title to the real property affected and the minis
ter may discharge the lien by power of sale under the
Conveyancing Act.

(4) The registration of a grant, deed, lease or other
conveyance, or of a judgment, mortgage, or other lien
or encumbrance, whether the registration was before
or after the time the lien was attached does not affect
the priority of the lien.

(5) The minister may register the lien in the Registry
of Deeds or the Personal Property Registry.

When considered in the context of sections 17 and

18, any record connected with the two new sections
would not appear to involve confidential information.
Any such record would only indicate whether the tax
payer was in default of payment of any tax due or
whether the related property and assets of the taxpayer
were subject to a lien in favour of the government to
provide security for the due payment of the tax.

That assessment of the effect of the two amending
provisions is further buttressed by the fact that section
17.1 entitles “a person:’ which can only be construed as
“any person:’ to request a clearance certificate in respect of
“a taxpayer:’ which can only be construed as any taxpayer,
and the minister is required to confinn receipt of the re
quest within three days. The minister is then required to
issue the clearance certificate within a reasonable time.
There does not appear to be any requirement for main
taining confidentiality of any record issued under the new
amending sections. There is, therefore, no apparent need
for the amending sections to be placed on the list of legis
lative provisions that prevail over the ATIPPA.

Unless there are factors of which the Committee is
unaware, the Coimnittee recommends that the desig
nated amending sections of the Revenue Administration

Act not be added to the list of legislative provisions that
prevail over theATIPPA.

Issue (Hi): Should the list of legislative provisions that

prevail over the ATIPPA be decided by the legislature and

become pan of the Act, or by the Lieutenant-Governor in

Council as a regulation alterable at any thne without ref

erence to the legislature?

This issue did not receive a lot of attention but the
ability of the Cabinet to designate provisions of other
statutes that prevail over the rights of citizens conferred
by the legislature, without reference to the legislature,
was raised as a concern. The Committee shares that
concern. It is not unusual for the Lieutenant-Governor
in Council to be empowered by a statute to make regu
lations having a significant impact. However, the House
of Assembly enacted the ATIPPA to assist citizens in
holding government to account. Giving government the
power to declare that other statutes and regulations will
prevail over that statute is inconsistent with its purpose.
For that reason, the Committee concluded that the
ATIPPA should be amended to remove that regulation-
making power from the Lieutenant-Governor in Coun
cil and provisions that are to prevail over the ATIPPA

should be identified by the House of Assembly.
Undoubtedly, circumstances that require immedi

ate response could arise while the House of Assembly is
not in session. That possibility can be accommodated
without granting Cabinet the total power of the legisla
ture in relation to matters that prevail over the ATIPPA.

An urgent circumstance can be adressed by authorizing
the Lieutenant-Governor in Council to add to the list a
statute or regulation that must be added before the leg
islature can convene. Any such Order would be valid
only until the end of the next sitting of the House of
Assembly.

The same concerns required the Committee to ex
amine the remainder of the regulation-making powers
listed in section 73 to identifS’ any that might cause the
same adverse impression of the integrity of the ATIPPA.

That process identified four that should be deleted.
Items (c), (o), and (q) should be deleted for the reasons
expressed. Item (r) should be deleted because it is spent.
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Tssue (iv): Should every committee conductthg a review of
the AIIPPA assess each statute to determine whether it
should stay on the list ofthose that prevail over the ATIPPA?

It was the strong recommendation of the Commis
sioner that such a review should be carried out In fact,
he suggested that the onus should be on each public

body responsible for legislation on that list to make a
convincing case for their continued inclusion in the list.

The Committee shares the view of the Commis

Recommendations

sinner with respect to the necessity for inclusion of those
provisions in the review. The Committee concluded that

a comprehensive review of the ATIPPA required consid
ention of section 6 and the list of statutory and regula
tory provisions that results from it. We do not, however,

agree that the legislation should impose an “onus” on
each public body to make a convincing case. The repre
sentation, if any, that a public body wishes to make
should remain a matter for decision by the public body.

The Committee recommends that

37. The following provisions be removed from the list of

Legislative provisions that prevail over the ATIPPA:

(a) subsection 9(4) of the Aquaculture Act;

(b) subsections 50) and (4) of the Aquaculture

Regulations;

(c) section 18 of the Lobbyist Registration Act;

(d) section 15 of the Mining Aa;

(e) sections 47 and 52 of the Royalty Regulations.
2003;

(f) sections 17.1 and 17.2 of the Revenue Adnunis

tration Act.

38. MI of the remaining legislative provisions presently
listed in the Access to Information Regulations, other
than those specified in Recommendation 37 above,
remain on a list of legislative provisions that prevail
over the ATIPPA.

39. An amendment be made to the provision that is sec
tion 6(2) of the Act, to provide that the list of legisla
tive provisions that will prevail over the ATIPPA are
those listed in a schedule to the ATIPPA.

40. A provision be added to provide for the Commis
sioner having jurisdiction to require production of

all records in respect of which exemption from dis

closure is daimed under any of the legislative provi

sions specified in that schedule to the ATIPPA, and
the corresponding right of entry under section 53

in respect of those records.

41. An addition be made to what is existing section 74,

of a provision that will require that every statutory
five-year review include review of each of the legis
lative provisions listed in that schedule to the ATIPPA

to determine the necessity for continued inclusion
in the list of provisions that prevail over the ATIP

PA.

42. A section be added that will authorize the Lieu
tenant-Governor in Council, at any time when the
House of Assembly is not in session and it is consid
ered necessary to take action before the House of
Assembly will next meet, to make an order adding a
statutory or regulatory provision to that schedule to
the ATIPPA, but such order shall not continue in
force beyond the end of the next sitting ofthe House
of Assembly.

43. litems (c), (o), (q) and (r) be removed from the
items of regulation making powers in section 73 of
the Act.
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44. In addition to the foregoing recommendations re

specting the ATIPPA:

(a) The Committee recommends that the Govern

ment consider placing a bifi before the House

of Assembly to amend section 5.4(1) of the En
ergy Corporation Act, and section 21 of the Re

search and Development Council Act, by insert

ing the phrase “taking into account sound and

fair business practices” immediately before the
words “reasonably believes” in each of those

sections.

(b) The Committee recommends that more infor
mation respecting the justification for section

8.1 of the Evidence Act, section 5(1) of the Fish

Inspection Act, section 4 of the Fisheries Act)

and section 13 oFthe Statistics Agency Act being

continued on the list of legislative provisions
that prevail over the ATIPPA be made available

to the next ATIPPA statutory review commit

tee, for any of those provisions that are on the

list at that time.
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Chapter Six

PERSONAL IN FORMATION PROTECTION

6.0 Introduction

Concerns about the security of personal information
did not appear to be a primary concern of most people
who addressed the Committee. There were a few excep
tions, which can be summarized as follows:

Several participants were concerned that some
municipalities over-protected personal infor
mation to the point of obscuring information
that by tradition and practice had always been
made public.

• At least one participant complained that re
quested personal information had been wrongly
withheld despite a series of reviews and some
litigation.

• Another participant felt that to disdose the ac
tual salaries of public servants was a question
able invasion of their privacy.

• Presenters for political parties were concerned
about the privacy implications of a practice that
mutes constituents’ requests for assistance from
a public body through a minister’s political staff

• The Speaker of the House of Assembly, on be
half of all the parties represented in the House,
expressed concern about the liability of Mem
bers of the House of Assembly to whom per
sonal information was voluntarily disclosed in
the course of trying to deal with constituent
problems. He felt that Members should be
protected from any negative repercussions
stemming from the disclosure of the personal
information of constituents in these cases.

The most prominent theme in personal informa
tion protection was concern about the treatment ofper
sonal opinions given in the course of employment. An
employer requested that the Act return to its pre—2012
version, so that the opinions of employees about third
parties would be inaccessible to applicants seeking re
cords about themselves. A professional group requested
that their recommendations and analyses, given in the
course of their duties, be declared confidential in all
cases. And organizations representing the interests of
participants in health-related inquiries sought added
protection for professional evaluations given in the
course of quality assurance and peer reviews.

Finally, the Information and Privacy Commissioner
made many suggestions for improving his ability to take
action to prevent misuse of personal information, inves
tigating potential and real privacy problems more fully,
and generally dealing with privacy issues from a variety
of angles.

These issues were raised primarily by professional
groups employers, politicians, and the Commissioner.
This suggests that the gaps in existing personal infor
mation protection provisions of the ATIPPA have not
come to the attention of the wider public, which is cur
rently more concerned with the loss of transparency
resulting from the Bill 29 amendments. Few privacy
incidents outside the health sector seem to have cap
tured popular attention in recent times. And indeed,
with a few significant omissions, notably those dealing
with the powers of the Commissioner and provisions
for privacy impact assessments, the personal information
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protection provisions of the ATIPPA generally reflect
best practices across the range of comparable jurisdic
tions.

In addition, the province’s recent experience in cre
ating, applying, and administering the Personal Health

Information Act (PHI/i) has resulted in developing sig
nificant expertise in the area of health privacy PHI/i is
one of Canada’s most recent pieces of health privacy leg
islation and is not the subject of the present review.
However, some of its approaches and practices could be
integrated into the ATIPPA.

6.1 Notice to affected persons

The concerns and suggestions we heard, as well as
our own research into approaches in other jurisdictions
which could better protect privacy in this province are
grouped by subject matter in the remainder of this
chapter.

Because of the wide variety of subject matters re
specting personal information protection, the Commit
tees conclusions are expressed and recommendations
are made after our analysis of each subject, instead of at
the end of the chapter, as is the case in other parts of
this report.

Legislation in some jurisdictions includes provisions for
notifying individuals when their personal information
is being released. Memorial University suggested add
ing a section to the ATIPPA that would require notice to
a third party in an access to information request This is
already part of Ontario’ and British Columbia2 legisla
tion, where it is included in the section of the legislation
concerning third party business interests. The notice
provisions apply equally to the interests of third parties
in respect of their personal information.

Despite this general approach, there are some cir
cumstances in British Columbia when notice to a third
party is not required. This is the case when the public
interest overrides the rules of non-disclosure with re
spect to release of personal information. In British
Columbia’s Freedom of Information and Protection of

Privacy Act, for example, a public body may release per
sonal information if there are compelling circumstances
that affect anyone’s health or safety; and

33.1(m)(ii) notice of disclosure is mailed to the last
known address of the individual the information is

about, unless the head of the public body considers that
giving this notice could harm someone’s health or safety.

Newfoundland and Labrador’s equivalent provi
sion, section 39(1)(p), does not currently allow the head
of a public body to disregard the notice requirement in
similar circumstances. Nor does it contemplate the head
of a public body communicating by a means other than
the mail system.

Another consideration for a notice requirement is
that some public bodies may have difficulty retracing all
individuals when a bulk release of personal information
takes place, often in the context of historical research or
inquiries into past incidents.

Rapid and accurate identification of individuals is
crucial in an emergency. With natural disasters, global
epidemics, and terrorism-related violence, emergency
planning has taken on a new importance. This is one of
the reasons personal information held by public bodies
should be accurate and up to date. In a public emergency,
the usual restrictions on the use, collection, and disclo
sure of personal information will not apply?

1 Ontario REP/i, 28.
2 BCFIPPA,s23. 3 Canada OPC, Privacy in the lime of a Pandemic (2009).
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Analysis

Under the ATIPPA, whew personal information of a third

party may be disclosed in an access request, the head of

the public body is required to consider whether disclosure

would be an unreasonable invasion of a third party’s
privacy. In those circumstances, it would be wise to incor

porate a notification requirement such as those that exist

in the British Columbia and Ontario legislation.

Recommendations

One of the advantages of such a notification re

quirement would be to give prior notice of an impend
ing release of personal information to those affected.

The third party would then be in a position to ask the
Commissioner to review the decision before the release

of personal information takes place.

The Committee recommends that

45. A provision be added to the ATIPPA along the lines of

the British Columbia Freedom of Information and

Protection ofPrivacy Act provision that would require

reasonable efforts to be made to notify third parties of

the impending release of their personal information

in the case of an access request A third party would

be allowed an opportunity to make a complaint to the

Commissioner before such action is taken.

6.2 Data breach

4& The Office of Public Engagement, in consultation

with the Newfoundland and Labrador Fire and

Emergency Services Agency, examine how the in

formation rights (access and personal) of persons

are best protected in emergency situations involv

ing the population’s health or safety.

47. Sections 30(2)(c) and 39(1)(p) of the Act be amended

to include any form of communications appropriate

to the circumstances.

Data breaches did not appear to be a major concern of

participants in the review exercise. Yet they are taking
place. The Office of Public Engagement shared statistics

at the hearings on the number of privacy breaches that

had occurred since January 2013. Since 2013, reporting

and addressing privacy breaches has become standard

policy. Minister Collins advised:

Between January 2013 and June20 14,39 privacy breathes
were reported to the Office of Public Engagement and of
these, 30 (77 per cent) were minor in nature, involving
limited amounts of personal information; while nine
were serious involving sensitive personal information
(e.g., social insurance number).4

4 Government NL Submission, August 2014. p 21.
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There have also been data breaches in the recent past. In

2008. for example. a spate of apprehended information

leaks stemming from laptop thefts at Memorial Univer

sity and the Eastern District School Board came to pub

lic attention. In the same year, the Workplace Health,
Safety and Compensation Commission suffered a leak

of confidential files through the misuse of a file-sharing

programme, and an online application site for student

aid at the provincial Department of Education was

breached, although the problem was quickly corrected.

The apparent serenity about personal information

challenges during the Committee’s hearings and in writ

ten submissions may stem from the relatively little at

tention they received in the Act before 2012, which

meant that fewer actions could be taken by the OIPC.

The Office of Public Engagement was created in October

2012 and has recently (January 2014) updated its pro

tection of privacy manual,

Contrast this with the provisions of the Personal

Health Information Act (PHIA) of 2008, which came

into force completely in 2011. The protection of infor

mation rights in the health care sector has led to greater

awareness of potential problems and the appropriateness

of serious enforcement measures, including bringing to

court those who have “willfully” breached the personal

information of patients in the public health system.

Few references to data security issues exist in the

ATIPPA as it is presently worded; the only specific men

tion is found in the following section:

The head of a public body shall protect personal informa
tion by making reasonable security arrangements against
such risks as unauthorized access, collection, use, disclo
sure or disposal.5

This reference in the Act to data breaches is no lon

ger adequate, since public bodies other than those in the

health sphere hold information of great interest to

ill-motivated persons inside and outside the public

service. It is time for a serious examination of how the

present legislation and its application deal with inevita

ble breaches in security of personal information.

Both the minister and the deputy minister of the

OPE explained at the hearings that despite the silence of

the Act, in practice, public bodies are required to report

breaches to the Office of Public Engagement ATIPP

Office and when necessary, to the affected individuals.

The OPE provides resources to assist public bodies

in responding to privacy breathes, including a privacy

breath protocol.

Deputy Minister Rachelle Cochrane said that many,

but not all, public bodies report a data breach to the

OIPC Although there is no statutory requirement to no

tify the OPE, the OIPC or affected individuals, many

public bodies do notify these parties in the event of a

breach.6

The OIPC discussed the question ofbreach reporting

at both its appearances before the Committee. In June

2014, it suggested a statutory requirement for breach re

porting to both the Commissioner and the affected

individual. But it suggested ftirther study as to the sever

ity of a breach which would merit this treatment.

In its supplementary submission to the Committee

in late August 2014, the OIPC stated that all privacy

breathes experienced by a public body should be re

ported to the Commissioner because this would add to

the body of expertise on how to deal with data breaches:

Having knowledge of the types of breathes and the ac
tions being taken by public bodies to respond to these
breaches would be helpful to our Office in discharging
our oversight function, because it would allow us to iden
tify trends and problems and to address such issues from
an oversight perspective?

The OIPC also stated that, given the current policy

of the OPE that all privacy breaches be reported to their

ATIPP Office, “we see no additional burden for the pub-

tic body to make the same report to the CommissioneC’

5 ATIPPAs36.

6 Government NL Transcript, 19 August 2014. p 200.
7 OIPC Supplementary Submission, 29 August 2014, P 12.
H Ibid.
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Analysis

The need for more effective protection of personal in
formation is recognized internationally. The Privacy
Commissioner of Canada pointed out that in the major
Review of the Privacy Guidelines in 2013, the Organiza
tion for Economic Co-operation and Development
(OECD) adopted new provisions recommending that
member countries, which includes Canada, implement
mandatory breach notification schemes.9

The PHIA could serve as a model that would be
useful in the broader public sector. The PHIA deals
comprehensively with security of information, provid
ing for notification of individuals whose personal

9 Privacy Commissioner of Canada Submission, 7 August
20t4, p1.

Conclusion

health information has been breathed and notice to
the Commissioner in cases of a material breach.

There are even provisions for breaches discovered
by researchers when processing or analyzing the per
sonal information of third parties. To protect the ano

nymity of research subjects, the researcher cannot notify
the research subject of the breach. They must go back to
the health custodian from whom the information was
obtained, who then must contact the research subject to
obtain consent to be contacted by the researcher.

Notification to the individual is waived when the
custodian reasonably believes that the breach will not
have an adverse impact on the provision of health care
to the individual or the mental, physical, economic, or
social well-being of that individual.

Since relatively few data breathes from public bodies are
documented, the optimal requirement would be to report
all breaches to the Commissioner, who could recom
mend any necessary follow up, notification of the affected
parties if that has not already been done, preventative
measures for the future, and so on. While this would
place an administrative burden on the Commissioner
which the circumstances ofeach breath may not warrant,
the Committee agrees with the OIPC’s recommenda
tion in this respect.

Data breath reporting better informs and protects
individuals who may be the victims. It also sensitizes the
public body and its personnel to the importance of data
security at all times. Now that information held by
public bodies is under increasing pressure from data
predators, a workable notification scheme for data
breaches is essential. The Commissioner addressed the
value of reporting breaches:

\Thile some public bodies have voluntarily reported signif
icant breathes to this Office, such reporting is not required

by 1a½; and it tells us nothing about the state of overall pt-i
vacy compliance. We are unable to spot trends or systemic
issues, and therefore are unable to recommend steps to

help prevent further breaches in the future.”

Given these comments, and with the new powers
recommended for the Commissioner in chapter 7, in
cluding the authority to audit and produce special re
ports, it is necessary that he be informed of all privacy
breaches. Since details of all breaches are already col
lected by the Office of Public Engagement, it would
simply be a matter of transferring the information to
the Commissioner.

The recent government policies encouraging the
reporting of data breaches should be incorporated into
law and added to the ATIPPA. With respect to notifica
tion of affected individuals, the Committee believes this
should be done only in cases where the privacy breach
wou]d create a risk of significant harm.

to OIPC Submission, 16 June 2014, p 75.
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Recommendations

The Committee recommends that

48. The Act be amended to require a public body to:
(a) report all privacy breathes to the Commissioner;

and

(b) notify affected individuals when there is a risk

of significant harm created by a privacy breach.

6.3 Personal information and politics

This section deals with the often nebulous dividing lines
between government and political parties; those elected
members who support the government of the day and
those in the Opposition. There are three interrelated
topics:

the extent to which the political staff ofa min
ister should be involved when an MI-IA is
dealing with the public service in the course of
assisting a constituent

• the responsibility and liability of Members of
the House of Assembly who disclose personal
information in the course of trying to help a
constituent

• how political parties should collect, use and
disclose the personal information of voters

The ATIPPA reflects the principle that there are
dear limits on the use of personal information by pub
lic bodies and, by implication, those who work for them.
Two sections are particularly important in this regard:

Use of personal infonnation

38. (1) A public body may use personal informa
tion only

(a) for the purpose for which that informa
tion was obtained or compiled, or for a use
consistent with that purpose as described
in section 40;

(b) where the individual the information is
about has identified the information and
has consented to the use, in the manner
set by the minister responsible for this
Act; or

(c) for a purpose for which that information
maybe disclosed to that public body under
sections 39 to 42.

(2) The use of personal information by a public
body shall be limited to the minimum
amount of information necessary to accom
plish the purpose for which it is used.

Disclosure of personal information

39 (1) A public body may disclose personal infor
mation only...

(k) to a member of the House of Assembly
who has been requested by the individu
al the information is about to assist in
resolving a problem with government
that the constituent might have.

Given these strict limits on the use of personal informa
tion by a public body. it is surprising to hear of the fre
quent involvement of political staff in constituents’
requests routed through their MI-lAs, who may be
members of the Opposition.
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6.3.1 Political staff and constituent mailers

Both political parties in opposition identified political

interference as an issue. They pointed out that MHAs

attempting to obtain assistance with government services

or benefits for a constituent are often routed through the

office of the minister responsible for the area of the re
quesL Ma result, political staff may often see the personal

information that is intended to be seen only by the public

servants administering a program or service. This prac

tice is not supported by the Act or by the advice contained

in the Office of Public Engagement’s Protection ofPrivacy

Policy and Procedures ManuaL

Gerry Rogers, New Democratic Party MHA, first

raised the issue at the public hearings in June:

We believe that this compromises the inherent right to
privacy of our constituents. There is an unwritten policy
now when 1, as an MI-IA, need to access information on
behaffof a constituent whether it be through income sup
port, whether it be through educational information ... or
health information. I’m now required to go directly to
the Executive Assistant of the appropriate minister,
which is a political appointment, thereby endangering the
right of privacy to my constituents by placing their per
sonal information, some of it which is so incredibly inti
mate and personal before the eyes of a political appointed
Executive Assistant, bypassing the appropriate worker
who is working on the ground, in the field who actually
has the relevant information.

Sometimes our requests are simple, simple in terms
of we need to know what is the new timeframe for when
the information that the constituent needs or what can be
done to help a specific constituent with a need. So that
lays their personal intimate information again before an
unnecessary set of eyes. Another barrier to our ability to
work on behalf of our constituents again is governmenfs
unwritten policy dictating all requests for assistance or
information to go through the ministe?s political staff.
That is what we are forced to do.”

The Leader of the Official Opposition, Dwight Ball,

complained of the same thing. He stated that it “speaks

to an overarching climate of secrecy under which we, as

the opposition, are forced to operate:”2 with the result

that it takes additional time to obtain information for
constituents. The overriding concern, though, was pri

vary. He said he had seen cases where constituents

abandoned their requests because they did not want
their information placed in front of ministers and their

political staff.’3 Mr. Ball said at one time he could go

directly to staff in the department and work on the con

stituent’s case, but that changed around 2012,” at the

time the Bill 29 amendments were approved by the
legislature.

Government representatives did not deny the exis

tence of a practice to send MHAs to ministers’ offices

when seeking assistance for constituents. Indeed, Min

ister Collins felt that this could make for quicker and

more efficient treatment. He explained that public ser

vants sometimes feel concern about requests from polit

ical parties: concern about perceived liability, about

media coverage, and about involvement of MHAs’ polit

ical staff whom they do not know personally. Minister

Collins told the Committee that this practice was at the

discretion of each individual minister.

The Information Commissioner of Canada, Suzanne

Legauk, provided some perspective on this issue with re

spect to access to information, not constituency matters.
She stated that she often hears about attempted political

interference in cases where information is requested

from the Federal Government. She reminded the Com

mittee that the only people who can make decisions on

access to information or personal information requests

are those who have been formally delegated to do so by

the minister or the head of the public body. She summa

rized the way in which political interference can work

The people who have delegated authority aw the only peo
ple who are allowed legally to make decisions on disdosura

What happened in the political interference cases is
that them were people who worked in the ministet’s office

t2 Official Opposition Submission. 22 July 2014, p 40.
13 Official Opposition Transcript, 22 July 2014, pp 124—125.
14 Ibid 121—122.II New Democratic Party Transcript, 26 June 2014, pp 17—lB.
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who had no legal authority to make any kind of decisions
on disdo sure within those departments and they were giv
ing instructions to the people who had appropriate legally
delegated authority to make decisions and they were ask
ing them and instructing them to do something other than
what they thought was appropriate in applying the Act.

That’s what happened in those cases. And _. in the
first case the information was disdosed many months lat
er and only through additional requests made by the re
quester who at that time happened to be a journalist, and
it is only because this journalist made additional access to
information requests that this situation was actually in
vestigated and exposed, because they were documented
records.

in the second case it was the same. We asked for all
communications between the ministers, staffers and the
people who had proper legal delegation of authorit); and
through the chains of emails that we found that there had
been instructions to change their decisions)

At a subsequent hearing, the Commissioner provided

the Committee with some information on how his office

had dealt with the problem involving MHA Gerry Rogers

and her attempt to get help for a constituent. His office

attempted to investigate a formal complaint Ms. Rogers

made in August 2012. She alleged that in the course of

attempting to help a constituent obtain information from

the government, the constituent’s personal information

had been used and disclosed by a minister’s executive as

sistant without consent

Several problems arose. The OIPC said it could not

accept this as a privacy complaint under section 44 of

the Ace, because the language of that provision is limited

to an individual complaining about the misuse of his or

her own information. The Commissioner relied instead

on a general authority to make recommendations, and

investigated a complaint about an apparent practice in

government whereby MHAs were required to channel
inquiries from constituents through political staff work
ing for the public body’s minister.

The Commissioner concluded that while there may
be complex cases that warrant the participation of minis
terial staff, and where the minister may have to exercise
discretion on matters where no government position has
yet been taken, there is no justification for sharing the

personal information of a constituent with the minister’s

staff on routine inquiries)6 A member of the Commis

sioner’s staff wrote to the minister in question outlining

these principles. No response was ever received.

15 Information Commissioner of Canada Transcript, 18 Au
gust 2014, pp 102—103.

Analysis

16 OIPC Supplementary Submission, 29 August 2014, Appen

dix 3.

The Act clearly sets out the limits for access by a public

body to the personal information of a citizen. The dis

closure principle of the Code of Fair Information

Practices, which has inspired much of North America’s

privacy legislation. sets out the basic principle in data

protection that personal information can be disclosed

only by those who have consent of the individual or

those authorized by law.

Given these generally accepted principles and the

darity of the law, it is hard to see how the political staff

of a minister’s office would have an automatic right to

intervene and, as a result, be in a position to view any

personal information necessarily disclosed in the

course of the MHA resolving a problem on behalf of a

constituent.

MHAs are frequently asked by constituents to make

representations to a public body, usually a government

department, to obtain some licence, permit, or other enti

tlement the constituent may have. This is a time-honoured

practice. There is special provision in the ATIPPA to facil

itate that activity by an MI-IA without its resulting in a

breath of the constituent’s personal privacy. Under section
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39(1)(k), a public body is authorized to disclose personal

information of a person “to a member of the House of

Assembly who has been requested by the individual the

information is about to assist in resolving a problem.”
The Committee could find no statutory or regulatory

authority for intervention in the MHJVS efforts by a min

ister’s political staff. The most concerning aspect is that

Conclusion

it can and frequently does result in disclosure of person

al information to a person who has not been authorized

to see it. Neither can it be said to be authorized by sec

tion 39( l)(u) because it is not “necessary” for that political

staff to have the information in order for the govern

mental service to be delivered to the constituent.

The behaviour of political staff is not something the

Committee can appropriateLy address. Possibly. the con

stituent concerned could complain to the Commissioner,

who could investigate whether that constituent’s rights

had been breached by an intervention by political staff.

It should also be observed that there is no apparent

justification for such intervention in the context of fair

and acceptable political practices, and it should cease. It is

not, however, a matter that should be addressed directly

by a provision in the ATIPPA, except for the offence provi

sion, if indeed that applies in the circumstances. If it is to

be statutorily addressed it should be in the House of As

sembly Act. Perhaps the most effective and direct way to

address this issue is by the individual MHA who encoun

ters the problem. They may choose to deal with it by rais

ing the matter as a breach of their privileges in the House

of Assembly or, when the House of Assembly is not in ses

sion, in a more public manner through the media.

Just before this report was prepared for publication,

the Committee was made aware through news stories

that this issue had been raised in the House of Assembly

by the Leader of the Official Opposition. The Premier

has acknowledged that it is a practice,’ and he proposed

to look into the matter further.

17 NL Hansard, 11 December 2014.

6.3.2 Risk of liability of Members of the House of Assembly

A second issue respecting Members of the House of

Assembly is the potential for liability when they handle

personal information on behalf of constituents. This

matter was brought to the attention of the Committee

by the Speaker of the House of Assembly, Ross ‘Wise-

man, in a letter to the Committee Chair on 13 August

2014, after consultation with the Management Commis

sion of the House and the agreement of all parties. The

Speaker outlined MHAs’ concern about their vulnera

bility and that of their staff as a result of using or disclos

ing the personal information of their constituents. The

staff of the House of Assemblyhad instructed members in

best practices in handling personal information, includ

ing the desirability of obtaining written consent. But

there remain practical problems, which the Speaker

summarized in his letter:

The ATIPPA!Privacy personnel of the House of Assem

bly have instructed Members and their assistants in the
best practices with respect to obtaining consent for the
Member to act on behalf ofconstituents. It is understood
that some constituents may only ever instruct verbally
(which instruction is recorded in writing) or may in fact
be functionally or actually illiterate and/or unable io un
derstand the Ml ramifications of asking for the Member

to act for them and to have their personal information. In
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many instances there will be no issue. The riskiest situa
tion would be where the advocacy does not assist in pm
ducing the desired outcome and personal information
has been given to other persons and bodies as a solution
to a problem is sought. In such situations a constituent
might be more likely to claim that they did not under
stand or did not consent to the release of the informa
tion. At that point a Member or constituency assistant is
vulnerable to an action for breaching privacy.’9

The Speaker asked the Committee to consider an
amendment to section 71 of the ATIPPA so that a
Member of the House of Assembly cannot be sued for

“disclosing information obtained from a public body in
accordance with paragraph 39(fl(k) while acting in
good faith on behalf of an individuaL”

IS Speaker of the House of Assembly Submission, 13 August
2014, p 2.

Conclusion

The Act provides that an MHA who is trying to assist a
constituent may have access to his or her personal infor
mation held by a public body under section 39(0(k), an
exception to the general rule of the confidentiality of
personal information.

Nonetheless, the Speaker of the House has requested
an indemnity clause for a member of the House who while

acting in good faith, discloses that personal information

when requesting help from government departments
and other public bodies on behalf of constituents. Such
a clause should be added to section 71 of the Act as it
would clarify and protect the MHXs role. However, it

should not be a substitute for obtaining written consent
from the person requesting help, nor for implementing

appropriate information-handling practices within the
MHA’s own office.

6.3.3 Personal information and political parties

The third and final issue to be explored under the topic
of personal information and political parties is that of
the personal information collected, used, and disclosed
by provincial political parties.

In Newfoundland and Labrador, as in most Canadi
an jurisdictions, political parties are subject to strict
rules governing their use of personal information, in
cluding donations and expenses by parties and candi
dates, during election periods.

But increasingly, privacy experts have grown con
cerned about the amount of personal information

collected by political parties. particularly in North Amer

ica. under the influence ofpolitical practices in the United

States, a country where there is no privacy legislation
such as that which exists in Canada or Europe. ‘

Professor Cohn Bennett of the University of Victo
ria, a world-renowned privacy expert, recently wrote an
analysis of the use of personal information by federal

and provincial political parties in Canada and concluded

that limits on their use of personal information are
overdue and that those limits should be consistent with
international standards?°

Bennett’s research revealed that political parties in

19 Delacourt, Shoppingfor Votes (2013).
20 Bennett and Bayley, Canadian Federal Political Parties
(2012), p 33.
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Canada (except in BC) are largely free to collect infor
mation on voters, including any habits, ideas, or prefer

ences that may be available publicly or that may be

purchased from specialized sources. Voters do not have

a right to know what information a political party holds
on them and cannot check to see if it is correct. They do

not know how this information is shared among party
officials or elected party members. When a party forms

a government, it is not clear if information kept in their

voter databases is used, or how it might be used, for gov

ernment decisions.

Traditionally, political parties did their best to ascer

tain accurately who their supporters and detractors were.

What has changed? The sheer amount of information

that can be obtained and held indefinitely, the extent to

which it spills over from the documenting of political

preferences to lifestyle choices, leisure activities, and reli

gious affiliations, all of which can be cross-referenced in

order to categorize individuals as supporters and

non-supporters. This information does not vanish after

the election. It can be kept and refined as more personal

information trickles in about individual voters from

media reports, the purchase of new information, and the

scouring of social media sites between election dates.

While the use of personal information by political

parties was not specifically raised as a concern by par

ticipants, Minister Collins1 when questioned on this

topic, expressed his openness to the idea of requiring

Conclusion

political parties to adhere, at the very least, to a code of

practice concerning the handling of the personal in
formation of voters.

This idea is gaining headway internationally. In the

UK, political parties must respect the Data Protection

Act 1998. The UK Information Commissioner has issued

guidance to political parties about the use of and access

to voter information?

In Canada, British Columbia has legislated in this
area.’2 The Information and Privacy Commissioner of

BC has investigated two incidents concerning political

parties. One had to do with the provincial NDP request

ing the passwords to the Pacebook sites of its candidates,
a policy the Commissioner found could not be justified

under BC legislation.2-’ The other dealt with allegations

that government information was being shared with the

Liberal party. Fortunately, the Commissioner found this

was not so. She made recommendations to both politi

cal parties. which included the training of political staff

in the protection of personal information.34

21 UK ICO, Guidance on Political Campaigning (2014).
22 BC Personal infonnation Protection Act.
23 Summary of the Office of the Information and Privacy Com
missioners Investigation of the BC NDP’s use of social media and
passwords to evaluate candidates (12 October 2011), P11-01-MS.

24 Sharing of Personal Information as Part of the Draft Multi
cultural Strategic Outreach Plan: Government ofBritish Columbia
and theBCLiberal Parry(l August2013), P13-04.

Personal information in the hands of political parties is

an area of concern for those who value their privacy.

The laws which apply to individuals and corporations

(the Privacy Act), public bodies (the ATIPPA), and com

mercial organizations (PIPEDA) do not cover political

parties.

Clearly. a gap exists in the personal information

protection available in the province. While it is not,

strictly speaking, within the purview of this Committee

because the ATIPPA does not apply to political parties,

it is appropriate that the Committee draw the problem

to the attention of government.
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Recommendations

The Committee recommends that in cases where they disclose personal information
while acting in good faith in the course of attempting

49. Section 71 of the ATIPPA should be amended to pro- to help a constituent.
vide Members of the House of Assembly immunity

6.4 Other questions related to personal information

Few participants raised any issue with the definition of (iii) the individual’s age, sex, sexual orientation,
personal information in the Act?-5 marital status or family status,

However, some questions did arise in the course of (iv) an identifying number, symbol or other
the Committee’s work, and those are summarized in particular assigned to the individual,
this section. (v) the individual’s fingerprints, blood type or

TheATIPPA defines personal infonnation in section 2: inheritable characteristics,
(o) “personal information” means recorded infor- (vi) information about the individual’s health
mation about an identifiable individual, including care status or history, including a physical

(i) the individual’s name, address or telephone or mental disability,
number, (vii) information about the individual’s educa

(ii) the individual’s race, national or ethnic on- tional, financial, criminal or employment
gin, colour, or religious or political beliefs status or history,
or associations, (viii) the opinions of a person about the individ

ual, and

25 Memorial University was critical of the changes made in the (ix) the individual’s personal views or opinions,
Bill 29 amendments, which affected the treatment of opinions except where they are about someone else.
when a person requested access to personal information. This is
discussed elsewhere.

6.4.1 Recorded information

Because of our understanding of DNA, personal infor
mation does not necessarily have to be recorded: it
exists in bodily samples unique to each person. There
fore, the reference in the definition to recorded informa
tion may unnecessarily limit the scope of the definition.

The Commissioner pointed out that bodily samples
from an individual are usually labelled or identified ac
cording to a system?6 The Personal Health information
Act (PHM) refers to “identifying information in oral or
recorded form” and includes information that relates to

26 O1PC Supplementary Submission, 29 August 2014, Appen
dix 2.
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“a bodily substance” in its definition. And under the

ATIPPA, bodily samples would most likely only be used
in the context of law enforcement, where special provi

sions relating to that context adequately protect the

Conclusion

personal information contained in such samples. The

Commissioner’s Office committed to revisit the issue in

the course of the PHM review, scheduled for 2016.

Modification of the definition of personal information at this time and could be re-examined in a subsequent

to include a reference to bodily samples is not necessary review.

6.4.2 Business contact and employee information, and work product information

Memorial University suggested adopting the British

Columbia definition of personal information, which

specifically excludes contact information.27 The univer

sity, under Recommendation #1, recommended that

the definition of personal information in BC’S FIPPA be
adapted to replace the current definition in the ATIPPA,
as follows: Personal information means recorded infor
mation about an identifiable individual other than busi
ness contact information?

The College of the North Atlantic supported the

recommendation of Memorial University to exclude

business contact Information? This is how the college

expressed its suggestion for thange:

1. Amend the definition of personal information to ex
clude business contact information and add a defini
tion for employee personal information

The college submitted that the definition of what

constitutes employee personal information be added to

the definition of personal information, under section

27 BC FIPPA. Sched 1, “Personal Information” means recorded
information about an identifiable individual other than contact
information.
28 Memorial University Submission. 13 August 2014, p5,
29 College of the North Atlantic Submission, August 2014,

pp 7—8.

2(o) of the ATIPPA. The college referred to the Alberta

example. Section 10)0) ofAlberta’s Personal information

Protection Act defines “personal employee information”

as follows:

“personal employee information” means, in respect of an
individual who is a potential, current or former employee
of an organization, personal information reasonably re
quired by the organization for the purposes of

(i) establishing, managing or terminating an em
ployment or volunteer-work relationship, or

(ii) managing a post-employment or post-volunteer-
work relationship
between the organization and the individual, but does
not include personal information about the individual
that is unrelated to that relationship;

ft was suggested that this proposed amendment

would enable public bodies to clearly identify what in

formation is responsive to an applicant’s request when

the applicant is employed by a public body and submits

a request for all of his or her personal information,

These two public bodies also proposed a separate

definition for ‘work product information: The concept

of ‘work product information’ is about information that

is akin to professional or technical opinions, and that is

generated by an individual in the course of work
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Analysis

Although the recommendations from Memorial Uni
versity and College of the North Atlantic appear to be
useful, there must be further examination to ensure all
aspects of these questions are explored. For example,
excluding business contact information from the defini
tion of personal information may negatively affect peo

pie working from home. In many cases, their business
contact information may also be their personal contact
information. Excluding business contact information

from the protection of the ATIPPA could result in un
foreseen negative consequences, since it may have the
effect of also making their home address, phone num
ber, email address, and other personal information ac
cessible under the ATIPPA.

Conclusion

Similarly, there should be full exploration of the
policy reasons or the effects of creating a category for

work product information in a provincial law which does
not cover commercial activities. Is it a category of per
sonal information or a separate category? Jurisdictions

differ widely on the answer to this question, and that un

derscores the need for more study. How a category of
work product information would interact with the pres
ent definition of personal information should also be

considered. This issue was not raised by any other public
bodies. It could be specifically studied in a future review.30

30 Canada Privacy Commissioner,” IYork Product” fnfonnahon
(2006).

The Committee heard few opinions as to whether these inappropriate for the Committee to recommend a
matters should be excluded from the Act. It would be change without further research.

6.4.3 Personal information of the deceased

This is a topic that attracted the interest only of the
Office of the Information and Privacy Commissioner.

Currently, section 30(2)(m) provides that the disclosure

of personal information is not an unreasonable invasion
of a third party’s privacy where that personal informa
tion is about a person who has been deceased for 20
years or more. The Commissioner’s commentary on the

issues of privacy and dignity after death, however, is an

eloquent one.

In all of the circumstances enumerated in section

30(2), the public body cannot withhold the personal
information because those categories of information

have been deemed to be “not an unreasonable invasion”
of privacy. While it is acknowledged that the privacy

interests of the deceased are generally considered to
decrease over time, we do not consider it appropriate
to legislate a firm cut-off date after which the privacy
rights of the deceased are completely extinguished.
The disclosure of personal information of the deceased
raises issues of personal dignity for the deceased as
well as surviving family members. Would we want sen
sitive personal information about us released after we
are gone? The answer may vary depending on the infor
mation, and the concerns may fade as the years pass,
but a more nuanced approach might allow for greater
sensitivity. Section 30(2)(m) provides no opportunity

to consider those issues once 20 years has passed.3’

31 OIPC Submission, 16 June 2014, p 33.

186 ATIPPA 1014 STATUTORY REVIEW — votu,ir TWO

CIMFP Exhibit P-04470 Page 195



Elsewhere in the Act, a surviving spouse or relative
is mentioned as a potential recipient for the personal
information of the deceased, as long as the disclosure is
not an unreasonable invasion of privacy.32 The infor
mation of the deceased can also be released when the

release is authorized by provincial or federal law.33
Yet, as the Commissioner points out, the personal

information of the deceased is available on request 20

years after the person’s death.

32 ATIPPA s 39(lflv).

Analysis

33 Ibid 30(2Md).

The Commissioner’s argument on this mailer is persua
sive. Setting an arbitrary limit after which all personal
information of a deceased is available to requesters does
not seem to take into account the possible effect on any
family members or friends who may be living long after
the 20-year period has elapsed.

The Commissioner pointed out that a more individ
ualized, circumstantial test would allow consideration of
other factors to be taken into account to determine if a
requested disclosure would be an unreasonable inva
sion of privacc Some factors might include the length of

Conclusion

The Commissioner’s suggestion should be followed to
provide a more nuanced test for the release of information
of the deceased.

Recommendations

time elapsed since death, whether the personal informa
Lion was supplied in confidence, and whether it may un
fairly damage the reputation of a third party referred to
in the requested record.

Following the example of BC’s FIPPA, the Commis
sioner suggested the deletion of the present section
30(2)(m).

A new section would be added to section 30(5). The
new section would deal with aD the relevant circumstances
to be considered to ensure that a disclosure of personal
information is not an unreasonable invasion of privacy.

The Committee recommends that:

50. Section 30(2)(m) of the Act be deleted and there
be added to what is presently section 30(5) a pro
vision that would require public bodies to consider

disclosing personal information of the deceased to
an applicant where the length of time that has
elapsed since death would allow a determination
that disclosure is not an unreasonable invasion of
privacy.
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6.4.4 Restrictions on the export of personal information from the province

After the adoption of the Legislation known as the Patriot

Act by the United States in 2001, many Canadians won

dered about the protection of their personal information

if it were sent to the United States for storage or process

thg. There were also concerns about the ability of the US

government to obtain information from other countries,

which was provided for in section 215 of the Patriot Act.

Anxieties in British Columbia were acute enough in

2004 to prompt the addition of extra provisions in FIPPA,

their public sector access and privacy legislation?1 The

general rule is that public bodies in BC must store per

sonal information in Canada. Access to this informa

tion must also be from Canada. And if a public body

received any type of request for personal information,

even legally authorized, from a foreign court, an agency

of a foreign state, or another authority outside Canada,

the minister responsible for the administration of the

BC Act was to be notified immediately.

Other Canadian jurisdictions have also addressed

storage and processing of information held by public

bodies, including Nova Scotia and Quebec. Quebec set

simpler rules for public bodies than British Columbia.

Before releasing personal information outside the prov

ince, the public body must ensure that the information

will receive protection equivalent to that under the pro

vincial Act? if not, the public body must refuse to release

the information.

Privacy lawyer and expert David Fraser summa

rized the requirements in Nova Scotia as follows:

The Personal Information International Disclosure Pro
tection Act requires that information under the custody
and control of a public body be stored only in Canada
and accessed only in Canada unless the individual has
consented to its storage or disclosure outside of Canada
or one of a number of narrow exceptions apply. Impor
tantly, the head of a public body may authorize the
storage of personal information or access to personal
information from outside of Canada if the head of the
public body determines it is for the necessary operations
of the public body. The head is obliged to report these
exceptions to the Minister of Justice after the year end
in which these decisions are made.

The public body and any of its service providers are
under a legal obligation to report any foreign demands
for disclosure. Violating any of these provisions is an
offense.’6

34 BCFIPPA,s30.1

Analysis

35 CQLR c A-2.1. s703.
36 Canadian Privacy Law flIng, 18 April 2011.

The issue of setting conditions on the export outside of

Canada, or indeed outside the province, of personal in

formation held by public bodies was not raised with the

Committee. Before addressing this subject further, it

would be prudent to await an in-depth assessment of the

impact of these various laws in the different provinces.

Have they raised the cost of information processing?

Have they been effective in preventing access to personal

information by non-Canadian authorities? And how

useful is this approach in light of recent revelations

about the structure and relationships of international

intelLigence between the US and its allies, which include

Canada?
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Conclusion

In the Bill 29 changes to the ATIPPA, the term “remu
neration” was changed to “salary range” in the list of
allowable exceptions to what is considered personal
information (section 30(2)(fl)). It had previously been
allowable to disclose salary and other details of a public

official’s compensation but after 2012 only the salary
range could be disclosed.

The Office of the Information and Privacy Com

missioner referred to this amendment in his June sub
mission, noting that the change made by Bill 29 from
“remuneration” to “salary range” had the merit of pre

serving public accountability for most employees. “Salary
range” gave an approximate earning bracket but not the

exact pay of an individual, preserving some degree of
privacy for the employee while acknowledging the legit
imate interest of the citizens and taxpayers. However,
the Commissioner pointed out that in the senior salary

ranges, where there may be perks such as bonuses, sev
erance pay, and vehicle or housing allowances, such an
accountability mechanism is missing. He recommended

returning to the pre—Bill 29 wording by including remu
neration rather than salary range. This section also al

lows for the disclosure of information on the position

and functions of people who work for public bodies,
including the staff of a minister.

Private citizen Lynn Hammond felt salary range was

the preferred way to address this issue, because of the pri
vacy implications of revealing people’s individual salaries.

I think that we need to remember that the Public Ser
vice, the members of the Public Service are people. They
an people with lives outside of government and there
may be some very personal reasons why an individual

may not want to disclose their personal information. I
filly appreciate the appropriateness for providing scales
with regards to individual types of positions. However,
an individual’s unique personal financial circumstances,
I feel, should not be publicly disclosed. And there could
be a number of personal reasons why someone might
not want to do that.”

Ms. Hammond stated if there were to be an excep
tion, it may be most appropriate for people with high
levels of accountability.

If the Committee decides that it is necessary for indi
viduals of higher accountability, of higher salaries, for
those to be disclosed, then I encourage you to consider
it based on accountabiit); not on a salary number.
Rather than identifying that 5100,000 threshold, to
consider it on those higher levels of accountability of
senior positions or appointments. Again, that wouldn’t
be my preference but if wu feel that it is necessary to
go to some level of disclosure on that, I encourage you
to consider accountability rather than financial value.”

Another consideration raised by Ms. Hammond is
that the relatively small number of employees in each
position for which a salary range is made public means
that in many cases individual salaries are, essentially, pub
lic information. This was confirmed by the Committee

through its review of the 2014-15 Departmental Salary
Details, published as past of the budget While the docu
ment reveals salary information for government depart

ments, and not other public bodies, the salary information

for hundreds of’mthvidual positions is disclosed.

37 Hammond Transcript, 20 August 2014, p 34.

38 Ibid 35—36.

The Government of Newfoundland and Labrador Canadians in order to determine if there are appropri
should continue to foUow the ongoing debate about the ate steps it might take.
privacy and security of the personal information of

6,5 Information on salaries and benefits
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Of the 271 positions in the Department of Finance)

for example, the individual salaries for 89 positions are

revealed.’9 The salaries for 102 individual positions are

revealed in the Department of Transportation and

Works, out of the 1325 total positions.4° The salary details

for the legislature. which includes Hansard and the

broadcast centre, as well as the statutory offices of the

Auditor General, the Chief Electoral Officer, the Citizens’

Representative, the Office of the Child and Youth Advo

cate and the Office of the Information and Privacy

Commissioner, reveal the individual salary details for

74 of the 137 positions.4’

Leader of the Official Opposition Dwight Ball in his

presentation to the Committee raised the question of

the transparency of salaries and benefits given to indi

viduals. He pointed out, as the Commissioner had, that

the revised wording of Bill 29 had the effect of obscur

ing income, other than salary, that senior officials might

receive: “The revised language denies the public access

to information regarding the remuneration many senior

officials and public employees receive in addition to

their base salary.”4’ Mr. Ball concluded that for em

ployees of public bodies, the salary range should be dis

dosed, as should information on bonuses, severance,

and pension benefits.

The Office of Public Engagement told the Commit

tee the Act was amended after the 2011 review because

some employees had privacy concerns “about the dis

closure of their exact salaries:’ The deputy minister of

OPE stated that the present practice in government is to

provide the salary range. As a default position, where

there is no range, the exact salary is provided.4’

Few participants expressed concern about the pri

vacy implications of additional payments to public em

ployees. Any concerns about the competing claims of

personal privacy and transparency in this area have

been resolved in favour of transparency by the govern

ment practice of posting travel and out-of-pocket ex

penses for ministers from 2008 onward.”

39 NL Departmental Salary Details, 2014—15, pp 15—20.

40 Ibid 32—41.

41 Ibid 43—46.

Analysis

42 Official Opposition Transcript, 22 July 2014, p 72.
43 Government NL Transcript, 19 August 2014, p 153.
44 NL Ministerial Expense Claims.

For the last several decades, Canadian jurisdictions

have opted for differing degrees of transparency as to

the payments and benefits of public officials. The ten

dency is to reveal only the salary range, rather than the

exact salary, unless there is no range. However several

jurisdictions also reference other earnings. The Alberta

legislation, for example, states that disclosing the discre

tionary benefits paid to an officer, employee, or member

of a public body is not an unreasonable invasion of pri

vacy. The Ontario legislation refers to disclosure of salary

range and benefits. The Commissioner said six Canadian

jurisdictions follow the pattern of Alberta and Ontario,

by using the term “salary range,” but also including the

term “henefit or “discretionary benefiC’4’

In 1996, Ontario took a step toward disclosure that

no other Canadian jurisdiction has so far copied, by

adopting the Public Sector Salaty Disclosure Art. 1996

which is also known as the Sunshine List The Act man

dated the publication of the names, positions, salaries,

and taxable benefits of all public sector employees who

made over $100,000. With the passage of time and infla

tion, this list has grown to such a length and contains so

many names as to have lost its initial function of high

lighting the big earners. In the 2014 release, more than

97,000 names of nurses, doctors, teachers, civil servants,

45 OIPC Submission, 16 June 2014, p 33.
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police, and firefighters were presented in five thick
binders. The number earning more than $100,000 had
grown by 11 percent from the year previous, and by 82
percent since 2008, when the list contained just under

54,000 names.

During the hearings, the Commissioner and the

Leader of the Official Opposition pointed out that re

veaLing salary ranges does not mean complete transpar
encç as it does not include the earnings ofcertain officials

who may be given substantial bonuses or other import
ant benefits.

A CBC investigation made public in November 2012
showed that several public bodies “declined to release in
formation related to pay or perks above the base salary’4’

In an age where the values of equality and democracy
are seen increasingly as being central in our society,

46 “‘Sunshine iist’2014’ CBC News, 28 March 2014.
47 “Bill 29 means sonic pay and perks now off UnJiIS,’ CBC
News, 20 November 2012.

Conclusion

there is diminishing justification for holding confiden

tial the payment schemes for employees and officials
who are paid from the public purse. Unfortunately, this
does result in less privacy for those public officials and
employees. However, the deleterious effect of disclosing
salaries or pay scales has yet to be shown. Some, such as

judges and elected officials, have been subject to such a
regime for years.

Financial benefits come in many forms, direct and
indirect. Pension credits, various perks, and overtime
pay combine to form the total value of any position to
an individual. Inversely, they are all part of the total
cost to the citizens of any particular position held by
an individual.

No representatives of organized labour communi
cated with the Committee, so it is impossible to know
what their opinion is on the treatment of overtime pay,
which is often a substantial source of income for some

workers.

The privacy of public employees needs to be balanced countability for public funds tip the balance in favour of
against the public’s right to know how their tax dollars disclosure.

are spent. Contemporary values of transparency and ac

Recommendations

The Committee recommends that

51. Section 30(2)(fl of the Act should revert to the pre—

Bill 29 wording of “remuneration” rather than
“salary range”, and remuneration would include
salary and benefits.
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6.6 Social media

Social media communications occupy an ambiguous
position in the world of information. They are often
made public to a large following, but their contents are
touted as being in a unique zone where they are unavail
able as evidence. This subject needs further research but
it is an ongoing challenge.

The increasing use of social media suggests that the
ATIPPA could be modified to specify that information
disclosed by an individual on a social media site is not
entitled to protection as the personal information of
that individual. No one addressed this issue before the
Committee. At least one Canadian jurisdiction has leg
islated in respect of the issue.

The Freedam ofInformation and Protection ofPrivacy

Act in British Columbia allows public bodies to disclose
information that individuals have already revealed
about themselves on social media:

33.1(1) A public body may disclose personal informa
tion referred to in section 33 inside or outside Canada

as follows:
(r) if the information

(i) was disclosed on a social media site by the indi
vidual the information is about,

(ii) was obtained or compiled by the public body for

Conclusion

the purpose of enabling the public body to en
gage individuals in public discussion or promo
tion respecting proposed or existing initiatives,
policies, proposals, programs or activities of the
public body or respecting legislation relating to
the public body, and

(iii) is disclosed for a use that is consistent with the
purpose described in subparagraph (is);

Given the prevalence of this form of communica

tion, it may soon be important for government to take

the initiative and clarify the status of personal informa

tion found on social media. And there are important

issues to considet For example, could a public body use

information that is available on social media to make a

case for eliminating benefits or beginning an inquiry?

(The police are heavily present on social media but they

have powers under the Criminal Code.) Another ques

tion to be explored involves the selection of privacy set

tings, and whether the individual has chosen to make

information available to the public or to keep it private.

This matter is complicated by the fact that the companies

running the sites have a history of changing the set

tings and terms of use without having to obtain further

consent.

The Committee notes that the Communications Branch
of the Executive Council has produced a document tided

“Social Media Policy and Guidelines’ The document

states that only authorized employees may post infonna
tion, and it must support government policy In the case

of their private postings on their own social media sites,
employees are posting on behalfof themselves and not on

behalf of the government. The statement outlines the pol

icy to be followed in posting to departmental websites:

The use of social media must support the gov

ernment’s overall communications strategy and

be approved by the executive, the communica

tions director and the Communications Branch
of Executive Council;

• Content must be identified as being posted by
or on behalf of the Government of Newfound
land and Labrador;

• The use ofsocial media must comply with all pro
vincial laws and government policy, including
protection of privacy and records management;

• Social media sites are to be supported with
technical and monitoring measures to ensure
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the timely removal of offensive postings, in
duding information that jeopardizes the privacy
of others.

This is an important subject for public bodies, since
they may increasingly feel under pressure to use the

medium to disseminate information to the public. It is
also an area that the Commissioner could address
through the research power that the Committee has rec
ommended elsewhere in the report. Such research could
inform an approach for public bodies on this important
question and help in the further development of a social
media protocoL

48 NL Social ?vkdia Policy and Guidelines (2014).

Recommendations

The Committee recommends that media by public bodies and make recommenda
tions where necessary to modify the social media

52. The Office of the Information and Privacy Com- protocol of public bodies.
missioner should study the continuing use of social

&7 Privacy in the workplace

In our technology-dominated society, constant surveil
lance by the employer is a part of working life. Most
work vehicles now include a geopositioning system
(GPS) that enables employers to locate their equipment
and, consequently, the person operating it. Metadata
(data about data) is generated by each computer record
that is created, allowing the reader to understand who
created the record, how and when. Surveillance cameras
that protect property also track the people who pass in
front of the cameras. Electronic access to premises gives
a minutely accurate record of employee whereabouts.

Amidst all this surveillance, personal information
is often poorly protected in the workplace. From sensi
tive human resource files left carelessly on desks to
unprotected databases to surreptitious keyboard moni
toring, the opportunities for serious privacy violations
are numerous. Although Newfoundland and Labrador
recognized early on that people need a statutory right of

action when they feel their privacy has been invaded,
the Privacy Act applies only to certain situations where
the actions of one person are felt to be detrimental to
the privacy of another.

What can employees do if they feel that they are
subject to surveillance or being constantly tracked and
measured? If they are unionized, they can negotiate to
add some privacy protection to their collective bargain
ing agreement. If they work for a public body; their em
ployer must respect the ATIPPA. If they work for a fed
erally regulated employer such as a bank or an airline,
the provisions of the Personal Information Protection

and Electronic Documents Act (PIPED/I) on the collec
tion and use of personal information will apply to their
workplace. But this leaves a large segment of the work-
force in the province whose employers are not subject to
regulation protecting personal information.
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Conclusion

Both British Columbia and Alberta have addressed this
issue by including the protection of personal infonnation
about private sector employees in their own private sector

legislation. Since the ATIPPA applies only to public
bodies, NewfounWand and Labrador will have to find a
solution that protects personal information in the private

Recommendations

sector either in a new stand-alone act or as an amendment
to existing labour legislation. ft is outside the mandate of
this Committee to recommend a course of action, but
policy makers should be aware that workers in the private
sector are as deserving of protection for their personal in
formation as are those who work for public bodies.

The Committee recommends that

53. It is appropriate for Government to consider the
need to provides in labour standards legislation, for

protection of personal information of employees
where that information is held by employers not
covered by the ATIPPA.
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Chapter Seven

THE INFORMATION AND PRIVACY COMMISSIONER

In a manner similar to the Privacy Act, the Access Act establishes a central role for the Information Commis
sioner, who is charged with protecting and acting as an advocate of the rights of access requesters, and with
conducting investigations)

7.1 Oversight model

— Justice Binnie, Supreme Court of Canada

This section will:
• describe three possible models for oversight of

processes by which citizens exercise their right
to access information and to protect the privacy
of their personal information

• describe practices in other Canadian and inter
national jurisdictions

• consider which of the three models will best
ensure that citizens can exercise those rights
effectively, with the least possible delay, with the
least possible cost, and in a user-friendly process

• consider the mandate of the OIPC and the
changes, if any, that should be made to that
mandate

• explain the basis for the condusions reached

The three options considered are:
(i) not having a spedat oversight commissioner

and, as a result, leaving public bodies subject to
the ordinary law. Citizens who believe a public
body has not properly discharged its duties un
der a statute can apply to the Trial Division of
the Supreme Court for judicial review.

(ii) retaining the present structure under which
the Commissioner operates, the ombuds model,
whereby the Commissioner has no order-
making power, only the ability to recommend.
The head of a public body involved does not
have to comply with the recommendation of
the Commissioner.

(iii) changing the present structure to an order-
making model. Wben the Commissioner con
ducts a requested review, his decision would
take the form of an order with which the public
body would have to comply, unless it appealed
or sought judicial review.

The Committee quickly dispensed with option (i)
because appeal directly to the Trial Division is already
an option available to an applicant under section 43 of
the ATIPPA, and option (i) would mean eliminating
altogether the much more user-friendly ombuds model.
As well, many participants expressed concern about
additional costs and time this option would require.

The Supreme Court of Canada commented exten
sively on the use and purpose of an ombuds model of
oversight when that court was dealing with issues involv
ing commissioners responsible for official languages.
privacy, and access to information under the relevant

I H. 1. Heinz Ca ofCanada Ltd. v Canada (Attorney GenemU,
2006 5CC 13 at pan 38, [20061 i 5cR 441 [Heinzj.
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federal statutes. Their comments are instructive.

In its 2002 decision in Lavigne v Canada (Office of

the Commissioner of Official Languages),2 the court was

dealing with two appeals by the same person, one aris
ing under the Official Languages Act and the other under

the Privacy Act. In describing the nature of the office of

the Commissioner under each of those statutes, Justice
Gonthier wrote:

The Privacy Commissioner and the Official Languages
Commissioner follow an approach that distinguishes them
from a court Their unique mission is to resolve tension in
an informal manner: one reason that the office of ombuds
man was created was to address the limitations of legal pro
ceedings. As W Wade wrote (Administrative Law (8th ed.
2000), at pp. 87-88):

If something illegal is done, administrative law can supply
a remedy, though the procedure of the courts is too formal
and expensive to suit many complainants. But justified
grievances may equally well arise from action which is le
gal, or at any rate not clearly illegal, when a government
department has acted inconsiderately or unfairly or where
it has misled the complainant or delayed his case excessive
ly or treated hun badly. Sometimes a statutory tribunal will
be able to help him both cheaply and informally. But there
isa large residue of grievances which fit into none of the
regular legal moulds, but are none the less real. A humane
system of government must provide some way of assuag
ing them, both for the sake ofjustice and because accumu
lating discontent is a serious clog on administrative effi
ciency in a democratic country...What every form of
government needs is some regular and smooth-running
mechanism for feeding back the reactions of its disgrun
tled customers, after impartial assessment, and for correct
ing whatever may have gone wrongJt was because it filled
that need that the device of the ombudsman suddenly at
tained immense popularity, sweeping round the demo
cntic world and taking root in Britain and in many other
countries, as well as inspiring a vast literature.

1391 An ombudsman is not counsel for the com
plainant. His or her duty is to examine both sides
of the dispute, assess the harm that has been done
and recommend ways of remedying it. The om
budsman’s preferred methods are discussion and
settlement by mutual agreement?

2 2002 5CC 53, [20021 25CR 773.
3 Ibid at paras 38—39.

There are, however, other duties related to fostering

access to publicly held information and protecting per
sonal information.4 As well, that court’s view respecting

the full function of an ombuds model oversight com

missioner, appears to have evolved somewhat in the
ensuing years.

The nature of the Commissioner’s power to oversee

processes used to access information clearly indicates an
intention to create an ombuds model. That power does

not include the ability to make a binding order of any

kind. Here is a summary of the Commissioner’s powers:

• in appropriate circumstances, to approve exten

sions (including the extension that the public

body can itself add) beyond the time otherwise

available to the public body to disclose a requested

record

• to authorize a public body to disregard a request,

in appropriate circumstances

• to receive and address concerns respecting a pub

lic body’s response to requests

• in most cases, to request that any or all records in

question be made available for inspection by the

Commissioner

• to enter the office of any public body to review

certain but not all records in issue

• to attempt to resolve differences informally be

tween the requester and the public body

• to proceed with a hill investigation of the matter

• to prepare a report of the investigation and make

recommendations as to whether or not all or any

part of the records should be released by the pub

lic body

• to appeal, with the consent of the requester, a de

cision of a public body to the Trial Division of the

Supreme Court

• to intervene in an appeal under section 60 of the

Act

• to report annually to the House of Assembly

Those are all characteristics of an overseer that

functions as an ombudsperson, not an adjudicative

4 See Heinz, supra note I at pans 34—40.
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order-making body. Any appeal to or review by the

Trial Division isa review of the decision of the head of

the public body, not of the recommendation by the

Commissioner.

The Act also confers jurisdiction on the Commis

sioner for non-process-related action to enable oversight

of the regime for access to information and privacy. The

Commissioner is empowered, amongst other things, to

do the following:

• inform the public about the Act

• receive comments from the public about admin

istration of the Act

• comment on the implications of proposed legis

lative programs for access to information and

What we heard

protection of privacy

• comment on the implications for protection of

privacy of disclosing personal information for

record linkage or using information technology

in the collection or storage of personal informa

tion

• bring to the attention ofa head ofa public body any

failure of that public body to fulfill the duty to assist

• make recommendations about the administra

tion of the Act and about ensuring compliance

with the Act

Again, all of these aspects of jurisdiction are char

acteristics that are consistent with an ombuds model of

oversight.

No single aspect of the operation of the ATIPPA attracted

the diversity of opinions that the role and performance of

the Commissioner did. Most of the views expressed to

the Committee concerned issues of access, delays, and

transparency. Participants wanted a strong, independent

Commissioner who would speak out when appropriate

and act when necessary so citizens’ tights would be effec

tively enforced.

From organizations

The OIPC

The Commissioner made what may have been his sim

plest but most significant statement during his opening

comments at the first hearing. It was made while he was

speaking about his not being able to conduct investiga

tions and reviews. He observed that the office of the

Commissioner was created “to have a timely, cost-

effective mechanism to deal with this.”5 By “this:’ he

meant the need for citizens to be able to challenge a re

fusal by the head of a public body to disclose requested

information. Without that ability, citizens could find

their access to the information arbitrarily or wrongly

refused or delayed. The Commissioner’s observation

succinctly summarizes the primary oversight objective

and is consistent with what this Committee views as an

umbrella direction “to make the Act more user friendly.”

The Commissioner’s formal written submission

made no recommendation respecting the possibility of

the legislation being amended to provide for order-

making power. The matter was addressed only as result

of questions by the Committee to both the Commis

sioner and the Director of Special Projects in the OIPC.

On being pressed by each member of the Committee

with the suggestion that order-making power might be

desirable, the Commissioner made these comments:

I think we look at the successes that we’ve achieved in
this office over the years in terms of compliance rate
with our recommendations for example. I think the
compliance rate is very high and not very often that
the public body has frankly said, “No, we’re maintain
ing our position ... and records will not be released.”
The fact lisi that we’re able to achieve 80% success
with our informal resolution process. I believe that
the ombuds model is a very good one.5 OIPC Transcript, 24 June 2Ol4,p33..
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• There’s some very good and strong compelling argu questioning. Those comments include the following:
ments for order power. Not having that in this province,
we’ve tended to concentrate and try to make the pro
cess that we have work as efficiently as we can. There
are merits to having order power, again, but consensus
in my view personally is that the ombuds model is a
good one and it does work
From our office’s perspective in terms of preparation
for this review, we focused our attention primariLy on
the issues that were show stoppers for this jurisdiction,
the fact that there has been a huge degradation in the
Commissioner’s authority. If we had that authority that
I believe is necessary for the office to do its work, then
I think that things would happen in a very favourable
way,.. 1 guess the extra step of looking at order power
would be something that, yes, it would be a good thing
but... there’s so many things on our plate at this point
that we are struggling to try to repair in terms of our
ability to do our job even with the ombuds model.

• You know, we can work with a good piece of legislation
and an ombuds model and maybe at a future date in a
future review where all those things might be in place
that we are able to go that extra step but ... I think we
got to walk before we ron here and to try to get some
fundamental changes that we think have been ... done
incorrectly, repair is the focus of our presentation and
submission.’

After the introductory comments by the Commis

sioner, Sean Murray, the Director of Special Projects in

the OIPC, elaborated on the detailed specific recom

mendations set out by the OIPC in its initial written
submission. As noted above, these contained no refer
ence to the possibility of providing the OIPC with
order-making power. In response to a question by the

Committee about the roles of the OIPC and the court

respecting solicitor-client privilege, Mr. Murray com

mented on the differences between decisions from an
order-making oversight body and decisions of a public

body after a recommendation from an ombuds model

oversight body. He was asked the specific question:

which of the two do you think is more appropriate to

the stated purposes of access to information as stated in

section 3 of the Act? His response included a number of

comments, some of which were prompted by further

6 Ibid 59-—62

• It certainly has worked both ways in Canada You can
certainly choose one or the other option and both mod
els have things to recommend them! think If you have
order power and you’re issuing an order you’re doing
something that affects the rights of parties and I guess
you could be into a pmcess...Under order power I’d
imagine there’d have to be an exchange of submissions,
that it’d perhaps be a little more formalized. The natural
justice I think would come into it much more than it
does right now because we’re not making any orders
that affect anyone’s rights. So there is that side of it and
I suppose you have to look at the effects of going that
route as well and whether it is the most effective ap
proach to IL If you have order power certainly it’s not
going to speed up the review process because we’re go
ing to have to make sure that we write a report, issue a
report with an order that provides all the support and
evidence and demonstrates that we’ve considered the
arguments of all the parties that have come to us.

• Certainly, it wouldn’t make the process any quicker to
go through order power. There’s a lot of pros and cons
to it. I guess we hadnt put it in our submission as a
recommendation because really our experience over
the last couple of years, particularly since Bill 29, and
since our jurisdiction has been challenged we’re in a
situation where we’ve got a house and the rain is pour
ing through the roof and we’re missing windows and
doors and someone’s coming up to us and saying
would you like a garage added to your house. It might
be a great thing to have but we’ve not turned our minds
to it because we felt like we’ve had so many other issues
that are on our plate.

• We think we’ve been pretty effective with recommen
dation power in the sense that I’ve just looked back
over the last couple of annual reports and there’s only
been 3 or 4 cases each year where a public body, after
we issue our report, has not followed our recommen
dation and we or the applicant have the ability to go to
court then if we wish to.

• So I guess when we look at there are 700 access to infor
mation requests filed each year ... too of them might
come to our office for review, 75 or 80 of them might be
resolved informally. Of the remainder, let’s say 20 or 25
that we issue a report on ... if in the end there are only a
few situations where public bodies are not following our
recommendations, and there is still an outlet to go to
court with those if we had order power,I wonder if we’d
be going to court any less.
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• When we’ve got down to that point, in those 3 or 4
cases the public body is still saying no after a report has
been issued, they’re pretty dug in and I think those are
cases that even if we had order power I wonder whether
those would be the casesthat the public body would
be seeking judicial review.

• In terms of the efficiency of the process, what I’m say
ing is that whether you go with order power or recom
mendation power, in those kinds of circumstances you
might end up in courts just as frequently.

• What we’ve recommended here is to focus on improving
some of the exceptions to the right to access, improving
privacy oversight and improving the jurisdictional or
clarifying the jurisdictional issues for the Commissioners
review of access to informatioa if the government re
ceived your report and said well we’ll give the Commis
sioner order power but the rest of that well leave alone!
think it’d be not a good outcome because I think some of
the other issues are—they are up front issues regarding
the exceptions to the right to access?

Following these comments by Mr. Murray, the

Commissioner added these:

• The notion of order power is a tremendous tool for the
Commissioner to have in his or her toolbox but funda
mentally we’re not there yet because of Bill 29. With
the significant loss ofjurisdiction in the Commissioner’s
office I think there’s more fundamental questions. If
Bill 29 had not occurred and we were in a different
process - - .then I think you could very well have Sean
and I in front of you saying we would recommend
order power because we have a substantial, a strong. a
consistent piece of legislation that we’ve been working
with for tO years.

• It’s relatively young in the life of a piece of legislation so
to make the quantum leap I think from where we are
now as a result of Bill 29 to order power when we’re still
lacking, or could be still lacking the jurisdiction of the
Commissioner to look at—even to see documents. So 1
think order power is a question that will come in the
future once we have a stable and consistent piece of leg
islation that the Commissioner’s office would have been
working with for a number ofyears, work out protocols

and procedures and now we’re ready and I think that

could very well be, I just don’t think it’s now.8

In response to a suggestion from a Committee mem

ber that “some might say to you that there is no better

time than the present to go for the whole package,” the

Commissioner replied:

There’s truth in that but . .based on the significant chang
es at the first review that we need to get down to a firmer
footing. I think there’s more fundamental issues. And
again. I will say that the ombuds model for this jurisdic
tion appears to work very well?

From the Federal Information Commissioner

Suzanne Legault. the Federal Information Commission

er, responded as follows to a Committee member’s ques

tion as to the most appropriate oversight model:

• The recommended international norm is an indepen
dent oversight that has the ability to review all of the
records and all of the decisions on disclosure and that
has the ability to issue orders in all respects of the dis
closure decisions.

• You have to look at it in contexL For instance, an om
buthmazCs model can work in Canada, obviously, be
cause we have democratic institutions which are well
functioning. . - So you have to put the oversight model
in the context of the institutions, with the judiciary, the
parliamentarians and the government institutions.
if the recommendations are not going to be respected
at all then it will not work’

Ms. Legault said that there are a lot of delays in the

ombuds model in terms of investigative function because

there is a lot of back and forth, and if the recommenda

tion of the Commissioner is not accepted, the Controls

sioner or the requester has to take the matter to court.

The onus to seek and obtain disclosure is on the request

er. She suggested this could be reversed and the onus

would be on the institution in an order-making model.

She expressed her belief that “certainly for the federal

model.. an order making model is the best modeL””

Ms. Legault further suggested that if the ombuds

model continues in this province, there should at least be

9 Ibid 16—17.
10 Information Commissioner of Canada Transcript, 18 Au
gust 2014, pp 54—56.
It Ibid59.

7 OIPC Transcript, 26 June 2014, pp 7—12.
B Ibid 15—16.
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order-making power for all procedural and administra

five matters such as extensions of lime limits and pro
posed charges. She was asked her opinion about a hybrid
model in which, if the Commissioner recommended
disclosure, the public body would have the option of fol
lowing the recommendation or applying to court for a

dedaratory order that it was not required by law to dis
dose. In that circumstance, both the onus to initiate the
court review and the burden of proof would be entirely on
the public body. She replied that she would have to con
sider it in terms of administrative law and judicial review.

From political parties

The Liberal Party) Leader of the Official Opposition,

Dwight Ball

Dwight Ball, the Leader of the Official Opposition,

when asked if he thought the Commissioner should
have order-making power, observed “it’s something that

we’ve thought about.. .would like to think it through a
little more to get the full breadth and scope of what that
impact would bC’2

The New Democratic Party Gerry Rogers, MHA

Gerry Rogers, MI-IA, recommended, “in the event of a
dispute, the Information and Privacy Commissioner be

authorized to rule on whether or not the contested in

formation should be kept secret.””

From the media

Canadian Broadcasting Corporation

The only comment the CBC made that bears on the role

of the Commissioner is that order-making power from

a requester’s perspective is preferable,

James McLcod of the Telegram

Mr. McLeod expressed the view that

To make the system truly credible, there must be same
mechanism within the system where an independent
agent can order documents released if they find that the

government has improperly withheld. Maybe that power
could be vested in the OIPC. Or maybe the Act could
consider a system where if the OIPC found that the gov
ernment was improperly withholding information, and
all other avenues are exhausted, the office is obligated to
go to the courts and leave it to a judge to make the final
call. I realty don’t know how it should work .... I just
know that leaving it up to cabinet ministers to have the
final say on what documents get released—even what
documents the OIPC can review—is a deeply flawed sys
tem, and that needs to be fixed.’4

From individuals

Terry Buny

Mr. Burry made submissions that commented on the

Commissioner and his office. On the power that should

be conferred on the Commissioner, he observed:

In my presentation to Mr. Cummings’5 four years ago,
I recommended that the Information and Privacy
Commissioner, Mr. Ed Ring. be given order power,
much like a judge and in the same manner as other
provinces, most notably, that which has been adopted
by Quebec. Ontario, British Columbia, Alberta and
Prince Edward Island.’6
.The Commissioner should have the final say con
cerning any disputed information being released to an
applicant and a final judgement on any delays beyond
30 days is warranted, without having to go to court...
subject only to limited rights ofjudidal review.”

From the OIPC following up at the condusion of

the hearings

In his final appearance before the Committee, the Com

missioner referred to the view he earlier expressed about

using an ombuds model as opposed to an order-making

model of oversight. He had indicated that the office pre

ferred to address the more fundamental problems until

the statute and its processes and procedures have had

more time to mature. He now stated that

We have looked at the order power model and believe
it could work equally as well here in Newfoundland

14 McLeod Transcript, 26 June 2014, pp 8—9.
15 Cummings Report, January 201 I,
16 Burry Submission, 24 July 2014, pp 8-9.
17 flurry Transcript, 24 July 2014, pp 19—20.

12 Official Opposition Transcript, 22 July 2014, p 35.
13 New Democratic Party Transcript, 26 June 2014, p It.
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and Labrador as it does in Alberta, Ontario and British
Columbia.
The informal resolution process where we resolve the
vast majority of our access requests ...would not be
compromised by having order making power.

• Another advantage 1 believe, us] that order-making
power will provide a strong incentive for public bodies
once we get to the formal investigation stage to pro
vide a strong, comprehensive and detailed submission
to the OIPC that would clearly state the case of the
public body and allow full and accurate consideration
by the OIPC. - So I think that would be a strong incen
five for public bodies to put more effort where re
quired into their submissions to this office.

• The disadvantage I think would be for .. the OIPC to
lose the current abiliqc.. to go to court on behalf of the
applicant if,. the public body refuses to adopt the rec
ommendation.”

In response to questions from Committee mem
bers, the Commissioner further commented that

I would hope that whichever model is chosen we have to
think about that this is a small jurisdiction and we need
a model that is going to work here. .. Currently we have
several analysts who can deal with inquiries when they
come in, just general inquiries, they can accept new files
and work on informal resolution. Theycan then proceed
to work on their formal complaint investigation—for
mal investigation and drafting of reports and that func
tion would have to be separated.

When you have a small office then you divide that
group into two and you’d have one group that worked on
informal resolution perhaps, I’m just speculating on how
this might work now. And of course we have P1114 to
oversee as well. - -. whatever model we have to be careful
that we don’t divide our office up so finely that if one per
son is missing that we have a big problem.”

18 O(PC Transcript, 21 August 2014, pp 8—10. 19 ibid 12—13.

Oversight models in other Canadian lurisdictions

It will be helpful to give some consideration to the role
of the Commissioner under the laws that correspond to
the ATIPPA in the other Canadian jurisdictions. Table 5
indicates the general nature of the systems in each of
those jurisdictions.

Four of the five oversight bodies having order-
making power are in the four provinces having, by a
wide margin, the largest populations in Canada. The
fifth belongs to the province with the smallest popula
tion, but it is also, by a wide margin, geographically
smallest. MI of the provinces that are comparable in
population and geographical size to Newfoundland
and Labrador have the ombuds model. These facts may
be noteworthy but they do not, alone, make a strong
argument for retaining the ombuds model of oversight.
However, they do highlight the significance of the
Commissioner’s observation about the concerns of
splitting a small office into two separate function divi
sions, one for routine inquiries and informal resolution

and the other for formal investigations and drafting
reports and, as he also observed, having to discharge
the OIPC’s obligations under PHIA on top of that. The
Commissioner urged that care be taken so “we don’t
divide our office up so finely that if one person is miss
ing we have a big problem7

As both the Commissioner and Mr. Murray noted,
adopting the order-making model would require a more
formalized structure. Mr. Murray contemplated that
“natural justice” would come into it more than it does

right now. It is reasonable to conclude that he was refer
ring to the normal principles of natural justice requiring
a formalized hearing process with submissions and
hearings involving all concerned parties. That is consis
tent with the Commissioner’s comment that there would
be incentive for public bodies “to provide a strong, com
prehensive and detailed submission to the OIPC that
would clearly state the case of the public body and allow
full and accurate consideration by the oipc:’
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Jurisdiction Order Power or Ombuds Statute provides for appeal to the Only Judicial Review of the Commissioner’s
Power’ court of the decision of the head Order is available

of public body

Canada Ombuds New hearing

Newfoundland & Ombuds Appeal by new hearing
Labrador

Nova Scotia Ombuds Appeal by new hearing

New Brunswick Ombuds Appeal by new hearing

Manitoba Ombuds Appeal by new hearing

Saskatchewan Ombuds Appeal by new hearing

Northwest Territories Ombuds Appeal by new hearing

Yukon Ombuds Appeal by new hearing

Nunavut Ombuds Appeal by new hearing

Quebec Order No No. Can appeaL the decision of the Commis
sion on questions of law or jurisdiction to the
Court of Quebec.

Prince Edward Island Order No Yes

Ontario Order No Yes

Alberta Order No Yes

British Columbia Order No Yes

Prepared by the ATIPPA Review Committee Office

When he answered questions about the possibility

of having order-making power at the first hearings, Mr.

Murray expressed the view that “certainly it is not going

to speed up the review process because we’re going to

have to make sure we write a report. - .with an order that

provides all the support and evidence and demonstrates

that we have considered the arguments of all of the par

ties that have come to us’ On top of that, of course,

there would still be either a right of appeal to the court

or a right to seek judicial review of the administrative

process. The delay experienced at the moment would

likely grow to unimaginable proportions.

Like the ATIPPA, the access laws of New Brunswick,

Nova Scotia, Northwest Territories, Manitoba, Nunavut,

Saskatchewan, Yukon, and the Federal Government all

employ the ombuds model to ensure compliance by

20 Striking the Balance (2001), p101.

public bodies with access to information and protection

of privacy laws. The oversight officer, usually called

commissioner, cannot issue orders to a public body. The

oversight office can only recommend a course of action

that it considers would constitute compliance. While the

public bodies involved usually comply with the recom

mendations, in a significant portion of the cases they

choose not to comply.

That is not the approach taken in the access to in

formation and protection of privacy laws of Alberta,

British Columbia, Ontario, Prince Edward Island, and

Quebec, where the commissioner’s office has or

der-making power. In each of those jurisdictions the

oversight body can issue orders requiring the public

body to comply with a specific disclosure order. In Que

bec the order can be appealed to the Court of Quebec.

In the other four provinces, the orders are subject to

judicial review by the superior courts.

TableS: Review Mechanism for All Jurisdictions in Canada

Access to lnftrmation

‘Order Power: provides review officers the authority to resolve complaints and order disclosure of documents. The other system is an
investigative model, in which a review officer has the power to investigate, mediate and recommend. The latter is an ombudsman-like
role, where the officer does not have the power to order disclosure of documents?°
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In Manitoba, the Ombudsman makes a report and

recommends a course of action. There are two avenues
for recourse if a recommendation is not complied with.
First, the Ombudsman may ask the adjudicator to review
a matter, for example, where the head of a public body
refuses to take action to implement the Ombudsman’s

recommendations. The adjudicator is required to con
duct a review and make an order. In the alternative, if the
Ombudsman does not request a review by the adjudica
tor, then an applicant or third party may appeal the pub
lic body’s decision to refuse or grant access to the court.

The federal access and privacy statutes use the om
buds model for oversight. They contain provisions that,

while not identical, are very similar to the corresponding
A7VPPA provisions. Comments by the Supreme Court of
Canada as to the role of the Commissioner under the fed
eral statute are instructive as to how provisions respecting
the role of the Commissioner in this province would be

interpreted by the courts. In its decision in H. I. Heinz Co.
of Canada LtcL v Canada (Attorney General), the court
was considering a provision of the federal law that is
slightly different from the ATT1PA. A third party chal
lenging a public body’s decision to release information
cannot seek review from the federal commissioner as a
third party can under the ATIPPA. Under federal lais; the
application must be to the Federal Court As well, the fed

eral system has a separate statute and commissioner for
each of access and privacy Neither of these differences

otherwise affects the applicabillty of the court’s comments

about the role of a commissioner under an ombuds

model. On that subject the majority in Heinz wrote

The Information Commissioner and the Privacy Com
missioner benefit not only individuals who request ac
cess or object to disclosure, but also the Canadian pub
llc at large, by holding the government accountable for
its information practices. As this Court has emphasized
in the past, the Commissioners play a crucial role in the
investigation, mediation, and resolution of complaints al
leging the improper use or disclosure of information un
der government control: Lavigne, at pans. 37-39. Also, as
former Justice La Forest notes in a recent report entitled
The Offices of the Information and Privacy Commissioners:
The Merger and Related Issues, Report of the Special Advi
sor to the Minister of Justice (November 15, 2Q05), at pp.

17-IS, the role and responsibilities of the Commission
ers extend even further to include auditing government
information practices, promoting the values of access
and privacy nationally and internationally, sponsoring
research, and reviewing proposed legislation.

However, as the following discussion wifl show, in
the specific circumstances of the case at bar, the Privacy
Commissioner and the Information Commissioner are of

little help because, with no power to make binding orders,
they have no teeth. Where, as here, a party seeks to prevent
the disclosure of information as opposed to requesting its
release, the Commissioners’ role is necessarily limited by
an inability to issue injunctive relief or to prohibit a gov
ernment institution from disclosing information. Section
44 is therefore the sole mechanism under either the Access
Act or the Privacy Act by which a third party can draw the
court’s attention to an thLended disclosure of personal in
formation in violation of s. 19 of the Access Act, and by
which it can seek an effective remedy on behalf of others
whose privacy would be affected by the disclosure of doc
uments for which the third party is responsible.

The Privacy Act establishes a central role for the Pri
vacy Commissioner in the protection of privacy rights.
Under s. 29(fl(a) through If), individuals who believe
that personal information about themselves has been
wrongfully used or disclosed by a government institution
may complain to the Privacy Commissioner. The Privacy
Commissioner is charged with receiving and investigating
such complaints and, where they are well-founded, with
reporting his or her findings and recommendations to the
appropriate government institution (55. 290) and 35). To
do this, the Commissioner is accorded broad investigative
powers, including the powers to summon and enforce the
appearance of persons, compel persons to give evidence,
enter government premises, and examine records on gov
ernment premises 0. 34). Pursuant to s. 37. the Privacy
Commissioner may also carry out its own investigations
in respect of personal information under the control of
government institutions to ensure compliance with the
Privacy Act. However, while these complaint mechanisms
are important in the larger scheme of the PrivacyAct, they
are available only where the wrongful disclosure has al
ready occurred and where the complaint is laid directly by
the person who is the subject of the information that was
wrongfully disclosed (i.e. not bya third party). The Privacy
Commissioner may not, therefore, ad to prevent the dis
closure of personal information.

Third parties may receive some assistance from the
Privacy Commissioner pursuant to s. 29(l)(h)(il) of the
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Privacy Act, which requires the Privacy Commissioner to
receive and investigate complaints “in respect ofany other
matter relating to, .. the use or disclosure of personal in
formation under the control of a government instithtion’
In contrast to s. 29(t)(a) through (I) this provision ac
cards the Privacy Commissioner a broader ambit of in
vestigation and does not appear to be limited to situations
where the wrongful disclosure of personal information
has already occurred or where the complaint was received
directly from the individual involved. It may therefore be
open to a third party to initiate a complaint on behalf of
employees or others before disclosure occurs. This broader
complaint mechanism is inadequate, however, because
the Privacy Commissioner has no authority to issue deci
sions binding on the government institution or the party
contesting the disclosure. Nor does the Commissioner
have an injunctive power which would allow it to stay the
disclosure of information pending the outcome of an in
vesligation. Indeed, s. 7 of the Access Act requires the gov
ernment institution to disclose the requested information
within a specific time limit once a disclosure order is
issued. The Privacy Commissioner’s ability to provide re
lief to Heinz is thus very limited.

In a manner similar to the Privacy Act, the Access
Act establishes a central role for the Information
Commissioner, who is charged with protecting and
acting as an advocate of the rights of access requesters,
and with conducting investigations. In a dispute under
the Access Act, where a person makes a request to a govern
ment institution for access to a record and the request is
denied, the requester may file a complaint with the Infor
mation Commissioner, which the Commissioner must
investigate (sill). Section 36 of the AccasAct accords to the
Information Commissioner broad investigative powers

similar to those of the Privacy Commissioner and, as a
result of its expertise, staff and flexibility, the office of the
Information Commissioner is in a unique position to
conduct such investigations: Davidson p. Canada (Solici

tor General), [198912 F.C341 (CA.).
However, the Information Commissioner is of only

limited assistance in circumstances like those in the case
at bar. The primary role of the Information Commis
sioner is to represent the interests of the public by act
ing as an advocate of the rights of access requesters.
Here, Heinz is con:estinga decision to disclose information,
Whiles- 30(l)(fl of the Access Act charges the Informa
tion Commissioner with receiving and investigating
complaints “in respect of any other mailer relating to re
questing or obtaining access to records under this Act”,

such broad language does not change the fact that the
role of the Information Commissioner, and this is con
sistent with the purpose of the Access Act as a whole, is
to act, where appropriate, as an advocate of the disclo
sure of information. Moreover, like the Privacy Com
missioner, the Information Commissioner may not issue
binding orders or injunctive relief and accordingly can
not order the government not to disclose a record.

Section 41 thus establishes the sole mechanism
within the scheme of the Access Act and the Privacy Act

by which a third party may request an independent re
view of a ministerial or government decision to disclose
information. As a result, 5. 44 helps to promote the pur
poses of both Acts by providing an avenue for complaints
relating to the violation ofprivacy and ensuring that gov
ernment institutions are accountable for their informa
tion practices?’ (emphasis by bolding added]

21 Heinz,supra note tat pans 34—40.

Oversight models in international jurisdictions

In its review of New Zealand’s official information legisla

tion, the NZ Law Commission summarized the state of

the law in Austmlian state and federal jurisdictions, and in

the United Kingdom and Ireland. Excerpts from that re

port describe the oversight models in those jurisdictions:

Australian Conunonwealtir

The Office of Information Commissioner is a recent devel
opment in the Australian Commonwealth. It was estab
lished by the Australian Information Com,nissioner Act

22 Proposed legislative changes are currently under consider
ation in Australia.
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2010 which creates a dedicated Freedom of Information
Commissioner responsible for carrying out fimctions that
can be categorised as adjudicative, oversight and monitor
ing. and advisory. The Department of Prime Minister and
Cabinet is responsible for FOl policy and the management
of the Freedom of Infonnation Act across the Australian
Government through its Privacy and P01 branch.

The Commissioner is responsible for promoting
awareness and understanding of the legislation, assisting
agencies to publish information in accordance with in-
formation publication schemes, providing information,
advice, assistance and training to any person or agency
about the Act, issuing guidelines, making reports and
recommendations to Ministers, monitoring and report
ing on compliance and reviewing the decisions ofagencies,
amongst others. The Federal Reforms also incorporated
the Office of the Privacy Commissioner into the Infor
mation Commissioner’s Office.

It was thought that the role carried out by the Om
budsman reviewing individual decisions was reactive in
its approach and was not enough to support an effective
freedom of information regime. The Australian Ombuds
man echoed these calls, saying that a major shortcoming
of Australia’s POt regime:

..is that it lacks an FOl champion, who is hidepen
dent of government. has a dedicated role and pow
ers. adequate fimding, and a secure power base.’

Queensland

In July 2009 the Queensland Parliament replaced its Free
dom of Information Act with the Right to Information Act
2009. This retained the existing Office of Information
Commissioner, which oversees privacy matters, and cre
ates in addition a Freedom of Information Commissioner
who is deputy to the Information Commissioner. As well
as being responsible for complaints, this Commissioner
has responsibility to carry out:

Support functions, including the provision of advice
about interpretation and administration of the Act,
giving information to agencies and requesters, pro
moting awareness of the Act within the community
and within government through such activities as
training and education programmes, and identify
ing and commenting on legislative changes that
would improve the Act; and

• Performance-monitoring functions such as audit
ing and reporting on agencies’ compliance with the
Act, publishing performance standards and best
practice for agencies, and reporting to Parliament
the outcome of any review.

New South Wales

Following the Queensland review of its freedom of infor
mation law, the NSW Ombudsman carried outan extensive
review of that state’s FOE laws and made over 80 recom
mendations for change. The Government Information
(Public Access) Act 2009, creating a new Office of Informa
tion Commissioner, came into effect on 1 July 2010. The
Commissioner is a statutory officer of Parliament, inde
pendent from the executive who is required to promote
public awareness and understanding of the law as well as
provide information, advice, assistance and training to
agencies and the public. The Commissioner also has a
monitoring role over agencies’ functions and may report
to the Minister if legislative or administrative change is
necessan The NSW Information Commissioner Office
and Privacy Commissioner Office are co-located, but each
still exists under its own statute.

Tasmania

Breaking away from the mould set by the Queensland
and New South Wales reforms, the Tasmanian Govern
ment chose to retain the Ombudsman as its complaint
body but gave the office an enhanced role with a number
of oversight and reporting functions that it had not pre
viously had to carry out.

United Kingdom

An Information Commissioner’s Office has had oversight
of freedom of information matters in the United King
dom since 2001 as well as of matters under the Data Pro
tection Act 1998 (similar to our privacy legislation). The
Commissioner is responsible for complaints, oversight
and monitoring, and training and assistance on matters
affecting access lo information.

The Commissioner is responsible for approving model
publication schema, promotion of good practice by agen
cies, the promotion and dissemination of information
about the Act, voluntary audits of agencies’ compliance,
and reporting to Parliament annually on these matters. Re
ports am also made regularly to Parliament about compli
ance across the sectors or in response to specific issues

23 lohn McMillan, Commonwealth Ombudsman, Seminar of
the Commonwealth P01, Canberra, 26 June 2009.
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suth as the M’mjsterjaj veto of the decision to release cabi
net documents relating to military action against Iraq.

Ireland

Amongg the jurisdictions we looked at, Ireland is the only
jurisdiction where the Information Commissioner can be a
presiding Ombudsman. Each Office is governed by its own
legislation with different powers and functions but they are
carried out by the same person.’4 [emphasis addedj

One aspect of the commentary respecting the New
South Wales legislation that was attractive to the Com
mittee is that the commissioner “is required to promote

public awareness and understanding of the law as well
as provide information, advice, assistance and training
to agencies and the public:’ The present AT1PPA simply
states that the Commissioner may do those things.’5
Another aspect of the law in Queensland also attracted

24 NZ The Public’s Right to Know: Review of the Official Infor
mation Legislation (2012) aL ss 11121-13.135.

25 AflPPAsSI.

Issues

the attention of the Committee: the commissioner has
responsibility to carry out “performance-monitoring
functions such as auditing and reporting on agencies’
compliance with the Act, [andi publishing performance
standards”

The Committee agreed with the Australian Com
monwealth Ombudsman that it is crucial to have an ac
cess to information champion.

While the ATIPPA provides for an oversight body
that is independent of government, it does not require
the Commissioner to be a freedom of information
champion. The Committee believes that having the
Commissioner play that role (in the manner described
in the excerpts from Hf. Heinz quoted above) in this

province would help citizens obtain the access they re

quest. In the longer term, it would help develop a cul

ture that is more consistent with the objectives of the

ATIPPA, a culture in which access to much of the infor

mation held by public bodies is made easier.

26 Right to Jnfom,atio,, Act 2009 (QId), s 131.

The key questions arising from the foregoing are: Will Which will offer a more user-friendly system? Which
the right of citizens to access information be better system will make people feel confident that the informa
served by an oversight body that is an ombuds model or tion they are required to provide to public bodies will be
an order-making model, or some other variation? treated appropriately?

Analysis

At issue, then, is which model will achieve the most effi
cient but user-friendly system for citizens accessing in
formation or seeking to protect the privacy of their per
sonal information. The first matter to be considered
must be the basic characteristics and capabilities of each
of the two models. Table 6 provides a side-by-side com
parison of the two models.

The chief purpose of such an oversight body is to

ensure that practices and procedures are in place to

facilitate access to information on a timely basis and to

ensure privacy is protected. Regarding the right of citi

zens to access information, the Commissioner wrote in

an annual report:
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Table 6: Oversight Models

Order-making model Ombuds model

Detached, unbiased adju- Access and privacy protection
dicator champion

Mere limited problem-solv- Facilitator, expediter, and
ing role mediator

Can order compliance with Can only recommend
recommendation

Auditor of public body Auditor of public body pci-for-
performance mance

Na ability to appeal on Able to appeal on behalf of
behalf of requester requester

Education role more diffi- Educator of public and public
cult if also adjudicator bodies

Difficult to monitor in Watchdog for privacy issues
a small province if also
adjudicator

Cannot easily advise if Access and privacy consultant
. adjudicating to government

Prepared by the ATIPPA Review Committee Office

By providing a specific right of access and by making that
right subject only to limited and specific exceptions. the
legislature has imposed a positive obligation on public
bodies to release information, unless they axe able to
demonstrate a dear and legitimate reason for withholding
it. Furthermore, the legislation places the burden squarely
on the head of the public body that any information that is
withheld is done so appropriately and in accordance with
the legislation.”

An ombuds-model oversight body must advocate

for the right of citizens to access information and to en
sure that their personal information in the hands of
government is protected. It must also help citizens exer
cise those rights. The responsibility in an ombuds model
is both proactive and reactive. The Commissioner has
the reactive power to investigate complaints about a
public body’s actions or inaction. Additional proactive
powers are conferred on the Commissioner by section
51 to make recommendations that will ensure compli
ance with and better administration of the Act.

It is understandable that so many participants
would rush to the conclusion that the Commissioner

should have order-making power. Many requesters have
had unsatisfactory experiences involving absolute re
fusals of disdosure and partial or severely redacted dis
closure. Some have experienced the frustration of a
Commissioner throwing his hands up and explaining
that he is unable to help because he cannot even see the
records to enable him to determine whether or not they
are what the head of a public body says they are.

Taking all the foregoing circumstances into account,
the Committee can only conclude that the last thing
the system needs is a more complicated review process
for requests to access information held by public bod
ies in this province. Both the Commissioner and Mr.
Murray indicated that if the Commissioner had order-
making power, the process could take longer and require
formal hearings and all the paraphernalia of official
proceedings.

The Committee agrees that significant additional
delays would almost be inevitable if another formalized
adjudication structure and process were put in place.

Order-making power does not seem warranted
when one considers the number of matters that would
be dealt with by an order-making oversight body. Table
7 below lends support to Mr. Murray’s and the Commis
sioner’s observations. It includes the statistics for the (lull
eight years for which the Conunissioner has been oper
ating and filed reports.

As Mr. Murray indicated, the OIPC has conducted
an avenge of fewer than 16 formal reviews a year over
the last eight years. In less than iS cases, on avenge, did
the public body still refuse to provide information after
a report was issued. He also indicated that even if the
OIPC had order power, those may well be cases where
the public body would still be seeking judicial review.

As discussed later in this chapter, all of the infor
mation before the Committee indicates that the single
most frustrating aspect of the province’s access to in
formation system is the inordinate delay that charac
terizes a significant portion of the requests for access.
These are not delays of days or weeks; (hey are delays of
months and in many cases a number of years. Such
delays often render the records of little or no value to

27 OIPC Annual Report 2010-il, OIPC Report 2005-002, pc.
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Table 7: ATIPPA Statistics Public Body Responses to Commissioner½ Reports Following Reviews of Access Requests

Total
Fiscal Year Number of No Recommendations Commissioner made Recommendations to Public Body

Report?

. Recommendations
. Recommendations AcceptedCommissioner Agrees with Rejected

PubLic Body
Fully Partially Total % Total

2012—t3 15 7 46.7% 5 2 7 46.7% 1 6.6%

2011—12 25 9 36% 13 3 16 64% 0 0

2010—li 14 7 50% 6 1 7 50% 0 0

2009—10 11 I 9.1% 3 3 6 54,5% 4 36.4%

2009—09 16 4 25% 6 5 11 689% 1 6.2%

2007—08 18 5 27.8% 10 2 12 66.7% 1 5.5%

2006—07 15 2 13.3% 6 2” 8 53.3% 5 33.4%

2005—06 11 0 0 8 1* 9 81.8% 2 18.2%”’

Prepared by the ATIPPA Review Committee Office, based on statistics in annual reports of the OIPC.

the purpose for which they were requested, and in
many cases totally useless.

Admittedly, there are other important factors that
frustrate requesters:

• When a public body claims that because of the
nature of the record the law does not require
the release of that record, the Commissioner
cannot, in some circumstances, review the re
cord to assess the legitimacy of the claim.

• A public body can on its own initiative ex
tend the time limit for decision on release of
a document.

• A public body can disregard a request by claim
ing the request to be vexatious or frivolous.

• The Clerk of the Executive Council can declare
a document to be an official Cabinet record and
so preclude any consideration of it by the OIPC.

Ways of mitigating these factors are addressed in other
chapters of this report, but none has the prospect of re
ducing requester frustration and making the Act more
user friendly than will measures to correct the inordi
nate delay that presently characterizes the system.

‘For the purpose of this Table. ‘Total Number of Reports” is the number of reports to which public bodies have responded in a fiscal
year. It is not always the same as the number of reports issued by the Commissioner in a fiscal year, because the response of the pub-
lie body is sometimes received in the following fiscal year.

“In one case, recommendations to release information were subsequently accepted and ffirther information was released (See Re
port Summary 2006-014).

‘“Recommendations to release information were subsequently accepted and the majority of information was released (See Report
Summaries 2005-004 and 2005-005).
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Conclusion

Retaining the present ombuds model will not, alone, cor
rect the tilne delays that are currently experienced. But it

will not add to those delays. If an order-making model
were put in place, given the population and land mass of
this province, delays would almost certainly be exacer
bated. Other changes respecting time limits and practices,
discussed later in this chapter, can also make a significant
contribution to resolving the problem of delays. Those
changes will not be a substitute for the benefit of an order
but, bearing in mind Mr. Murray’s views and the statistics
showing that an average of less than three review recom
mendations are rejected by public bodies, the over
whelming majority of requesters will receive their final
decision in a fraction of the time it is now taking.

One additional change, a kind of hybrid of order-
making and ombuds, could greatly improve the cir
cumstance for the less than three on average of the
Commissioner’s recommendations that are rejected by
public bodies each year. That change would be a statutory
requirement that upon receipt of an OIPC recommen
dation the public body concerned would, within 10

business days, have the option only of complying with
the recommendation or applying to court for a dedara
tion that, bylaw, it is not required to comply.

The statutory requirement would not be an order
that the public body comply, but the result for the re
quester would be the same. In an order-making model,
the public body would still have the option of seeking
court review. The big benefit of the hybrid approach is
that the burden of initiating a court review and the burden

of proof would be on the public body. As well, the Com
missioner would be in a position to respond to the public
body’s application for the declaration, because he would
not be the maker of an order under review by the court,
and because he would have a statutory responsibility to
champion access. The Commissioner said that the major
disadvantage of the order-making model was not being

able to respond to a court application. The hybrid model
would eliminate both the additional delays inherent in
the order-making model and the disadvantage of the
Commissioner’s being unable to respond to any court
application by the public body.

Adequate jurisdiction, independence, expertise,
efficiency, and user-friendly practices and procedures
are determining factors for success in an ombuds-style
office of the Commissioner. The Committee has con
cluded that creating an entity with those characteristics
would require that the OIPC be recast in a somewhat
changed role,

That said, the Committee accepts the recommenda
tion of the federal information commissioner that the
Commissioner should have decision making power re
specting all procedural matters, estimates and waiving of
charges. These matters would be dealt with expeditiously
by procedures determined by the Commissioner. They
would not follow the same process or timelines as com
plaints filed with the Commissioner respecting access to
records or correction of personal information. For exam
ple, they would not be addressed by way of a recommen
dation to the head of the public body. Instead the head of
the public body would be required to follow the Commis
sioner’s decision, and these matters would not be the
subject of an appeal before the court.

The representations that the Committee heard from
the overwhelming majority of participants and the
Committee’s own research establish that the present leg
islative jurisdiction, procedures, and practices of the
OIPC do not permit that office to be easily modified,
The recasting will require so many extensive changes to
the existing ATIPPA that the most expeditious way to
proceed is to structure a revised statute by retaining and
incorporating in it all that is good and useful of the ex
isting version and adding the new provisions necessary
to achieve the desired recasting.
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Recommendations

The Committee recommends that

54 The ombuds oversight model be retained, with the
exception that decisions of the Commissioner re
specting extensions of time, estimates of charges,
waiving of charges and any other procedural mat-
ten be final and not subject to appeal.

55. The powers of the Office of the Information and
Privacy Commissioner be increased to reflect pro
posals discussed elsewhere in this report.

56. The Office of the Information and Privacy Commis
sioner adopt the changes in procedures and practices
presently employed in the Commissioner’s review
processes that are necessary to reflect the comments
of the Committee in this and other chapters.

57. Oversight by the Office of the Information and Pri
vacy Commissioner include responsibility for ap
proving all extensions of time and all decisions to
disregard an application, and that amendments to
the ATIPPA result in:

(a) eliminating the ability of public bodies to uni
laterally extend the basic lime limit;

(b) providing for extension only for such time as
the OIPC shall, on the basis of convincing ev
idence, approve as being reasonably required;

(c) requiring that the requester be advised without
delay ofthe extension and the reasons for it; and

(d) permitting a public body to disregard a request
only upon prior approval of the OIPC, sought
immediately upon the public body concluding
that the request should be disregarded, and in
no event later than five business days after re
ceipt of the request.

58. The provisions of the legislation relating to the
oversight model should indicate that, with respect
to access to information and protection of personal
information:
(a) priority is to be accorded to requesters achiev

ing the greatest level of access and protection
permissible. within the shortest reasonable
time frame, and at reasonable cost to the re
quester; and

(b) the Office of the Information and Privacy
Commissioner has primary responsibility to:
• advocate for the achievement of that pri

ority
• advocate for the resources necessary
• monitor, and audit as necessary, the suit

ability of procedures and practices em
ployed by public bodies for achievement
of that priority

• draw to the attention of the heads of pub
lic bodies and to the Minister responsible
for the Office of Public Engagement any
persistent failures of public bodies to make
adequate efforts to achieve the priority

• provide all reasonable assistance to re
questers when it is sought

• have in place such procedures and prac
tices as shall result in all complaints being
fully addressed, informal resolution,
where appropriate. being completed and
any necessary investigation and report
being completed strictly within the time
limits specified in the Actinform the
public from time to time of any apparent
deficiencies in any aspect of the system,
including the Office of the Information
and Privacy Commissioner, that is in
place to provide for access to information
and protection of personal information
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7.2 Status, term of office, and salary of the Commissioner

\Vhile some participants were critical of certain aspects
of the Commissioner’s performance, most expressed a

high regard for and great confidence in the OIPC. Most

also recommended, as noted in other parts of this re
port, that the powers of the Commissioner should be

enlarged to enable the OIPC to determine virtually any

access issue that may arise.

Present situation

Status

The status, term, and salary are provided for in Part IV. I

of the ATIPPA. The statute that resulted from Bill 29 sig
nificantly altered some of the jurisdiction and powers of

the Commissioner and the office through which the

Commissioner functions (OIPC). However, it made no
change in the provisions of the Act establishing the po
sition of Commissioner or the office.

The appointment section reads today as it did when

it was first enacted in 2002. It provides that the office is

to be “filled by the Lieutenant-Governor in Council on

a resolution of the House of Msembly”

The legislation constitutes the Commissioner an

officer of the House of Assembly and prohibits the

holder of the office from being nominated for election

or being elected to the House of Assembly. It also pro

hibits the Commissioner from holding any other public

office or carrying on any other business, trade, or pro

fession, Apart from the Commissioner’s designation as

an officer of the House of Assembly, there is nothing

else in the statute to indicate the status to be accorded

to the Commissioner,

Except for two participants, all others expressed a

high regard for the Commissioner and great confidence

in the effort the OIPC makes to ensure that their right

to access information and pursue protection of their
privacy would be properly managed. The critical views

are set out below. They are set out here not to indicate

that the Committee accepts the inferences, but to

demonstrate the perception of lack of independence,

and expectation of partiality that result from the short

term of office and the controlling position of the gov

ernment in reappointment.

Term

The short duration of the term of the Commissioner’s

appointment is an aspect of the ATIPPA that attracted a

large number of critical comments. Subsection 42.20)
of the ATIPPA provides:

Unless he or she sooner resigns, dies or is removed from
office, the commissioner shall hold office for 2 years from
the date of his or her appointment, and he or she may be
re-appointed for further terms of 2 years.

Salary

The salary to be paid to the Commissioner is not speci

fled and the statute provides no means for its objective

determination. The relevant provision is section 42.5:

(I) The commissioner shall be paid a salary fixed by the
Lieutenant-Governor in Council after consultation with
the House of Assembly Management Commission.

(2) The salary of the commissioner shall not be reduced
except on a resolution of the House of Assembly carried
by a majority vote of the members of the House of As
sembly actually voting.

(3) The commissioner is subject to the Public Service Pen
siGns Act, 1991 where he or she was subject to that Act
prior to his or her appointment as commissioner.

Other subsections make provision for hiring staff

and for the Commissioner’s oath of office and oaths of

the staff. Subsection 32(4) of the House ofAssemblyAc

countability Integrity and Administration Act applies to

the Commissioner. It provides:

Policies relating to deputy ministers, including policies
with respect to the reimbursement ofexpenses, apply to the
clerk and persons appointed to preside over a statutory of
fice, except where varied by a directive of the commission.
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Other Canadian jurisdictions

TableS below indicates the term of office, renewal op

tions, and removal process for the oversight official in

the Canadian jurisdictions.

Table 8: Terms of Office (Canadian Commissioners)

Jurisdiction Term Process Renewable Removable

Newfoundland and Lab- Yes, resolution of majority of
. 2 years LGiC on Resolution HOA Yes

ndor Commissioner HOA

. Notlessthan , - -Nova Scotia Review , \es, resolution of ma)onty of
5 nor more GiC YesOfficer -. HOAthanyears I___________________

New Brunswi& Corn- - No, LG1C enension Yes, upon address in which
. 7 years LGiC on LA recommendation

missioner not more than I year 2/3 LA Members concur

. LA on recommendation of Yes, continues untilPrince Edward Island , For cause, yes, resolution of
. 5 years Standing Committee and 213 successor appointedCommissioner - HOA

LA Resolution up to 6 months

. Resolution at least 2/3 NA Yes, remain until Yes, resolution of at least 2/3
Quebec Commissioner 5 years

Members successor NA Members

. For cause, yes, LGiC afterOntario Commissioner 5 years LGiC on address of Assembly Yes
address of LA

Manitoba Information LGiC on recommendation of Yes, LGiC on Resolution of LA
and Privacy Adjudicator Standing Committee on LA 2/3 majority

LGiC on recommendation of Yes, reappointment for Yes, LG1C on Resolution of LAManitoba Ombudsman 6 years -Standing Committee on LA second term of 6 years 2/3 majonty

Saskatchewan Commis- LGiC on Assembly recommen- Yes, LGiC on Resolution of
- Syears Yes,forlterm

stoner danon Assembly

. Yes, continues until
. LGiC on Legislative Assembly - Yes, LGiC on recommenda’

Alberta Commissioner 5 years successor appointed to -

recommendation non of LA
a max of 6 months

. LGiC on recommendationEntish Columbia Corn- Yes, LGiC on recommenda
. 6 years of LA by unanimous vote of Yes -missioner non o(213 LA Members

special committee

Yukon Ombudsman is Commissioner on Legislative For cause, yes, on recommen
. Syean kes

Commisstoner Assembly recommendation datton of LA

. Commissioner on Legislative Yes, Commissioner on LANunavut Commissioner 5 years Yes
Assembly recommendation recommendation

Northwest Territories Commissioner on Legislative
,,

Yes, Commissioner on LA
Commissioner

years
Assembly recommendation

es
recommendation

Federal Information and GiC on Resolution of Senate For cause on address of Senate
. 7 years YesPrivacy Commissioners and House of Commons and HOC

Prepared by the ATIPPA Review Committee Office
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What we heard

From organizations

The OIPC

In the initial written submission the Commissioner
made only a brief representation concerning his term of
office, and no representations respecting status or salary:

Extending the term of office to six years would put the
Information and Privacy Commissioner in the same
term of office already accorded to the Child [andi Youth
Advocate and Citizen Representative, and would be con
sistent with other Information and Privacy Commis
sioners elsewhere in Canada

The current 2-year term is too short a period to al
low a new commissioner to become expert in both the
ATIPPA and PHIA. Additionally, the term of office ought
to be longer than the term of office of government so that
the independence of the office is protected from any neg
ative perception2’

lire Federal Information Commissioner

The Federal Information Commissioner expressed the

view that the short term creates a perception of lack of

independence and that it is detrimental to the credibility

of the oversight office. She also suggested that the term

has to be more than the length ofone government (more

than 4 years); it should be in the neighbourhood of 8 to

10 years, and it should be a term that leads to no reap

pointment. She also observed that a longer term is nec

essary to recruit qualified candidates”.

The Centre for Law and Democracy

The Centre for Law and Democracy (CLD) indicated

they would prefer to see at least 4 to 6 years and that 10

to 12 years was perhaps too long. They also said that

“security of tenure is important but you also need to be

able to judge their performance and to replace some

body who is not doing a good job.” They thought there

should be a chance to renew the term?°

From individuals

Simon Lono

Mr. Lono recommends a term of 10 years. the same as

for the Auditor General. He suggests two years “doesn’t

provide for an accumulation of experience and knowl

edge of the Commissioner. I think it can cause issues in

terms of a Commissioner self-centering themselves. I

raise that as a potential issue as opposed to a real one.”

He added:

I think that the terms and conditions of appointments
should reinforce the best, not the worst. And it really
struck me when I went through all the other House of
ficer positions how unusual the Privacy Commissioner
is in that re5pect. No other position has a two-year ap
pointment I think if the Auditor General had a two-year
appointment. ..we would think that pretty strange, and,
yet, we don’t seem to really think it’s all that strange for a
privacy commissioner. And I think it is just as strange
for a lot of the very same reasons)’

With respect to salary, he said he could see the po

sition treated as a deputy minister equivalent. There

would be value to that clarity, but he would not want to

see a fixed dollar-per-year provision. That, he suggested,

would pose a political problem.

Edward Hollett

Mr. Hollett suggests changing the role of the commis

sioner to include a responsibility comparable to that of

the Auditor General. This would include changing the

term of appointment to a single one of 10 years.31

Terry Burry

In his written submission, Mr. Burry recommends a 10-

year term and no renewal instead of a piecemeal renewal

every 2 years. Mr. Burry added. “1 am very suspicious

that a two year renewal term is no more than a ‘trap: and

can have the effect of keeping the Privacy Commissioner

31 Lono Transcript. 25 June 2014. pp 38—39.
32 Hollett Submission. June 2014. p8.

28 OIPC Submission, 16 June 2014, pp 93—94.
29 Information Commissioner of Canada Transcript, 18 Au
gust 2014, pp 107—110.
30 CLD Transcript. 24 July 2014. pp 133—134.
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at bay, and on a short leash with respect to how the
government of the day can easily dismiss the Privacy
Commissioner if he produces results unfavourable to
the government’s political interesC’3

Mr. Burry was one of the participants who were
critical of the Commissioner. He demonstrated the

point he was making with respect to the effect of the
two-year term by referring to a comment that the Com
missioner made when Bill 29 was first introduced. Mr.
Burry wrote:

It is interesting to observe that the Privacy Commissioner,
was, initially, completely satisfied with the Cummings Re
port: Review of the Access to Information and Protection of
Privacy, but now in his presentation to you on June 24,
2014, he would like to see changes. Why I wonder? Any
thing to do with the possibility that his two year appoint
ment might not get renewed if he spoke contrary minded?”

Mr. Burry elaborated on those comments when he

appeared at the hearings, with respect to this matter he

said:

For example when the Cummings Report came out Mr.
Ring was all in favor of the report, but now it seems like
he would like to see some changes there. So I’m thinking
that’s kind of related to the fact that possibly he’s only got
a two-year term and he doesn’t want to say anything to
be detrimental to getting reappointed because he had an
about-face, I think, from his initial feelings about the
Cummings Report and what he presented, I think, to
this Committee more recently.”

Deborah Moss

Ms. Moss made comments respecting the Commission

er that were similar to those of Mr. Burry. She claimed

to be confused by information presented to the Com

mittee by Mr. Ring, She quoted stories in the Telegram

in June of 2012 when Bill 29 was before the House of

Assembly. Those stories commented on the fad that Bill

29 would reverse the effect of a decision of the Court of

Appeal confirming the right of the Commissioner to re

view documents in respect of which solicitor-client

privilege was claimed, and that Bill 29 would, if passed,

take away that right. She then quoted the Commissioner

as having, at some point, commented on the issue and

said “without having the information provided to us,
then there was no way that this office could fulfill its

mandate and provide an independent review:’

Ms. Moss observed that on 18 June 2012, the fol

lowing line appeared in the Telegram: “‘I still maintain,

based on my review, that the ‘egislation remains robust,
and that peopWs rights to access information will be

protected: Ring told reporters Monday:’ Ms Moss then
noted that on 21 June 2012, “Mr. Ring was reappointed

as the Privacy CommissioneC

Having set out these matters, Ms. Moss writes:

Looking back, perhaps one can speculate as to the rea
soning for the Commissioner’s commentary of June 18,

2012. However, his reappointment for a further 2-year
term just (3) days later is certainly dubious and optically,
it is quite concerning.

On June 16, 2014, Commissioner Ring made a sub
mission of 99 pages outlining a number of recommenda
tions and revisions. The contents of which am in stark
contrast to his assertion that the legislation was robust
enough back in 2012?’

From the media

James McL cod of the Telegram

Mr. McLeod commented on the role of the Commis

sioner in his written submission. He wrote:

The Information and Privacy Commissioner’s office
should be made much, much stronger. With all due re
sped to the good people who work within the Office of
the Information and Privacy Commissioner, the legisla
tive framework they work within leaves a lot to be desired.
It didn’t get much attention during the Bill 29 process, but
one of the only recommendations that wasn’t accepted
from John Cummings’ report in 2011 was recommenda
tion 21 to make the Commissioner’s term five years.

Why stop at five years though? Why not make the
Commissioner’s term ten years with no option for re
appointment—on a par with the auditor general? Another
option would be to go with the Child and Youth Advo
cate model with a six year term, and the possibility ofone
re-appointment, for a total of 12 years maximum.”

36 Moss Submission. 2 July 2014. p3.
37 McLeod Submission, hint 2014, p 2,

33 flurry Suburissiort July 2014. p 10.
34 Ibid 12.
35 Buny Transcript, 24 July 2014, pp 11-12.
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From political parties

The Liberal Party, Leader of the Official Opposition,
Dwight Ball

Mt Ball thought the minimum should be 5 years but
suggested there should be consistency with other offi
cers of the House of Assembly. He said he did not know
if it would be difficult to get people to fill that role or
not. He agreed that there would be greater indepen
dence if there were no opportunity for reappointment.

He also said that “the idea of not having a reappoint
ment, even if it’s a five year term without the possibility of
reappointment, would add to greater independence. Cer
tainly for ten years I think we’d see it in a greater level2a

The New Democratic Party, Gerry Rogers, MFM

The New Democratic Party suggested at least 5 years,
and said that would extend beyond a political term of
office. “It would also give the person time ‘to get your
feet under you.’” They had no objection to a 10-year

term, no objection to re-appointment or non-reap
pointment, but at the very least it must be a 5-year
term.39

From government

Minister responsiblefor OPE, the Honourable Sandy
Collins

Minister Collins advised that the issues government
considers in the appointment processes include compe
tency, consistency, and commitment. He advised that
the 2-year term in this province is the shortest in all juris
dictions and the average term for information and pH
vaq’ commissioners in Canada is five years. He suggested
that a ten year appointment “handcuffs governments”
He also suggested that the 5 and 6 year appointments
have worked but that “it is nice to have the option to
reappoinC’ He was asked: Would there be a problem
with requiring majority approval on both sides of the
House of Assembly? His answer was: “No!’”°

38 OfficiaL OppositioaTnnccdpt. 22 July 2014, pp 113—115.

Issues

39 New Deujoentic PartyTranscdpt. 26Jrnie 2014. p 22.
40 Government NL Transcript, 19 Augist 2014. pp 171—172.

The comments that the Committee heard and the limit
ed provisions in the present legislation raise three ques
tions for the Committee’s consideration:

1. What ranking in the present public service cat
egories would indicate a status that reflects the
importance of the office and provides a stand
ing for the Commissioner to deal effectively
with the public service on access and privacy
matters?

2. What term of office, renewal possibilities, and
appointment and renewal procedures would
best ensure an OIPC that is, and is perceived to
be, independent of government?

3. What level of salary and what process for ad
justing it occasionally would be commensurate
with the importance of the office, the need to
attract competent candidates, and the preser
vation of the office’s independence?
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Analysis

Issue 1: The status appropriate for the office

The importance of the Commissioner’s office to the
effective administration of the regime that oversees and
protects the right of citizens to access information held
by public bodies is not in question. That the person who
holds the office and discharges the responsibility should
be accorded respect and have a status that will ensure an
ability to achieve the objectives of the statute is also be
yond question. In practical terms, that will require that
the office holder have a status equivalent to that of the
most senior of the public service officials whose deci
sions are challenged and commented upon by the
Commissioner.

The status of most of the persons whose decisions or
approvals of decisions the Commissioner regularly re
views is that of a deputy minister. To avoid the possibility
of the Commissioner appearing in any manner subordi
nate, or even junior, to the public officials whose deci
sions are being questioned, it would seem appropriate
that the statute specify that in respect of all interaction
with public bodies, the Commissioner is to have the sta
tus of a deputy minister4’ in the province’s public service.

Issue 2: The temr and process for appointment and
reappointment

No concern was expressed about the existing manner of
initial appointment by the Lieutenant-Governor in
Council, after approval of a resolution passed by the
members of the House of Assembly. Effectively the deci
sion to approve the appointment is that of the House of
Assembly, and in actually making the appointment, the
Lieutenant-Governor in Council is the agent imple
menting the decision of the House of Assembly.

Of course, “Lieutenant-Governor in Council” is
simply the constitutional name for the Cabinet or the
government in power at the time. That government is

made up of members of the political party having the
majority of members of the House of Assembly. As a
result, the political party in power has control of both
bodies. However, the requirement for decision by a
majority vote in the House of Assembly precludes secret
determination by the government Requiring approval
by resolution of the House of Assembly ensures oppor
tunity for open public debate on the merits or otherwise
of the proposed appointee. The Committee is satisfied
that this is an appropriate process for initial appoint
ment and should be retained. However, the Committee
is of the view that the perception of a Commissioner
who is independent from government would be greatly
enhanced if the choice resulted from efforts by a selec
tion committee that would identify leading candidates
for consideration. Such a committee could consist of
persons holding offices such as the Clerk of the Execu
tive Council, Clerk of the House of Assembly, Chief
Judge of the Provincial Court, and President of Memorial
University.

Two additional matters in the present appointment
process are problematic and should be addressed. First,
the two-year term is excessively short and makes re
appointment a practical necessity. Having a new Com
missioner every two years does not permit the incumbent
time to become fully knowledgeable about the system,
let alone develop expertise and competence. Even with
reappointment being confirmed by the House of Assem
bly, Government would appear to be able to control
the outcome. In a majority government circumstance,
as has almost always been the case here, they would
effectively have that ability. Second, this situation is
exacerbated by the fact that the ATIPPA does not con
tain a provision for objective determination of the sal
ary and other benefits to be paid to the Commissioner.
It provides that the Commissioner “be paid a salary
fixed by the Lieutenant-Governor in Council after

42 While that is not specified to be a requimuent by theATIPPA.
the effect of subsection 2 10) of the Interpretation Act would pro
duce that result.

41 This is not iniended to affect the reponing responsibility of
die Conm,issioner provided for in the Hours ofAssembivAccount
abilhtg Integfln’ andAdministrafton Act.
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consultation with the House of Assembly Management
Commission.”°

That combination of factors is almost certain to cre
ate the perception ofa Commissioner beholden to gov
ernment. That is obvious here from the comments of Ms.
Moss and Mr. Burry This aspect of the ATIPPA attracted
almost universal condemnation because of the potential
for destruction of the independence of the Commissioner.
Even if a strong and principled Commissioner could re
sist that destruction of independence, the perception
that such a Commissioner is not independent and, in Mr.
flurry’s words, ‘kept on a short leash,” is unavoidable.
Perception is frequently as harmful as reality The Com
mittee recommends a radical change.

Several suggestions were made during the course of
the hearings. One possibility is along term, between Sand
12 years with no possibility of reappointment. In that way
the Commissioner could look forward to a reasonable
term, but have no incentive to behave in a manner likely to
result in reappointment. The Centre for Law and Democ
racy expressed a concern that such an approach cou]d
result in being stuck for a very long time with an appointee
who turned out not to be a very good performer.

A shorter term of five to six years without the pos
sibility of reappointment wouLd likely be too short to
attract good applicants to the position. The possibility
of one reappointment would avoid that problem, but
leave a Commissioner with apprehensions about the
probability of reappointment. It would also result in the
perception of a Commissioner potentially making deci
sions favourable to government in order to increase the
likelihood of reappointment. Requiring approval by a
resolution of the House of Assembly would not resolve
this because members in a majority government rarely
vote against government wishes. There would still be a
perception of a commissioner likely to make decisions
favourable to the government in order to make reap
pointment more likely.

A possible solution was raised in the course of the
hearings. That was to provide for a term of five or six
years, with one reappointment by the Lieutenant-

43 AHPPA s 425(1).

Governor in Council after approval by a double majori
ty of the House of Assembly. (A double majority is a
majority of the members on the government side of the
House and a majority of the members on the opposition
side of the House.) That should avoid both the possibil
ity of a Commissioner making recommendations de
signed to increase the probability of reappointment and
the perception that he or she is making such decisions.

Issue 3: The salary and benefits payable to the Commis

sioner

Few participants commented on the matter of salary
and benefits. One who did was emphatic that the specific
amount should not be expressed in the statute. That
seems a reasonable position. However, the Committee is
of the view that the existing provision ought not to be
continued. For the same reasons that reappointing
ought not to be for short terms, government ought not
to be able to periodically revise the Comnflssioner’s sal
ary, even after consultation with the House of Assembly
Management Commission. The political party in power
is the determining influence in both bodies. The pros
pect of perception of a Commissioner making recom
mendations likely to result in a more favourable salary
increase would remain.

Jurisdictions across the country have various means
of establishing the salary of the Commissioner or om
budsperson. In some it is set by the Cabinet and in others
by the legislature. At the national level it is related to the
salary ofa Federal Court judge and in British Columbia
it is related to the salary of the chiefjudge of the Provin
cial Court. The value of using the salary of a judge to
determine the salary of a Commissioner is that the sala
ries of judges are assessed and recommended by an ob
jective process independent of government.

The Committee believes the best option is to provide
for a salary that is calculated by relating it to the salary of
a person holding a senior responsible position, but one
that is determined objectively by a process that is inde
pendent of government. A second significant consider
ation is that the salary should reflect the importance and
responsibility of the position and be sufficient to attract
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persons with the training, experience, and skill that will
result in sound performance of the office. As well, the
Committee feels that the importance of the position and
the increased responsibility that the Committee is pro
posing warrant a salary larger than is presently the case.

However, there are other factors to be considered: the
Committee is proposing that the Commissioner have the
status of a deputy nilnistei the House ofAssembly Account
ability. Integrity and Mrninis:ration Ad makes similar
provision, and that Act also provides that the Commis
sioner reports to the Clerk of the House of Assembly on
financial matters. Taking those into account, it would

Recommendations

seem appropriate that the Commissioner’s salary be com
pamble to the deputy minister level. However, all of those
salaries axe established from time to time by government

A public sector salary in this province that reflects
major responsibility and is set independently of govern
ment is that of a judge of the Provincial Court. The Com
mittee concluded that the Commissioner’s salary should
be expressed in the statute to be the percentage of a pro
vincial court judge’s salary, other than the Chief Judge,
that takes into account the above factors. The percentage
of a provincial court judg&s salary that approximates the
salary of a senior deputy minister is seventy-five.

The Committee recommends that:

59. The provision of the Act providing for appoint
ment of the Information and Privacy Commis
sioner by the Lieutenant-Governor in Council on
resolution by the House of Assembly be retained
for future appointments, but that there be added
thereto the following:

(a) Before an appointment is made, the Speaker
of the House of Assembly shall put in place a
selection committee comprising

(i) The Clerk of the Executive Council or
his or her deputy.

(ii) The Clerk of the House of Assembly or if
the Clerk is unavailable, the Clerk Assis
tant of the House of Assembly,

(iii) The Chief Judge of the Provincial Court
or another judge of that court, designated
by the Chief Judge. and

(iv) The President of Memorial University or
a vice-president of Memorial Universit
designated by the President,

(b) The selection committee shalt develop a roster
of qualified candidates, and in the course of
doing so may, if the committee considers it

necessary, publidy invite expressions of interest

in being nominated for the position, and sub
mit the roster of persons qualified to the
Speaker.

(c) The Speaker shall consult with the Premier,
the Leader of the Opposition and the leader or
member of another party that is represented
on the House of Assembly Management Com
mission, and after doing so, cause to be placed
before the House of Assembly for approval the
name of one of the persons on the roster to be
appointed Commissioner.

60. The Commissioner be appointed for a term of six

years, and be eligible for one ftirther term of six
years. on reappointment by the Lieutenant-Governor
in Council after approval by a majority of the mem
ben on the Government side of the House of As
sembly and separate approval by a majority of the
members on the opposition side of the House of
Assembly, with the Speaker having the right to cast
a tie-breaking vote on either or both sides of the
House of Assembly.

61, A provision be added to the ATIPPA to specify that
in respect of all interactions with a public body,
whether or not it is a public body to which the Act
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applies, the Commissioner have the status of a
Deputy Minister.

62. The provision contained in section 42.5 of the Act

respecting salary of the Commissioner be replaced
by a provision to require that the Commissioner re
ceive a salary that is 75% of the salary of a Provin
cial Court Judge, other than the Chief Judge, and,
apart from pension. the additional benefits as pm
vided to a Deputy Minister.

7.3 The role of the Commissioner

63. The provision respecting pension contained in sec
tion 42.5(3) of the Act be retained and there be add
ed a provision that, where the Commissioner is not
subject to the Public Service Pensions Ad, 1991 prior
to his or her appointment as Commissioner, he or
she shall be paid, for contribution to a registered re
tirement savings plan, an amount equivalent to the
amount which he or she would have contributed to
the public service pension plan.

“A good watchdog has a loud bark and no bite. The bite should be in the courts.”

— James McLeod, Presentation to the Committee

Most of the views expressed to the Committee concerned
issues of access and transparency. Participants articulated
a wish to have a strong. independent Commissioner who
would speak out when appropriate and act when neces
sary so citizens’ rights would be actively enforced.

The perception described to the Committee is that of
a Commissioner largely relegated to a reactive mode of
thncUoning. Most ofhis Office’s efforts go into attempting
to mediate requests for reviews of public body decisions
to withhold information. The majority some 75—80 per
cent according to the Commissioner’s representations at
the first hearing, are resolved amicably The remainder
usually give rise to a written report. A small number are
discontinued or the Office declines to investigate. Where
the Commissioner makes recommendations to a public
body, those recommendations are ftilly followed on aver
age only about 60 percent of the tline, with 16 percent of
the recommendations being filly rejecte&’

Recourse to the courts appears to be the only way
for the Commissioner to borrow an authoritative voice
for a message about respecting information rights. He

claimed that he had more challenges to his jurisdiction
than any other Commissioner in the country. The Infor
mation Commissioner of Canada concurred with this
view, saying the percentage of cases which were contested
by public bodies and ended up before the courts was
much higher in Newfoundland and Labrador than in
the federal jurisdiction.35

The primary activities of the Office seem to be report
writing, appeals to the courts, and the settlement process
for complaints and reviews. The outreach program of the
Office appears to include an annual report to the House
of Assembly, made several months after the end of the
reporting period; a few public presentations; meetings
with officials; and infrequent media interviews. None
theLess, in the post—Bill 29 environment, people look to
the Commissioner to act as a strong and articulate
guardian of their values, particularly as regards access to
information. This was evidenced in the repeated refer
ences the Committee heard to the lack of power and

45 Information Commissioner of Canada Tmnsaipt, 18 Au
gust 2014. pp 60—62.
46 OIPC Annual Report 20.12—13, pp 25—28.44 OIPC Annual Report 2012-13, p 72. See Table 7 of this report
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tenuous status of the Commissioner.
The strength, independence, and expertise of the

Office of the Commissioner are among the key ingredi
ents in a democratic society where transparency in the
public sector and privacy for individuals are cherished

Wth respect to access to information

values. To wield these capabilities, the Office would
need to be recast on a firmer foundation with a broad
array of enforceable powers and a clear mandate to take
action on its own initiative.

Legislative provisions

The sections of the ATIPPA that describe the powers of

the Commissioner and the review and complaint roles
with respect to access are:

43. (1) A person who makes a request under this
Act for access to a record or for correction of per
sonal information may ask the commissioner to
review a decision, act or failure to act of the head of
the public body that relates to the request, except
where the refusal by the head of the public body to
disclose records or parts of them is

(a) due to the record being an official Cabinet
record under section 18; or

(b) based on solicitor and client privilege under
section 21.

(2) A third party notified under section 28 of a
request for access may ask the commissioner to re
view a decision made about the request by the head
of the public body.

(3) Notwithstanding subsection (1), a person
who makes a request under this Act for access to a
record or for correction of personal information
may, within 30 days after the person is notified of the
decision, or the date of the act or failure to act, ap
peal directly to the Trial Division under section 60.

(4) A person who has appealed a decision di
rectly to the Trial Division shall not ask the com
missioner to review a decision under this Part, but
another party to the request may do so.

(5) The commissioner may refuse to review a
decision, act or failure to act where an appeal has
been made to the Trial Division.

44. (1) The commissioner may investigate and at
tempt to resolve complaints that

(a) an extension of time for responding to a re
quest is not in accordance with section 16; or

(b) a fee required under this Act is inappropriate.

45. (1) A request to the commissioner under sec
tion 43 to review a decision, act or failure to act
shall be made in writing

(a) within 60 days after the person asking for the
review is notified of the decision, or the date
of the act or failure to act; or

(b) in the case of a third party, within 20 days

after notice is given in the case of a review
under subsection 43 (2); or

(c) within a longer period that may be allowed
by the commissioner.

(2) The failure of the head of a public body to
respond to a request for access to a record is consid
ered a decision to refuse access to the record, but
the time limit in paragraph (fl(a) shall not apply in
the absence of notification of that decision.

(3) The commissioner shall provide a copy of a
request for review to the head ofthe public body con
cerned and in the case of a request for review from a
third party, to the applicant concerned.
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46. (1) The commissioner may take steps that he or
she considers appropriate to resolve a request for re
view under section 43 or a complaint under section
44 informally to the satisfaction of the parties and in
a manner consistent with this Act.

(2) Where the commissioner is unable to infor
malty resolve a request for review within 60 days of
the request, the commissioner shall review the deci
sion, act or failure to act of the head of the public
body, where he or she is satisfied that there are rea
sonable grounds to do so, and complete a report
under section 48.

(3) The commissioner may decide not to con
duct a review where he or she is satisfied that

(a) the head of a public body has responded ad
equately to the complaint;

(b) the complaint has been or could be more
appropriately dealt with by a procedure or
proceeding other than a complaint under
this Act;

(c) the length of time that has elapsed between
the date when the subject-matter of the com
plaint arose and the date when the complaint
was filed is such that a review under this Part
would be likely to result in undue prejudice
to a person or that a report would not serve a
useftil purpose; or

(d) the complaint is trivial, frivolous, vexatious
or is made in bad faith.

(4) Where the commissioner decides not to
conduct a review, he or she shall give notice of that
decision, together with reasons, to the person who
made the complaint and advise the person of his or
her right to appeal the decision to the court under
section 60 and of the time limit for appeal.

(5) Section 8.1 of the Evidence Act does not
apply to a review conducted by the commissioner
under this Part

48. The commissioner shall complete a review and
make a report under section 49 within 120 days of
receiving the request for review.

49. (1) On completing a review, the commissioner
shall

(a) prepare a report containing the commission
er’s findings on the review and, where appro
priate, his or her recommendations and the
reasons for those recommendations; and

(b) send a copy of the report to the person re
questing the review, the head of the public
body concerned and a third party who was
notified under section 47.

(2) Whether or not the commissioner makes a
recommendation to alter the decision, act or failure to
act, the report shall include a notice to the person re
questing the review of the iight to appeal the decision
of the public body under section 50 to the Trial Divi
sion under section 60 and the time limit for an appeal

Section 51 of the Act confers general powers and
duties on the Commissioner in these words:

51. In addition to the commissioner’s powers and
duties respecting reviews, the commissioner may

(a) make recommendations to ensure compli
ance with this Act and the regulations;

(b) inform the public about this Act;

(c) receive comments from the public about the
administration of this Act;

(d) comment on the implications for access to
information or for protection of privacy of
proposed legislative schemes or programs of
public bodies;

(e) comment on the implications for protection
of privacy of

(i) using or disclosing personal information
for record linkage, or

(ii) using information technology in the
collection, storage, use or transfer of

personal information;
(f) bring to the attention of the head of a public

body a failure to fulfil the duty to assist appli
cants; and

(g) make recommendations to the head of a
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public body or the minister responsible for
this Act about the administration of this Act.

The Commissioner also plays a significant role un
der the Personal Health Information Act (PHIA), but the
focus there is on protection of the personal information
of people receiving health care from public bodies.
While that statute contains a number of provisions that
preclude application of the ATIPPA, it does affirm the
right a person might otherwise have to access other
information under the ATIPPA.4’

While the Committee has no mandate related to the
P11Th, the Committee cannot ignore the existence of the
PHTh and the burdens it places on the OIPC.

Other relevant law

Another source of law can have a major impact on the
powers and duties of the Commissioner. Decisions of
the courts determine how statutory provisions that con
fer jurisdiction on the Commissioner are to be inter
preted. Such decisions, particularly those decided by the
Court of Appeal, but also Trial Division decisions that
have not been appealed, become authoritative state
ments of the law There is a small body ofjurisprudence
that has interpreted provisions of the ATTPPA, some of
which provides guidance as to the role and powers of
the Commissioner.

One of the earliest decisions4 dealt with the limits
of the Commissioner’s obligation to conduct reviews of
decisions by a public body refusing access. After receiv
ing 55 applications from the same applicants to review
decisions ofa public body that had refused the requested
access, the Office of the Commissioner advised that it
would not accept any further requests from the appli
cants until the office had completed the 26 they were
still reviewing. The applicants sought an order from the
court to direct that the Commissioner’s decision be
withdrawii. The court concluded that while section 46(1),
which authorized informal resolution, was permissive

and did not require the Commissioner to take that step,
subsection (2) was mandatory and the Commissioner
was required to conduct requested reviews.

In a more recent decision in 2011, the Court of Ap
peal49 affirmed that the Commissioner had authority to
require that solicitor-privileged documents be produced
for his examination during the course of carrying out an
investigation. This newly confirmed power was short-
lived. Less than a year later, Bill 29 deprived the Com
missioner of the power to require production of such
documents.

As noted elsewhere, in the chapter of this report
dealing with records subject to solicitor-client privilege
and Cabinet confidences, subsection 52(2) originally
empowered the Commissioner to require “any record in
the custody or control of a public body that the commis
sioner considers relevant to an investigation to be pro
duced to the commissioneC After the passage of Bill 29
that general power was still there, but “any record which
contains information that is solicitor-client privileged
or which is an official Cabinet record under section 18”
was excepted by the amendment. And there are other
classes of documents that the Commissioner cannot
currently require public bodies to produce.

A 2012 decision50 of the Chief Justice of the Trial
Division resulted in further limits on the ability of the
Commissioner to require production of “any record”
held by a public body. The decision provides an inter
pretation of a provision contained in section 5 of the
ATIPPA. The relevant portion reads as follows:

5. (1) This Act applies to all records in the custody
of or under the control of a public body but does
not apply to

(a) a record in a court file, a record of a judge of
the Trial Division, Court of Appeal, or Pro
vincial Court, a judicial administration re
cord or a record relating to support services
provided to the judges of those courts;

49 Nenfoundland and Labrador (infonnarion and Thivan’
commissioner.) v Newfoundland and Labrador (Auonin’ Gener
a!), 2011 1%1CA69.
50 The Infonnarion and Th*aci’ Commissioner r Neirfoicnd
land and Labrador l’Bithness,I, 2012 NITD(G) 28.

47 P1114s12.
48 Mcflrnairn’ vinfonnadon and Th*acv Commissioner (Nfld.
and Lab.), 2008 NUD 19.

222 ATIPPA 10L4 STATUTORY REVIEW — votua TWO

CIMFP Exhibit P-04470 Page 231



(b) a note, communication or draft decision of a

person acting in a judicial or quasi-judicial

capacity;

(c) a personal or constituency record of a mem

ber of the House of Assembly, that is in the

possession or control of the member;

(c.1) records of a registered political party

or caucus as defined in the House of/assembly

Accountability. Integrity and Adminisfration

Act;

(d) a personal or constituency record ofa minister;

(e) [Rep. by 2002 c16 s2]

(0 [Rep. by 2002 cló s2]

(g) a record of a question that is to be used on an

examination or test;

(h) a record containing teaching materials or re

search information of an employee of a
post-secondary educational institution;

(i) material placed in the custody of the Provin

cial Archives of Newfoundland and Labrador

by or for a person, agency or organization

other than a public body;

0) material placed in the archives of a public

body by or for a person, agency or other or

ganization other than the public body;

(k) a record relating to a prosecution if all pro

ceedings in respect of the prosecution have

not been completed;

(I) a record relating to an investigation by the

Royal Newfoundland Constabulary if all

matters in respect of the investigation have

not been completed; or

(m) a record relating to an investigation by the

Royal Newfoundland Constabulary that

would reveal the identity of a confidential

source of information or reveal information

provided by that source with respect to a law

enforcement matter. [emphasis added}

In dealing with the nature of the authority of the

Commissioner, the Chief Justice wrote:

The authority of the Commissioner is found in and only in
the Act. The ability of the Commissioner to demand the

production of records for his review — for the purpose of
assessing decisions made by public bodies on either man
datory or discretionary exceptions — is not unlimited. It is
circumscribed by the provisions of the Act.”

Section 5 is presently under review by the Court of
Appeal, so it would be inappropriate for the Committee
to comment on the manner in which section 5(1) should

be interpreted. It is, however, appropriate for the Com
mittee to comment on how the provision should be re
vised to ensure that the Commissioner has the powers

that the Committee feels he should have for the future.

Practices

The OIPC has written and published fourteen “policies”

to assist those seeking to assert rights under the ATIPPA.
The policies are implied or articulated in the ATIPPA.
Essentially, they describe the practices followed by the
Office in the normal discharge of its duties.

One of the policies creates a “banking” system. This

requires that when the office has five review requests

under active consideration from the same applicant, any
further requests will be banked until one of the five

active requests is closed. At that time the first banked

file is brought forward for active consideration. While

the statute does not make specific provision for bank

ing, the Commissioner created a policy to accommo
date such a process:

Shortly after the Office of the Information and Privacy
Commissioner began its firnction, two Applicants over a
short period of time inundated the Office with requests.
By late 2006 early 2007, these Applicants accounted for
more than 50% of the workload of the Office. In the sum
mer of 2007 the Commissioner (my predecessor) based
on the volume of work presented by these two Applicants
and a requirement to provide fair and equitable services
to the remainder of the applicants applying to the Office...
suspended the right of these Applicants to submit any
further Requests for Review to the OIPC until the large
outstanding number of requests were concluded. As a re
sult, these Applicants filed with the courts objecting to
their rights under the Act (ATIPPA) being unilaterally
suspended. The subsequent court case was heard over

Si Thidatpan82.
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two days during late 2007 and early 2008. The decision of
the court was favorable to the Applicants and essentially
concluded that citizens should not be deprived of their
rights under ATIPPA due to either the administrative or
work load issues in this Office. The judge further strongly
recommended that some sort of a banking system be im
plemented that would allow these Applicants to exercise
their rights under the Act and further allow the OIPC to
manage the work load of the Office in a measured and
balanced manner thus allowing all citizens of the Prov
ince to have their access requests and complaints ac
tioned in an efficient and timely manner.5’

It would be appropriate to add a provision to the

statute to provide explicitly for the sensible practice the
Commissioner has developed to cope with that chal
lenging situation.

Extensions of time are provided for in the ATIPPA

and the procedures for extensions are specified. However,

the Commissioner has added another.53 If informal res

olution has not been successful within the stipulated

time but “continued progress is being made” and both

parties agree. the OIPC will extend the informal resolu
tion stage by 30-day extensions. There is no authority

for this in the statute. In fact, the ATIPPA provides that
if the matter has not been resolved informally within 60
days, the Commissioner “shall” review the decision and

complete a report.5’

The OIPC has also created a practice to accommo

date the fact that “the only mechanisms in the ATIPPA

are to resolve a file or issue a ReportT55 In circumstances

where a requester’s participation is essential and that
participation is not forthcoming. further progress is not
possible. In that circumstance, after review by the Com
missioner, the OIPC will close the file.

Following the 2011 decision of the Court of Appeal
respecting the Commissioner’s right to examine docu

ments subject to a claim of solicitor-client privilege, the

OIPC implemented a practice consistent with a suggestion

made by the court in that decision. That non-binding

suggestion indicated that in appropriate circumstances a

possible alternative to production of solicitor-client priv

ileged documents might be for the Commissioner to rely

on an affidavit or letter from a senior official of the public

body claiming solicitor-client privilege.

52 OWC Annual Repon 2008—09. p28.
53 OIPC Policy 5. Extension of mm, far Informal Resolution
(20 10).

54 ATIPPA s 46(2).

55 OIPC Policy 9. Decision to CIoreA File Early (2010).
56 Supra note 49 at parac 78—79.

What we heard about access

From the Office of the Information and Privacy
Commissioner

The Commissioner addressed the Committee as to how

the provisions of the ATIPPA that concern his role and
jurisdiction support or inhibit his work

The Commissioner made five separate representa

tions. His office provided a detailed written submission

in advance of the first public hearing in June. At the invi

tation of the Committee, he and the Director of Special
Projects assisted the Committee by providing detailed

information about the operations of the ATIPPA- They

were in constant attendance at the hearings and had read

the participants’ written submissions, all of which were
posted on the Committee’s website. They were also, again
at the invitation of the Committee, the concluding pre
senters, at which time they provided a further written
submission and expressed their views on submissions by
other participants. Their final submissions comprised
their written comments on further issues raised by the
Committee during their last appearance, and on any
matters addressed in written submissions made to the
Committee after the last day of the hearings.
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The original written submission

The OIPC commented extensively on (he shortcomings
of the ATIPPA in its provisions respecting the role and
jurisdiction of the Commissioner. The submission
strongly criticizes the elimination of the right of the
Commissioner to review certain documents under
three sections: 5, 18. and 21. SectionS provides that the
Act applies to “all records in the custody or under the
control of a public body” but then lists a significant
number of records to which the Act “does not apply.” At
the request of the Attorney General in a number of cases,
court decisions have interpreted this to mean that the
Commissioner cannot require production of a record to
which the Act does not apply.

Sections 18 and 21 deal, respectively with Cabinet
records and records subject to solicitor-client privilege.

Bill 29 amendments to those and related sections remove
the right of the Commissioner, when conducting a re

view, to require production of certain Cabinet records
and records claimed to be solicitor-client privileged.

The OIPC also proposed that section 51 be amended

to empower the Commissioner to audit the perfor
mance of public bodies to assess any aspect of compli

ance with the ATIPPA. The Office also suggested the Act
should be amended to require that government consult
with the Commissioner at Least 30 days in advance of
first reading of any new legislation which could have
implications for access to information or protection of
privacy The Commissioner emphasized that the OIPC
should be consulted on any draft bill arising from the

work of the Committee.

At the initial public hearing

The Of PC emphasized that, in addition to protecting
privacy, the purpose of the ATIPPA is to make public
bodies more accountable. The OIPC states that the
Commissioner’s review of refusals by public bodies to
disclose requested public records is “the primary mech
anism by which that accountability is ensured’ The

OIPC submitted that removing the role of the Commis
sioner in respect of three types of public records, as was

done by Bill 29, made the OIPC arguably “the weakest

access to information oversight body in Canada.””
The OIPC submission emphasizes another signifi

cant point. The Office knew of no reason for such reduc
tion in the Commissioner’sjudsdiction. The submission
emphasizes that the Commissioner cannot release or
order a public body to release a public record under any
circumstances, and there has never been an incident of
improper handling by the O1PC.

To address these concerns, the OIPC recommends
amendments to the legislation. With respect to the sec
tion 5 problem, the Office suggests that the Commis
sioner’s right to review records should be similar to that
found in the Alberta legislation. ft would require, when
he is investigating a complaint, the production to the
Commissioner of any record, whether or not the record
is included among those excluded from application of
the Act under section 5. The OIPC recommends that
these problems be addressed by amending subsections

52(2) and (3) to state clearly that the Commissioner can
require production of any record he considers relevant
to investigation of a complaint.

From the Federal Privacy Commissioner and the
Federal Information Commissioner

Both commissioners supported the OIPC’s recommen
dation that it be provided with power to conduct audits
of public bodies’ performance in relation to their duties
under the ATIPPA.

From the Centre For Law and Democracy

The written submission of the Centre recommends

that the Commissioner be granted additional powers to
impose appropriate structural measures on public author
ities which systematically fail to disclose information or
otherwise underperfonn, either by imposing sanctions on
them or by requiring them to take remedial actions, such
as training programmes for staff. In order to facilitate efforts
to improve RTI implementation more broadly, we recom
mend granting the Commissioner expanded powers to
initiate their own investigations where there is concern
about systematic failures to implement the law?

57 OIPC Submission. 16 June 2O14.p 51.
58 CLU Submission. July 2014. p 10.
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In the oral presentation the Centres spokesperson,

Michael Karanicolas, made observations bearing on the

role of the Commissioner. He indicated the Commis
sioner should have fining power, “with the hope that

expanding the powers of the OIPC would be sufficient
to ensure broad respect for the office and for their ded

sions759 He also expressed the view that mediation!
informal resolution is a positive aspect of an access sys
tem, as long as it is done “expeditiously” and in a way

that does not “allow governments to unreasonably stall

the resolution of the claimC°

From the Canadian Federation of Independent
Business (CFIB)

A spokesperson for the Federation, Vaughn Hammond,

explained in detail the frustration of their members

with what they see as a totally unnecessary double ap
peal process. He detailed the circumstances of a mem
ber still waiting for a decision from the court, two years

after his initial application for the information, during

10 months of which the same mailer was under review

by the Commissioner. Mr. Hammond then summarized

the Federation’s view of the whole process with the fol
lowing comment:

So, I think the things that you have to consider is there is
not that many small business owners in this province that
are actually going to take two years of their time, asubsian
tial portion of their income and actually try to seek this
information, whether it is on principle or not. So I think
when you go forward you might want to consider how you
can shorten that process: be it the review and complaint
pmcess and the appeal process. Because the way I would
look at it is that when somebody requests information and
they’re denied that information, well that persons appeal
process, if you will, is to go to the Office of the Privacy
Commissioner. However, when the Privacy Commissioner
brings down his or her judgement, in this case it was a him,
the appeals process allows for a third party to bring the
courts into it now, and then you arejust dragging it out that
much longer. Because ideally, if you didn’t necessarily have
that second appeal process. our member could have had

that information back in June, July or August of last year,
and they could have gone on and Idonel the things that
they needed to do, So I just wondered, I guess the question
I have for you guys is why is there a kind of two appeals
processes for access to information requests?61

Also, the CFIB suggests that it would help their

members if the OIPC were given an education mandate.

From government

The minister responsible for the Office of Public En

gagement was asked by a Committee member whether

it would pose a problem if the Commissioner had the

power to audit personal information-handling practices

from time to time. Minister Collins replied “No’62

From political parties

Official Opposition Leader Dwight Ball agreed that the

Commissioner should have the power to conduct audits

on his own initiative.

From the media

James MeL cod of the Telegram

James McLeod commented in his written submission

on the role of the Commissioner:

The best role for a strong commissioner or strong watch
dog is to be investigating and reporting, rather than forcing
people to do things. A good watchdog has a loud bark
and no bite. The bite should be in the courts.”

Ashley Fitzpatrick of the Telegram

Ashley Fitzpatrick expressed concern about how the

Commissioner’s office functions and the delay she expe

rienced in receiving information:

I felt—on all sides—there was little appreciation for the
fact 1 was placed in a position where the government
had deafly broken the law, to the point where no one
could deny it, and yet the onus was being placed on me
to address it.

61 CF Transcript. 25 June 2014. pp 8—9.

62 Government NL Transcript. 19 August 2014. p203.

63 McLeod Submission, huie 2014, p 10.

59 CLD Transcript. 24 July 20i4.p 119.

60 mid 136.
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From indMduols Edward Hdllett

Terry Burry

Terry Burry made a variety of observations in both his

written and oral submissions that bear on the role and

powers of the Commissioner, including this one:

Bill 29 further cuts the power of the independent watch
dog that is charged with investigating citizens’ complaints.
The government has fought a series of Supreme Court
skirmishes with the Information and Privacy Commis
sioner to weaken Ms powers. More and more records will
be put out of reach of the Commissioner, leaving court
action as the only recourse.

Analysis with respect to access

Edward Hollett suggested the Commissioner be given

audit power for both access to information and protec

tion of privacy. He saw this as a way of countering what

he perceived as a government culture inimical to access

to information requests.

Despite criticism of the current operation of the

ATIPPA, most people who addressed the Committee

clearly want the Commissioner to have the power to ad

dress their concerns and speak for them on access issues.

They want him to hold government to account, particu

larly as regards their right to access information. This

was clear from the repeated references the Committee

heard to the weakness of the Commissioner’s position.

This analysis of the role of the Commissioner is in

formed by everything the Committee considered in re

lation to access to information. Although some of those

considerations are examined elsewhere in this Report,

each of them affects our assessment of the role and

jurisdiction of the Commissioner.

The ATIPPA requires the Commissioner to report

annually to the House of Assembly. The relevant sectiot’

reads as follows:

The commissioner shall report annually to the House of
Assembly through the Speaker on

(a) the exercise and performance of his or her duties and
functions under this Act;

(b) the commissioner’s recommendations and whether
public bodies have complied with the recommendations;

(c) the administration of this Act by public bodies and
the minister responsible for this Act and

(d) other matters about access to information and pro
tection of privacy that the commissioner considers ap
propriate.

Included among the Commissioner’s powers is the

ability to comment publicly on legislative schemes.63

In addition to an annual report, required by the

ATIPPA, the OIPC publishes an annual performance

report, as required by the Transparency and Account

ability Act.

In its 2013—14 Performance Report, the OIPC

wrote that “this Office values its role as an independent

support and arbitrator for the citizens of the Province.

Every effort is taken to ensure our integrity such that we

are trusted to represent citizens in their dealings with

public bodies and custodians.” [emphasis added]

It would be difficult to criticize the Commissioner’s

perception of his role if that statement in fact described

the manner in which his role was carried out. But it is

not totally consistent with the way in which the role of

the Commissioner was described in the 2012—13 Annual

Report, the latest published at the time of writing:

The Role of the Commissioner

In accordance with the provisions of the ATIPPA, when a
person makes a request for access to a record and is not

64 ATIPPAs59. 65 Thids5l(d).
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satisfied with the resulting action or lack thereof by the
public body, he or she may ask the Commissioner to re
view the decision, act or failure to act relating to the re
quest. The Commissioner and this Office therefore have
the key role of being charged by law with protecting and
upholding access to information and protection of privacy
rights under the ATIPPA.

This responsibility is specific and clear, and this Of
fice takes it seriously. However, there are often questions
concerning how we see our role, and how we do our job.
It has been mentioned earlier that the Office is inde
pendent and impartial. There are occasions when the
Commissioner has sided with applicants and other
occasions when the Commissioner supports the posi
tions taken by public bodies. In every case, having
conducted our research carefully and properly, all
conflicting issues are appropriately balanced, 11w law
and common sense are applied and considered, and
the requirements of the legislation are always met.
Applicants, public bodies and third parties must
understand that this Office has varied responsibili
lies, often requiring us to decide between many con
flicting claims and statutory interpretations.

As noted, this Office does not have enforcement or
order power. We do not see this as a weakness, rather it

is a strength. Order power may be seen as a big stick
which could promote an adversarial relationship be
tween this Office and public bodies. We promote and
utilize negotiation, persuasion and mediation of disputes
and have experienced success with this approach. Good
working relationships with government bodies are an
important factor and have been the key to this Offices
success to date.

Success can be measured by the number of satisfied
parties involved in the process, by fewer complaints, and by
more and more information being released by public bod
ies without having to engage the appeal provisions of the
ATIPPA. We are equally committed to ensuring that infor
mation that should not be released is indeed protected.

This Office is committed to working cooperatively
with all parties. We respect opposing points of view in all
our investigations but pursue our investigation of the
facts vigorously.

We are always available to discuss requests for re
view and related exceptions to the fullest extent at all
levels without compromising or hindering our ability to
investigate thoroughly. We emphasize discussion, negoti
ation and cooperation. Where appropriate, we are clear
in stating which action we feel is necessary to remedy

disagreements. In that regard, we will continue to make
every effort to be consistent in our settlement negotia
tions, in our recommendations and in our overaLl ap
proach.” [emphasis addedj

As the objectives expressed in the ATIPPA indicate,
a citizen who seeks information from government is en
titled to receive it unless there is a clear and lawful rea
son for withholding it. In recent years, an individual
citizen has had a greatly reduced chance of achieving
access to requested information at a reasonable cost,
and within the time frame in which the information

would still be of value. This is a result, in part at least, of

historical practices and three other significant factors:

• public bodies having exclusive custody and

control of all records

• employees of public bodies lacking a culture of
fitcilitating the release of government informa
tion, and instead feeling obliged to keep every

thing confidential

• public bodies having the overwhelming power

of a bureaucracy to resist releasing information

in any circumstance where the public body de

sires to resist it

How these factors developed historically can be read

ily understood. However, an ombuds model oversight

body is intended to overcome them and to foster a culture

ofcommiunent to the objectives of facilitating democracy

and promoting transparency and accountability in gov
ernment. At the moment, the OIPC’s practices and proce
dures seem unintentionally to hinder, as much as they
promote, achievement of those ATIPPA objectives.

The Committee has no reason to think that the ob

jectives of the OIPC are other than to do the very best
they possibly can to assist citizens who seek their assis

tance. However, their approach to that task, as it is de

sthbed in the 2012—13 Annual Report quoted above,

and the practices and procedures they employ result in

inordinate delays in resolution for at least half of the

matters they are asked to address.

66 OWCAnnualRepon2OI2-13.pp 13—14.
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Undoubtedly, the intention of the OIPC is to achieve
a perfect result by the means they have articulated:

• being “independent and impartial”

• “having conducted our research carefully and

properly”
• “all conflicting issues are appropriately balanced”
• “the law and common sense are applied and

considered”

That, however, is the course that would be followed
by an order-making oversight body whose decision is
subject to judicial review on the basis of the record of
the manner in which it heard all relevant evidence,
weighed that evidence, considered the statutory Jaw and

relevant jurisprudence, and reasoned a decision in a
manner to satisfy the scrutiny of a court reviewing that
decision. That is not what a commissioner in an ombuds
model oversight body should be doing. The appellate
court will not be reviewing the OIPC decision; it will be
considering the issue anew.

The question asked by Vaughn Hammond of the
Canadian Federation of Independent Business, in
the comment quoted above, is most appropriate:

I guess the question I have for you guys is why
is there a kind of two appeals process for access

to information requests?

The ombuds model for an access to information
oversight body is not designed to be an impartial adju
dicator between the all-powerful public bodies and the
much weaker citizens. Its role is not to ensure, in the
words of the OIPC description of the Commissioner’s
role, that “all conflicting issues are appropriately bal
anced, the law and common sense are applied and
considered, and the requirements of the legislation are
always met.” When the OIPC describes the role of the
Commissioner in the 2012—13 Annual Report and asserts

that the Office “has varied responsibilities, often requir
ing [OIPCJ to decide between many conflicting daims
and statutory interpretations,” the OIPC is describing

the function of the courts, not that of an ombuds model
oversight body.

Rather, an ombuds model oversight body should, in
the words of the Supreme Court of Canada in the Heinz

decision, “represent the interests of the public by acting
as an advocate of the rights of access requesters:’6’ It is an
agency that will provide whatever assistance is reasonable
and lawful to ensure that the objectives of the ATIPPA are
achieved. It will cilitate citizen participation in democ
racy and increase transparency and accountability in
government, by enabling the citizen to access the request
ed information while that information still has value, not
4 or 12 or 36 months later, when it is likely meaningless.

The Canadian Federation of Independent Business is
quite right—the practices and procedures employed by
the OIPC have converted what was intended to be an ex
peditious summary process to facilitate access to thforma
lion into a formal appellate review process taking many
months, and sometimes years, to complete. A dissatisfied

party exercising its right to appeal to the courts then has to
duplicate that process on the hearing of the appeal.

The Committee is satisfied that the difficulties about
which participants spoke do not arise from the mandate
of the OIPC expressed in the Act. The way the OJPC per
ceives and usually applies the mandate is, however,
problematic. Most participants believed that the difficul
ties came from the reduction of the powers the Commis
sioner had before the Bill 29 amendments. Undoubtedly,
those are significant factors. MI have been considered
elsewhere in this report However, the statistics, dis
cussed below indicate that significant problems existed
with oversight processes and procedures prior to Bill 29.

It must be acknowledged that the Commissioner
indicated that some 75 percent of the total complaints
or requests for reviews his office receives are resolved
through his office’s “informal resolution” process. How
ever, as will be seen from the tables below, that 75 per
cent of complaints and reviews suffers from equally long
delays. In 2013—14, only 16 percent of those were com
pleted within the 60-day statutory time limit and 55
percent took longer than 6 months.

67 Heinz, supra note I.
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As noted elsewhere in this report, the Commission

er said that, on occasion, citizens become so frustrated

that they simply give up and walk away from their re

quests. In the Committee’s view it is the particular re

sponsibility of the Commissioner and his whole office to

put in place practices and procedures that will ensure

that the citizen who looks to the OIPC for help is never

placed in that position.

Without an oversight body functioning in a man

ner that will assist the avenge requester to surmount

the overwhelming advantage enjoyed by a public body

that is resisting or delaying disclosure of information,

all the great statements about facilitating citizens’ mean

ingful participation in the democratic process and

commitment to accountability and transparency in

government become meaningless platitudes.

The Committee believes the comments of the 2012—

13 Annual Report quoted above, on the role of the

Commissioner reveal a failure to carry out, or for that

matter even to recognize. the proper role for a commis

sioner in an ombuds model overseeing a system for ac

cess to information and protection of privacy. The Com

missioner cannot properly carry out his function to

promote and faciLitate achievement of the objectives of

the ATIPPA if he feels responsible for ensuring that, as

between the public bodies and the citizens, “all conflict

ing issues are appropriately balanced” and deciding

“between many conflicting claims and statutory inter

pretafions7 He cannot, at the same time that he “rep

resents citizens in their dealings with public bodies and

custodians;’ as is asserted in the latest performance re

port, also be the “independent and impartia1 arbiter.

The two responsibilities inherently conflicL

This matter has been discussed largely in terms of

avenge citizens accessing information, so that they can

participate meaningfiilly in the democratic process.

There is, however, a group of citizens for whom access to

information that is not complete and timely is virtually

worthless: those involved in the news media. They have

no special right to access information that other citizens

lack. Their rights to access are no greater and no less

than those of any other citizen. But those involved in the

media play a respected and important role in the process

of transparency and accountability in government. If

government-held information they request is not rea

sonably available in a timely fashion, seldom will it be

of any value many months or years down the road.

Amongst other general powers described in section

51 of the Act, there is conferred on the Commissioner

the power to “make recommendations to the head of a

public body or the minister responsible for this Act

about the administration of this Act’

The Committee has not been provided with any

evidence that the Commissioner exercised this power to

any significant degree, or at all. An examination of the

OIPC annual reports indicates that starting in the 2009—

10 Annual Report the OIPC inserted a new section en

titled “Systemic Issues’ It listed eight:

1. Delegation: Normally it is the ATIPPA coordinator ap
pointed by the public body who would engage with the
OIPC investigator during the informal resolution process
utilized to attempt to resolve Requests for Review without
engaging the formal investigation process. In order for the
informal resolution process to be effective and successftjl,
and to be conducted in a timely manner, coordinators
must be provided with the appropriate level of authority to
make the decisions necessary to advance the process.

2. Leadership: Is dearly the single most important deter
minant of how well public bodies fulfill their obligations
under the Act. Senior management’s commitment to the
access regime determines the level of resources allocated
to the access program as well as the degree of institutional
openness. Public bodies are urged to allocate sufficient
resources within the organization that are proportionaL
to the demands placed on them by applicants. Senior
managers are also encouraged to become personally en
gaged with the process and to instill the culture of open
ness envisaged by the legislation.

3. Time Extensions: It is our experience that on a number
of cases certain public bodies have used time extensions
for inappropriate reasons, for example. they are under
resourced or simply too busy to deal with the request at
the moment. This practice is strongly discouraged as it

makes inappropriate use of a legitimate matter (under
certain circumstances) and seriously contributes to de
lays in dealing with and bringing closure to the request
for information.

4. Public Body Consultations: This issue represents a
challenge for the timely delivery of information. Only
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the public body subject to the request is accountable for
meeting the requirements of the Act. Although this
Office encourages heads of public bodies to consult as
required in order to help lead to a more informed deci
sion; iL must be stressed that consultation must be
conducted in a timely manner to ensure legislative time-
lines are met.

5. Resources: Of the approximately 470 public bodies re
sponsive to ATIPPA, only three public bodies have full-
time coordinators. The lack of resources, be it funds or
staff, can significantly undermine the effectiveness of the
Act and ultimately result in delays which detrimentally
impact requester’s right to information.

6. Records Management: Access to information relies
heavily on effective records management. Public bodies
thaI are unable to effectively manage information re
quested under the Act face time-consuming retrieval of
records, uncertain, incomplete or unsuccessful searches,
as well as the risk of substantial delays and complaints.
Initiatives have been undertaken to address records man
agement across government and to varying degrees
across the full spectrum of public bodies responsive to
the Act, but sustained effort and attention is required to
achieve the required results.

7. ATIPP Coordinator Turnover: Understandably some
turbulence and lack of continuity does exist when deal
ing with public bodies that frequently change their ATIPPA
coordinator. In some cases this is unavoidable due to
changes in employment, promotion or retirement. Expe
rience has shown that public bodies that have made fre
quent coordinator changes have experienced considerable
difficulty in processing access requests particularly as it
relates to requests submitted to the OIPC.

8. Blanket Approach to Claiming Exceptions: On many
occasions public bodies have simply identified the excep
tion(s) which it intends to claim regarding a specific access
to information request Many of the exceptions have a
number of very specific items. I urge public bodies in hi

ture to be more specific when claiming a specific category
of information under one of these exceptions and to pro
vide a detailed explanation in support of the specific ex
ception item claimed. This would, firstly, allow the public
body to concentrate on the details of the exception being
claimed and secondly, to take much of the guess work out
of the process for the OIPC staff and ultimately contrib
ute to a timely resolution to the requat,

Despite identifying these systemic issues, there is

nothing to indicate that the OIPC made, or intended to

make, any efforts to ensure they would be addressed, In

fact, in the paragraph introducing the list of issues, the

OIPC wrote:

During this reporting period a number of systemic issues
have been observed that have contributed significantly to
the challenges associated with resolving access requests
within the legislated timeframes. These issues are identi
fied at this time to make public bodies aware that they a
ist and that they contribute to problems during both the
informal resolution process and the formal investigation
process undertaken by the OIPC. It is not our intention at
this time to provide a comprehensive analysis of these is-
sues or make comprehensive recommendations to address
and rectify the problemsP’

In the next annual report, the eight systemic issues

were repeated virtually verbatim but a ninth was added:

9. Open Communication and Dialogue: This particular
issue is in many ways, the key to early and satisfactory
resolution to many access requests. It should be empha
sized that fully 75% of all access requests are resolved by
informal resolution. It is only when the applicant, public
body representative and Analyst from our Office are pre
pared to enter into early and meaningful dialogue and
negotiations can matters be resolved in a timely manner
and to the mutual satisfaction to both the applicant and
public body. It is through this good will and positive ap
proath that matters can be clarified, refined and the spe
cific information narrowed and identified. I would take
this opportunity to congratulate applicants and public
body representatives for engaging in the informal resolu
tion process and, for the most part, creating an environ
ment that contributes to bringing dosure to the majority
ofaccess requests and avoids the tisne consuming process
of moving on to formal investigation and reportsY

The introducing paragraph remained the same but

there was added to the last sentence the words “but

rather to identify them in this fomm for the benefit of

public bodies so that they may have an opportunity to

improve their performance in this regard:’ The same in

troducing paragraph and the same nine descriptions of

69 !b1d47.
70 OIPC Annual Report 2010-Il, p 47.68 OIPC Annual Report 2009-10. pp 47—48.
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systemic issues were repeated in the annual reports for
the years 2011—12 and 2012—13. The annual report for
the year 2013—14 had not been made public by late
February 2015.

There is no explanation for the reluctance of the
Commissioner to make recommendations or to report
his concerns to the minister. At least two participants
inferred that the reluctance of the Commissioner to be
more assertive reflected the fact that his term of office is
subject to reappointment every two years and he is not
in a position to be assertive on any issue. Whatever the
reason for the Commissioner’s approach, it must change

lithe ATIPPA is to make a meaningful contribution to
facilitating democracy or making government more
transparent and accountable.

It may be that the OIPC is woefully under
resourced and the staff is doing the best job possible

with the resources available. If so, there is no evidence
that the Commissioner has been taking strong public
positions on the matter. There is no indication of it in
the most recent annual report. Prior reports occasionally
refer to anticipated increased workload but gave no in
dication that additional funding was requested.

Conclusion with respect to access to information

As is noted elsewhere in this report, the Committee
found no justification for the changes made by Bill 29
that prevented the Commissioner from asking to review
documents in respect of which solicitor-client privilege
is claimed, or documents certified to be official Cabinet
records. In fact, all the evidence before the Committee
demonstrates the appropriateness of the Commission

er’s being able to see the documents that will enable his
office to make a determination as to whether the re
quested records can or cannot be released because of
solicitor-client privilege or status as official Cabinet
documents.

For those and other reasons, the Committee con
dudes that any limitation on the Commissioner’s power
to require production of records for his examination in
the course of an investigation should be strictly limited
to certain of those to which the Act does not apply. The
records listed in section 5 of the present ATIPPA. Else
where in this report, the Committee has recommended
that certain records on that list should also be subject to

production for the Commissioner’s examination. It is
not necessary to repeat that discussion here.

The Committee agrees with the Commissioner that
requiring official staff of the OIPC to sign agreements of
confidentiality in respect of records being made avail

able for examination in the course of investigations is
offensive and the practice should be stopped. If other
loyal public servants, in ministerial offices and Execu
tive Council office, can be trusted with custody of such
documents on the basis of their general oath of confi
dentiality, there is no reason why the loyal public ser
vants in the OIPC cannot be similarly trusted on the
basis of their similar oath.

In order for the ATIPPA to function as it should, the
Commissioner must be cast in the role of public watch
dog with the dual responsibilities of access champion
and protector of personal information. The Committee

concludes that in order to realize that vision, the Com
missioner must be provided with an expanded role,
including enhanced duties and additional powers.
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With respect to protection of personal information

This portion of the chapter will deal with Ike role of the
Commissioner and his powers, duties, and status, in re
lation to the personal information provisions in the
ATIPPA.

The Commissioner’s powers to deal with personal in
formation issues (outside those in the health care sector,
which has its own statutory scheme found in the PHL4)
are mainly located in sections 44 and 51 of the ATIPPA:

44. (2) The commissioner may investigate and at
tempt to resolve complaints by an individual who
believes on reasonable grounds that his or her per
sonal information has been collected, used or dis
closed by a public body in contravention of Part IV.

51. In addition to the commissioner’s powers and
duties respecting reviews, the commissioner may

(a) make recommendations to ensure compliance
with this Act and the regulations;

(b) inform the public about this Act;

Cc) receive comments from the public about the
administration of this Act;

(d) comment on the implications for access to in
formation or for protection of privacy of pro
posed legislative schemes or programs of public
bodies;

(e) comment on the implications for protection of
privacy of
(i) using or disdosing personal information for

record linkage, or
(ii) using information technology in the collec

tion, storage, use or transfer of personal
information;

(I) bring to the attention of the head of a public
body a failure to fulfil the duty to assist appli
cants; an&

(g) make recommendations to the head of a public
body or the minister responsible for this Act

about the administration of this Act,

XVhile these sections may appear to constitute a
wide array of powers, they pale in comparison with

those granted to many Commissioners in more recent
or more complete legislative schemes. In Canada, some
Commissioners (Alberta, British Columbia, and Quebec)
can make an order upon the completion of the investi
gation into a privacy breach. Internationally, when
personal information is misused, orders can be made
directly (in the UK) or by the courts on application by
the Commissioner (in Australia). Other powers to deal
with a variety of contemporary challenges in data pro
tection exist and are already used by officials in other
jurisdictions.

In Newfoundland and Labrador, the more recent
PHM has already helped the Commissioner to focus on
personal information matters. The PHIA adds to his ex
isting powers. The Commissioner’s powers in the PHM

refer directly to personal health information and its
confidentiality. For example, section 79(c) allows him to
receive comments from the public about matters concern
ing the confidentiality of personal health information or
access to that information, rather than generally about
the administration of the Act. And section 79(d) allows
him to comment on practices of health custodians, in ad
dition to proposed legislative schemes or programs.

The many participants who were not public bodies
often referred to the role of the Commissioner as central
to the credibility of an infonnation rights scheme. With
few exceptions, members of the public and the media
put great faith in the work of the Commissioner’s office
and deplored the limitations on his powers wrought by
Bill 29. They often contrasted the professional manner
in which requests to his office were handled with the
lack of response or lengthy delays which they attributed
to public bodies. Overall, the Commissioner and his of
fice appear to enjoy the confidence of most of those
members of the public who use the ATIPPA.

But Terry Burry recollected that the Commissioner
did not criticize Bill 29 forcefully until it had been
passed?’ Indeed, he recalled, the Commissioner had

71 Burry Transcript, 24 July 2014, p 28.
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initially been positive about the new legislation. Mr.

Burry linked the rather precarious employment status

of the Commissioner to the fact that he was reappointed

for another two-year term just before he started to voice

any criticisms. Few other participants echoed this view

point, the majority voicing the notion that his power

should be strengthened and reiterating their confidence

in the Office.

At the time of the passage of Bill 29, the Commis

sioner, according to his own comments at the hearing,

was not given an opportunity to make his views known

to the House of Assembly and thus to the public. The

Commissioner said:

Unfortunately, the OIPC was precluded from any partic
ipation in that review except for its initial submission and
this is in spite of numerous attempts by our office to be
come involved, to be engaged because it’s our view that
we have a unique perspective and experience.”

It is important to maintain general public confi

dence in the system and strengthen the enforceability of

the ATIPPA principles, which include the protection

and the administration of the Act in the public interest.

The question then arises: should there not be a rein

forcement of the Commissioner’s powers?

A review of several jurisdictions, both within and

without Canada, reveals that a wide array of powers and

duties can help the data protection authority in protect

ing personal information. These are discussed below.

Speaking out before legislation is passed

Information rights would be better protected if the

ATIPPA provisions were more definite on this point. In

duded among the Commissioner’s duties is the ability to

comment publicly on legislative schemes.’3 However, com

ments on legislation seem to be scarce in annual reports.

The annual report for the period 1 April 2012 to 31

March 2013 contains few comments on the introduction

of Bill 29, passed in June 2012, which seriously curtailed

the Commissioner’s powers. Only five pages are devoted

to Bill 29, and they mainly contain comments on the

effect of the amendments on the workload of the Office.

Rather laconically, the section concludes:

Based on our experience to date and on the broadening of
the language in a number of sections, there is potential
for less information being released. As a result, the OIPC
strongly encourages public bodies to use discretion where
possible and release information even if a discretionary

provision applies but no identifiable harm will occur.

it is more effective to comment before legislation is

adopted than after provisions are enacted into law.

Audit powers

Audit powers are essential to a dynamic and efficient

oversight model. Elsewhere in Canada, auditing prac

tices for handling personal information (as well as the

general information management schemes) of public

bodies have proved valuable in bringing to light ques

tionable habits that are difficult to perceive from outside

the public body. Auditing reveals systemic problems

that may go unnoticed until it is too late and there is a

serious personal information breach.

Auditing has been an essential tool for the Privacy

Commissioner of Canada. His 2012-13 Annual Report

describes a major audit of Revenue Canada, an entity

with some 40,000 employees that handles mfflions of

tax returns from businesses and individuals every year.

After a series of complaints over the years about snoop

ing by employees, an audit was launched. The audit

found that despite a culture ofsecurity and confidentiality,

marked weaknesses in implementing privacy practices

meant that employees’ inappropriate access to taxpayer

files was not detected over a period of time.’5 The result

of the audit included the nomination of a Chief Privacy

Officer for Revenue Canada and a series of initiatives to

limit access to taxpayer files.

This is an example of the benefits of audit power. It

can be used across a system; it can unleash change across

the board; and it has an impact on an organization which

72 OIPC Transcript, 24 June 2014, p 22.
73 ATIPPAs5I(d).

74 OlPCAnnualReport2Ol2-13, pp 15—19.
75 Office of the Privacy Commissioner of Canada Annual Re
port 2012-13, pp 20—25.
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is far greater than that of the investigation of a single
complaint

There is no need to make the Commissioner’s audit

power formally contingent on a complaint or even rea
sonable grounds—both are qualifiers that may challenge
and delay audit action. The Commissioner should be

able to draw up an audit plan based on what he feels are
the most serious threats to information rights.

Edward Hollett in his written submission suggested

audit power for the Commissioner as a way of countering

what he saw as a government culture inimical to access

to information requests. He stated:

One means to restore the balance would be to enhance the
power ofthe access and privacy commissioner. In that light,
the committee should consider the following suggestions:

• Change the role of the commissioner to include a
responsibility comparable to that of the Auditor
General.

• Require that the commissioner produce an annual,
public audit report of both privacy and access in
government. The report would be the result of a spe
cific review of a department or agency and would
include recommendations for changes.’6

Many data protection authorities in Canada carry
out audits, often under different names, such as inqui
ries or investigations. These authorities need broad

powers to initiate their own inquiry into practices that

may be contrary to their Acts. More recent legislation,

such as that in British Columbia or New Brunswick,
gives specific audit powers to the Commissioner. It is
noteworthy that BC has adopted the tribunal model,
while NB has opted for the ombuds model. The Com
missioner should be given specific audit power, with no

set time Limit to complete an audit.’7

Research

Research is essential to understanding personal infor

mation challenges and emerging methods of protection.

It is hard to see how the O1PC can keep up with devel
opments in technology affecting personal information

use and security without an acknowledged research
function and the financial support it requires. These are
necessary to make the OIPC into a significant force for
education and enforcement. An independent research

function would also give the OIPC an autonomous

view of the implications of legislation or programs regard

ing personal information that may be introduced by
government.

A contemporary approach to personal information

protection is reflected in the frequently amended British
Columbia legislation. There the Commissioner has a

broad range of powers, which include conducting both
investigations and audits to ensure compliance with any
provision of the BC Act and regulations. She can also
“engage in or commission research into anything affect
ing the achievement of the purposes of this Act”3

The federal Privacy Commissioner carries out an
extensive applied research program and distributes
yearly grants to fund research into various aspects of
privacy. These grants have facilitated ground-breaking
research in many areas, notably in genetic personal in
formation protection, identity theft, the de-identification
of health information, and children’s privacy.’9

The Ontario Information and Privacy Commis
sioner has likewise focused on privacy research, gener
ating countless discussion papers and submissions for
legislative bodies, ministers, and fact-finding reviews.

They have focused on combining data protection prin

ciples with the advantages of new technology (biomet

rics, facial-recognition technology, smart cards) so as to
make a significant contribution to privacy protection

while maximizing the advantages of new technologySO

The Commissioner should be empowered to con

duct his own research into matters affecting information

rights.

78 BC FIPPA. s 42(.l)(e).
79 https://www.priv.gc.ca/informaUonlresearth-recherche/in
dex_e.asp.
80 httpi/wwwipcoacaienglish/Home-Page/.

76 Hollctt Submission, June 2014, p8.
77 See BC FIPPA, ss 43(I)(a), 44; NB Right to Information and
Protection of Privacy Art, s60(lflg): Alberta &eedom ofInfonna.
thin and Protection ofPrivacy Act, s 53(l)(a).
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Privacy impact assessments

The current Act is silent on privacy impact assessments
(PIA). A PIA is an internationally recognized assess

ment method that can be applied to proposed programs

or policies to identify potential privacy problems. PIAs

examine whether the proposed program or policy col

lects more personal information than is needed to meet

the objectives of the initiative. They also examine the

sharing of the personal information collected, the ac

cess. storage, correction, and disposal of personal infor

mation, and the proposed duration of the program or

policy With the benefit of a PTA, the public body may

then undertake a full review of the policy or program.

Most jurisdictions in Canada and in other Com

monwealth countries now have robust privacy impact

assessment approaches. Some are standard government

policy, as within the Government of Canada, where the

Treasury Board has detailed guidelines on the subject.

These guidelines require privacy impact assessments to

be submitted to the Office of the Privacy Commissioner

for comment before a program is deployed. Some are

legislatively mandated, as is the case in BC.

What we heard about protection of personal
information

The OIPC noted that Bill 29 introduced increased da

ta-sharing possibilities in section 39:

39-U) A public body may disclose personal infor

mation only...

(u) to an officer or employee of a public body or

to a minister, where the information is neces

sary for the delivery ofa common or integrated

program or service and for the performance

of the duties of the officer or employee or

minister to whom the information is dis

closed.

This means that new programs could be created, us

ing information collected for another program and for

another purpose, without an assessment as to the im

pact this would have on personal privacy.

The Commissioner’s Office saw first-hand the re

sults of not carrying out a privacy impact assessment

where a public body failed to consider in advance the

consequences of enlarging access to a public database.

As a consequence there was a privacy breath:

In one case investigated by our Office, employees in one
public body were given access to the database of another
public body, but the disdosing public body had (ailed to
put any parameters around the disdosure or use of that
information. They also failed to ensure that access was
limited to those who had a legitimate need, and had failed
to put any kind of information sharing agreement in place
with the receiving public body. In that case, an employee
misused his access to the database for personal purposes.
A catch-all” provision such as 39(fl(u) should be subject
to an appropriate level ofoversight to ensure that such per
sonal information sharing occurs only when necessary8’

The OIPC recommended that all PlAs related to a

common or integrated program or activity or a data-

linking initiative or any disclosure under section 39( 1)(u)

be forwarded to the OIPC for the Commissioner’s review

and comment. Moreover, the OIPC recommended that

the ATIPPA be amended to include a requirement that

public bodies complete a PIA on all new enactments, sys

tems, projects, programs or activities to be submitted for

approval to the minister responsible for the ATIPPA.

The Office of Public Engagement’s Protection ofPri

vacy Policy and Procedures Manual of January 2014,

gives some attention to the description of Privacy Im

pact Assessment Tools. These are described variously as

the Preliminary PIA Checklist, the Privacy Impact As

sessment, and the Privacy Impact Report. The OPE’s

manual gives guidance as to what should be done to pre

pare for a common or integrated program or service. It

stops short, though, of making a privacy impact assess

ment mandatory or even suggesting which newly created

programs might be priorities for privacy reviews.

At the hearings, however, Rachelle Cochrane, dep

uty minister of the department responsible for the

ATIPPA, stated that one recent policy initiated by her

office requires all new or redesigned programs that

8! oic submission, io June 2014, p 74.
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handle personal information to complete a privacy
impact assessment. She added that in 2013—14, 34 pre
liminary privacy impact assessments and one full privacy

impact assessment had been carried out. In addition,

she mentioned that 11 government websites had been
reviewed to verify whether personal information was

being appropriately collected and used.

Public bodies in Newfoundland and Labrador are
gaining experience in preventative privacy exercises. A
PTA is increasingly becoming a standard procedure

before new ways are devised to collect, share, or disclose
personal information. It is important that it be mandated
here as well.

In Alberta, the use of privacy impact assessments be

gan as early as 1995. The importance of this approach is
reflected on their Commissioner’s website, where a whole

section is devoted to the topic of PIAs. Among the fea

tures of the section Sis a Registry of Privacy Impact As

sessments where third parties can determine the accept

able standard for a PTA. While most PIAs are in the area

of health care, where they are mandatory, some deal with
community services and commercial driver qualifica
tions. The Office of the Alberta Infonnation and Privacy

Commissioner explains the relevance of PIAs as follows:

The Othce of the Information and Privacy Commissioner
has developed a Privacy Impact Assessment (PIA) process
Lo assist organizations in reviewing the impact that the
new project may have on the individual privacy The pro
cess is designed to ensure that the public body or custodian
evaluates the program or scheme to ensure compliance
with the FOIPAcI or HIA.

The PTA process requires a thorough analysis of
potential impacts on privacy and a consideration of mea
sures to mitigate or eliminate anysuch impacts. The privacy
impact assessment is a due diligence exercise, in which the
organization identifies and addresses potential privacy
risks that may occur in the course of its operations.

While PlAs are focused on specific projects, the pro
cess should also include an examination of organization-
wide practices that could have an impact on privacy.
Organizational privacy policy and procedures, or the lack
of them, can be significant factors in the ability of the
organization to ensure that privacy protecting measures
are available for specific projects.”

The Federal Government and the Office of the Pri
vacy Commissioner of Canada have also placed increas
ing importance on privacy impact assessments to mitigate
the effects of ever-wider information sharing, often

undertaken for reasons relating to public safety and
national security. In 2011 the Office of the Privacy Com

missioner of Canada published Expectations, a short
document designed to assist federal public bodies in
carrying out such assessments. The first page describes

the importance of PlAs:

Privacy Impact Assessment (PtA) is a process that helps
determine whether government initiatives involving the
use of personal information raise privacy risks; measures,
describes and quantifies these risks; and proposes solu
tions to eliminate privacy risks or mitigate them to an
acceptable level. The Canadian government has been an
international pioneer in the use of NM as a tool to ensure
privacy is considered in the development of programs and
initiatives. In 2002, the Government of Canada’s Privacy
Impact Assessment Policy came into effect, requiring most
federal government institutions to develop and maintain
PlAs to evaluate whether program and service delivery
initiatives involving the collection, use or disclosure of
personal information were in compliance with privacy
legislation. policies, guidelines and best practices. More
recentLy, as part the overall TBS Policy Suite Renewal pro
cess, and in an effort to help government institutions
streamline their PTA processes, the PTA Policy has been
replaced with the Directive on Privacy impart Assessment,
As did the Policy before it, the Directive applies to 250
government institutions listed in the schedule to the hi
vacy Act, including parent Crown corporations and any
wholly owned subsidiary of these corporations.”

In his submission the Privacy Commissioner of Can

ada stressed that “privacy impact assessments are a valu

able tool in fostering a greater institutional privacy culture
and in consolidating internal accountability frameworks’M

Finally, the British Columbia government requires

that public bodies conduct a PTA on all new enactments,

systems, projects, programs, or activities during the de

velopment stage. PTAs of ministries must be submitted

83 httpri/www.priv.gc.ca!infonnationipub/gd.sxp2Ol 103_e.
asp.
84 Privacy Commissioner of Canada Submission. 7 August
20)4, p3.82 hftpilwww.oipc.ab.caipageslPlAslDescription.aspL
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to the minister responsible for the Freedom of Informa
tion and Protection of Privacy Act for review and com
ment. Any PEAs of public bodies (including ministries)
relating to a common or integrated program or activity
or a data-linking initiative must be provided to the
Commissioner for review and comment?5

The Committee concluded that prevention is the
optimal way of protecting personal information, and it

can be achieved by dearly spelling out in the ATIPPA
the following statutory obligations. The first require
ment is for departments to carry out privacy impact
assessments where personal information is involved in
the development of new government programs and ser
vices and to submit them to the minister responsible for
the ATIPPA for review and comment. Second, PEAs
would also be forwarded to the Commissioner for his
review and comment if they pertain to departments that
address a common or integrated program or service for
which disclosure of personal information may be per
mitted under section 39(1)(u).

Government collection of information on its citizens

Governments everywhere are attempting to make better
policies and find savings by combining information
available from their own internal sources—information
gathered directly from individuals in the course of
administering government programs such as income
assistance, child protection, or health care—with other
information available commercially.

This information is purchased through commercial
data brokers who aggregate and analyse personal infor
mation acquired by private corporations. Loyalty cards,
draws, analyses of website visits and online browsing
patterns, and registration for the provision of goods or
services are all a rich source of data about people’s con
sumer and financial habits, opinions, daily choices, and
even travel itineraries.

“Big data” is the tent coined to describe the volumi
nous amount of information, much of it personal, being
generated by the network of computers that assist in and
document our daily activities. These activities range

85 BCEIPPA,s69.

from driving a car to taking a jar off a supermarket shelf
to visiting a bank machine to keeping a medical appoint
ment. Many observers see in the analysis of big data
great promise for future knowledge breakthroughs in
vital areas such as health, agriculture, or accident pre
vention. The proponents of big data argue that analyzing
available information with the appropriate algorithms
should yield new trends, undocumented associations,
and regular or irregular occurrences that have, until
now, largely escaped attention?’

Carefully and appropriately used, big data can help
us with many of the great challenges to the societies of
the 211 century: environmental change, human health,
and natural resource husbandry. But without the prop
er safeguards to prevent so much information revealing
individual identities in embarrassing or harmful ways,
the application of big data can lead to unplanned nega
tive or discriminatory consequences to individuals. For
example. using general characteristics of students who
did not pursue higher education to justify the compul
sory streaming of young people could result in the ex
clusion of able potential candidates, based on a general
ization to which they are the exception. Personal
freedom to achieve could be thwarted by machine-made
decisions.

In the future, citizens will increasingly be subject to
decisions based on information they did not give to the
government and did not know was shared with the gov
ernment. Individuals and communities could be unaware
they are being profiled. There has been extensive scholar
ship on this subject, particularly in the United States.
Knowledge of information-related issues by the staff of
the Commissioner’s office could help government make
wise decisions when it is confronted with policy and ethics
challenges resulting from the aggregation of massive
amounts of information about its citizens.

An Information and Privacy Commissioner in the
21” century must have some oversight of the process
by which the government obtains and uses informa
tion to profile its citizens. In this new information

86 Mayer-Schonberger and Culder. Big Data: A Rn’olution
(2012).
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world, it would be wise to add to the Commissioner’s
powers, as is found in British Columbia, the power to
“authorize the collection of personal information from
sources other than the individual the information is
about.”87

The Commissioner should oversee the govern
ment’s ability to collect a massive amount of informa
tion on its citizens from sources other than the individual
concerned. He should be informed and his authoriza
tion requested when the government goes to outside
sources for information on citizens, unless those methods
of collection are already authorized under the Act,

Special reports

In otherjurisdictions, a commissioner’s broad reporting
powers to the legislative body is also a useful tool in the
kit of a data protection authority. In Newfoundland and
Labrador, the Commissioner’s existing obligation, as
described in section 59 of the ATIPPA, is only to make
an annual report to the House of Assembly.

Ot+ier jurisdictions

British Columbia’s Information and Privacy Commis
sioner has a variety of powers and duties which allow
that Commissioner to effectively protect personal infor
mation, including the power to make a special report to
the Legislative Assembly.

The BC Commissioner may make a special report
to express an opinion about the inadequacy of budgetary
provisions for his or her office, or to underline similar
concerns about support given by the BC Public Service
Agency. This power is expressed as follows:

41(1) The commissioner may appoint, in accordance
with the Public Sen’ice Act, employees necessary to
enable the commissioner to perform the duties of the
office

(2) The commissioner may retain any consul
tants, mediators or other persons and may es
tablish their remuneration and other terms and
conditions of their retainers.

(3) The Public Sen’ice Act does not apply in re
spect of a person retained under subsection (2).

(4) The commissioner may make a special re
port to the Legislative Assembly if, in the com
missioner’s opinion,

(a) the amounts and establishment provided
for the office of commissioner in the esti
mates, or

(b) the services provided by the BC Public
Service Agency

are inadequate for fulfilling the duties of the
office [emphasis added]

In short, when the Commissioner feels there are
inadequate resources to do a satisfactory job, this sen
timent may be expressed directly before the entire Leg
islative Assembly.

This appears to be a useful bulwark against serious
or targeted underfunding of the Commissioner’s office.
Although the perception of underfunding in relation to
needs may be pervasive throughout the public sector at
any given time, the inability of the Information and Pri
vacy Commissioner to carry out his or her duties will
jeopardize information rights for all citizens and may
encourage disregard or negligence in protecting personal
information or making information generally available
for public scrutiny.

In British Columbia, a dynamic interpretation of
the Commissioner’s duties to oversee the information
management system has triggered the writing of a num
ber ofspecial reports over the years, many of which deal
with the handling of persona] information. The BC
Commissioner made six special reports in 2014 alone.
These reports were in addition to her regular publishing
of decisions on cases referred to adjudication.

In September 2014, the BC Commissioner made
another special report which contained criticism of
several practices involving public bodies:

the lengthening delays in responding to requests
for information

87 BC FIPPA. s 42(1)0). 88 BCFIPPA,s41.
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• the increasing number of requests for which no

information can be located (due, it was sug

gested, to the practice of deleting information

instead of preserving it)

• the frequent estimates given to applicants of

very high processing fees, in excess of what was

eventually paid, a practice the Commissioner

feared served as a deterrent to applicants

A special report is usually an extraordinary recourse

and is confined to the most serious concerns. It is always

written in addition to the annual report Here is how the

duty Co make an annual report and the option to make a
special report are defined in the federal Privacy Act:

Annual report

38. The Privacy Commissioner shall, within three

months after the termination of each financial

year, submit an annual report to Parliament on

the activities of the office during that financial

year.

Special reports

39 (I) The Privacy Commissioner may, at any time,

make a special report to Parliament referring to

and commenting on any matter within the

scope of the powers, duties and functions of the

Commissioner where, in the opinion of the

Commissioner, the matter is of such urgency or

importance that a report thereon should not be

deferred until the time provided for transmis

sion of the next annual report of the Commis

sioner under section 38.

The most recent special report was made to Parlia

ment in January 2014 by the Acting Privacy Commis

sioner of Canada. ft documented the use of Canadians’

personal information by national security agencies

without (heir knowledge or consent. The report also

suggested better ways to enhance transparency about

the use of personal information in that context. Other

special reports by the Federal Privacy Commissioner

concerned banks of unreviewed and inaccessible per

sonal information held by the RCMP much longer than

necessary (2008) and an investigation into the toss by a

government department of a hard drive containing the

personal information of several hundred thousand

people (2014).

The Newfoundland and Labrador Commissioner’s

website does not have reports other than performance

and annual reports and reports on findings after reviews

or investigations. Occasional press releases comment on

current affairs, but do not constitute detailed reports on

a topic important to access or privacy questions. This

abbreviated use of reporting limits the ability of the

public to understand quickly and easily the major chal

lenges documented by the Commissioner’s office. In

sights into access and privacy problems must be ferreted

out from the annual report or from the recommenda

tions contained in the Commissioner’s findings. And in

the 2012—13 report, only about half the findings in

cluded recommendations. This suggests that the fimc
tioning of the access and privacy protection scheme
could be enhanced by augmenting the opportunities for
the Commissioner to communicate with the House of
Assembly and thus with the public

The Commissioner’s existing obligation to make an

annual report to the House of Assembly should be com

plemented by a new power to make a special report to the

House at his discretion. A report highlighting a single

major issue sends a powerfifi message. By reading such a

report. the public may more easily be made aware of se.

rious or urgent information rights problems as they
afise outside the annual reporting cycle. When the report
is tabled during the session of the House of Assembly,
the minister responsible for the legislation would then
be obliged to acknowledge the existence of the report in
the House and answer questions on its contents.

The power to investigate privacy complaints

Part IV of the AI7PPA, dealing with the protection of

personal information, was not proclaimed until 2008. As

a result, when Mr. Cummings was conducting his review

in 2010, the Commissioner’s office had less experience
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with the protection provisions than with the access pro
visions of the ATIPPA. The omissions in the present Act

are of greater concern now that time has passed and peo
ple are increasingly aware of and nervous about new

technological challenges to the security and confidenti

ality of personal information.

The Committee heard widespread criticism of the

curtailing of the Commissioner’s power to review certain
records after Bill 29. This criticism usually came from
participants who had tried to access non-personal re
cords. However, these limitations also capture requests

for correction of one’s own personal information, which
may or may not be present in such records. Restoring
the Commissioner’s power to review the records inde
pendently would strengthen privacy rights.

The Commissioner does not yet have a full suite of

powers to deal with all the circumstances in which per
sonal information may be misused.

By one of the positive changes made by Bill 29 the

Commissioner gained the power to investigate privacy

complaints in 2012. Section 44(2) was added to the ex
isting power to investigate complaints about fees or tune

extensions:

The commissioner may investigate and attempt to resolve
complaints by an individual who believes on reasonable
grounds that his or her personal information has been
collected, used or disclosed by a public body in contra
vention of Part IV.

However, this new power is limited. It does not

address a situation where one person, or an organiza

tion such as an advocacy group, makes a complaint on

behalf of another person or a group of persons. There

also appears to be no specific provision in the present

Act for the Commissioner to undertake his own investi

gation of perceived privacy breathes.

Even more telling of the limited power of the Com
missioner in relation to violations ofpersonal information

is the fact that a complaint appears to end at the Com
missioner’s office. Its outcome can only be an investigation

and mediation services. The Commissioner is not even

obliged to make a report. And personal information

complaints cannot be taken any further.

In spite of the weakness of the ATIPPA in remedy
ing privacy problems, the Commissioner compensated
for his lack of specific powers with a creative use of the

general powers conferred on him under section 51.

This states that the Commissioner may “make recom
mendations to ensure compliance with this Act and the
regulations.”

Acting on his own initiative, the Commissioner has
conducted several privacy investigations every year and
made recommendations for the future where appropri
ate. This has been an important tool for dealing with

possible misuse of personal information.

Complaints can be about several things, including
fees charged and alleged excessive time extensions. They

are also the way for an individual to seek an inquiry into
the handling of his or her own personal information. But
neither the investigation route nor the complaint route

leads to more than a report and possible recommenda

tions. There is no path to the Trial Division of the Su

preme Court from a privacy investigation or a complaint.

The limited powers of the Commissioner with re

spect to privacy violations parallel other aspects of the

generally passive role in which the existing legislation

casts him.

This is at a time when the use of technology, from

super-computers to surveillance cameras to GPS sys
tems, means that individuals are less and less aware

when they are being tracked or when their data in the

hands of a public body has been compromised. Special

ized organizations such as advocacy groups and civil
society think-tanks play an important role in defining

privacy challenges and seeking remedies for people who

may be affected, yet unaware that their personal infor

mation is at risk

The Office of the Information and Privacy Commis

sioner recognized the glaring gaps in privacy protection

in its June 2014 submission to the Committee, where an

entire chapter is entitled Ensuring that the Commissioner
has Adequate Means to Protect Personal Privacy.

This chapter eloquently describes the shortcom

ings of the Act in relation to privac)c As the OIPC de

scribes it:
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In fact, section 44(2) is silent on what, if anything, can be
done with a privacy complaint beyond investigating and
attempting to resolve it. If resolution is not possible, and
even morn importantly, if the Commissioner believes that
there are issues of ongoing non-compliance with Part IV,
the ATIPPA provides no dear tools for oversight, either by
the Commissioner or by the courts. Essentially, compliance
with Part IV is voluntary, for ali ‘mtenLs and purposes.”

This is a remarkable statement about the lack of
personal information rights in much of the Newfound
land and Labrador public sector. Fortunately, health in
formation is dealt with under another, more adequate
piece of legislation, the Personal Health Information Act

(P11Th).

The problem is partly attributable to the failure to
give any access to the courts for the complainant or for
the Commissioner to obtain a binding decision on a pri
vacy matter. The pubLic body; under the present law,
does not really have to deal with personal information
problems raised by individuals if the Commissioner’s
mediation fails. It may simply ignore the whole matter.

Another serious shortcoming is that the Act only
envisages complaints about one’s own personal infor
mation. It ignores the fact that an important feature of

89 OIPC Submission, 16 June 2014, p 70,

privacy provisions has been third-party reporting of
perceived violations of personal information to privacy
watchdogs who then act upon the information.

Current legislation in Newfoundland and Labrador
makes for a very lopsided approach, where issues about
access, generally to non-personal information, follow
one path to the courts under the heading of reviews,
while issues about timelines, fees, and possible misuse
of personal information can benefit only from media
tion attempts by the Commissioner. This categorization
of information rights into (hose benefitting from the
possibility of final adjudication and those meriting only
a conciliatory approach does a real disservice to the pro
tection of personal information. In short, citizens have
virtually no means of redress in case of a privacy viola
tion by public bodies.

A review of other Canadian jurisdictions by the
OIPC in its first stthmission revealed that in several other
provinces, personal information questions, if unresolved
by initial mediation, had the same general treatment as
access to information questions. Moreover, personal
information questions could be the subject of a binding
order either by the Commissioner or his or her delegate
(Ontario, Alberta, British Columbia, Prince Edward
Island), or by an adjudicator (Manitoba).

Conclusion with respect to protection of personal information

Other weaknesses in privacy protection stem from the
fact that the Commissioner has a toolkit which is only
partly fuLl. He lacks audit power. Privacy impact assess
ments, where they are carried out, are not presented to
him for comment. His only recognized vehicle for ex
pressing opinions about information rights is his annuJ
report. And he needs to know what personal informa
tion the government is using to analyze its citizens.

The Committee agrees with the many participants
who suggested that the Commissioner ought to be
empowered to audit, on his own initiative, the perfor
mance by public bodies of their duties and obligations

under the ATIPPA. However, the Committee does not
agree that the Commissioner should be empowered to
impose measures or any form of penalty, as some have
suggested, on public bodies or public servants failing to
conform to alL of the requirements of the ATIPPA. It
would not, however, be inappropriate for the Commis
sioner to announce publicly that a particular public
body was found wanting. or severely wanting, on a
consistent basis, if that were the case. The effect of that,
or even of announcing publicly that the OIPC was suffi
ciently concerned about a public body’s consistently
poor performance that the Commissioner had placed
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the public body on audit watch until further notice,
would likely carry with it a sufficient embarrassing ef

Recommendations

fect that a marked improvement in performance would
follow in short order.

The Committee recommends that

64. With respect to the role of the Commissioner hi

access to information that the Act provide for:
(a) a role and jurisdiction to promote and facili

tate efficient and timely access to requested
information unless there is a clear and lawful
reason for withholding access;

(b) a jurisdiction that will enable the Office of the
Information and Privacy Commissioner to
carry out the duty to advocate for the princi
pie of the fullest possible timely access to in
formation while preserving from disclosure
only those records that are of the limited class
or kind specifically provided for in law;

(c) procedures that will enable the Office of the
Information and Privacy Commissioner to re
spond to citizens’ complaints or requests for as
sistance in an efficient and timely manner; and

(d) time limits for any procedure under the stat
ute that will result in the information still hav
ing value to the requester.

65. With respect to the role of the Commissioner in
protection of personal information that the Act
provide fon

(a) The Commissioner being empowered to re
view, and if thought appropriate, authorize the
collection of personal information from
sources other than the individual the informa
tion is about, and section 51 of the Act being
amended to that effect and the corresponding
power being added to section 33(0(a).

(b) Section 44(2) being eliminated and a new
section being created encapsulating the Com
missioner’s power to accept a complaint from an

individual concerning his or her own personal
information or, with consent, the personal in
formation of another individual, where he or
she has reasonable grounds to believe it has been
collected, used, or disclosed contrary to the Act.

(c) The Commissioner having the power to accept
such a complaint from a person or organization
on behalf of a group of individuals where the
individuals have given their consenL

(d) The new provision to confer a power parallel to
the Commissioner’s power to review a com
plaint under section 43 and make a recommen
dation to a public body to destroy information
or to stop collecting, using or disclosing infor
mation. lIthe head of the public body does not
agree with that recommendation then the head
could seek a declaration in the Trial Division. If
the head does not seek a declaration and does
not comply, then the Commissioner could file
the recommendation as an order of the court

(e) The Commissioner having the duty to review
a privacy impact assessment developed by a
department of government for any new com
mon or integrated program or service for
which disclosure of personal information may
be permitted under section 39(1 )(u).

(0 A requirement for all public bodies to report
privacy breathes to the Commissioner.

(g) The Commissioner having broad powers to
investigate on his own initiative.

66. With respect to the role of the Commissioner
generally that the Act provide Ion

(a) a banking system to appropriately deal with
circumstances where one person or one group
continues to file complaints while that person

CHAPTER 243

CIMFP Exhibit P-04470 Page 252



or group has more than five complaints out
standing;

(b) a mandate to develop and deliver an educa
tional program aimed at better informing
people as to the extent of theft rights under
the Act and the reasonable limits on their
rights, and better informing public bodies and
their employees as to their responsibilities and
their duty to assist;

(c) a mandate to engage in or commission re
search;

(d) a mandate to audit, on his or her own initia

tive, the practices of public bodies in carrying
out their statutory responsibilities under the
ATIPPA;

(e) a requirement that government consult with
the Commissioner as soon as possible prior to

and in no event later than the date on which

notice is given to introduce a bill in the House
of Assembly, to obtain advice as to whether or

not the provisions of any proposed legislation
could have implications for access to informa
tion or protection of privacy and a requirement
that the Commissioner comment on those im

pliQtions

(0 a duty to take actions necessary to identify, pro
mote, and where possible, cause to be made,
adjustments to practices and procedures that
will improve public access to information and
protection of personal information; and

(g) the Commissioner should have the power to
make special reports at any time on any mat-
ten affecting the operations of the ATIPPA.

67. There be added to the items listed in the section 70
of the Act respecting the annual report of the Min

ister, the following:

(e) systemic and other issues raised by the Com
missioner in the Office of the Information and
Privacy Commissioner annual reports.

7.4 Issues with the Commissioner’s independent review process

‘As for the OIPC, my dealings with that office were less than satisfying. Even months after the legislated deadline
for a response in my case, there was a feeling I needed to bargain or negotiate for the information, when what I
was seeking was a more forceflil hand, without having to go to court.”9°

—Ashley Fitzpatrick, Submission to the Committee

Many requesters have experienced unduly long delays,

virtually all of which they seem to have attributed to the
public bodies. That maybe a natural consequence of the
OIPC always being able to correctly attribute resistance
to disclosure to the public body, regardless of where in
the process the cause of the delay actually occurs.

The OIPC commented in its 2012—13 Annual Report
on delays occurring when public bodies handle requests:

This issue represents a challenge for the timely delivery of
information. Only the public body subject to the request
is accountable for meeting the requirements of the Act.
Although this Office encourages heath of public bodies to
consult as required in order to help lead to a more in
formed decision, it must be stressed that consultation
must be conducted in a timely manner to ensure legisla
tive timelines are met.

90 Fitzpatrick Submission, 25 July 2014, p4.
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In the same Annual Report, the OIPC first quoted a
news release the Commissioner made on 12 January
2013, and then admonished public bodies in the follow
ing words:

I fed it is necessary for me to publicly call on all public
bodies and remind them of their responsibilities under
the ATIPPA. If they cannot do theft work within the
time frames set out in the A’flPPA, they are undermin
ing the very purpose of the law. [emphasis added]

I will here once again remind public bodies of their
statutory duty to respond to access to information re
quests within the legislated time limits.

For participants who believed the difficulty and de
lay in achieving their requested access was entirely at
tributable to public bodies, giving the Commissioner

order-making power seemed an easy solution. The
Committee did explore in some detail, with the Com
missioner and the Director of Special Projects, the pos
sible benefits of converting to an order-making model.

As their comments previously quoted indicate, the
OIPC was not enthusiastic about the prospect.

The Committee did not feel justified in rushing to
recommend order-making power without full consider
ation of all causes of the delays, all potential consequences

of changing the model, and all alternative solutions. The
Committee started by discussing with the Commissioner

and Mr. Murray, on the first day of the hearings, the

causes of the delays about which so many users of the
ATIPPA were complaining. This was at an early stage in

the Committee member& inquiries. Like most members
of the public, the Committee was operating on the as

sumption that all delays resulted from public body

action or inaction.

One of the explanations offered by Mr. Murray was

that the time it took to resolve a complaint also varied

with the volume of the records in question. He described

what might be the workload in a matter involving 200 or
300 pages. That was clearly a reasonable proposition, so
he was asked to give the Committee some idea of how

many of the 25 or so review reports the OIPC did each

year would involve 200 or 300 pages. His answer was:

5 or 10 or 15 would be in the minority, I would say. They’re
not all 200 or 300, but it’s not unusual. I’d say an avenge

one WI had to guess will be you know a 100 pages. That
wouldn’t be unusual.. .at an average.9’

That is so lacking in precision as to be of little value

to the Committee. Fortunately, more precise infonnation

was provided later by the Information Commissioner for
Canada when she appeared before the Committee:

Before coming here, we did ask to see what’s the volume
of pages per request because in order to assess what’s an
appropriate time you need to have information about
volume of pages per request. So, the avenge here is 37.
Thirty-seven pages per request. Six hundred and sixty
requests in the last fiscal year across 460 bodies covered

by the legislation. And if you look at the details from the
Office of Public Engagement in terms of each institution,

the ones that receive the most requests they are looking
at around between 30 and 40 requests. So institutions
here overall in the aggregate, they’re not dealing with
high volumes of pages on their routine requests and they
don’t seem to be getting.. huge amount of requests.’2

That information, however, related to all requests
for information, not just those that the OIPC was asked
to review. The Committee does not have separate infor

mation as to the volume involved in the matters reviewed

by the OIPC but can only assume that the average
should not be vastly different.

The Committee originally had the impression, based

on comments by early participants including the OIPC,
that the lengthy delays in producing information was
caused by inefficient handling of requests by staff in the

public bodies and, in some cases, by their reluctance to

assist disclosure. Information provided by participants

and by the OIPC did reveal significant delays, without

indication of any cause other than the public bodies. No
statistics in the Commissioner’s annual reports indicate

either the length of the delays or at what stage or stages of

the process delay was occurring. However, comments

received in questionnaires submitted by ATIPP coordi
nators caused the Committee to look deepet The Com

mittee wanted a better understanding of the level of

91 OIPC Transcript. 24 June 2014, p 195.
92 Infonnation Commissioner of Canada Transcript. 18 Au
gust 2014. pp 68—69.
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efficiency achieved by the ATIPPA ombuds model as it is
presently structured, its application of the provisions of
the ATIPPA, the procedures and practices it presently

employs, and the times involved at the various stages.

Because the OIPC’s otherwise very detailed annual

reports do not give any indication of the time and delays

involved in its own procedures, it was necessary for the
Committee to examine the Commissioner’s review re
ports for all of the matters in respect of which the OIPC
was asked to do a review and which were followed by a
Commissioner’s report. It was from that source that the
Committee extracted the dates of:

• the applications for information

• the decisions of public bodies

• the requests for review by the Commissioner

• the conclusion of the informal resolution pro

cesses

• the issuing of review reports by the Commis

sioner

These spanned the more than six years from Febru
ary 2008 to August 2014. The time that each process re

quired was calculated at the various stages, from the
time the request for access ts’as originally made to the
date when the final decision was implemented. The result

of that examination is shown in Appendix E So that the

reader will have a convenient example without having to
refer to the appendices, Table 9 was prepared showing
only the statistics taken from the Commissioner’s re
ports filed during the twelve months immediately pre

ceding the commencement of writing this report, on
completion of the public hearings at the end of August
2014. It is set out opposite.

When those average delays are considered, it quickly

becomes clear that something is radically wrong—with

the present structure, the policies and practices em
ployed by the OIPC, the resources available, or some
other factor. It is difficult to conclude that the present

system works well, as the Commissioner claims, when it

results in delays of the magnitude indicated in Appendix

F, occurring while the matters are under the Commis

sioner’s control. In a significant portion of the cases,

access is achieved only after a great deal of effort, delay,

expense, and frustration, and after the requester is kept

waiting sometimes for years to obtain the requested

information. In many instances, by that time the informa

tion is redundant or its usefulness has greatly diminished.

The Commissioner made another comment that

demonstrates the level of frustration citizens feel with

the existing processes. He was asked by a Committee

member to give a sense of what applicants say when

they cannot obtain the requested information and they
are facing the possibility of court action. He replied:

that’s a very good question and sometimes the applicants
say nothing and just walk away because it’s just not worth
the effort, they don’t have the money, they don’t have the
time. And it’s in my view a huge barrier to justice and to
the individual rights under the act. Other people are in it

for the long haul and even if at the end of the day, the
information you receive it’s out of date and not—no lon
ger suitable for the purposes in which they requested the
information, they want to go through the process and
essentially hold public bodies accountable.

The Committee agrees fully with the comments and

admonitions the Commissioner directed to the public
bodies as to the effects of such delays. However, the

Committee cannot fail to comment on the fact that the
information the Committee has been able to gather,
since the conclusion of the hearings, establishes that the

delays occur largely while the matters are under the

Commissioner’s exclusive control. It is recognized that,

during the informal resolution process, the time involved

is partly dependent on responses from both the public
body and the requester, and a third party when one is
involved. Nevertheless, it is the Commissioner who is in

control, and who has responsibility to call public bodies

to account if they are causing unnecessary delay. He is
given specific authority9 to ensure compliance with the

Act, and that would include ensuring that timelines

required by the ATIPPA are met.

In its formal written policies, the OIPC outlines

what happens when informal resolution efforts do not

succeed and a decision is made to proceed with formal
investigation. The OIPC then states:

93 ATIPPA s51(a), (0 (g).
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The OIPC makes all reasonable efforts to complete the
investigation and to prepare a Report within 90 days of
receiving the Request for RevlewY lemphasis addedi

Two provisions of the ATIPPA mandate specific
time limits for the completion of Commissioner’s re
sponsibilities in responding to requests for reviews:

Where the commissioner is unable to informally resolve
a request for review within 60 days of the request, the
commissioner shall review the decision, act or (allure to
act of the head of the public body, where he or she is sat
isfied that there are reasonable grounds to do so, and
complete a report under section 4g,95

The commissioner shall complete a review and
make a report under section 49 within 120 days of receiv
ing the request for review. ‘

An examination of Table 9 discloses key facts about
the 18 requests for review in respect of which the Com
missioner issued reports during the 12 months immedi
ately preceding the writing of this report:

• In only 3 of those requiring formal investiga
tion, when informal resolution did not succeed,
was formal investigation started within the

time mandated by the ATIPPA.

• In none of the 18 was the report of the formal

investigation prepared within the 90 days set

out in the OIPC policy.

• In only 1 of the 18 was the report of the formal
investigation completed within the 120 days

then mandated by the ATIPPA.

• In only 3 of the 18 was the report completed in

less than 6 months (183 days).

• In 12 of the 18, the reports were not completed

after nine months (274 days).

• In 10 of the 18. the reports were still not com
pleted after 1 year.

• 5 of the 18 reports of the formal investigations had
still not been completed after more than 2 years.

94 OIPC Policy 6, Decision to Move to Formal Investigation, p
2, Procedure 4. At the time that policy was written the statutory
time limit was 90 days. It was expanded to 120 days by the 2012
amendments to the Act.
95 AI7PPA s46(2).
96 Ibids48.

The Committee is concerned that its criticisms not
be in any manner unfair to the Commissioner. In that
regard, it must be acknowledged that in the years pre
ceding that time frame at least one of the requests in
volved in those 18 reports (one of the longer ones) had
been put in abeyance for nearly 21 months under the

OIPC’s banking policy. That policy is well justified, so
those 21 months were not counted in calculating the
times involved in the table. In terms of timeliness, the
performance is clearly not in accord with the principles
expressed in the ATIPPA, or the expectations of the cit
izens who requested the information. It is equally unac
ceptable that all but one of the eighteen were in breach
of the specific time requirements of the ATIPPA, and the
vast majority were overdue by many months.

One might speculate that the poor performance
could be peculiar to that 12-month period, but the table
at Appendix F shows otherwise. ft provides similar but

less detailed data for all reports issued from February
2008 to August 2014. These facts pertain to the 101 re
ports issued by the OIPC in that six-and-a-half years:

• Only 3 of the 81 reports to which the pre Bill 29

time limit of 90 days applied were issued within

the mandated time.

• Only 2 of the 20 reports to which the post Bill

29 time limit of 120 days applied were issued

within the mandated time.

• In 43 of the 101 requests, the reports were not
completed even one year after receipt of the

request for review.

In six-and-a-half years, just slightly more than 10 per
cent of the Commissioner’s reports were issued within 120
days. The time limits were not just slightly exceeded Even

if the time limits were increased to 6 months, only 30
percent would have been issued within that time frame.

In most of the annual reports, the OIPC has empha
sized its focus on informal resolution through extensive
negotiation and persuasion, and it asserts positions like

these:

248 ATIPPA 2014 STATUTORY neview — VOLUME Two
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We promote and utilize negotiation, persuasion and me
diation of disputes and have experienced success with
this approach. Good working relationships with govern
ment bodies are an important factor and have been the
key to this Office’s success to date.

The key tenet of our role is to keep the lines of com
munication with applicants, public bodies and affected
third parties open, positive and productive.

The Committee agrees that the informal resolution

process is a useful tool, but it is intended to produce re
sults more quickly and with less difficulty. It was never

expected to cause excessive delay. In the circumstances,

the Committee can do no less than remind the Com
missioner and the staff of the OIPC, of the words they

addressed to the public bodies in the 2012—13 Annual

Report, quoted above:

11 they cannot do their work within the time frames set
out in the ATIPPA, they are undermining the very pur
pose of the law.

The OIPC’s annual reports do not specify the delays

that occur after a requester makes a complaint or seeks

a review of a refusal to disclose. After the Committee

staff extracted from the Commissioner’s review reports

the data that enabled it to produce Appendix F (the

timelines resulting in reports), it became clear that more

information was needed respecting timelines for mat-

ten resolved at the informal resolution stage.

Delays in the matters resolved at the informal
resolution stage

The Committee asked the OIPC for details concerning

the timelines for matters settled through informal reso

lution. Although the Committees request came late in

the process, the OIPC responded expeditiously and
their response is attached as Appendix G. The informa

tion provides a list of files which were resolved infor

mally by the OIPC between April 2008 and September

2014 and the respective time frames for the resolution

of each file. A summary of the statistics for those six

years is set out below in Table 10.

The Committee staff calculated the average time in

volved in the 31 matters that were resolved by informal

resolution in 2013—14. After deducting any time that a

matter was held in abeyance, the average is a shocking

238 days: nearly eight months (see Appendix G).
The ATIPP departmental response limelines, set out

in Table 14 indicate that a total of 334 applications for

access to information were handled by departments in
the same fiscal year. In stark contrast, 88 percent of the

responses were provided within the statutory time limit.

Those statistics also demonstrate steady improvement in

public body performance during that year. The on-time

responses increased from 58 percent in the first month of

that fiscal year to 97 percent in the last month of that year.

Bearing in mind that the public body concerned

would in the ordinary course have gathered all relevant

documentation before making the decision on each

Table 10: Requests for Review Resolved through Informal Resolution by OIPC

Fiscal Year # of Informal I completed within 60 96 of # taking up to 6 % of # taking longer than 6 % of
Resolutions days Total months Total months Total

2008-2009 58 20 34% 23 40% 15 26%

2009-2010 62 21 34% 30 48% 11 18%

2010-2011 58 16 27.6% 19 32.7% 23 39.7%

2011-2012 54 10 18.5% 21 39% 23 42.5%

2012-2013 27 2 7% 10 37% 15 56%

2013-2014 31 5 j 16% 9 29% 17 55%

Total 290

(‘It should be noted that prior to Bill 29 the time limit for informal resolution was 30 days. Bill 29 increased it to 60 days.)
Prepared by the ATIPPA Review Committee from information supplied by OIPC.
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matter for which the requester sought review, and it

could quickly be handed over to the Commissioner for

his review, it is not at all clear what circumstances could

possibly require another eight months, on average, to
reach an informal resolution. There is also no clear ex

planation why the percentage of completions within 60

days should have steadily decreased from 34 percent in

2008—09 to 16 percent in 2013—14. As well, there is no

obvious explanation as to why the percentage of re

quests taking longer than 6 months to resolve informally

should have more than doubled from 26 percent in

2008—09 to 55 percent in 20 13—14.

It is even more difficult to understand when one

considers there were only about half the number of re

quests for review (resolved through informal resolu

tion) in 2013-14 than there were in 2008-09 or 2009-10.

The Committee realizes that the public bodies were

probably persistent in refusing disclosure; that is why

the Commissioner was asked to review the matters.

However, anything the public body wanted to redact

would have been highlighted and easy for the Commis

sioner to review in context. Whatever the average num

ber of pages for each matter, it should only take a matter

of days, at most, for the Commissioner to reach an in

formed and sound conclusion as to whether the law re

quired that the public body disclose the record or that it

was permitted to refuse to disclose it.

Comments of the OIPC respecting delays in matters
resolved at the informal resolution stage.

Although it was not requested, the OIPC also forwarded,

with the information sought by the Committee, a letter

to provide some explanation for the delays. It is too long

to reproduce in full here, so the thIl explanation offered

by the OIPC is attached as part of Appendix G. It will be

sufficient to quote here some significant excerpts in order

to convey a flavor of the explanation:

The time frame within which we do our work is a mat
ter of concern for me, because I believe the mission of
our Office is one of public service. Any unnecessary delay
in the provision of that service is a failure to deliver that
service as it should be done. Certainly there have been
delays caused by workload, vacations, illness, transition

periods in and out of maternity leave, normal employee
turnover, the inexperience of new statE etc. There have
also on occasion been delays, whether in the comple
tion of formal reports or of informal resolution efforts,
which have resulted from a failure to complete work in
as timely a manner as should be expected by staff of
this Office. As the supervisor of the Analysts who do the
vast majority of this work, I take responsibility for these
failures and delays. I try to ensure that such delays are
kept to a minimum by meeting with the Analysts on a
regular basis to review the progress being made on
their files, in an effort to help them stay on track and
address any stumbling blocks they may have encoun
tered in moving files forward.

That being said, I am of the view that most of the
time frames noted in the attached schedule are as long
as they are for a number of diverse and in most cases
valid reasons. In the Limited amount of time available
to us, we have gathered the necessary statistics for you,
but we have also used the time available to examine
those files which have been open for the longest period
of time before being resolved informally. These include
filesbeingbanked in accordancewith theTrialDivision
decision of Judge Seaborne, as well as files which were
held in abeyance pending the resolution of other pro
cesses—typically, these were court cases and subse
quent appeals which were relevant to the issue to be
determined in our Review.

First of all, I should explain that informal resolu
tion” is the default stage for files. As soon as we receive
a request for review, before we get the records, and be
fore any work is done, we are at day I of the informal
resolution process. The numbers you see reflect that,
even though we may not get our first look at the records
for 2 weeks. Although we have not had time to go
through each file and provide an explanation as to why
it took as long as it did to resolve, we have reviewed
those files which took the longest to close, and briefly
noted the reason in the attached table. I would now like
to take this opportunity to explain those reasons a little
more fully...

There are two other files noted on the attached list
where this Office was unable to obtain records from a
public body. In those two instances, the public body was
quite uncooperative and refused to provide the informa
tion requested by this Office. The result was this Office
issuing to the public body a Summons to Produce under
the powers given to this Office in the Public inquiries

Act. The public body complied with the summons and
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upon review of the information provided this Office was
able to resolve the two matters informally...

There are other notations on the attached lists
indicating that the delay in resolving matters was due
to the following:

1. the large number of records which had to be
reviewed and discussed with the public body
(which can go into thousands of pages),

2. the applicant being out of the country for sev
eral months which interfered with the informal
resolution process, and

3. an amendment to the ATIPPA which occurred
during the informal resolution process. The
effect of this amendment was discussed among
the parties and eventually resulted in the ap
plicant and the public body agreeing that the
applicant could file a new access request taking
advantage of the legislative change which al
lowed the applicant to obtain more informa
tion from the public body

With great respect to the OIPC, the Committee is of

the view that the explanations are seriously wanting. No
doubt the difficulties described in the letter were en
countered. but on closer examination of the whole of the
information, it must be observed that only 24 out of the
112 matters on the list that took longer than 6 months to
resolve informally are noted to have been affected by

those explanations. Out of 54 matters resolved informalLy

in 2011—12, 28 took longer than 6 months, but only 12 of
those were affected by the noted explanations. Out of

only 27 matters resolved informally in 20 12—13, 15 took
longer than 6 months but only 7 were affected by the
noted explanations. And out of only 31 matters resolved
informally in 2013—14, 20 took longer than 6 months

but only 4 were affected by the noted explanations.

CIearl; the OIPC’s workload based on matters re
solved at the informal resolution stage has decreased
greatly in the last two years from the previous four years.

In 2013—14, 31 matters were resolved informally, and

27 in 2012—13. There had been 54 in 2011—12; 58 in
2010—11; 62 in 2009—10 and 58 in 2008—09. It is not
possible to find in the OIPC letter a readily acceptable

explanation for the fact that this portion of the OIPC
workload decreased by approximately 50 percent in the

last two years but there was no improvement in the de
lay statistics. In fact they deteriorated.

One other aspect of the OIPC letter requires com

ment. The concluding paragraph may indicate the root
cause of the delay problem at the OIPC:

It is also worth noting that some jurisdictions place no
time limits on informal resolution. A time limit may
be a useful yardstick in terms of performance by our
Office, but at the complainuappeai stage, if a time limit
was strictly enforced and the necessary work was not
completed, I am not sure as to how strict enforcement
of an informal resolution time limit would help ensure
that applicants receive the information they are enti
dad to under the ATIPPA. I should also point out that
the Supreme Court, Trial Division has considered the
issue of the Commissioneñ time limit in the ATIPPA in
terms ofcompletion of a review: Okcpiilc tt (‘Newfoundland
and Labrador) Information and Privacy Commissioner,
2011 NLTD(G) 34. The court determined that the time
limit was directory, not mandatory.

That paragraph clearly indicates that the OIPC is

totally ignoring the 60-day time limit allowed by sub
section 46(2) of the ATIPPA for completion of the infor

mal resolution process. That subsection reads as follows:

Where the commissioner is unable to informally resolve
a request for review within 60 days of the request. the
commissioner shall review the decision, act or failure to
act of the head of the public body, where he or she is sat
isfied that there are reasonable grounds to do so, and
complete a report under section 48.

The OIPC appears to assume that it has the right to
ignore the specific direction of the legislature that “the

commissioner shall review the decision” if it has not
been resolved within 60 days. The quoted paragraph in

dicates that the OIPC believes the dedsion of the court
in Oleynik v Information and Privacy Commissioner7
somehow confirms the right of the OIPC to ignore the
strict direction of the legislature. While this is not in
tended to be a legal opinion, it is appropriate for the

Committee to make two comments: (i) the Committee
can find nothing in that decision that would appear to
confirm such a right in the OIPC, and (ii) that case arose

97 2011 MLTD(G) 34 (Okynikl.
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because a requester had, after waiting more than 18

months, commenced court proceedings to compel the
Commissioner to complete his review and file a report.

It is necessary to took a little doser at the case to
appreciate the hill impact of the position being taken by
the OIPC. The requester had, with effect from 30 July

2008, asked Memorial University to provide copies of
emails written or received by a named person at Memo
rial in which the requester’s name was mentioned. The
university had extended the 30-day time limit to 60 days
and responded on 3 October 2008, which the Commis
sioner found was one day beyond the limit. The requester
was not satisfied and requested review on 6 October
2008. The OIPC has acknowledged that:

The Applicant stated that if a repeated search was found
to be prohibitively costly, then he would ask that it be
focused on a shorter time period: April 13-24, 2008. Al
ternatively. the Applicant stated that if it were found to be
technically impossible to retrieve these messages, he
would at least like to know whether any messages were
deleted during that rime period, particularly on April 18,
2008 between 4:00 pm and 8:00 pm.98

The requester also complained about the 30-day ex

tension Memorial University had unilaterally taken. In

formal resolution was undertaken but was not success

ful and, on 4 May 2009, after some 210 days. 180 days

beyond the statutory limit then applicable, the OlPC
started formal investigation.

When by 22 April 2010 the OIPC had still not writ
ten a report, the requester filed proceedings in the Su

preme Court which the judge described as “asking the
court to order the Commissioner to complete his review

and file a reporC That was 563 days after the review was

requested, although section 48 of the ATIPPA, at the rel
evant time, specified that “the commissioner shall

complete a review and make a report under section 49

within 90 days of receiving the request for review.”

Six days later on 28 April 2010, the OIPC filed its

report. The ATIPPA process had spanned 634 days from

the date when the requester asked Memorial University

to proceed with the search to the date when the OIPC

produced its report. Only 67 of those days were taken

by Memorial University and the few days the requester
had the university’s response before seeking review by
the OIPC.

Nevertheless, the requester served the court pro

ceedings on the OIPC on 25 May 2010 and proceeded

with his court action, which the judge in her decision

described in this manner:

On June 14 and October 6, 2010 when the matter came
before the court for status updates, the applicant con
firmed, despite receiving the report, he wished to continue
with his application for both an order of an mandamus
andior certiorari because of the inappropriate rime delays
occasioned by the Office of the Information and Privacy
Commissioner and also because the report failed to ad
dress the key issues identified by the applicant. The appli
cant stated that if the application for a ni-it of mandamus
was dismissed, an order for certiorari to quash the report
of the Commissioner would be appropriate as the report
is defective.”

With the limited nature of the search request made

to the university, a search for emails sent or received by
a specifically named person in a specified 6-month time

frame, and also the further reduction of that time frame
authorized by the requester when he sought review by

the OWC, neither the informal resolution stage nor the
review investigation stage should have required much

time. In fact, in her decision, Madam Justice Fry made

the following comment on that matter:

Counsel for the respondent [i.e., the Commissionerl ac
knowledged that the Commissioner was clearly late in
issuing the report. The investigation, according to the
affidavit filed, took approximately one month to com
plete; however, the Commissioner’s formal review and
report took many more months to complete due to staff
shortages and the backlog of files being processed at the
time by the office of the Commissioner. 800 [emphasis
added]

The OIPC letter asserts that “The court determined

that the time limit was directory, not mandatory’ Those

words appear in the decision, but other comments deafly

99 Okynik, supra note 97 at pan 8.
100 Thid at pan 55.98 OIPC Report A-2010-OO5, 28 April 20t0, pan 4.
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indicate they do not imply the OIPC is at liberty to ig

nore the express direction of the ATIPPA, as it read at

that time, that if informal resolution is not achieved in
30 days the commissioner shall review his decision, and

the commissioner shall complete a review and make a

report within 90 days. What the court in fact decided is;

In this case, given the nan-binding nature of the review
and report. the lack of any prescribed consequences for
failure to meet the deadline and the general purpose of
the legislation, I am satisfied that the 90 day time limit in
section 48 is directory rather than mandatory. Accord
ingly, Ida not find there is a basis in the circumstances
of this case to attach any legal consequences, such as
invalidating the report to the failure of the Commis
sioner to provide his report within 90 days.

I have noted through my review of the material filed
that the Commissioner expects public bodies to respect
the timelines outlined for their activities prescribed un
der the legislation. Despite not attaching legal conse
quences to the failure of the Commissioner to provide
his report within 90 days, I do believe it is important
that the Office of the Information and Privacy Com
mission also meet the statutory timelines outlined for
the perfonnance of their duties under the Act

Since the Commissioner did in fact file his report. any
delay was cured when the statutory duty was performed
by the release of the report and the failure to comply with
the lime limits does not, in these circumstances, carry
any legal consequenca’°’ [emphasis added]

It is also interesting to note that this matter went

through:

court preparation preliminaries and status

hearings before the trial judge on 14 June 2010

and 6 October 2010

• trialoftheissueson3lJanuary2Oll

• preparation and filing of a 30-page detailed

and reasoned judgement 29 days later, on I

March 2011

• the requester, being dissatisfied with the trial

judge’s decision, filing a notice of appeal to the

Court of Appeal

• the requester maldng an interlocutory applica

tion to a judge of the Court of Appeal for an

101 Jbidat pans 59—61.

order that the Commissioner deliver to the Court

of Appeal the documents that he had considered

that application being argued before the Chief

Justice of the Court of Appeal on 8 November

2011

• the Chief Justice rendering, 11 days later, on 18

November 2011, an 11-page reasoned decision

as to why such an order could not be made in

the circumstances

• the preparation of the appeal book, the appel

lam’s factum and the respondent’s reply factum

• the hearing of the appeal before a panel of three

justices on 10 February 2012

• the preparation and filing, 18 days later, on 28

February 2012, of a 5-page reasoned decision,

with the agreement of each of the three justices,

explaining the reasons for dismissing the appeal

All of these proceedings were completed in 20 fewer

days than the total time involved in the ATIPPA process,

from the date on which the requester asked Memorial

University to proceed with providing copies of the

emails to the date when the OIPC filed its report in re

sponse to the request to review the decision of Memorial

University. One has to also ask: if, as Justice Fry stated,

the affidavit evidence indicated the investigation took

approximately a month to complete, what could possi

bly have caused the writing of the report to require an-

other nearly 11 months?

The OIPC letter does not emphasize it, but the

Committee is aware that additional responsibilities were

added to the OIPC: privacy oversight in 2008 and PHM

responsibilities in 2011. Presumably, provision was

made for any additional staff and other resources neces

sary to discharge those additional responsibilities. At

least there is nothing in the subsequent annual reports

to indicate that the resources of the office are insufficient

to meet its responsibilities. The OIPC has occasionally

commented on potential difficulties or backlogs of files

it expected to have in meeting the challenges arising

from additional responsibilities being placed on the

office from time to time.

However, the Committee has not found, in the
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OIPC annual reports, comments that shortages of staff
and resources have prevented the office from meeting

the statutory time limits. Many annual reports did,
however, contain comments such as this:

The additional work associated with the proclamation
into force of Part IV of the ATIPPA (the privacy provi
sions) in January 2008 has further compounded and to
some extent frustrated the Office’s ability to meet certain
legislated timeframes.”2

I should also note that our Office, even with the addi
tional stalL has been challenged to cope with the demands
placed on it due to the significant workload resulting from
the privacy breach investigations. The backlog of Reçiests
for Review and privacy complaints has grown since the
last reporting period)°’

I should also note that our Office has been challenged
to cope with the demands placed on it due to the significant
workload resulting from privacy breath investigations.’°

There was never an indication that the office re

quested but was unable to obtain additional resources.

The Committee staff extracted from annual and other

reports, the budget and staffing information for a twelve-

year period. There have been periodic increases in staff

and other budgetary resources for the office during that

period, which seem to coincide with additional respon

sibilities being given to the office from time to time. That

information is displayed in Table 11.

In fact, when the Commissioner appeared before

the Committee at its hearings, and was recommending

additional powers and responsibilities, he was asked

“Are you satisfied that you have adequate staff and re

sources to fulfill those duties properly and efficiently if

the changes were adopted by the legislature?” His an

swer was not very explicit in light of the specificity of

the question, but it gave no indication of any shortage of

staff or resources. He said:

Well wWve got two time frames in which we can compare:
prior to Bill 29 arid it was a moving target if! could use the

102 OIPC Annual Report 2008-09. p 30.
103 OIPC Annual Report 2009-10, p 17, repeated verbatim in
OIPC Annual Report 2010-11, p 17 and repeated virtualLy verba
tim in OIPC Annual Report 2011—12, p 20.

104 OIPC Annual Report 2011—12, p30.

Table ii: Office of the Information and Privacy
Commissioner Budget and Staffing

Fiscal Budget Revised Staff Comments
Year Estimate Budget

2003- 5230,000 5121,200 I
04 (Salaries: (Salaries

$185,000) $79,200)

2004- $264,000 $264,000 4 AI1PPA, Section
05 (Salaries: (Salaries: 42.1 in kite

$200,000) $200,000) 13 December
2004; Remaining
ATIPPA Provisions
(aduding Part W)
cime into force
17 January 2005.
OIPC opened on 17
January2005.
Staff count from
Budget Salary
Details.

2005- $320,300 $320,300 4 ‘Report covers
06’ (Salaries: (Salaries: period 17 January

$225300) $225,300) 2005 to 31 March
2006.

2006- $301,500 $307,600 5
07 (Salaries: (Salaries:

$232,500) $239,600)

2007- $439,200 $462,800 7 Pan IV — Pri
08 (Salaries: (Salaries: vacy Provisions

$340,000) $341,000) Proclaimed on 16
January2008

2008- $810,200 $791,200 9
09 (Salaries: (Salaries:

$510,800) $509,200)

2009- $1,115,900 $1,003,700 13
10 (Salaries: (Salaries:

$767,200) $681,000)

2010- $1,168,000 Sl,074,700 14 I
LI (Salaries: (Salaries:

$846300) $824,600)

2011- $1,204,400 $1,216,400 14 Personal Health
12 (Salaries (Salaries Information Act

$887,200) $954,600) Proclaimed on I
April2011

i 2012- $1,413,000 $1,247,000 15
13 (Salaries (Salaries

$1,024,000) $993,000)

2013- $1,230,900 $1,204,600 13 Staffcount from
14 (Salaries: (Salaries Budget Salary

$991,400) $1,009,600) Details

2014- $1,178,100 13 Staffcount from
15 (Salaries: Budget Salary De

$938,200) tails OIPC website
lists 12 staff

Preparedly the ATIPPA Review Qnmnittez Office
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term because of the proclamation of the privacy provi
sions in 2008 and then personal health information com
ing on in 2011. There was a struggle to fly to keep up with
the anticipation of how much workload will be involved.
We’re at some sort of equilibrium now. We have a sig
nificant backlog and every year there seems to be more
and more files being carried over and there are some
good reasons for that. For example the office took on the
role of conducting our two investigations that eventually
led to prosecutions, significant amount of time by 2 ofour
five analysts to do that and they were literally doing
nothing else but that so there was — the workload for
everybody increased. For those kinds of developments it’s
difficult at any point in time to say we have enough. 1
tell you what, you can never have too much and we can
always use more. [emphasis added]

Delays in other Canadian Iurisdcfions

The Committee has limited specific evidence about de
lays in other jurisdictions. However, one of the mem
bers of the Committee is a former Privacy Commis
sioner for Canada. She has confirmed, based on her
knowledge and experience, that delays in meeting
timelines have been a problem in virtually all jurisdic
tions of the country

The Committee’s research did turn up some infor
mation on delays in two jurisdictions using the ombuds

model oversight body, the federal commissioner’s office
and the Saskatchewan commissioner’s office. In Sas

katchewan in 20 12—13, the Office had an accumulated

backlog of 37 cases that were over two years old.’°5 A
concerted effort was made, with the result that all but

one of these cases was closed by 31 March 2014.

The Information Commissioner of Canada is giving

priority to achieving more timely service delivery. In a
recent report, she summarized developments over the
previous year as follows:

In 2013—2014, the Commissioner dosed more complaints
within nine months of their being registered (63 percent)
than she did in 2012—2013(57 percent). This continues the
trend of increasingly timely investigations since 2011—
20 12. The overall median time for dosing a complaint was
194 days from the date it was registered (down 21 days
from 2012—2013). However, there remains a gap of 173

days (roughly six months) between the median closure
tUne for refusal complaints when measuring from the date
the file is registered and from when it is assigned to an in
vestigator. The Commissioner does not have enough staff
to immediately assign these files upon receiving them)06

In terms of delays in the OIPC processes, it would
appear that Newfoundland and Labrador is not unique.
Nevertheless, that does not make the kinds of delays
demonstrated in Appendices F and C and Table 9 any

more acceptable. The Committee’s task is to make rec
ommendations that will result in improvements to per
formance under the ATIPPA, and make it more user

friendly, not simply to result in performance that will be

the same as that of other jurisdictions. If the Centre for
Law and Democracy is correct, aiming for the current
standard in this and other Canadian jurisdictions

should not be our objective.

The Committee encountered some difficulty in deal

ing with this matter of the operation of the OIPC. The
Committee is not constituted as an inquiry under the
Public Inquiries Ad, 2006 and does not have power to
summon or compel witnesses. It is simply a review com
mittee: it hears only from those wishing to appear or to
make written submissions without appearing, and re

ceives responses from those who consent to respond to its
inquiries. In fact, it was as a result of voluntary responses

to inquiries sent out to ATIPP coordinators that the Com

mittee became aware of this aspect of the delay problem.

Without specific evidence as to the causes, the

Committee is, to some extent at least, speculating on the
factors that might be driving the delay. The factors may
indude:

• some complexity in the existing oversight

model

• the practices and procedures in place for general

oversight by the Commissioner

• the burden on the OIPC to discharge all of the
functions arising under the PHM as well as the
ATIPPA

• the practices and procedures in place for deal

ing with complaints and requests for review

106 Canada Information Comniissioner Mnwd Report 2013-14.105 Saskatchewan OIPC. Annual Report 2013-14, p2.
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• resistance of public bodies to accepting respon

sibility for responding quickly to requests

• the failure of the OIPC to take seriously the im
portance of its own compliance with statutory

time limits for the informal resolution process,

and for the overall review process

• the apparent belief that the Commissioner’s

review should be conducted as extensively as

would a judicial inquiry, when its role is rec

ommending not adjudicating

• ignoring the fact that it is not the Commission

er’s review that is subject to appeal to court; rath

er, it is the decision of the public body, and that

appeal process is a hearing tic nova (essentially, a

new hearing, with all the evidence presented)

• the practice of casting the Commissioner’s rec

ommendation in the form of an appellate court

type decision with detailed analyses of:

o the factual situation

o the procedures to date and their results

o the law

o comments in historical reports of the

Commissioner

o comments in historical reports of commis

sioners in other jurisdictions and jurispru

dence generally,

• the possibility that resources are inadequate for

the responsibilities that the OTPC has to discharge

• if resources are in fact inadequate, the failure of

the Commissioner to say so in his annual reports

or make any public statement about the fact

Part of the problem may be reflected in the views

that were expressed by the OIPC in its most recent an

nual report.’” The OIPC wrote:

As noted, this Office does not have enforcement or order
power. We do not see this as a weakness, rather it is a
strength. Order power may be seen as a big stick which
could promote an adversarial relationship between this
Office and public bodies. We promote and utilize negoti
ation, persuasion and mediation of disputes and have

107 OIPC Annual Report 2012—13. p 13.

experienced success with this approach. Good working
relationships with government bodies are an important
factor and have been the key to this Office’s success to date,

The Commissioner’s additional comments quoted
above, about the effect of order-making power on a
small office, are also apt.

In any ordinary case not complicated by third party
interests, all that should be required, after reasonable
examination of the records involved, and the public
body’s explanation of the basis for its rethsal to disclose,
is a summary exercise of common sense and reasonable
judgement as to whether it is clear that the ATIPPA per
mits the head of the public body to refuse to disclose the
record to which the applicant is otherwise presumed to
be entitled, or whether the Commissioner should rec
ommend its disclosure. As the Commissioner noted in a
comment quoted above, the onus is on the public body
to establish that the law permits refusal to disclose. That
should not take an inordinate amount of time. The public
body would have all relevant material and information
readily at hand, because it would have had to gather
those materials and assess them in order to refuse disclo
sure to the applicant in the first place. Certainly in a matter
of days. such material could be available to the Commis
sioner from any public body in the province, and in
many cases the material could be available in hours.

Bearing in mind that it is the decision of the public
body that is subject to review by the court, and not the
investigation report of the Commissioner, and bearing
in mind the fact that the court’s review is a review de

nave, there is no justification for the elaborate assess
ment of previous report decisions from this jurisdiction
and other Canadian jurisdictions that characterize the
Commissioner’s report-writing practices. In all but the
rare case, where huge volumes of records may be in
volved, eliminating that unnecessary approach and

replacing it with a summary review and assessment pro
cess by the Commissioner will greatly reduce the time
required for the Commissioner to review the request
and make an early recommendation as to whether the
public body should release the requested record or is
justified in withholding it.
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When one considers the OIPC description of the

practices and times involved in the informal review pro
cess, which sometimes takes many months and occa
sionally a year or more, it is almost inconceivable that
there would be anything new to discover by the end of
that process. One would expect that, if at the end of that
process the matter was still not resolved, a report with a
dear recommendation could be written in a matter of

Conclusion

days at the most. It is inconceivable that it could require
many more months and sometimes more than a year.
The figures in Table 9 indicate that the average time in
volved for those 18 review requests at the informal res
olution stage was nearly 9 months. One cannot imagine
why any remaining investigation or report writing
would require on average more than another 7 months.
Something is radically wrong.

The Commissioner should not continue the present ap
proach of reluctance to make strong representations to
the minister, and report the same publicly, respecting
systemic problems or any other deficiency he discovers.
The Commissioner also has the primary responsibility
to identify any deficiency in staffing or other resources
experienced by his office, and make those needs known
to the minister. That responsibility includes making any
persistent failure to address those needs known publicly.

In all of the foregoing circumstances, the Committee
can only conclude that there are serious deficiencies in
the practices and procedures presently employed by the
OIPC in carrying out its review function in respect of
complaints and requests for review of access decisions by
public bodies. The Committee will make recommenda
tions intended to overcome these deficiencies.

Recommendations

The manner in which the Commissioner and the
staff at the OIPC presently manage their handling of
complaints and requests for review has resulted in unac
ceptable delay for the overwhelming majority of those
who seek the assistance of the Commissioner.

It is dear that the system is not now functioning in
a manner that comes even remotely close to achieving
the objectives expressed in the Act as it now exists, let
alone reflecting the kind of statute the Committee has
been asked to recommend, one that will be user friendly
and that, when it is measured against international stan
dards, will rank among the best

Major changes in the approach, processes, powers,
resources, and direction as to the primary role of the
Commissioner are necessary.

The Committee recommends that

68, Each annual report of the Commissioner contain a
time analysis generally consistent with that set out
in Table 9 of Volume II of the report of the func
tions and procedures employed from the date of

receipt of the application for access to the records or
correction of personal information to the dosing of
the matter after informal resolution, the issuing of
the Commissioner’s review report, or the withdrawal
of the request, whichever applies, for all complaints
made to the Commissioner.
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7.5 Time limits and extensions / complaints, reviews, and appeals

Introduction

Time limits are basic elements in all access to or free

dom of information practices, and all protection of pri
vacy laws. And while there are variations in the amount

of time by which a public body must respond to a re
quester, most of the laws are dogged by the same issue—

how can a public body be forced or persuaded to re

spond in the legally mandated time?

The simple truth is that few laws imposing duties

and obligations on public bodies regarding time limits
have any teeth when it comes to enforcement.

The fundamental issue for the requester is that delays

stand in the way of the legal right to access certain infor
mation. The Constitution Unit at University College Lon

don put the delay issue in the context of where the power
lies in their recent assessment of the UK Government’s

performance under the Freedom ofInformation Act 2000:

DespiLe its evident discomfort at the continuing pin-
pricks of P01, the government remains in a very strong

position. It holds the information. It can resist disclosure
for years ilit wants to fight the system and fight appeals.’

Yet, access and freedom of information laws should
not be seen as casual and unenforceable promises. They

provide individuals with a legally enforceable right to

obtain information and data compiled and held by their

governments, a point that was underscored by one pre
senter when he appeared before the UK justice commit

tee. He suggested that even impossibly difficult people

in the UK “have rights when it comes to P01, which is as

it should be.”°9

Legislative provisions

Time limits are specified in the Act for the various pro
cedures from making a request for access to or correc

tion of a record up to and including appeal to the Trial

Division of the Supreme Court. They are summarized

below in Table 12

Table 12: APPM me Umfts

Dutyofpubkbtytoassist kdatyces*sui%pwessordthupubkbodyeflbeeeeWtostan
açp&mt ii ir&ig a wzt aid 1o IegMml wi*oA daby.’

Thm brit to respond to request The çdI& body ‘sld iroke ev8y reiscrde effort to resçmi to the request v.itNn 30*’ UNLESS

thhne#on&dbytheodofflwpub&bodybecaiseofaRofthethwrnstancesktedinsafian 16(1);

rioke given to a Had ty aid Nd did pwty has a ftrfr 20 days to respoid;

Ha request has beei hcr6fwerl to wdiei p.& body

the time unit dher exterded by the CoemthsioneL for wi uncefldn pñi&

Time limit to request review by Comissioner Within 60 days after ereMr decision of the public body
Time ovuiWe for iofomnal resoafion Within 60 days of dote of request to the (onunissiener

Time avthle to conduct review if informal VMIth 120 days of date of request to the Comñsioner
resolution faik or is not udeltaken

Tine for puNk body to make a dathion WitNn 15 days after recet of CamrrissioWs uepod
Tine [i for eoI to TthI Division Within 30 days after recet of public bodfl de&n iii response to (ommissione(s report
ñepeedby4AilftA Resiiv (.onu&ke 01!ke

108 UK Thst4egüioth’e scrutiny of the FOlAct 2000 (20t2), p43.
109 Ibid 20.
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Comparison with other Canadian and international
iurisdklions

All the jurisdictions under study provide for similar wait
ing Limes once requests are received. The 20 working days
in New South Wales and the United Kingdom (except
Scotland, which has its own law) is similar to the 30 days
in Australia, Canada. and the three provinces considered
(Ontario, Alberta and Newfoundland and Labrador).

MI the jurisdictions provide for time limit exten
sions, including the extra time to consult with third
parties for business, trade, or other commercial rea
sons, and when issues of personal privacy arise in third

party requests.

While all jurisdictions provide for extending time
limits, differences arise in terms of how those are applied.

New South Wales stands out from the group be
cause of its truncated timelines for consulting with third

parties and retrieving records. 10 working days in NSW

is about 16 days less than the timeline for extensions in

Australia and Canada (including Ontario, Alberta, and

Newfoundland and Labrador), and 10 days less than ex
tensions in the UK.

The UK law makes provision for extra time for

complying with information requests to schools while

they are closed, and also in the case of some archived

records. But the general rule is that extensions will only

be given where extra time is required to allow for con
sideration of the public interest test.

The law in Australia and Alberta allows for an ex

tension of up to 30 days, while Ontario and the federal

Canadian jurisdiction allow for a “reasonable” time.

Alberta stands out from the group with a provision
that allows an extension where a third party asks an ad
judicator to review a decision that grants access.

Newfoundland and Labrador has the shortest man
datory transfer time at 7 days; however, a transfer re
starts the 30-day time frame for the receiving public

body to respond to the request. Ontario’s timelines stick

to the strict 30-day requirement; the transfer must take

place within 15 days of being received; the 30-day clock
begins to run from the time when the first agency re
ceived the request; it does not restart

The New South Wales’ Information and Privacy

Commission found that 87 percent of all applications

were decided within the stamtory time frame of the
Government Information (Public Access) Act 2009, in
their three-year survey published this yean”° The statu
tory time frame includes the original period of 20 work

ing days. the maximum extension of 15 working days,
and an extension beyond 35 days with the approval of
the applicant. The PC reported only 3 percent of appli

cations went beyond 35 working days.

In the UK, the House of Commons Justice Com
mittee reviewed the Freedom ofInformation Act 2000 in
2012, 12 years after it was passed.tm Findings of the
committee and reports from witnesses include:

• The 20-day time limit was treated as a “mini

mum” rather than requests being responded to
“promptly” (journalism student and P01 user)

• Delays are “endemic” (media)

• Complaints about delays occurred generally

with extension to the 20-day time limit and
during internal reviews

UK authorities are not required to keep compliance

statistics, but some individual organizations do. The

Ministry of Justice reported that in 2010, 17 percent of
requests to government departments (4,696 of 27,290)
took more than 20 working days. Of those that applied
for an extension, 53 percent were completed within the
time limit of 20 working days set by the ICO. The re

maining 47 percent took up to 6 months.111

In Canada, public attention focused on delays in
responding to access requests with the presentation to
Parliament of a report by the Office of the Information

Commissioner (OIC) for 2008—09. A study group set
up by the Treasury Board Secretariat validated the con
cern by OIC. They quoted an official from the Privy

Council Office:

volume increases, staff shortages, increasingly complex
files and the need for consultations all directly affect a

110 NSW TPC Report on the Operation of the GIPA, 2012-2013.
Ill UK Post-legislative scrutiny of the POt Act (2012).
112 Thid4O.
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departmenfs ability to complete requests without a time
extension.”’

While the federal Office of the Information Com
missioner concluded there was a “misuse of time exten
sions,” the officials noted the volume and complexity of
requests. and as a consequence. searches had changed.
Regardless, there was agreement that legislated time
limits were not being met.

Canadian Information and Privacy Commissioners

are reporting an increase in the number of requests

from public bodies for extensions of the timeline for re

sponding to requests. Alberta’s commissioner reported

31 such requests for extensions in 2010—11,26 in 2011—
12, and 68 requests in 2012—13.” The BC Commissioner

has explored trends with respect to timdines, responsive
records, and the administration of fees. That review was

undertaken in the wake of a report by the Commissioner

that there had been a 123 percent increase in time a-

tension requests from 2011—12 to 2013—14. The report

found that the average on time response across all mlii
istries fell from 93 percent to 74 percent and average

processing times have increased from 22 to 44 days. 115

113 Canada, Reducing Delays in the Processing ofAccess to Infor
motion Requests (2012).

What we heard

114 Alberta IPC, Annual Report 2012-13, P 25.
115 BC PC, Annual Re’ort, p [5, and IPC BC Commissioner
Special Report 23 September 2014.

From organizations

Office of the Information and Privacy Commissioner

In its initial submission the OIPC wrote very little about

timeliness of processing requests for access or review.
The only substantive recommendation respecting time

limits was to expand the time available to the Commis

sioner for “informal resolution7 Reviewing that sub

mission is important to understanding the process and

how it affects delays in achieving the access to which the

citizen is entitled. The OIPC wrote:

Section 46 deals with inlbrmal resolution of a request for
review. Subsection 46(l) provides that the Commissioner
may take the steps he considers appropriate to informally
resolve a request for review to the satisfaction of the panics
involved and in a manner consistent with the Act. Subsec
tion 46(2) provides that where the Commissioner is unable
to informally resolve a request for review within 60 days.
the Commissioner is required to review the decision, act or
failure to act of the public body and to complete a report
under section 48 (contingent on whether the Commission
er determines that any of the provisions in 46(3) apply).

In our submission to Mr. Cummings during the
last ATIPPA review, this Office explained the challenges

involved in completing the informal resolution process
during the 30-day period that was set out in the previ
ous version of subsection 46(2). We pointed out that the
laws in other Canadian jurisdictions authorize the use
of an informal resolution or mediation process prior to
a review or inquiry being conducted by the commis
sioner, and most do not set time constraints within
which this process must be completed. Nova Scotia and
New Brunswick are exceptions, setting time limits of 30
and 45 days. respectively.

This Office recommended that section 46(2) be
amended to eliminate the reference to a 30-day time re
striction for the informal resolution process. Mr. Cum
mings agreed and proposed that the Commissioner be
provided with the discretion to determine the length of
time for the informal resolution process in all cases. Bill
29 amended subsection 46(2) to increase the informal
resolution period from 30 days to 60 days.

Approximately three-quarters of our Reviews are
resolved informally, and it is typically the preferred out
come for all parties, primarily because of the timely re
sult. However, informal resolution can be a long process
in itself. Sometimes a large volume of records is in
volved, and there can be an extended back and forth
process to ensure that the ATIPPA is applied correcil>;
which can include negotiating the release of additional
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records. Sometimes public bodies simply need addi
tional time to undertake tasks necessary to advance the
informal resolution process, which can involve addi
tional searches for records, reconsidering the applica
tion of exceptions, and in some cases reconsidering the
exercise of discretion for discretionary exceptions.
Sometimes applicants themselves request that the pro
cess be extended to accommodate their own professional
or personal obligations.

Informal resolution requires the active involvement
of all parties. Our approach has been that as long as there
conLinues to be a reasonable prospect of progress in the
informal resolution process and we continue to have the
support of the applicant and public body, we believe that
the informal resolution process should proceed. Even
when the entire matter is not resolved informally, it is
helpful in preparation for the formal Review, and ulti
mately the Commissioner’s Report, to dear the decks of
any matters that can be resolved informally so that the
Review and Report can focus only on any intractable, out
standing issues. We therefore recommend that the time
limit for informal resolution be removed, which would be
consistent with our position that the Commissioner’s staff
should continue informal resolution efforts as long as
there is progress towards resolution and the parties agree
to continue the process)’6

When it was suggested to the Commissioner that

the time limits for informal resolution were already
lengthy, and perhaps the time limit should be reduced

instead, he replied:

I think what you’re suggesting and what you’re com
menting on is ideal and makes me a very happy person as
the commissioner to see this kind of a turn around, this
kind of production but I think we’re dealing with re
sourcing, we’re dealing with to some degree, a culture
shift and huy in and it’s... we’re not there yet Sir

It was also suggested to him that extended time lim
its could drive that culture. He responded:

It does to a degree but in some cases, from our office’s
perspective, the individuals have already dealt with the
public body and they’re coming to ask us now can we help
and in very simple terms and so we start negotiating with
the public body and try to reduce the amount.., the scope

of the request and to do anything we can to provide some
level of satisfaction for the applicant. Md it’s Like this void
you get sucked into it and we’re at day 27 of our informal
resolution now and somebody’s on vacation for two weeks
for example or someone is sick and so, rather than cut it off
and go do the process of asking for public body and the
applicant to make submissions and we’ll do a review,
produce a report at the end of what we recommend to the
public body, they may or may not agree with the recom
mendations, they may maintain their position that the in
formation should not be withheld for whatever reason. So
we tend to go the extra step day by day by day and yes, it.. -

so it’s all in... for the process of trying to get at least some
resolution as quickly as we can and yes, the Umelines an
terrible,” [emphasis added]

When he appeared before the Committee as its first
presenter, the Commissioner concluded his opening re
marks without addressing timeliness. The Committee

had, however, received numerous comments in other
written submissions about delays in obtaining access to
requested information. Based on those comments, the
Committee drew the Commissioner’s attention to his
comment that the office of “Commissioner was created
to have a timely and cost effective means of accessing
information’ He was asked why, if somebody is simply
seeking a document, or two or three documents, or a
relatively minor amount of information, it should take
more than four or five days. The Commissioner replied:

I totally agree with you Sir and in many situations that’s
exactly what occurs, what we’re dealing with by the time
situations come to our office, problems that have devel
oped between the applicant and the public body and for
whatever reason, it could be volume of the records, it
could be a situation where you got an applicant...con
stantly applying to a particular public body, a bad faith
has developed and there is not the level of cooperation
that should be there, all these things.”

The causes of the lengthy delays in proceedings be
fore public bodies were pursued with the Commissioner.

The Committee’s concern was expressed to him in the
following manner:

117 OIPC Transcript, 24 June 2014, pp 56-57.
118 Jbid49—50.116 OIPC Submission, 16 June 2014, p 39.
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Your presentation employs the old adage ‘jwHce delayed
is justice denied” and translates it to “access delayed is
access datied’ and that’s a credible assertion. Don’t those
time limits invite delay? They have a 60 day time limit,
doesn’t that say you can sit and do nothing far 45 days and
then the last few days and start at it, and then you’ve got to
ask for an extension time and why ... would there be any
problem with having a shorter time frame, say 10 days, re
spend within 10 days or a week or something of that order
unless the nature of the search involved or the nature of the
request was such that an extension is required in which
case, ask you for... to approve an extension. Would that
make any contribution to reducing these delays if you only
had to respond in that way then you only have a part time
ATIPPA coordinator, if you had to respond on a timely
basis then you’ll have the ATIPPA coordinators you need
to do it, will you not? You put them in place if you’re re
quired bylaw but if you got 60 days to think about it and sit

and do nothing, doesn’t that invite delay?”

That resulted in the following further exchange:

Mr. Ring: Yes and I totally agree that in some situations
where a public body is particularly busy or the coordinator
particularly busy or you have multiple requests that you’re
dealing with that they. they actually don’t get at the file un
til day 25 and then the first thing in the Act as it stands now
that head of the public body has the abiity...to extend it

further of 30 up to 60 days and then beyond that ask the
commissioner for an extension. In an ideal world sir 1
could not agree more with you but I don’t think that in
terms ofNewfoundland legislation that we’re that far out of
sync, if at all, with other jurisdictions across the country
where the reality of getting this kind of work done, in a
perfect world where there was resources allocated at the
public body level it would be... it would be ideal but...

Chairman: Our mandate is to make recommendations
that will make the operation better. The fact that they
have a different standard or a lesser standard in most or
all of the other jurisdictions doesn’t diminish the burden
of that mandate.

Mr. Ring: I’ll agree.

Chairman: Would your office be prepared to express at a
later time because k’s not really contained in your submis
sion now, at a later time, more appropriate time limits that
would achieve the objectives of the Act and provide for

timely disclosure would still allow it to operate in such a
way that it doesn’t unduly interfere with the normal oper
ations of public bodies but that should be more respon
sive, I saw there was time at 60 days and 90 days, it’s just,
off the top of my head it doesn’t seem right, particularly in
a day and age when everything is computerized and you
can access it or locate it by putting an inquiry into a com

puter for the most part, there’s always going to be circum
stances when you have some trouble. But isn’t there, can’t
those time limits be improved, would your office in the
meantime and at perhaps some later time, give the com
mittee some advice as to what might be better time limits?

Mr. Ring: We’d be more than happy to do that sir and
we’ll provide some commentary and some recommenda
tions and look at the pros and cons in terms of the reality
of dealing with these on a thy to day basis. It’s a question
again, I keep referring back to the fact that I believe it’s a
resourcing issue at the public bodies and I think also it’s
not all public bodies have bought into this process as
readily as others. And so yes there are pubtic bodies that
I believe procrastinate and I believe wait till day 28 to get
out an issue and then automatically the head’s going to

extend it. So some of that does occur and we address it

when we can at our office but again, when you have rec
ommendation power it can only bring you so far)23

Unfortunately, the OIPC did not later suggest “more

appropriate time limits?’ The only further references to

timeliness were contained in the supplementary sub

mission of the OIPC, filed on 29 August:

It may well be the case that the legislated time lines
can be tightened in order to better serve the public
It is quite possible that the first 30 day extension,
which can be applied unilaterally by a public body,
may be being abused. We see no reason why all such
extensions should not have to be approved first by
the Commissioner. That being said, we have not en
countered a major problem with public bodies not
meeting the time frames as they are currently man
dated by legislation. If there is such an issue, appli
cants are not choosing to bring it to our attention.’2’

The only other recommendation having some con

nection with time limits was in the initial written sub

mission of the OIPC and it recommended, without any

119 tbUSt—52.
120 Thid52—54.
t21 OIPC Supplementary Submission, 29 August 2014, p2.
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detailed discussion, an amendment that would make it

mandatory for the head of a public body to respond to a
request within 30 days, rather than the present language,
which requires only that the head of a public body shall
make every reasonable effort to respond.

Mr. Murray. the Director of SpeciaL Projects for the

OIPC, also commented on the issue of timeliness of re
sponses:

Another issue that we noted I think and there was some
talk about during our presentation and there’s been other
discussions about it was the timeliness of responses by
public bodies to access to information request. And one
of the things that we did in 2012 shortly after the Bill 29
amendments; we began to notice an increase in the num
ber of complaints to our office that the timelines were not
being met That people were not getting access to infor
mation for three or four or five or six months after they
had filed their requests. And normally our experience
from 2005 is you get one or two of these a year.

Just every now and again a public body completely
blows it and that’s just life and we’ll deal with it and if we can
resolve it informally we will, if not we’Ll issue a report and
draw attention to the errors of the pubLic body and make
recommendations. But in 2012 they ;s’ere really starting to
piLe up and we were wondering what was going on and so it
became a serious enough issue that in January 2013 we is
sued a news release in conjunction with a report on one of
these cases and I believe we had L2 or 14 files piling up of
what we call a deemed refusaL Because the Act says that if
they do not provide the response within the time allotted by
the Act they are deemed to have refused to provide — they
are deemed to have said basically no to the access request
and so we call it a deemed refusal.

But once we issued that news release we engaged with the
ATIPP office, the minister responsible for the office of PuNic
Engagement and senior staff and they committed right away to
getting the message out throughout government that they’ve
got nut be a completely different approach to the timelines,
we’ve got to have much better compliance and aiming for
100%. And over the course of the nat several months we fin
ished some investigation, issued a few more reports on files that
we had already accumulated.

But by February 2014 which was just over a year later,
we issued a follow up news release indicated that the issue
had been resolved from our point of view and no further
request for review or complaints about that late — people
not getting a response until after legislated timelines. No
further complaints have come into our office. So currently

we are not experiencing that issue, now if it’s possible that
some applicants are getting late replies and not coming to
our office, we don’t know. But I mean the statistics from the
— presented by the Office of Public Engagement show that
their records anyway show that they are at 100% compliance
rn meeting the legislated timelines. That would be the 30
days or the extended timeline.

When Mr. Murray was asked at the hearing in June

if there was a logical basis for having a 30-day time limit

and why it should not betS or 10, he replied:

I have certainly encountered situations where I’m not sur
prised at all that it took 30 days but you got to remember
that we get the cases before us that are the most difficult, the
most complicated, with the largest volume of records and
things like that So ‘dsomeone asked for a small document
that’s fairly stnightfonvard perhaps there’s no reason at all
that it should take any more than a few days. It all depends
— because quite often what we’ve seen in our office, again,
we don’t see all the routine access requests, we just see the
ones that come to us for review. I’ve seen plenty of access to
information requests which are worded something along
the lines of I’d like to receive all the information about topic
X within the control and custody of your public body. So if
you’re the access and privacy coordinator you’re knocking
on office doors up and down the hallway, “have you got
anything on this subject”, you’re getting the IT people in to
do a scan ofeverybody’s computer to go through everyone’s
email records, to look at the backup logs, to look down in
the basement where they keep the files from older than 3
years ago and they’re pouring through that stuff So there
can be a big challenge for certain type of requests and I
think the reason why the — and you’ll find that 30 days is
pretty standard across the country. So I think the reason
why you find that is for those reasons. Now I know ‘mterna
donally you will some shorter time periods. I couldn’t
quote you any specific examples but I know there are shorter
time periods than 30 days but I can tell you that I have seen
a fair number of access to information requests that I’m not
surprised at all that they took 30 days or longer.1”

Those comments were supplemented by further

comment by the Commissioner when he added:

An example I suppose that we could use for comparison
purposes is that since Bill 29 the commissioner’s office has

122 OIPC Transcript, 21 August, 2014. pp 36—38.
123 OIPC Transcript. 26 lune 2014, pp 21—fl
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the authority to extend time limits beyond 60 days the
original 30 days extended by the head and now further
and it’s not uncommon for a public body with some good
legitimate reasons to come in and say that because of this,
that, and the other thing we need more time to do this, will
you extend it another) weeks or another month. Now we
will look at the circumstances look at the argumentation
and say no, 5 working days is all that should believe neces
sary reasonably to deal with this issue. So we’ve not carte
blanche said okay if there’s time extension request we’ll
give it to you- It has to be very well substantiated and we do
not routinely give extensions beyond what we feel is neces
sary and is not been problematic. So public bodies will
some more than others take the line of least resistance and
if they got 60 or 90 then that’s what they’re going to take.”4

Mr. Murray was also asked about the length of time
involved in the informal resolution process and the review

process. The Chair asked him about the time involved in

investigating requests for review and the writing of re

ports:

[The reportsi take the form of a decision of the Court of
Appeal doing an assessment of the factual situation, an
assessment of the applicable law, an assessment of the his
torical jurisprudence and it runs on, I mean why is that
necessary? Why is all of that necessary when somebody is
simply looking for access to a document? Why can’t we
have a summary process.. .The Commissioner’s role could
provide for a more expeditious release of information)”

Mr. Murray’s response included these comments:

We take it very seriously that, you know we don’t want to
make, you know judgement calls off the top of our head
on these things, because each case can, you know as you
know brings different facts to bear and require different
interpretations and we also want our reports to be able
to be used as tools for education for public bodies. We
don’t want to have to write the same report 10 or 15 or
20 or 50 times. We want to be able to write one report
that deals with a particular type of circumstance that we
encounter and be able to say, look, in the future and we
do this all the time and then we use this as a tool in in
formal resolution. When we get a new request for review
that deals with a subject that we’ve dealt with in another
report in the past, where we’ve sorted it out in detail as

to how this type of situation should be dealt with we can
say it to the public body andlor to the Applicant when
we’re trying to resolve it: Loot this is how this type of
case goes. This is how we’ve decided this type of case in
the past. Now, if you want to keep going and make this a
formal report, you know we can go down that route, but
we’re suggesting that this should be resolved informally
this way or that way based on this report that we’ve de
cided in the past and the one of the parties, the public
body or the Applicant or the third party can see our rea
soning and can see the case law that we’ve cited, can see
that it’s well researched and well thought out and it’s a
great tool for informal resolution.”6

The Federal Information Commissioner

The Federal Information Commissioner was asked if

she had encountered any compelling methods for deal

ing with excessive delay on the part of public bodies.

She responded:

Well, in that respect I must say I’ve looked at the ATIPPA
specifically because the rules at the federal level are dif
ferent in terms of time extensions. .., So the situation
here in Newfoundland and Labrador under the ATIPPA

is different.
When we look at the initial time to respond, the Or

ganization of American States, I think, talks in their
model about 20 working days which is along the same
lines as the 30-day timeline that exists here. And then, if
I’m not mistaken, here under the legislation there is an-
other 30-day extension that’s possible at the behest of the
institution, and then they have to seek permission of the
Commissioner for an extension beyond that,

...It hasto be approved by the Commissioner after 60
days, essentially, so there is quite a lot of discipline here
in this piece of legislation. It is not inconsistent, really,
with what’s going on internationally. Before coming here,
we did ask to see what’s the volume of pages per request
because in order to assess what’s an appropriate time you
need to have information about volume of pages per re
quest. So, the avenge here is 37. Thirty-seven pages per
request. Six hundred and sixty requests in the last fiscal
year across 460 bodies covered by the legislation- And if
you look at the details from the Office of Public ngage
ment in terms of each institution, the ones that receive the
most requests they are looking at around between 30 and
40 requests. So institutions here overall in the aggregate,

124 Ibid 22—23.

126 Ibid 189—190.125 OIPC Transcript, 21 June 2014. P
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they’re not dealing with high volumes of pages on their
routine requests and they don’t seem to be getting. ..huge
amount of requests. It is nothing compared to Citizen
ship and Immigration Canada that receives over 20,000
requests. So, that’s sort of the data! think one has to look
at in terms of timelines, but I didn’t see in here in the
ATIPPA, in terms of the timelines, anything that I
thought was inconsistent with international norms. It
seems to be appropriate.V

Centrefor Law and Democracy

The Centre argued that the 30-day provision for exten
sion should be deleted, and retained only for exceptional
circumstances. Michael Karanicolas said long delays

have two impacts:

• They frustrate requesters and discourage them

from using the system.

• Information often loses value over time, which

becomes a major issue for journalists and com

mercial users.

In his oral presentation, Mr. Karanicolas, speaking
for the Centre, said “it would be great” to see a culture
shift in public bodies so that meeting time limits becomes
“a core pan of their mandate rather than something that
they have to fulfiLl.. .the minimum requirements for71a

He summarized the kind of provisions the Centre would

like to see respecting time limits:

The main thing that we want to see is an elimination of
any possibility to go beyond 60 days. That’s our main
recommendation, Initial 30-day time limit with a re
quirement to respond within ten days and basically as a
status update on what’s happening. I think that that
would be a good addition. Hopefully, that would prompt
more initial action rather than waiting till day 25 or 26,
as is mentioned.’”

Memorial University

In its written submission, the university explained why
it was recommending that the time limits not be changed

and commented on what it saw as a defect The submis
sion stated:

Memorial University submits that the lime limits for re
sponding to ATIP? requests are appropriate, as is the
provision added in the 2012 amendments that permits
the information and privacy commissioner to authorize a
further extension of the time for responding to a request
Since that amendment (to 5.16) in 2012, the university
has asked the OIPC a number of times to permit a fur
ther extension and, in each case, the extension was granted.
The flexibility offered by sub-section 16(2) in which the
commissioner can authorize extension of the time limit
for a period longer than 30 days is a flexibility that is nec
essary when, from time to time, an ATIPP request is for a
particularly large volume of records, or the requester
does not provide sufficient detail to enable the public
body to identify records sought, or the request merits an
extension that the commissioner otherwise deems to be
appropriate.

The ATIPPA does not allow additional processing
time when an applicant modifies a request A recent All PP
applicant modified her request multiple limes, each requir
ing a new search in accordance with the new parameters.
The legislation also does not provide a pause in the 30 day
timeline while a public body waits hir clarification from an
ATIPP applicant. In a recent case, the IAPP office waited 28

days for responses to requests for darification. Despite
numerous emalls and telephone messages that sought to
help the applicant to clarify the request, reduce fees and
achieve a hill response as efficiently as possible, four weeks
passed before the request was dadfied in sufficient detail by
the applicant to enable identification ofthe records soughL’

From the media

Ashley Fitzpatrick of the Telegram

Ms. Fitzpatrick suggested there should be some media
nism that triggers independent review and automatic

penalty for an unexplained delay in response to a request
filed under the ATIPPA. She described one instance

where she waited nearly seven months, but noted that
she has not faced the same wait time since. She does not,
however, expect any response before at least 30 days, as
a matter of standard practice)3’

130 Memorial UniversitySubmission, 13 August 2014, p9.
131 Fitzpatrick Submission, 25 July 2014, p4.

127 Information Commissioner of Canada Transcript. 18 Au’
gust 2014, pp 67—69.
128 CLD Transcript, 24 July 2014, p In.
129 Ibid 123.
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From polihcal parties Simon Lono

The Liberal Party, Leader of the Official Opposition,

Dwight Ball

In the section of his submission entitled Substance of
Deliberations, Mr. Bali told the committee about the 186

days it took to receive a response from the Department
of Finance with respect to briefing notes and financial
analysis on the Lower Churchill Project. “Within that
six-month window,” he said, “the fall sitting of the House
of Assembly had come and gone, the debate on Muskrat

Falls was over, and government formally sanctioned the
Muskrat Falls project”

The New Democratic Party. Gerry Rogers, MHA

The NDP brief cites “frivolous procedural delays...and

illegal delays in response.” They questioned the value of

having a legislated 30-day response time, saying it is
“sometimes ignored:’ In that vein the NDP complained

“when we do get a successful reply, it is always on the
last day of their...30-day or 60-day requiremenC”33

From individuals

Edward Hoilett

When discussing the unnecessary length of present
timelines, amongst other things. Mr. Hollett also sug
gested we should not abandon that fundamental philo
sophical concept, the notion that the government ought

to be directly responsible to its citizens. He added that

part of what we have to do is remind government offi

cials who they actually work for and that they do have a
duty to provide a service to the public)34

Terry Burry

Mr. Burry recommended “timely responses” from public
bodies to those requesting information. He also suggested

the turnaround time should be, typically, no more than 10

days unless there are extenuating circumstances.’35

Mr. Lono commented briefly on this matter. In his ini

tial letter to the committee, he wrote that time limits are

“mostly observed but often disregarded for no obvious

reasons,”” At the hearing, he expanded on those com
ments.

S. LONO: In terms of general provisions, not dealing
specifically with parts of legislation but just sort of gen
eral matters, one is time limits. You talked yesterday. I
heard a lot of discussions about time limits and the 30-
day limits and 60-day limits and those kinds of things. In
practice, the way it’s really worked out is that if there is a
30-day Limit then you’re going to receive your informa
tion on the thirtieth day. if there is a 60-day limit, well
you could be pretty sure that on the sixtieth day you’re
going to get an envelope on your desk.

CHAIR Or worse still, there might be action seeking, on
the sixtieth day action seeking an extension.

S. LONO: Yes, that’s just as bad. And that doesn’t take
into account the all too frequent cases where time limits
breeze by and nothing happens. It just takes forever in
some cases for things to happen. And you don’t even get
an explanation for it.’3’

Dr. William Pagan

Dr. Fagan asked the question that seems to trouble a great

many people seeking to rely on the access to information

systeim “Why does it take an agency the full 30 days to,
and sometimes an additional day or two, to respond, when

the request is for a copy of a letter and the applicant has

provided the agency with the sender, the recipient and

date?” He then said, “1 get the impression that the appli

cant is being punished for requesting the information38

Adam Pitcher

Adam Pitcher recommended “severe penalties.. .for un
justifiable delays in responding to requests.”39

136 Lono Submission, 24 June 2014, p 13.
137 Lono Transcript, 24 June 201. pp 4041.
138 Pagan Submission, 25 June 2014, p I.
139 Pitcher Submission, 27 December 2013.

132 Othcial Opposition Submission. 22 July 20I4, p H.
133 New Democratic Party Submission, 26 June 2014, p 16.
134 Hollett Transcript, 25 June 2014, pp 42—43.

135 BurryTranscript, 24 July2014, p3i.
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Dr. Thomas Baird, Department ofMathematics and

Statistics, Memorial University

Dr. Baird wrote the Committee after the presentation
by Memorial University and expressed his opposition
to, amongst other things, the university’s position
that the time limits remain unchanged. He did not
address any aspect of the time limits. Rather he op
posed five of the university’s ten recommendations on
several grounds:

• Only administration officials were represented
on the university committee that prepared
the submissions.

• There was “no representation from the faculty,
students or any other group:’

• The document was not approved by the Board
of Regents or the Senate, so the submission
does not legitimately represent the views of the
university communityt4°

From government

The Minister responsiblefor OPE. the Honourable Sandy

Collins

Prior to Minister Collins’ appearance before the Com
mittee, a written presentation was submitted by his
office. It provided a great deal of information and
statistics that were helpful for the Committee’s assess
ment of the timelines and the timeliness of provision
of access by public bodies. Generally, those statistics
substantiated the impression the Committee had re
ceived from other sources that in the preceding year or
so there had been noticeable improvement in on-time
performance. The submission acknowledged that gov
ernment had ‘placed increased emphasis on meeting
the legislative timelines”4’

The written submission explained the process in
volved in responding to requests for access. It also provid
ed tables that showed the historical record of government
departments, in terms of meeting timelines, during the
past six fiscal years. Two of these are discussed below.

The minister emphasized that responding to re
quests can often take longer than 30 days. This can be
the result of legislative requirements that involve con
sultations with third party businesses, other departments
or individuals, and other causes. Requests involving
third party business information often require addi
tional processing time. This is a result of the require
ment to notify a business when its information has
been requested. In terms of the process followed by the
ATIP? coordinator to process requests, the Act also re
quires coordinators to notify a business if a request
may involve their business, including commercial in
formation. The business then has 20 days to consent to
release. If it does not consent, the head of the public
body has 10 days to make a final decision on whether
to release and notifies the business of its decision.
Where the department intends to release information
without the consent of the business and has notified
the business of this decision, the business has 20 days
to appeal this decision to the Commissioner. During
this time, the department cannot release the informa
tion relating to the business.

The written submission of the OPE indicated that
its ATIPP Office has begun publishing statistics on the
Open Government website showing departmental re
sponse times, and the submission contained that table
for the period from January 2013 to June 2014. The
Committee obtained from the website the version up
dated to September 2014, which is included and dis
cussed below.

After his presentation. the minister’s attention was

drawn to the perception of insensitivity resulting from
the head of a public body’s being able to delay beyond
the statutory 30 days by simply extending the period for
a further 30 days. He was asked if it would make more
sense to get the permission of the Commissioner. He re
sponded:

WeB, as long as the department is able to consult with the
OIPC and explain their reasons for wanting the exten
sion, I guess you’d be left in the same spot. And if it’s rel
evant and reasonable I’d imagine the OIPC would grant
that. So I think that’s a fair comment...

140 Baird Submission, 25 August 2014.

141 Government NL Submission, 19 August 2014, p8.
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But, again, backto yourpoint ofperception. I think that
would clarify and give people a sense of comfort yeak’

The deputy minister, Rachelle Cochrane, adde&

But I see no reason operationally why the OIPC [should
not approvel in all instances if that’s when you’re going.”1

142 Government ML Transcript, 19 August 2014. pp 75—77.

Analysis

143 Ibid 76.

The Committee appreciated the statistical information

that the minister presented in his written submission.

One table in particular provided valuable information:

statistics that included the number of applications gov
ernment departments handled in each of the fiscal years
from 2008—09 to 2013—14; the numbers and percentag
es of those that received a response within the 30-day
statutory time limit; and the same information for those
that were responded to within an extended time frame.
Requests that were made before Bill 29 could be extended
a further 30 days. Requests made after Bill 29 could be
extended 30 days by the public body, or longer by the

Commissioner. That is the table immediately below.

The portion of applicants that received a response

within the basic 30-day time limit over those six fiscal
years averaged 59 percent. That is hardly a sterling per
formance. Even when one adds to that 59 percent
those for whom an extension was implemented, only a
total of 70 percent were responded to within the statutory
time limit The percentage of public body responses

within the statutory 30-day time limit had been steadily
deteriorating from an unimpressive 72 percent in 2008—
09 to a dismal 45 percent by 201 1—12. Even with the
statutory 30-day extension, the percentage responded to

within 60 days in 2008—09 only increased to 80 percent.
By 2011—12 that percentage had fallen to 56 percent.
There was a very minor improvement in 2012—13.

Table 13: Timelines by Fiscal Year of Departments

Met with Extension Met ÷ Met with at
Year Total#of Met Not Met

requests
Total 96 Total 96 Total 96 Total 96

2008—09 259 186 72% 21 8% 52 20% 207 80%
2009—tO 304 179 59% 23 8% 102 34% 202 66%

2010—11’ 337 186 55% 34 10% 116 34% 220 65%

2011—12 273 123 45% 29 11% 121 44% 152 56%

Pre—2012 Avg. 293 169 58% 27 9% 98 33% 195 67%

2012—13’ 317 157 50% 27 9% 132 42% 184 58%

2013—14 299 204 68% 77 26% 18 6% 281 94%

Post—2012 Avg. 308 181 59% 52 17% 75 24% 233 76%

Source OPE Supplementary Submission 18 Sq’tember 2034 (as Table Si)
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Fortunatel>; as Table 14 indicates that all changed
drastically in fiscal year 2013—14.

Table 14: Access Requests (General and Personal) Responded to
by Government Departments

Response Timelines Timelines Total 96 of
Times Met’ Not Met Responses Timeilnes

Met

Jan-13 10 tO 20 50%

Feb-13 23 10 33 70%

Mar-13 21 Il 32 66%

Apr-13 26 19 45 58%

May-13 26 5 31 84%

Jun-13 17 3 20 85%

Jul-13 27 6 33 82%

Aug-13 33 1 34 97%

Sep-13 23 1 24 96%

Oct-13 26 0 26 100%

Nov-13 24 2 26 92%

Dec-13 26 1 27 96%

Jan-14 II 1 12 92%

Feb-14 25 1 26 96%

Mar-14 29 1 30 97%

Apr-14 24 0 24 100%

May-14 14 I 15 93%

Jun-14 28 0 28 100%

Jul-14 16 0 16 100%

Aug-14 28 0 28 100%

Sep-14 24 1 25 96%

TOTAL 481 74 555 82%

Source: OPE website’44

Table 14 is an updated version of the table (5) pre

sented to the Committee in the submission of the OPE,

The updated table was retrieved from the Open Gov

ernment website and it carries the information forward

to September 2014. It indicates that, over a 21-month

period starting in January 2013, departments have met

88 percent of requests within the statutory time limit,’43
with the monthly “timelines met” response rate exceed

ing 95 percent for the 12-month period October 2013 to
September 2014. and reaching 100 percent on five occa

sions. The table requires some comment.

First, it is apparent from Table 13, also presented by

the minister, that this excellent on-time performance is
a recent development. In Table 13, the statistics for the
2013—14 fiscal year stand in stark contrast to the statis
tics for the preceding five fiscal years. Something signif

icant and beneficial, that produced a commendable im

pmvement in public body performance, happened

during that year.

Second, the difference between the statistics for the
first six months and for the last six months of the calen

dar year 2013 is also striking. The average monthly on-
time performance in the first six months was 69 percent,

but the average in the last six months was 94 percent.

Something was being done differently, starting about

mid-year 2013 and continuing through the first nine

months of 2014. Something appears to have happened

in May 2013 that resulted in a jump from an average of
about 60 percent on-time performance to 84 percent.

A third comment is a caution that the table does not

indicate which, if any, of the responses each month in

duded an extension added by the head of the public

body for up to 30 days, and which, if any, also had ffirther
extensions approved by the Commissioner. The preced

ing table does indicate that of the 299 for the whole year,

95 had extensions, and of those, 77 responses were made

within the extended deadline but 18 were not.

A fourth comment: the single most significant fea

ture of Table 14 is that the striking improvement that
started in May 2013 at 84 percent and by three months

later had reached 97 percent, in the nat 13 months nev

er fell below 92 percent, and in 5 of those 13 months

reached 100 percent.

145 flmeiine is met means a response has been sent to the re
quester within the 30-day limit, within 60 days if the head of the
public body unilaterally extended the limit, or within an uncer
tain time if the Commissioner approved an extension beyond
those 60 days- Accessed online: http:/twww.opengov.nLca/infor
maUonlUmelinethtml.

144 The Committee notes some variations between the two ta
bles for fiscal year 2013—14 but is unable to account for these vari
ations.
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Conclusion

That fourth comment provides the Committee with all
of the evidence it needs to support its conclusions that
the basic time limit for response should not be increased
beyond the existing 30 days, there is no need for public
bodies to have a unilateral right to extend that basic
time Limit, and extensions shown by public bodies to be
necessary can be approved by the Commissioner.

The Committee concluded that the significant im
provement in timeliness of performance over the past
year or so was likely driven by one or other, or more
likely a combination of two circumstances. One is the
effort of the Commissioner in drawing public attention
to the tardy performance by public bodies in his news
release on the subject in January 2013. The other is the
minister’s statement that government is placing “in
creased emphasis” on timeliness.

The Committee can only assume that the increased
emphasis is real and will continue. The Committee ex
presses the hope that this achievement will be the incen
tive that motivates public bodies concerned to continue
on the same course. That could be helped by govern
ment finding some means to acknowledge those who
have been involved in that achievement.

The increased efficiency clearly demonstrates how
much better the system can work when there is not only
a statement of commitment to openness and access, but
also sufficient commitment at the highest levels of gov
ernment to cause it to be implemented.

By way of a national comparison regarding time-
lines, the Committee notes that the Canadian newspa
pers’ annual audit of national public bodies contained an
independent assessment of Newfoundland and Labra
dor’s performance. Newfoundland and Labrador, Prince
Edward Island, and the Yukon responded most quickly
to requests, while British Columbia was the slowest.”’
Newfoundland and Labrador responded within the le
gally required 30 days to 13 of 16 requests, or 81 percent.
(In terms of content, 8 of those requests were released in

full and 4 were denied in whole or in part)
The Committee’s concern about delays in achieving

requested access originally focused on delays in re
sponses by public bodies, But information provided in
responses to questionnaires sent by the Committee to
AT1PP coordinators prompted the Committee to do a
more extensive assessment. Committee staff examined
all reports prepared by the OIPC in the course of deal
ing with requests for review and investigating com
plaints from 2006 to date.

Those reports usually contained a detailed explana
tion of the entire process of each review or complaint,
including the dates when each stage of the process started
and completed. That enabled the Committee to prepare
a detailed table of the time involved at each stage of the
process, from the time when the request for the record
was made to the public body through to the OIPC re
port and the final delivery of the record, or refusal to
deliver, for some 101 reviews or complaints filed over
more than eight years.

The Committee concluded, initially from its exam
ination of the summary of timelines involved in the 18
requested interventions by the OIPC (shown in Table
9), and later based on supplementary information, that
delays recently experienced during the initial public
body stage are not the major factor in the overall delay
in access to the requested information. The fuller sum
mary in Appendix F demonstrates that to have been the
case for some time. The delay that resulted after the
OIPC became involved was almost always many times
longer than the delay at the initial public body stage.

It is not likely that all of that delay is due solely to
procedures at the OIPC. Nevertheless, it is the Commis
sioner who is in a position to control those matters and
has at least some power to be decisive and cause pro
cesses to be different. There may be room for further
enhancement of the Commissioner’s power, but deci
siveness, firmness, and initiative on the part of the
Commissioner will be even more important in achiev
ing a user-friendly system of access to information and

146 Newspapers Canada, 2013/2014 POt Audit.
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protection of privacy that, when compared with others,
will rank among the best.

The Committee also assessed the elements of the
review stage of the matters covered in the Commissioner’s

reports (referred to in Table 9), to identify the times in
volved in the informal review process. The table in Sec

tion 7.4 of this chapter provides that information and
displays it in the context of the overall time involved at
both the public body stage and the OIPC review stage.
The times involved are both surprising and problematic.

particularly when they are considered in the context of
the express direction of the ATIPPA that:

Where the commissioner is unable to informally resolve
a request for review within 60 days of the request. the
commissioner shall review the decision, act or failure to
act of the head of the public body, where he or she is sat
isfied that there are reasonable grounds to do so, and
complete a report under section 48.

The Committee concludes that the OIPC has not

respected that very explicit direction. Even though fail

ure to conform to such statutory direction may not in
validate any subsequent report”’ that record of delays
discloses unacceptable practices that provide justifica

tion for the criticisms of so many users, The flaw in
those practices is clearly demonstrated by the delays
noted in the table, but it was best expressed by Ashley
Fitzpatrick of the Telegram, when she wrote:

Even months after the legislated deadline for a response in
my case, there was a feeling I needed to bargain or negoti
ate for ‘information, when what) was seeking was a more
forceful hand, without having to go to court I felt—on all
sides—there was little appreciation for the fact I was
placed in a position where the government had dearly
broken the law, to the point where no one could deny it,
and yet the onus was being placed on me to address it.

The public body continues to be involved during

the informal resolution stage. Information provided by

the Commissioner and the OIPC Director of Special
Projects suggests that the extended time involved in ef
forts to achieve informal resolution is driven in the
main by delays in pushing every proposal through the
bureaucratic levels of the public body.

However, as noted in the commentary on the role of

the Commissioner and the need for change in the oper
ations of the OIPC, a major factor appears to be the
OIPCs overly formalized process of writing minutely
analyzed reports in the style of Court of Appeal judge
ments that are quoted and referenced across the juris
dictions of the country. If waiting months, and often

years, for the requested information were acceptable,

then that approach might work However, the priority is
a speedy, cost-effective decision on whether or not the
requester is entitled to access the requested record. The
current approach works against achieving those goals.

The consequences of the OIPC’s frequent inability to

comply with time limits are obvious. They contribute sig
nificantly to the fact that the overall operation of the Act

at present is anything but user friendly. While it is, as
Mr. Karanicolas of the Centre for Law and Democracy

acknowledges, far from being among the worst of inter
national regimes, it is certainly also far from being
among the best, which is the objective indicated when
the former Premier announced the appointment of the
Committee.

Unfortunately, legislating stricter time frames will not

alone create a system that will be user friendly and rank

among the best. ft is, however, an essential component of

the total package of reforms necessary to achieve at least

some degree of success towards achieving that objective.

An unrelenting commitment to the principle of open
government and accountabiit)c coupled with the dedica
tion of those at the highest levels ofgovernment and in all

other public bodies involved, is critical to real success in
achieving the desired results.

147 See Oteynik, supra note 97 at paras 50—6 1.
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Recommendations

69. The Committee recommends that the revised stat
ute make provision for the following:

(I) Processing request for access
The head of a public body shall make every
reasonable effort to assist an applicant in mak
ing a request for access to information or cor
rection of personal information and to respond
without delay to an applicant in an open, accu
rate, and complete manner. Following the
procedures and any applicable variations or
extensions provided for in the statute, the
head of a public body shall respond to the re
quest within 20 business days of receipt of the
request, or within the time resulting from
application of the procedures set out in the
sequence of actions and timelines in Recom
mendation 70.

(ii) Making a complaint to the Commissioner
If a requester is dissatisfied with a decision, act,
or failure to act of a public body, arising out of
a request for access to information or correc
tion of personal information, or a third party is
dissatisfied with a decision to release informa
tion, either may, within 15 business days of
notice of the decision being given by the public
bod) complain to the Commissioner about the
decision, act, or failure to act of the head of the
public body. Upon receipt of a complaint, the
Commissioner shall provide a copy to the
public body and any other party involved, and
advise them and the complainant of their right
to make representation to the OIPC within 10
business days of the date of notification.

The Commissioner may take any steps that
he or she considers appropriate to resolve the
complaint informally, to the satisfaction of all
parties and in a manner consistent with the Act.

The Commissioner may terminate the

attempt to resolve the matter informally at any
time that he or she concludes it is not likely to
be successful and shall terminate it within 30
business days after receipt of the complaint,
unless before that time the Commissioner re
ceives from each party involved a written request
to continue the efforts to resolve the matter in
formally beyond the expiration of that period
of 30 business days until the matter is informally
resolved or a further 20 business days expire,
whichever shall first occur.

The Commissioner shall, not later than 65
business days after receipt of the complaint.
complete a report. That time limit is firm,
whether or not the informal resolution period
has been extended. The report is to contain the
Commissioner’s findings on the review, his or
her recommendations, where appropriate, and
a brief summary of the reasons for those rec
ommendations. The Commissioner shalL then
forward a copy to each of the parties.

Within 10 business days of receipt of the
Commissioner’s recommendation, the public
body shall decide whether it will comply with
the recommendation of the Commissioner or
whether it will seek a declaration from the Trial
Division that it is not required by law to so
comply, and shall within those 10 business days
serve notice of its decision on all other persons
to whom the Commissioner’s report was sent,
and inform them of the right of any party that
is dissatisfied with the decision to appeal the
decision to the Trial Division and of the time
limit for an appeal.

If the public body fails to make that deci
sion and serve the prescribed notice within the
time specified, or having done so fails to carry
out its decision within IS business days after
receiving the Commissioner’s report, the Com
missioner may prepare and file an excerpt from
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the Commissioner’s report, that contains only
the recommendation that the public body grant
access to a record or correct personal informa
tion, in the Registry of the Trial Division of the
Supreme Court, and the same shall constitute
an order of that court.

Whether or not the public body decides to
comply with the Commissioner’s recommen
dation, if the requester or third party is dissat
isfied with the decision received from the
public body, the requester or third party may,
within 10 business days of receipt of the deci
sion of the public body, appeal to the Trial Di
vision of the Supreme Court, and if requested,
either or both of the Commissioner and the
other party shall be granted intervenor status.

(iii) Appeals to the Trial Division of the Su
preme Court

Where an appeal by either a requester or a third
party is taken to the Trial Division or a public
body makes an application to the Trial Division
for a declaration pursuant to the Act, the fact
that there has already been significant delay in
final determination of entitlement to access the
requested information shall be sufficient to es
tablish special urgency, and the matter shall
proceed in accordance with the Rules of the Su

preme court of Newfoundland and Labrador,

1986 providing for expedited trial, or such ad
aptation of those rules as the court or judge
considers appropriate in the circumstances.

70. The Committee further recommends that the time-
lines and sequence of actions to be applied to all
procedures from the making of the initial request
for a record to the taking of an appeal to the Trial

Division of the Supreme Court should be set out in
a readily identifiable part of the statute. Those pro
visions should reflect the following:

Sequence of action and timellnes

Day Request Received
Any employee of a public body, who is not the
ATIPP coordinator of that public body, receiving a
request for access to information or for correction
of personal information shall date and time stamp
the request and, without disclosing the name of the
requester to any other person, forward the request
to the ATIP? coordinator for the public body.

Upon receipt of that request the ATIPP coordi
nator shall advise the requester of its receipt and
start the search process at the earliest possible op
portunity The ATIPP coordinator shall not disclose

the name of the requester to any other person other
than coordinator’s assistant and the Commissioner,
except where it is a request for the requester’s per
sonal information or the requester’s identity is re
quired to respond to the request.

Whenever any notice is to be given to, or infor
mation is to be received from, the requester or a
third party by the public body, it shall be given or
received through the ATIPP coordinator.

Business Day Ito Business DayS
The head of a public body may, upon notifying the
requester that it is doing so, transfer a request for ac
cess to a record or correction ofpersonal information
to another public body, within 5 business days after
receiving it, where it appears that the record was pro
duced by or for or is in the custody or control of that
other public body That other public body shall there
after treat the request as if it had received the request
from the requester on the date it was received from
the public body that received it from the requester.

OR

If the public body condudes that the request is friv
olous or vexatious, or for any other valid reason it

should be disregarded, the public body may, no lat
er than S business days after receipt of the request,
apply to the Commissioner for approval to disregard
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the request. The Commissioner shall respond to the
public body’s application without delay and in no
event later than three business days after receiving
it. If the Commissioner approves disregarding the
request, the public body shall immediately advise
the requester.

Rusthes&Dfl
The head of a public hody will release the record if it
is then available and the law does not permit or re
quire the head to refuse release, or correct the
personal information if the requested correction is
jushfied and can readily be made.

OR

The ATIPP coordinator shall forward an advisory
response to the requester advising

• any then-known circumstance that could result
in denial of the request

• any then-known cause that could delay the re
sponse beyond 20 business days from receipt of
the request and the estimated length of that
possible delay

• the estimated cost, if any
• any then-known third party interest in the re

quest
• possible revisions to the request that may facil

itate its sooner and less costly response
• any other factor, of which the public body is

then aware, that could prevent release or cor
rection of the record as requested within the 20
business day basic time limit

Business Day 10 to Business Day 20

If circumstances make it reasonable that the re
quester be informed of factors arising in the course
of addressing the request, of which the requester
was not previously made aware, that may adversely
affect disclosure or correction of the record as re
quested within the time required, the public body
shall forward a further advisory response or re
sponses to the requester.

OR

The public body will forward to the requester the final
response as soon as it is possible to do so, but no later
than 20 business days after receipt of the request, un
less extension of that time has been approved by the
Commissioner.

OR
As soon as the public body concludes that an ex
tension wilt be required, and no later than 15 busi
ness days after the request was received, the public
body shall apply to the Commissioner for an exten
sion oltime. The Commissioner may refuse the re
quested extension or, if satisfied that an extension is
necessary and reasonable in the circumstances,
grant an extension for the minimum period that
the Commissioner considers to be necessary for
the public body to fully respond. The head of the
public body shall notify the requester of the exten
sion, if approved.

If an extension of time is granted, any proce
dures otherwise applicable shall continue to apply
during that extended period, and the public body
shall provide the requester with a final response with
in the extended time approved by the Commissioner.

OR

Where the public body becomes aware of third
party interest, upon forming the intention to re
lease the requested record, the public body shall
make every reasonable effort to notify the third
party. Immediately upon the public body deciding
to release the requested record, the public body
shall notify the third party of its decision to release
the record unless it receives confirmation from the
third party or the Commissioner that the third
party has within IS business days filed a complaint
with the Commissioner or appealed directly to the
Trial Division.

If the public body receives confirmation that
the third party has filed a complaint with the
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Commissioner or appealed to the Trial Division,
the public body shall inform the requester and shall
not release the requested record until it receives a
recommendation from the Commissioner or an or
der of the court. Immediately after receipt of the
Commissioner’s recommendation, the public body
shall notify the Commissioner, the requester, and
the third party of its decision.

The public body shall withhold acting on its de
dsion until the time limited for any appeal there
from has expired and, if no appeal is taken, proceed
with its decision, but ifwithin that time an appeal is
taken from that decision, the public body shall con
tinue to withhold action on its decision pending an
order of the court.
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Chapter Eight

MUNICIPALITIES—ENSURING TRANSPARENCY AND
ACCOUNTABILITY WHILE PROTECTING PRIVACY

Introduction

One of the clearest examples of the collision between
privacy concerns and the right to access information
played out in submissions regarding municipalities, and
the way in which those organizations are applying the
provisions of the ATIPPA. The Committee heard from
several sources that some municipal governments take a
restrictive view of what information can be disclosed to
requesters because of concerns about how this will affect
the personal information of third parties. We heard that
this concern about privacy goes so far as to indude the
documents prepared for municipal councillors, whose
role it is to make well-informed decisions on local matters.
The Committee heard that this restrictive interpretation
of the right to access in some municipal governments is
the result of input from the Department of Municipal
Affairs and advice from the Office of Public Engagement
ATIPP Office.

Newfoundland and Labrador’s 276 incorporated
municipalities account for sixty percent of the 460 public
bodies covered by the ATIPPA. During the Committee’s
work, seven submissions raised issues related to munic
ipalities in four main categories:

publication of personally identifiable informa
fion, such as the names of residents on letters
and the names of development applicants;

• release of information related to council busi
ness (the amount paid to settle a dispute with a
resident);

• confusion about the compatibility of section
215 of the Municipalities Act, 1999 (documents
that “shall be made available by council for

public inspection) with the privacy sections of
the ATIPPA; and
development of local and/or regional corporate
structures by municipalities that are not specif
ically mentioned in the definitions section of
the ATIPPA.

The Committee did not hear from Municipalities New
foundland and Labrador or the Department of Munici
pal Affairs on these issues.

Pre—Bill 29 legislation

Prior to the Blll 29 amendments, municipal govern
ments were affected by several parts of the ATIPPA,

including:
• section 2 defines a public body to include a local

pubLic body and therefore the ATIPPA applies
to municipalities

• section 19 protects local public body confi
dences, including drafts of resolutions, bylaws,
private Bills, and the substance of deliberations
of meetings where the Municipalities Act, 1999

or another Act allows a private council meeting
• section 30 prohibited disclosure of personal in

formation to a requester, except for classes of
information identified in that section

• section 33 sets out that personal information is
to be collected directly from the individual, un
less it is collected for a particular purpose such
as law enforcement or determining suitability
for an award

• sections 39,41 and 42 set out the circumstances
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where personal information could be released,

and

section 40 establishes that the use of informa

tion must be consistent with the purposes for

which the information was collected.

Bill 29 amendments

The amendments in 2012 introduced a number of

changes to the ATIPPA as far as municipalities were

concerned, including:

• section 19 stated that the protection for draft

legislation or bylaws would not be lost if the

drafts had been discussed only incidentally in a

public meeting;

• section 30 introduced a harms test for personal

information, which established that public

What we heard

bodies must refuse to disclose information that

would be an unreasonable invasion of a third

party’s personal privacy; and

section 30 also set out three groupings of cir

cumstances as guiding criteria:

I circumstances where the disclosure is not

an unreasonable invasion of a third party’s

personal privacy;

ii. circumstances where disclosure is pre

sumed to be an invasion of a third party’s

personal privacy; and

lii. a requirement that the head of the public

body consider all relevant circumstances, in

duding that the disclosure is desirable for the

purpose of subjecting the activities of the

province or a public body to public scrutiny.

The Commissioner’s primary concern was to ensure

that corporations owned by one or more public bodies

(especially municipalities) are brought under the

ATIPPA by adding a new clause to section 2(p), which

defines the term “public body.” The Commissioner

stated such a move is necessary “in order to maintain

an appropriate level of accountability:”

Submissions documented significant confusion

about the use of personal information in some munici

pal business and public meetings. Participants recounted

that all names were blacked out systematically in the

information released by some municipalities, a practice

that seemed to result from a fear of litigation. But dis

closure practices in some other municipalities were less

restrictive. The Committee heard from several sources

that the personal information provisions of the ATIPPA

had a chilling effect of causing municipal officials to

feel they would be exposed to liability if they did not

redact all references to personal information in council

correspondence and documents.

Journalist Kathryn Welbourn of the Northeast Ava

Ion Times, described the frustration of dealing with local

municipal councils and their interpretation of the

ATIPPA. She told of names of citizens and developers

being blacked out on documents tabled at council meet

ings. This practice often made it impossible to know who

was promoting land developments or other projects.

Welbourn believed such practices contribute to a lack of

transparency and accountability in local government

I have first-hand knowledge of the effect of the new pri
vacy legislation on municipal government, which 1 be
lieve is not only eroding public access to information but
redefining public information, discourse and municipal
governance, in ways I cannot believe were intended by
provincial legislators.

The first impact of the privacy legislation is simply
that every name—with the exception of provincial min
isters, coundillors and town staff—is blacked out on eveq’
council document before it is released to the public, and
in some cases is blacked out by town staff before the
information is given to councillors.

This includes: the names of developers and their1 OIPC Submission, 16 June 2014, p 11.
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companies on development applications and conespon
dence; the names of properties on any documentation,
study or correspondence; the names of groups and orga
nizations; the names of provincial government officials
on reports and correspondence; the names of residents
on applications to council and correspondence the
names of family land on maps; the names of groups par
ticipating in events; the names of events not run by coun
dl; and even the names of citizens on public petitions.’

The Committee determined through its own re
search that various municipalities interpreted the privacy
provisions differently. The Committee inquired as to
where local officials and politicians went for direction on
the issue. An email exchange with the town clerk-manager
of Chapel Ann brought some clarity to the matter.

In her initial letter to the committee, dated 8 July
2014,’ Tracy Smith raised concerns regarding “contra
dictions” between section 215 of the Municipalities Act,
1999 and the ATIPPA. Section 215 of the Act requires
councils to make several types of information available
for “public inspection” during normal business hours,
including adopted minutes of the council, assessment
rolls, opened public tenders, financial statements, con
tracts, and permits. Section 215 requires a high level of
disclosure of information held by councils, in order to
ensure transparency in their decisions and actions, so

that the people they serve can hold their municipal
government accountable.

The correspondence from Tracy Smith arrived at the
Committee’s offices after journalist Kathryn Welbourn
had related her accounts of information being blacked out
on documents placed before councils and circulated to
the media. Ms. Smith’s correspondence suggested the
issue was more widespread than the section of the north
east Avaion Peninsula covered by Ms. Welbourn’s news

paper. In her initial email, Tracy Smith wrote that her
council needed “guidelines an&or training sessions spe
cifically for municipalities:’ In a follow-up email on 14

August, in response to the Committee’s request for addi
tional details on those concerns, she stated that advice

regarding interpretation of the ATIPPA caine from the
Department of Municipal Affairs and from the Office of
Public Engagement ATIPP Office. She also repeated the
nub of Council’s concerns regarding how the privacy pro
visions of the ATIPPA affect their work:

Generally speaking, the biggest issue the Town has is what
to include in the meeting minutes.. .Some towns have opted
to omit all identifying information, while some have not
We would very much like to do things right and by the law.
Our Council would like to have guidelines, specifically for
municipalities, with respect to the minutes and other in
formation that may be requested.1

The deputy mayor of Portugal Cove—St. Philips,
Gavin Will, related his frustration as a coundllor at hav
ing important documents (development applications,
applications for subdivisions, and correspondence)
placed before him and other elected officials at council
meetings, with names redacted. He identified “a culture
of secrecy that has crept into public institutions in this

province”5 and indicated privacy legislation is being
offered as a reason for non-disclosure of what he con
siders “publicly relevant information:’

He also stated that he had been accused, in a signed
letter, of partiality in a matter of rezoning in his munic
ipality. Although the Council sided with him against his
accuser and made the decision public, he was told that
neither the contents of the letter nor its writer could be
publicly identified, He pointed out that this did not give
him a fair chance to answer the accusations publicly:

The province’s privacy legislation, or its interpretation at
the municipal level, therefore unintentionally abets such
attempts at besmirching the reputations of municipal
politicians, if a council decides not to table such corre
spondence, and an accuser opts to remain anonymous. it
becomes difficult for the public to assess the merits of a
claim. The public requires access to all relevant informa
tion when such cases arise.

request that your Committee recommend all cor
respondence and development applications presented to
municipal councils be publicly disclosed with limited
exemptions, which includes staffing, some legal instances,

4 Ibid 14 August 2014.
5 Will Transcript, 23 July 2014. p 51.

2 Wdboum Submission, 25 June 2014, p 1.
3 Town of Chapel Arm Submission, 8 July 2014.
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and ongoing contractual matters. When such exemptions
are granted, I suggest councils be required to disclose
their existence in a timely manner and to broadly docu
ment the nature of the exemptions.’

Portugal Cove-St. Philip’s Mayor Moses Tucker
addressed the matter of relaying information to the
public about “Development Applications and Applica
tions for Sub-Divisions” that might relate to “Private
Business, Financial Matters, Strategic Engineering De
signs, and other Negotiations which may not be in the
best interest of incorporated Companies or the Town to
have delicate information made public:’ The mayor’s

statement suggests an underlying concern that harm
could be caused (to whom is not clear) if details of such
matters should be released before they form part of an
“official record.” In his worth.

There could be general information which might be re
leased about zoning or other similar Town related infor
mation. But I’m sure there has to be limits on what can or
ought to be released when it comes to the business world
and related negotiations.’

Portugal Cove—St. Philip’s resident Emir Andrews

described a long process to obtain an accounts payable

document

It took about six months to get a piece of information that
was publicly available. It also has required a town resident
having to go to the Office of the Privacy Commissioner to
get a simple document that under law should be readily
available to him or her; and the threat of that resident
needing to take it to the Supreme Court if the town had
still refused to provide the information requesteci’

Ms. Andrews highlighted the commonly expressed

concern that local municipalities are uncertain about

interpreting the ATIPPA:

This was a lot of unnecessary time, effort, and money be
cause someone in a town office did not, apparently. under
stand the Privacy Act. My point in bringing this to your
attention is my hope that you may be able to take steps to
prevent such wastes of time occurring again.’

The effects of overzealous redaction are consider

able. One observer argued that the systematic removal

of personal information downgrades people participating

in the democratic process “to the level of anonymous

bloggers” and makes the municipal political process a

degradation of public governance.”’

Several submissions implied that the training of
access coordinators across municipalities has not been a

priority. Emir Andrews dearly believed training was vital:

My main concern that really prompted me to... come
here was my feeling that either the people responsible for
dealing with ATIPP requests didn’t understand the Act
or didn’t understand how to interpret it, or were being
advised by someone else in the council office that they
shouldn’t provide it. Either way, my feeling was that they
need better instruction or information, because as far as
I’m concerned, several months of time and effort and
money were wasted dealing with a request that should
not have been contentious.”

The Committee followed up on the comments from

participants about municipalities’ alleged excessive pro

tection of personal information when representatives of

the Office of Public Engagement appeared. What follows

is an exchange between the Committee Chair and the

Director of the Access to Information and Protection of

Privacy Office, Victoria Woodworth-Lynas.

CHAIR What effort is made through your office to make
sure that the Department of Municipal AiThirs has the
means of getting proper guidance out to the people in the
municipalities that are responsible for the administration
of the ATIPP requirements?

V. WOODWORTH-LYNAS: We’ve recognized the need
for municipal-specific or municipaLities-specific infor
mation relating to ATIPP because we do recognize that
they have some unique challenges. So one of the things
that we have been in the process of undertaking in our
office is to work on developing specific materials br
those municipalities, bearing in mind that there are other
legislations at play besides our legislation, including the
iifuriicipaIities Act. That legislation, of course, oftentimes
will say things that may not necessarily be consistent
with what our legislation would say, if you looked at it on
its face,

ID Wdboum Submission, 25 June 2014, p2.
II Andrews Transcript, 25 June 2014, p5.

6 Will Submission, 7 July 2014, p2.
7 Tucker Submission, 22 August 2014, p1
8 Andrews Submission, June 2014, p3.

9 Ibid.
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I’ll give you an example of the assessment roles
within municipalities. Our legislation, of course, says
you wouldn’t provide names and addresses of individu
als unless it was not an unreasonable invasion to do so.
However, when you look at the Municipalities Act it
specifically says you shall make available for viewing
those municipal assessment roles, which include names
and addresses. And as you know, our legislation says
that where another legislation says it’s permitted. then
ATIP? is okay with that, basically. I mean, obviously
simplified but.

So what we have been trying to do is figure out the
types of questions. We do log what we think are the types
of questions. ..that we’re hearing from municipalities,
we’re trying to develop some materials that will answer
those unique questions that municipalities are encoun
tering where we have other legislations at play. So that
would be something that we would be working with
Municipal Affairs on. Once we get our information to
gether we would discuss with them what we believe is
kind of an appropriate guidance for those municipalities.

CHAIR: I’m concluding from your answer that there’s
been no specific effort to provide training programs for

Analysis

ATIPP coordinators in municipalities?

V. WOODWORTH-LYNAS: Not unique to themY

The Commissioner was present at all the hearings.
In his closing submission, he commented on the con
cerns that were raised about practices in some munici
palities regarding release of names and other identify
ing information. OIPC Director of Special Projects
Sean Murray acknowledged that the Municipalities Act

and the ATIPPA take different approaches toward ths
closing information. “There is an interaction between
the Municipalities Act and the ATIPPA that needs to be
looked at closel)3 he stated at the dosing public hear
ing. But he said ultimately the problem is with the
ATIPPA, because it says “only [personal] information
that is necessary for the operating program of a public
body. .should be disclosed.”

12 Government NI. Transcript, 19 August 2014. pp 38—40.
13 OIPC Transcript, 21 August 2014, p 55.

A rigid policy on the redaction of personal information
in all circumstances has created situations that are frus
trating for the public and even for elected officials of
municipalities. This rigidity appears to be neither the
spirit nor the letter of the 2012 amendments. The
amendments contain provisions that suggest how to
deal with the variable and highly contextual use of per
sonal information. Since it began publishing its reports
In 2005, the Commissioner’s website has listed some
eighteen different reports involving a handful of munic
ipalities in the province. These should have provided
guidance to municipal officials.

Few participants suggested changes to the provi
sions dealing with personal information. And no one
seemed to envisage a special provision for municipali
ties. The frustration that was expressed seemed to stem
from the interpretation by some municipal employees

of the personal protection provisions of the ATIPPA.

The answer to this issue is already present in the Munic

ipalities Act, 1999, and the classes of information it spec
ifies should be disclosed to the public in order that the
activities of municipalities are transparent, enabling res
idents to hold their local governments to account. Protec
tion of personal information is an important principle,
but it cannot be permitted to override the accountability
principle of local government.

Privacy provisions are notoriously difficult to inter
pret because their legitimacy depends on culture, social
context, and the recipient of the personal information.
The ATIPPA provides some useful context. The Act does
not state that mentioning a name in a public context is
automatically an invasion of privacy, and it lists a series
of examples and criteria for the reasonable disclosure of
personal information. Especially relevant in this context
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is the principle which states the democratic tradition
that public scrutiny is desirable for governments and

Section 30(5)(a) of the Act is especially important in
the context of government. It refers to the challenge be
fore municipalities: releasing enough personal infonna
tion to allow activities to be subjected to public scrutiny.

In his most recent report on how the ATIPPA affects
municipalities, the Commissioner gave useful guidance

on the limits to protecting names in certain contexts.

The general principle that public bodies should be ac
countable to the public for expenditure of public funds,
including payments to individuals goes to the heart of
the purpose of access to information legislation and
weighs heavily in favour of disclosure.

Across the country, Commissioners have found that
one time payments made to citizens by a public body in
settlement of legal claims do not constitute an unreason
able invasion of privacy, even where settlement resulted
from arguably sensitive personal matters, such as claims
for wrongful dismissal or other employment issues (i.e.
Ontario Order MO-1184, Northwest Territories Review
Recommendation 09.078), human rights complaints (i.e.
Ontario Order M-ll6O), claims made by a former em
ployee against former co-workers (i.e. British Columbia
Order P10-44), and claims made against police agencies
(i.e. Ontario Order MO-2040).

The request referenced by Emir Andrews was for
information about the amount paid to a named third

public bodies. Section 30(5) of the ATIPPA is worded as
follows:

party in settlement of a claim against the Town. Given

the definition noted above, the request clearly encom

passes the personal information of a third party The
record, if it exists, would contain the third party’s name
and, possibly, information about the third party’s finan

cial status, as the request is for a record of a payment

made to the third party.

The question is this: given that the details constitute

personal information, would its disclosure be an unrea

sonable invasion of privacy? MI of the circumstances,

including the factors set out in section 30(5), must be

considered in this determination. If the disclosure did

represent an unreasonable invasion of personal privacy, it

would, under section 30(1), not be subject to disclosure.

This principle is even more siguificant at the munic
ipal level. The Municipalities Act, 1999 prohibits a large

number of activities even on one’s own property without

review of, and the grant of permission by the Council.

That is intended to protect the living circumstances and

property rights of every citizen. Without having access to
information and records submitted by a person seeking a
permit, citizens cannot possibly be in a position to pro
tect their own interests. They are also entitled to know

full details of payments to or by a citizen in respect of

these matters, and in respect of assessments and taxation.

Citizens in a municipality are entitled to such information

30. (5) In determining under subsections (1) and (4) whether a disclosure of personal information constitutes an unrea
sonable invasion of a third party’s personal privacy, the head of a public body shall consider alt the relevant circumstances,
including whether

(a) the disclosure is desirable for the purpose of subjecting the activities of the province or a public body to public
scrutiny;

(b) the disclosure is likely to promote public health and safety or the protection of the environment;
(c) the personal information is relevant to a fair determination of the applicant’s rights;
(d) the disclosure will assist in researching or validating the claims, disputes or grievances of aboriginal people;
(e) the third party will be exposed unftiirly to financial or other harm;
U) the personal information has been supplied in confidence;
(g) the personal information is likely to be inaccurate or unreliable;
(h) the disclosure may unfairly damage the reputation of a person referred to in the record requested by the appli

cant; and

(i) the personal information was originaLly provided to the applicant.

14 OIPC, Report A-2013-O1O, 7 June 2013, at paras 13—14.
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in order to see for themselves that Council is not impos

ing fees in a discriminatory manner, favourable or unfa
vounbie to another cithea In short, every person seeking

a permit, benefit, tax reduction or exemption from a
municipality must expect that all information provided

to obtain that permit. tax relief or benefit, and on which

the Council will render its decision, should be available

for public inspection pursuant to section 215. MI such
entitlements are required to be decided in a public meet

ing, and everything necessary to defend the decision
should be open to the public.

Those who appeared before the Committee com

plained of what they saw as excessive protection of
personal information, carried out to the point of making
some acts of municipal administration meaningless
without the personal identifiers. Town meetings are

public by tradition and law, and the overlayering of
privacy considerations in recent years has created an
unwelcome cloud over proceedings.

The Commissioner has attempted to provide guid
ance on the use of personal information in a public
setting in reports of investigations. In a report dealing

with, among other issues, the release of personal infor
mation by the City of Corner Brook he asks officials to
consider the purpose of the information and he refers to

his earlier report, P-2011-OO1:

Anydisdosure of personal information byamunicipality
at a public meeting of Council must be done in accor
dance with the provisions of section 39(l) of the ATIPPA,
and even if such a disclosure is authorized by section
39(1), adherence to section 39(2) will ensure that only
the minimum amount of persona] information necessary
for the purpose will be disclosed. When disdosing per
sonal information, 1 urge public bodies to be cognizant of
the reason for doing so. if the particular goal or purpose
can be achieved without the disclosure of personal infor
mation, then public bodies should refrain from making
the disclosure. This wilt hopeftilly clarify the issue and
help to minimize any debate concerning how much per
sonal information should be released)5

The Commissioner quotes at length from a submis

sion made in this investigation by the Department of

Municipal Affairs, outlining the recommended conduct

of both public and private meetings. The Department

explained that,

j.J privileged meetings should be held for discussion of
matters where the holding of a discussion in a public
meeting may be detrimental to the public interest or un
duly prejudicial to a private interest (such as personnel
matters). This must, however, be balanced with the over-
tiding principles of openness and transparency which
guide municipal operations. Those principles are recog
nized by the requirement to ratify at a public meeting any
decision of council that was made at a privileged meet
ing. While the essential substance of the decision must be
disclosed when ratifying a motion at a public meeting,
the extent of disclosure of the subject matter will vary
according to the circumstances)6

The Department goes on to set out the “recom

mended protocol for the holding of privileged meetings”

which includes the following:

Any decision taken at a privileged meeting is nor valid
until it is adopted at a public meeting of council. A council
need not engage in debate at the public meeting but must
adopt a decision byway of a motion at a public meeting.
The motion should be sufficient in detail so that a third
party can suitably understand the subject of the motion,
without disclosing information intended to be the sub
ject of privilege.”

In relation to the severing of personal information

from Council records and meetings. the Department

has indicated that,

[gjenerafly, personal infonnation is not severed from doc
uments presented at a council meeting. Should a council
wish to consider a document which contains sensitive per
sonal information about an identifiable individual, it may
be cause for consideration at a privileged meeting?

The cases considered and quoted by the Commis

sioner lead to the conclusion that the handling of per
sonal information in the municipal context is not entirely
uncharted territory. However, it is an area where judg

ment and consideration of context are important and

16 Ibid7—8.
17 ibid8.
18 WEd.15 OIPC,ReportA-2012-OO1, lóJanuary2ol2.p 11.
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where automatic approaches, such as a widespread sup
pression of names in public documents, could distort
the intent of the ATIPPA and lead to an unnecessary
lack of institutional transparency.

Municipal MIPP coordinators questionnaire

There appears to be a keen interest in the ATIPPA in the
municipal world, along with a strong desire to serve the
public well. Of the 122 survey responses returned from
ATIPP coordinators, about half came from coordinators
in municipalities. An overwhelming number of munic
ipal AT!?!’ coordinators (56) noted that their municipal
organization supports them in responding to requests
for information, and a slightly higher number (57) felt
respected in their position as access coordinator.

Two of the significant results were the perceived
low level of awareness in municipal public bodies about
the purpose and principles of the ATIPPA, and only a
slightly higher level of understanding of the Act. In re
spect of awareness, 26 municipal access coordinators
said their superiors had a good understanding of the
purpose and principles of the Act. A far greater number,
43, had either a mixed or negative view. In terms of the
level of awareness among other employees, 27 reported
those employees had a good understanding of the Act,

while 36 reported a mixed or negative view on that
question.

A couple of other sections of the survey also stood
out. Municipal coordinators noted that their superiors
were generally unhappy about the changes brought
about by 8th 29 (16 said superiors were happy, 46 had
mixed or negative views on the question). The survey
results showed a general low level of awareness of the

role played by the Commissioner, but a very high level
of support for working with the Commissioner on his
reviews and investigations (48 said their superiors were
supportive of working with the Commissioner, while 16
expressed mixed or negative views). Municipal coordi
nators also expressed the view that they seek help when
they have questions about applying the provisions of the
Act. By far the greatest number would contact the Com
missioner’s office (47). Fourteen would contact their
superior or the OPE and thirteen would contact a legal
advisor. Finally, nearly twice as many agreed as dis
agreed or had mixed views (43 to 22), that the Commis
sioner should have the power to order release of infor
mation in appropriate circumstances. Appendix E
provides a summary of the responses to the ATIPP co
ordinator surve

The problems the Committee heard about do not
originate with the Act itself, as the numerous reports of
the Commissioner demonstrate. Rather, the problem
stems from an interpretation that is not properly sensi
tive to the realities of municipal governing, particularly
in smaller communities, and from lack of guidance and
training for municipal ATIPP coordinators, leaving
them to interpret the law as best they could in often con
tentious situations. The problem really stems from the
fact that there is no properly defined relationship be
tween the principles and duties underlying municipal
governance and principles underlying the ATIPPA. The
answer is to define in the Municipalities Act, 1999 all
matters that must be available for public inspection,
taking into consideration the importance of personal
privacy. That defining provision of the Municipalities

Act, 1999 should be added to the list of provisions that
prevail over the ATIPPA.
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Conclusion

Most of the municipalities in this province are small in

both area and population. In most, residents know, or

know of, the overwhelming majority of the population.

And each would be quickly aware if another citizen was

seeking a decision as to a permit, a contract, tax relief, a

change of property use, or any other benefit from the

municipality. Because municipal governments cannot

discriminate among citizens, unless specifically autho

rized by the statute creating them, all must have the Ml

est possible information of all the factors a municipal

council will take into account in making decisions. That

requires Ml disclosure. The Municipalities Act, 1999 and
municipal law generally require that level of transparency.

The problems raised about the interpretation of the

ATIPPA in the municipal context during the Commit

tee’s work are clearly exacerbated by lack of training in

addition to the absence of a statutory balancing of the

openness requirements for proper municipal governing

with the protection of personal privacy. The numerous

reports provided by the Commissioner’s Office have

dealt with the basic principles of how to reconcile open

ness and the protection of personal information in the

municipaL context

It was admitted at the hearings that no particular

training had been given to municipal ATIPP coordina

tors, who number more than two hundred across the

province. They face particular challenges because they
work on access to information requests as well as many

other things. Often, they work in small offices where ad

vice is not readily available. The responsibility for lack of

sufficient training lies with the Department of Munici

pal Affairs, the Department of Justice, which used to

administer the ATIPPA, and with the Office of Public

Engagement, which now has that responsibility.

When they appeared before the Committee, the

minister and officials with the Office of Public Engage

ment indicated that training for municipal coordinators

would take place before the end of 2014. The govern

ment’s subsequent September 2014 announcement of a
training initiative for these employees seems to be the

first such endeavour in this area.’9 Two information ses

sions were held during the thll of 2014— a presentation

to 150 municipal administrators, town managers, town

clerks and department heads at the Professional Munic

ipal Administrators Convention in Gander, and to 45
local government members at the Municipalities New

foundland and Labrador Annual Convention in Corner

Brook The Office of Public Engagement ATIPP Office

has also developed a draft guide for municipalities on

application of the ATIPPA, and in earLy December 2014

released the draft to municipalities for their feedback

A copy of the draft guide was provided to the Corn

mittea Parts of it emphasize withholding information

that might reveal personal information. For example,

the guide suggests an expansive view of what can be dis

closed under business contact information, including

“the name, their address, their contact number, permits

granted to businesses, and opinions given on behalf of

businesses?’ However, in respect of personal informa

tion, the draft guide advises municipalities to withhold

the names of residents “who have sent correspondence,

applied for a permit, etc’ while allowing that property

information “can generally be disclosed.” °

This guidance raises an important issue. An appli

cation for a permit can impact other residents in a

municipality, and in the interests of transparency, peo

ple should know who is applying for a permit, what

property is involved, what is proposed to be done and

any other information relevant to the making of the de

cision by the council. The municipal draft guidelines for

Access to Information and Protection of Privacy speak

to the provisions of the Municipalities Act, 1999 which

require that all permits should be made available for

public inspection, while not addressing applications for

building permits. Municipalities are advised to consider

a request for information related to a building permit

application for a business under the businesses interests

19 Government NT. Supplementary Submission, IS September
2014, p 2.
20 NL Draft Guide for Municipalities, October 2014, pp 5—6.
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section of the A77PPA [section 27] and to consider
whether a request for information related to an individ
ual’s application for a building permit is an unreason
able invasion of privacy (section 30).

The text of the draft guidelines circulated to munic
ipal councils in December 2014 relegates to the last
page, the current legislative requirement in the ATIPPA

that requires public bodies to consider if “the disclosure
is desirable for the purpose of subjecting the activities of
the province or a public body to public scrutiny.” This
provision speaks to the importance of transparency and
accountability in municipal government. Upon reading
the draft guidelines, one can only conclude that those
values are to be subordinated to the privacy provisions
of the ATIPPA. This direction is wrong and must be
corrected, if citizens are to be assured that their local
governments are carrying out their duties in an open
and transparent manner.

The answer is to achieve a better balance between
protection of personal information and the legislated
duty to subject the activities of a public body to public
scrutiny. There is guidance in documents produced by
the Alberta2’ and Manitoba22 Commissioner’s Office on
disclosure of personal information in the municipal
context. For example, both documents stress that people
writing letters to councils should have a “reasonable
expectation” that their correspondence, including per
sonal information, may be disclosed at a public council
or committee meeting.

The Alberta and Manitoba documents also address
this issue in the context of the “need to balance the dual
objectives of open government and protection ofprivacy.”

Local officials are advised that given the fact council and
committee meetings are required to be held in public, ex
cept where councils have the authority to hold privileged
meetings, the public has a right to attend those meefing5.
It is suggested councils place notices in a brochure and on
their website to inform residents that letters and other
correspondence may be tabled in an open meeting.

The Committee concludes it is possible to strike a

better balance in the Newfoundland and Labrador mu
nicipal context, between the need to protect personal
information and the goal of open and accountable local
government. The current interpretation of the ATIPPA

in the draft guidelines for municipalities is so restrictive
that open and accountable local government is accorded
secondary status, and as a result, the balance that should
be present does not exist.

The Municipalities Ad, 1999 is a comprehensive
gime providing for all aspects of municipal governance.
The provisions of that Act should be determinative of the
rules respecting disclosure and transparency in munici
pal governance, not a general statute like the ATIPPA that
provides for management of personal information across

the operation of public bodies generally. The principles
respecting protection of personal information cannot be

ignored but neither can the principles of good municipal
governance.

The Department of Municipal Affairs should take
the lead and, perhaps with assistance from Municipali
ties Newfoundland and Labrador, establish a list of infor
mation that should be available to all citizens in the in
terests of transparency and accountability in municipal
governance. In doing so it is important to recognize that
when a citizen, individual or corporate, requests a mu
nicipal council to grant a permit, tax relief, a license, a
rezoning of land, a contract to provide goods or services,
or any other benefit, that grant will not be made by some
uninvolved detached private enterprise, but rather by all

of the other citizens of that municipality, through the
agency of the council.

Those other citizens are entitled to be informed as
to the basis on which the grant of permit or other bene
fit was made, to whom, what property was affected, the
extent of the rights granted and all other information
used by the council to make the decision to grant the
permission or other benefit. It is only with that informa
tion that all other citizens will be able to assess whether
the council has acted within the law and regulations that
protect the interests of all citizens of the municipality.

Access to such information is a critical factor in
achieving harmony and citizen confidence in the fair
management of the municipality Thus, when a citizen is

21 Alberta IPC, Frequently Asked Questions for MunidpaliUes.
II Manitoba IPC, Frequently Asked Questions.
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applying to a council for the grant of any such benefit,

that citizen does so in the full knowledge that any infor

mation provided to justify the granting of the requested

benefit must be accessible to the rest of the citizens of

the municipality and the citizen requesting the benefit is

consequently consenting to its release. The Council

should only be expected to hold in confidence any in

formation the requesting citizen asks to be kept confi

dential. The council will then have to decide whether it

would be proper to make a decision on the application

without that information being available to the public.

The other option is that the confidential information be

returned to the applicant and the decision made without
the benefit alit, unless the applicant agrees to withdraw

the request for confidentiality.

Of course, preparation of such a list of information

by the Department of Municipal Affairs and Munici

palities Newfoundland and Labrador should be done

with respect for the importance of protection of per

sonal information. The list should contain only that

information that is necessary to ensure accountability

and transparency and protection of the rights of other

citizens discussed above. Consultation with the Com

missioner will be an important factor before finalizing

the list. Making the information available in the munic

ipal council offices for the public to examine should,

generally, be sufficient. However, municipal public

bodies should be mindful of the greater privacy risk of

publishing such information on the Internet without a

careful examination of the possible consequences for

the individuals concerned.

An amendment could then be made to the

Recommendations

Municipalities Act, 1999 based on the conclusion

reached to indicate dearly the information that proper

municipal governance requires be disclosed. That

provision should then be added to the list of legisla

tive provisions that prevail over the ATIPPA. By that

means the dilemma in which many municipal offi

cials, as well as citizens and journalists, now find

themselves can be overcome.

There is one other point that the Committee must

address. The Commissioner recommended that the

definition of public body be expanded to include a cor

poration or entity owned by or created by or for a public

body or group of public bodies. In support of this, the

Commissioner wrote:

How should the ATIPPA deal with entities created by or

for a public body or group of public bodies? Separate en
tities are sometimes created by local public bodies (often
municipalities) to carry out public policy objectives and
provide public services, usually using public funds to do
so. Currently, those entities do not fall within the scope
of the ATIPPA. Some are created directly by a single mu
nicipality, while others may involve an organization of
which several municipalities are jointly members. Such
entities should be subject to the ATIPPA in order to
maintain an appropriate level of accountability. ‘

Based on the views expressed by the Commissioner

and his emphasis on municipalities, the Committee

concludes that the expansion of the definition of public

body should be limited to entities owned by or created

by or for a local government body or group of Local gov

ernment bodies.

23 OlPCSubmission, 16 June 2014,p II.

The Committee recommends that

71. The Department of Municipal and Intergovernmen

tal Affairs, after consultation with the Office of Pub

lic Engagement and the Commissioner, develop a

standard for public disclosure generally acceptable

in the provision of good municipal governance that

takes reasonable account of the importance of per

sonal privacy, but does not subordinate good mu

nicipal governance to it.
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72. That standard be enacted in a section of the Munic

ipalities Act, 1999 and the ATIPPA be amended to

add that provision to the legislative provisions that

prevail over the ATIPPA.

73. Additional language be added to the definition of

public body under section 2(p) of the ATIPPA to in-
dude municipally owned and directed corporations.

74. The Office of Public Engagement formalize and

provide the necessary support to assist municipali

ties in conforming with the ATIPPA, including
• a help desk at the ATIPP Office

• refresher courses offered through webinars or
regional meetings

• ATIPPA guidance web pages on municipal

council websites

75. That municipal access to information and protec

tion of privacy policies be developed in line with

the suggestion in the Municipal Handbook 2014

and be published on municipal council websites.

76. It is urgent that thorough and adapted training be
given to municipal ATIPP coordinators throughout

the province. The Office of Public Engagement

should continue in its training, updating, and re

source provision role in consultation with the De

partment of Municipal and intergovernmental

Affairs and the Commissioner’s office.

77. A final version of the Guide to the interpretation of

the ATIPPA in the context of municipalities, taking

account of the concerns raised by this Committee,

should be developed by the Office of Public Engage

ment as soon as possible after implementation of

Recommendation 71, in consultation with the

Department of Municipal and intergovernmental

Affairs and the Office of the Information and Privacy

Commissioner.
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Chapter Nine

REQUESTED EXCEPTIONS 10 THE ACCESS PRINCIPLE

A few public bodies and professional organizations

whose members work for public bodies made submis

sions to the effect that public access to some types of

information should be restricted further. In some cases

their representatives attended the public hearings. These

public bodies and organizations operated in one of the
foliowing publicly-funded sectors: education, animal

health, social services, and healthcare. They are:

• Memorial University

• College of the North Atlantic

• Newfoundland and Labrador Veterinary Med

ical Association

• Newfoundland and Labrador College of Veter

inarians

• Department of Child, Youth and Family Services

• Healthcare Insurance Reciprocal of Canada

• Canadian Medical Protective Association

Some of these participants made comments on var

ious aspects of ATIPPA reform. This section will discuss

the suggestions these public bodies made about how ac

cess to information should be restricted. The sugges

tions include:

• qualifying some of this information as personal

• qualifying it as confidential because it is the

opinion of a professional

• creating an exception for information physically

held by the client of a public body

• creating an exception for the type of support

for the information (for example, paper versus

digital records)

The Committee has not recommended that any of these

requests to narrow accessibility be accepted for the rea

sons which are explained in the following pages.

In his work during the last statutory review. John

Cummings explored many issues relating to personal

information. One of the most contentious was the treat

ment to be reserved for the opinion of an individual

when it refers to a third party. A previous definitIon re

sulted in a circumstance where the opinion expressed in

that situation could be the personal information of both

the individual who expressed the opinion and the indi

vidual the opinion was about. Consequently, the ap

proach led to some paradoxical conclusions.

In a recent decision, the Commissioner’s Office pointed
out that the “paradox set up by the definition of personal
information found in the ATIPPA means that the com
plainant’s opinion about the Applicant is the personal
information of both parties2

During the Cummings review, several public bod

ies argued it was problematic to consider opinions as the

personal information of at least two people. The ap

proach recommended by the Commissioner’s office ref

erenced the Nova Scotia legislation as a model. It stated

that personal views and opinions are an individual’s

personal information. “except if they are about someone

elsa” The Nova Scotia definition was a way out of the

problems inherent in the ATIPPA where an opinion

could be the personal information of two people. Mr.

Cummings adopted the suggestion and made it into a

recommendation, which was reflected in the BiH 29

amendments.

I Cummings Report (2011), p 24.
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9.1 Memorial University

While several participants expressed ideas about the

treatment of personal information in the Act, Memorial

University and one of its professors. Dr. Thomas Baird.

showed particular concern about how the current defi

nition was applied to opinions.

The university took issue with the existing treatment

of opinions in the ATIPPA, and expressed the view that

the opinions of an individual about others should revert

to being considered as that individual’s personal informa

tion. Rosemary Thorne summarized the position of the

university in the course of the hearings:

The ATIPPAS definition of personal information states
that “an individual’s views or opinions are their personal
information except when they are about another individ
uaL” And then it is “the personal information of the per
son the opinion is about.”

And so I would like to note here in section 30 Lof the
Act), which is the mandatory exception to disclosure of
personal information, it states, “a disclosure of personal
information is not an unreasonable invasion of a third
party’s personal privacy where (h) the disclosure reveals
the opinions or views of a third party given in the course
of performing services for a public body except where
they are given in respect of another individual.”

And so I would submit to you that this provision
presumes two things: 1) that opinions by employees in
performing their job responsibilities are not their per
sonal information and are effectively work product. And
although that is not a defined term in our legislation, I
think it is something that has been considered by other
information and privacy commissioners and the courts
as well. And 2) it assumes that when an employee records
an opinion about another person. it is the personal infor
mation of the other person. And I think that that’s fairly
clear in the legislation.2

Ms. Thorne went on to describe three reasons Me

morial University believes the treatment of personal

opinions under the ATIPPA is “problematic.”

And so the first, just speaking not of the legislation but
just in broad terms, we would like to say that we think it
doesn’t really makes sense to say thai a personal opinion
is not a person’s personal information. We often hear
people say that’s just my opinion. This is just my opinion.
And opinions, we believe, are directly related to freedom
of expression. And in a highly decentralized environ
ment, like the university, circumscribing opinions is akin
to restricting freedom of expression. A persoWs opinion
is closely connected to the values oldignity, integrity and
autonomy that underlie personal privacy.

The second point that we would like to make is that
the ATIPPA assumes that opinions that are expressed by
employees in the course of performing services for their
public body or for their employer are deemed effectively
to be directed by their employer, by the head or by their
supervisor, and that the public body — again, the head or
whomever — is accountable for the opinions expressed.

The third point I would like to make is — and in
particular it speaks to e-mail — [an] employee may ex
press opinions in an e-mail or in another format which
are the opinions of the employee only and in no way rep
resent the views of their employer. Indeed, in respect of
sometimes the type of opinion that we see expressed in
an informal communication like an e-mail, no employer
would direct an employee to express opinions that can
not be supported by the public body. And yet, in an
ATIPP request an e-mail containing ill-considered and
unfounded opinions by an employee would not be the
personal information of that employee but would rather
be the personal information of the person that opinion
that ill-considered and unfounded opinion is about. And
then they would also be records for which the public
body is accountable. And so we say that this begs the
question: why should the public body own an opinion
expressed by one employee about another and be respon
sible for propagating it?3

Appendix A of Memorial University’s written sub

mission details the ATIPPA requests for the twelve-month

period ending 31 March 2014. At the public hearing,

Rosemary Thorne helped to interpret the table of requests.

Of 17 requests, 13 were for personal information. Only

three of 17 requests came from outside the university

3 Ibid 60-62,2 Memorial University Transcript, 20 August 2014, pp 59—60-
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community’ Ms. Thorne clarified that more requests
were made by faculty members than by students.

In her view, the fact that requests for information

were overwhelmingly requests by faculty for their own

personal information reflected the unique composition

of this public body. She said, 1 think the fact that we

receive a lot of questions from our employees speaks to

the decentralized nature of the instituüon7

Memorial University requested that the definition
of personal information be changed to the one in the
British Columbia law, which states that personal infor
mation “means the recorded information about an
identifiable individual other than contact information.”

Subsequent to the university’s presentation, a profes
sor at Memorial University, Dr. Thomas Baird wrote to
the Committee to express his disagreement with the posi
tion the university took on personal information and on
opinions.6 He thought that the university’s recommen

dations on these topics conflicted with its core values,
and expressed the specific concern that implementing

4 Ibid 69—76.
5 Ibid7l.
6 Baird Submission, 25 August 2014.

Analysis

Memorial’s recommendation would ‘further restrict
access to information at public instimtions’ He stated
that Memorial’s submission was not circulated within
the university community for comment nor approved
by the Senate or the Board of Regents.

Section 38.1

Section 38.1, which was added by Bill 29, enables a
post-secondary institution to use personal information in
its alumni records for flindraising. There are conditions

on this use. Alumni have the right to opt-out by request
ing that their information not be used for this purpose.
The post-secondary institution is required to noti’
alumni of their opt-out rights by way of notices, which are
to be published periodically in a newspaper ofgeneral cir
culation and in an alumni magazine or other publication.
In its submission to the Committee, Memorial University
recommends that the requirement to post an opt-out

notice in a newspaper be removed because it is no longer
effective and adds to the University’s costs. The University

communicates to alumni by other means, such as the
alumni magazine and the monthly e-newsletter. The
Committee agrees that the publication of the opt-out
notice in a newspaper should be removed from the Act.

Two comments made by Memorial University’s present
ers will strike a chord with many readers. One is that an
assertion in the current law is counter-intuitive: the as
sertion that individuals’ personal opinions are not their
own personal information where those opinions are ex
pressed about another individual. The second is that the

public body is inappropriately made responsible for re
cords created by an employee who expresses ill-considered

and unfounded opinions about others.

Memorial submitted that the ATIPPA does not
“effectively” account for the University’s collaborative

governance structure, which is shared between the

Board of Regents and the Senate, and that it does not

take into consideration other values that are fundamental

to the operating of a university:

The legislation does not effectively account for the unique
bi-cameral governance structure that exists at Memorial
Universitç nor the principles of autonomy. academic
freedom and collegial decision-making that are embed
ded in the institution?

Memorial stated that because of these values, it is a
unique type of workplace. For example, administrators

and the president do not direct the work of the teaching
and research staff; as would be the case in most other

work environments.

7 Memorial Univcnity Submission, 20 August 20t4, p3.
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The ATIPPA is designed for an environment where
employees’ work is deemed to be directed by their super
visors. Many courts and tribunals have considered the
distinction between personal information and “work
product” Although not a defined term in the ATIPPA,
work product is covered in two provisions in the ATIPPA
that illustrate its intended application to environments
that presume its employees are acting as its agents.S

Memorial’s presentation highlighted another issue with

respect to access requests at the university. It stated that
the majority of ATIPPA users belong to one group of
employees the faculty. These faculty members are seek
ing personal information about themselves that may be
held by the university as a public body. This represents a
major difference in the origin of access requests referred
to by most of the public bodies that took part in the
Committee’s work. Requests to other public bodies for
information almost always originate outside the public
body—they may come from individuals, from media, or
from political parties.

The challenges of administering the ATIPPA in the
context described by Memorial University must be con
siderable: individuals are anxious about information
which may be held about them by their employer. The
context in which many university employees work is
different from other public bodies, which are typically
organized along traditional hierarchical rules. The de
centralized nature of a university creates the unique set
of circumstances described by Memorial.

The Bill 29 amendments

In amending the definition of personal information in
Bill 29, the House of Assembly sought to clarif5r a situa
tion that was difficult to interpret. It chose wording
which makes it clear that if an individual records an
opinion of another, it is to be considered the other’s per
sonal information.

The policy reasons for this are clear. It was an at
tempt to address the conftision that reigned as a result of
the previous definition, where both the person who ex
pressed the opinion and the person whom the opinion

is about could claim the record as their own personal
information.

Under Memorial’s recommendation to this Com
mittee, the person who records an opinion about another
could claim it as his or her own personal information,
rendering it generally off-limits to the other person.
This would oppose the purpose of the ATIPPA, which is
to create transparency about what information a public
body and its employees hold about individuals. Public
bodies could accumulate all kinds of opinions on indi
viduals without their knowledge.

The alternate policy position, which is reflected in the
current ATIPPA, is to define the opinion as the personal
information of the individual it is about- This approach
creates greater transparency for persons to know what in
formation, including opinions, is held about them.

Memorial suggests following the example of British
Columbia in this policy choice. However, it is not clear
that adopting the BC definition without the qualifier of
section 2(o)(ix) of the ATIPPA would protect those who
record opinions of others from having these records
subject to access in all circumstances, given the explana
tion for one of the purposes of the Freedom ofinfomsahon

and Protection ofPrivacy Act (BC): “giving individuals a
right of access to. and a right to request correction of,
personal information about themselves:’ BC legislation
also contains an extensive section 22, entitled “Disclo
sure harmftil to personal privacy:’ which applies a harms
test—the unreasonable invasion of a third party’s per
sonal privacy

Adopting the British Columbia approach seems to
be a less straightforward way of defining personal opin
ions, and it would necessarily involve the consideration
of several factors. The current approach in Newfound
land and Labrador has the merit of simplicity. It is more
user-friendly because it states clearly that opinions about
others are accessible by those others as a general rule.

Certainly, it is possible to sympathize with the uni
versity’s protest that it finds itself in a position of re
sponsibility for recorded opinions it did not authorize.
This is a policy choice by the legislator. In the last several

$ Ibid. 9 BC FIPPA, s2(lllb).
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decades, employers have been made responsible for
health and safety in the workplace and the respect of
human rights, to take two examples, even where they
were not aware of any violations of health and safety or
human tights taking place. This is a practical approach
which puts the highest authority in the workplace, the
employer, in charge. ft is understandable that a public
body with a multi-party governance structure might not

Conclusion

favour this approach.
Memorial University also alleges that the ATIPPA,

as it applies to the university environment, is inimical to
freedom of expression. However, no examples were
identified, and it is hard to see how such an important
public body could not be bound to observe the basic
information tights enshrined in the AI7PPA.

The new provisions of the ATIPPA dealing with opin
ions have been in force for barely two years, and the
Committee has not been persuaded that those provi
sions should be changed at this time. Given the very
long traditions of unfettered freedom of expression

Recommendations

from which the university milieu has benefited, the
adaptation period may be longer than in other public
bodies. The Committee concludes that no changes be
made to the definition of personal information in the
ATIPPA.

The Committee recommends that educational bodies for flindraising purposes be
amended by removing the requirement to publish

78. Section 38.l(2)(c) of the ATIPPA respecting the in a newspaper notice of the right to opt out.
use of personal information by post-secondary

92 Professionol advice given by veterinarians who are government employees

This matter was brought before the Committee by the
Newfoundland and Lthrador Veterinary Medical Asso
ciation (NLVMA), supported by the Canadian Veteri
nary Medical Association and the Newfoundland and
Labrador College of Veterinarians. The NLVMAS posi
tion was that animal health records in the offices of
public bodies should be kept confidential. In their pre
sentation, they recommended that the ATIPPA be
amended to that effect. The NLVMA feels such an
amendment is needed to protect government-employed

veterinarians who have the dual role of regulatory duty
for the province and the provision of primary veterinary
care in regions of the province where there are few vet
erinarians. They further argued that providing such
information through a general access request under the
ATIPPA would be a violation of their professional oath
to keep animal health information confidential.

Animal health records in public bodies, which may
include the professional advice and decisions of veteri
narians, are currently subject to ATIPPA as a matter of
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principle. In practice, some records may be protected
from access because, for example, their disclosure would
be harmful to the financial or economic interest of a
public body (under section 24 of the Ad) or to the busi
ness interests of a third party (section 27). However, the

What we heard

submission to the Committee did not reveal any real-life
examples of how veterinarians’ records, created in the
course of animal health care, are used within a govern
ment program or licensing structure.

Dr. Kate Wilson, President of the NLVMA, and Dr.
Nicole O’Brien, a representative of the same organiza
tion, appeared at the public hearings. They made the
case that veterinary work, reflected in animal health re
cords, should be exempt from access to information
provisions.

The veterinarians explained that, as professionals,
they swear to “maintain the highest professional and
ethical standards7 This applies to the framework in
which they function, the veterinarian-client-patient rela
tionship (VCPR), adopted in Canada in 1961. Within
this framework, they obtain the health information of
animals and practice their profession. They stated the
VCPR is a globally accepted ethical code in which ani
mal health records are deemed to be owned by the dient.
The veterinarians are the custodians of such records.

Veterinarians feared that if clients could not trust
them to keep medical information of animals confiden
tial, clients might withhold information necessary for
the prevention, detection, or treatment of animal disease.
Newfoundland and Labrador veterinarians, particularly
those working for the government and in the aquacul
ture sector, believed their ethical code had been broken
by the application of the ATIPPA, where they “are con
stantly being requested ...to release health information
that would otherwise be held confidentialT1°

According to their submission, most of these re
quests were denied or given only partial disclosure. But
the veterinarians thought that excessive amounts of
time, effort, and resources went in to ultimately denying
access. They believed that those resources could he used

more efficiently if veterinary records were exempt from
the ATIPPA.

They pointed out that, notwithstanding their code
of confidentiality, veterinarians are nonetheless subject,
by federal legislation, to mandatory reporting of com
municable or reportable diseases. And Newfoundland
and Labrador legislation requires them to report evi
dence of animal abuse or neglect.

They feared the disclosure of confidential informa
tion through an access requests could lead to disciplinary
action by the Newfoundland and Labrador College of
Veterinarians for a breach of their code of ethics. Other
professionals, they said, such as physicians, and lawyers
claiming solicitor-client privilege, were shielded from
the access provisions of the ATIPPA. They concluded
that unless their work was exempted from the ATIPPA,
serious consequences would result. This is how they
summed up their position:

The Newfoundland and Labrador Veterinary Medical
Association takes the position that Veterinarians employed
by the government of Newfoundland and Labrador
should not disclose confidential health records upon re
ceipt of an ATIPPA request for such information. The
interests of the public and animals are already considered
in the federal reporting requirements. To release confi
dential health information, veterinarians who practice pri
mary clinical care within the structure of government will
be forced to breach a global veterinary ethical code. This
will result in the loss of client trust and will impact the
practice of veterinary medicine in NL. The VCPR exists
so that information is freely shared with veterinarians
which would allow for rapid detection/treatmenUmitiga
tion of disease. ifa public health risk or a reportable disease
is detected, it will be reported to the federal agencies as

10 NLVMA Submission, 13 August 2014, p3.

294 ATIPPA 2014 STATUTORY REVIEW — voLuME Two

CIMFP Exhibit P-04470 Page 303



required. Releasing any other health information to the
government or the public will not assist the public. Break
ing the confidentiality of health records under the VCPR

will result in the clients not being forthcoming with in
formation and early detection of reportable and emerging
diseases will be delayed. This will not safeguard the in
dustry, the public or the welfare of animals.

Veterinarians in Newfoundland and Labrador are
requesting that their practice and confidential health
medical records under the Veterinarian-Client-Patient-
Relationship (VCPR) be exempt from queries made
through the Access to Information and Protection of Pri
vacy Act (ATIPPA).’

Dr. O’Brien informed the Committee that of the ap

proximately 13 veterinarians employed by the provin
cial government, 9 carried on a clinical practice. The

Committee Chair and Dr. O’Brien discussed in the
hearings the basis for according veterinarians the same

level of protection as medical doctors.

CHAIR: What’s the reason for that? I mean, with human
beings, medical practitioners who provide for the health
of humans, are dealing with private, personal informa
tion of the beings whose health they are providing for.
Veterinarians are looking after fish and animals as nice
and pleasant as animals may be, but there is no expecta
tion of privacy in a fish or cat for that matter, the individ
ual health of that fish or that cat. So there is a distinct
difference between the two. Why, on what basis do you
suggest that the same level of protection for information
should be accorded to veterinarians as for medical prac
titioners?

N. O’BRIEN: Well, they are the owners or the clients. So
it would be the owners that would provide the informa
tion much the same as a parent with —

CHAITh I know they can provide the information but the
infbrmation is about a fish or a cat. Neither the fish nor the
cat has any expectation of privacy in its health informa
tion, The human has it, not because a brother or a cousin
or a father or mother has an expectation ofprivac)c but the
individual does. The individual that’s the patient does,
That’s a different situation with veterinarians, is it not?

N. O’BRIEN: I don’t see it as different.

CHMIt What expectation ofprivacy does the owner have?

N. O’BRIEN: The same as you going into your doctor.

CHAIR: Really?

N. O’BRIEN: Yes.’3

Dr. O’Brien went on to add that the real issue was
getting the necessary information from their dients.
Apparently, people sometimes had information they

were not proud of, and it was hard for veterinarians to
uncover the real story.

The concerns of the veterinarians were particularly
about the confidentiality of producers, rather than the
pet owners, Dr. O’Brien mentioned fish farmers and

dairy farms. When the Chair suggested section 27 of the
Act could apply to a commercial operation, Dr. O’Brien
said this section had already been used by the veterinar
ians several times as a reason for not releasing the infor
mation, The problem was that the requests continued

and that there was still a lot of dialogue back and forth

regarding the requests.

The requests for information under the ATIPPA

came to the department that employed the veterinari

ans, either the Department of Fisheries and Aquacul

ture or the Department of Natural Resources. When
requests come to the departments, officials turn to the

veterinarians, who are obliged to look through their
medical records to produce a summary report Dr.
O’Brien said that although there may have been only 9
requests in the previous 18 months, the process of find

ing answers to the questions and making others under

stand why veterinarians are concerned about giving

access to the information is very time-consuming.

The result of those nine requests was that minimal

information was disclosed. Dr. O’Brien testified that

there was only partial disclosure or minimal disclosure

in many cases. Many of the published requests for access

to information concern fish fanning.

An example of the role of veterinarians can be seen

in the replies to three requests for information on fish

farming that were received by the Department of Fish

eries and Aquaculture on 12 March 2013. The answers,

It Ibid4. 12 NLVMATranscript. 18 August 2014. pp 14—15,
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dated 13 May 2013, are identical.t1

Three reasons were quoted for the assertion of con
fidentiality. The first set of reasons for not divulging in
formation all refer to section 27 of the Act (disclosure
harmful to business interests of a third party). The rele
vant portions of that section concern information sup
plied in confidence, implicitly or explicitly; harm to the
competitive position of a third party; result in similar
information no longer being supplied to the public
body; or a result of significant financial loss.

The second reason given is that the information
sought is prescribed as confidential in accordance with
section 9(4) of the Aquaculture Act. This is hard to un
derstand, as the term “prescribed:’ in its legal sense,
usually means “prescribed by regulation:’ But there is
no regulation to be found about the confidentiality of
recorded information about fish diseases under the
Aquaczdture Act.

13 NL ATIPP Completed Access Requests FA/5/2013,
FA/6/2013, FA/8/2013.

Analysis

The third reason is given as follows:

Additionally, under Section 18 of the Veterinary Clinic
Standardsfor Newfoundland and Labrador, a medical re

cord is considered to be a confidential record that is ac
cessible only to the owner of the animal (or representa
tive) and the attending veterinary clinic. The requested
information has been treated as confidential under this
provision and shall not be disclosed.”

It is hard to understand why the veterinarians are so
concerned about their professional relationship in New
foundland and Labrador, as it appears there is already a
clear policy of non-disclosure by the Department con
cerned.

The NLVMA believed the continuing stream of re
quests would eat away at the level of confidentiality vet

erinarians enjoy with their clients. However, they also
admitted no one had suggested they would refuse to
share information with the veterinarians because of the
threat of ATIPPA access requests.

14 ThidFA/8/2013, 13 May2013.

The Newfoundland and Labrador College of Veterinari
ans is the governing body of the veterinary profession.
The Veterinary Medical Act, 2004 sets out the basic rules
for the licensing of veterinarians and the standards for
practice. It also includes provision for discipline and

sanctions for failing to meet the standard of practice.
Under section 16, members of the board of the College
of Veterinarians can make by-laws which then bind all
members.

Three by-laws under the Veterinary Medical Act,
2004 are of interest here. First, the College’s VCPR by

law defines the necessary elements for the veterinarian-

client-patient relationship but does not appear to extend

to the question of confidentiality of records. A second

by-law. the Code of Ethics, refers to deportment with
the public and colleagues and reporting of harm to

animals. Only a third by-law dating from 2007, entitled
Veterinary Clinic Standards for Newfoundland and Lab

rador, mentions privacy and confidentiality:

GENERAL PROVISIONS

The following provisions apply to all forms of veterinary
practice covered by these standards with the exception of
Public Practice Clinics.

2.1 RECORDS

I. There must be a clearly legible, individual medical re
cord maintained for every individual patient adminis
tered to by the clinic...

2. A medical record shall contain all clinical information
pertaining to the patient, whether hospitalized or not,
together with sufficient information to indicate the pa
tient’s assessment, planned treatment and results. - -

3.All patient medical records shall be maintained for at
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least five (5) years from the date of last entry, except
those of deceased patients which need only be kept for a
minimum of three (3) years or other length of time as
determined by the Limitations Act (Newfoundland and
Labrador).

The clinic standards then contain a note following

section 2.3, expressed as follows: “The impact of privacy
laws on this section must be examined.” This cryptic

direction presumably means that the privacy interests of
the humans, owners of the animals, should be consid

ered in creating and keeping medical records about the
animals. But it is far from being a dear statement that

the medical records of animals should be kept confiden

tial in all cases to protect the privacy interests of the
owners. Only in 2013 was the following subsection added
to the clinic standards:

8. Unless required for the purposes of a clinic inspection,
or other legitimate action of the College, a medical record
is considered to be a confidential record that is accessible
only to the owner of the animal (or representative) and
the attending veterinary clinic.

Some months after the public hearings, the Com

mittee noticed a new Confidentiality by-law dated

November 2014, on the website of the College of Vet

erinarians.

The apprehensions the NLVMA expressed to the

Committee, with the support of their national organiza

tion, may be fuelled by relatively recent cases across

Canada in which veterinarian-authored reports have

tended not to be granted an exemption from access to
information legislation.

in a 2006 decision, the Federal Court dismissed the

argument that inspection reports of abattoirs by veteri

narians employed by the Canadian Food Inspection

Agency could be kept confidential)5 Citing clear prece
dents, the judge held that reports on mandatory inspec
tions could not be claimed to be confidential under the

federal Access to Infannation Act, even though they may

be treated confidentially within the business.

As for a claim that veterinarians employed by the

federal government are subject to the protection of pro
fessional secrecy by Quebec law, the judge wrote “In any
event, the court is not satisfied that the applicant [the

abattoft] is a client of the veterinary inspector...”6

Although the veterinarians argued that their clients

were the agricultural producers, it is hard to understand

the role of their employer, the public body, if not as a

client for their professional services too.
The Supreme Court of Canada recently made some

relevant observations about third party commercial, fi

nancial, scientific or technical information treated as
conñdential and supplied to the government.” The
court underlined the difference between information

supplied to the government and information gathered

by government representatives, such as inspectors, in
the course of their work. This is a question of fact, the

court stated.

Judgments or condusions expressed by othcials based on
their own observations generally cannot be said to be in
formation supplied by a third party.t’

Using this criterion, it is not dear that veterinarians

working for the government benefit from confidentiality

for information they record, based on their own obser

vations.

A case in British Columbia shared many facts with

one of the rejected access to information requests’9 dis
cussed above. The requester had asked for sea lice

monitoring information collected by employees of the

government of British Columbia. The Ministry of Agri

culture and Lands refused the request, arguing that it
was information supplied in confidence and that harm

would result from its disclosure. The adjudicator dis

missed this daim:

There is no evidence in this case ofanywhtten confiden
tiality agreement directly between individual fish farms
and the Ministry. The Ministry adduced hearsay evidence

16 Ibid at pan 59.
17 Merck Fmssr Canada Ltd. v Canada (Health). 2012 SCC 3,
12012] SCR 23.
18 lbidatpara 158.
19 NL ATIPP Completed Access Request, FAJ6/2013.

15 Les Viandes dii Breton Inc. v Canada (Canadian Food Inspec
tion Agency), 2006 PC 335.
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that one of its former veterinarians, at some point, ver
bally advised fish farm operators that information would
he treated in a confidential manner as part of the “Veter
inary-Client-Patient relationship”. The Ministry does
not say which operators it advised or when this may
have occurred. I can give no substantial weight to this
evidence.

The BC adjudicator then explored the process by
which information about sea lice came into the hands of
government. He found that fish farms were obliged by
law to maintain accurate written records about fish
mortality. They were subject to auditing of their records

and could risk losing their licences for non-compliance.
Therefore the information was not voluntarily provided

20 Ministry of Agriculture and Lands (1 March 2010), Pt0-0,
at pam 78, online: BCIPC <httpp:llwwwoipc,bc.ca/orders/20t0/
Orderf L0-06.pdb.

Conclusion

but was the subject of regulatory authority and the exemp
tion for information “supplied, implicitly or explicitly,
in confidence”2’ did not apply.

This, then, raises questions in the Newfoundland
and Labrador context Is there a legal framework for
aquaculture producers which obliges them, in the same

manner as British Columbia, to provide information to
the government? Is that information to remain confiden
tial? If so, it does not appear in the Aquaculture Regula

tions passed under the authority of the Aquaculture Act.

There is a section in the Aquaculture Regulations

dealing with the confidentiality of trade practices, tech.
nology, and financial status. Here, access to the infor
mation is refused to the public. But there is no specific
prohibition on the information generated in the course
of providing veterinary services.

2t BCFIPPA,s21(t)(b).

The request of the veterinarians to be excluded from the
provisions of the ATIPPA appears to be a fairly recent
development. It was not until 2013 that the College of
Veterinarians By-Law on clinical practices spelled out
the obligation of professional confidentiality for client
information.

The NLVMA suggested to the Committee that vet
erinarians working for a public body found that reply
ing to ATIPPA requests laborious and a misuse of their
time and professional abilities. At the same time, they
could not point to any concrete loss of client trust or
confidence in them. Doubtless it is, as they recognized.
because almost all the requests possibly involving infor
mation created by themselves have been rejected.

The Aquaculture Act does provide that some infor
mation is confidential, but not the information generated
or gathered by veterinarians. The regulation under the
Aquaculture Act that allows the Registrar to preserve the
confidentiality of certain records mentions only two

types of records that are to be kept confidential: finan
cial and technological. Neither type would appear to
encompass information gathered by or supplied to vet
erinarians.

Decisions by courts and adjudicators suggest that
recorded information created by veterinarians enjoys
no special status in the interpretation of access to infor
mation legislation. This is because it is given to the gov
ernment representative, the veterinarian, as a necessary
part of the conditions under which the establishment,
such as a fish farm, is allowed to operate.

Comparing veterinarians working for the govern
ment to physicians remunerated by the public sector is
not useful. While physicians treat individual persons,
or sometimes families, veterinarians treat various spe
cies of animals, which do not have privacy rights under
current law. The privacy interest lies rather with the
owner of the animal, usually the client. But there appears
to be some confusion about whether the client is the
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animal or the owner of the animal, as the transcript

cited above reveals.

A public body that is involved in the health of ani
mals destined for human consumption hires veterinari

ans to ensure that these health conditions are maintained.
In this context, it is difficult to see an exclusive and con

fidential professional relationship with the owners of

establishments raising animals for food. It is also difficult
to see how this relationship could be a barrier to all

ATIPPA requests unless veterinarians working for the

government were specifically exempted from the ATIPPA.

The Committee is not persuaded that there is merit

in the position taken by the Newfoundland and Labra

dor Veterinary Medical Association.

9.3 Information about prospective parents in an adoption process

Some of the most significant exceptions to access identi

fied in the ATIPPA have to do with the intimate personal

details of human lives. Section 3Q of the Act lists several

of these situations, in which disclosure of information is

considered an unreasonable invasion of privacy:

30(4) A disclosure of personal information is presumed
to be an unreasonable invasion of a third party’s personal
privacy where

(a) the personal information relates to a medical, psychi
atric or psychological history, diagnosis, condition, treat-
mentor evaluation...

What we heard

(1) the personal information consists of personal recom
mendations or evaluations, character references or per
sonnel evaluations...

(g) the personal information consists of the third party’s
name where

(i) it appears with other personal information about
the third party, or

(ii) the disclosure of the name itself would reveal
personal information about the third party...

These excerpts from the Act tend to mirror social

conventions about what information people feel it is de

sirable and appropriate to keep confidential,

The deputy minister for the Department of Child, Youth

and Family Services, Genevieve Dooling. appeared with

the minister responsible for the Office of Public Engage

ment. The deputy minister voiced a concern about pro

tected information originating in the adoption process.

She had recently learned of an apparent loophole involv

ing information about prospective parents who are not

considered a suitable match with a particular child, ac

cording to the expert evaluations made in the adoption

process. OPE’s written submission explained the issue

Some information contained in child protection records
or other records where an adoption of a child or informa
tion relating to prospective adoptive parents where an
adoption is in progress, may be accessible under the Act.

The Child Youth Care and Protection Act and the Adop
tion Act provide protection for these records; however
there are instances where some information contained
within these records maybe accessible under the Act. For
example, clinical decisions that are made by social work
ers in relation to potential adoptive parents under cases
that are currently underway. These are records of poten
tial parents and may be accessible under the Act as they
are not records of children which are protected under the
Child Youth Care and Protection Act. It is important to
note that once an adoption is finalized, these records
would be protected under the Adoption Act. The protec
tion of these records is seen as critical?’

22 Government NL Submission, August 2Ol4,p2l.
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Disappointed potential parents could ask for their
own evaluations under the ATIPPA, as the Adoption Act,

2013 protects only the information of children in the
adoption process. Prospective parents could read evalu
ations of themselves and adjust their behaviour in sub
sequent attempts to adopt another child. The deputy

minister stated, in response to questions from the Chair,
that this could potentially put that other child at risk,
and under the current Act, the information might have

to be released.

I guess the thing, sir, our fear was that the parents could
make an access request) because it’s their personal infor

mation [ml the majority of cases...Thats why I came for
ward today to see whether or not it could be addressed
through the AT1PPA Review.”

She indicated that this had not yet happened but
there was a recent case where her department was con
cerned that potential parents would make an access to
information request. She asked for an amendment to

the ATIPPA or to the Adoption Act, 2013 to prevent this
from happening in the future.

A second source of concern for the Department of
Child, Youth, and Family Services was the media’s inter
est in child welfare cases. Ms. Dooling referred to a
court case between the Department and the CBC.24 The
Department had initially refused access to the informa

tion requested. In this case, one of two families involved

23 Government NL Transcript. 19 August 2014, pp 217—218.
24 Canadian Broadcasting Corporation v Newfoundland and
Labrador (Child1 Youth and Family Services), 2013 NLTD(G) 175.

Analysis

wished the information requested by the CBC to be
made public. Madam Justice Butler of the Trial Division
redacted the personal information before the informa
tion was released. Ms. Dooling made this request to the
Committee:

I would ask you to respectfully in your deliberations con
sider whether or not ATIPPA was meant to be requesting
those sorts of personal family and very traumatic sorts of

cases for public consumption. ‘

The deputy minister said the proper accountability

forum for such cases is the Child and Youth Advocate,

who has the power to request any of the department’s

files at any time, including all the personal information,

in order to make a report. The deputy minister stated: “I

guess my view is the advocate has all the information.

She could tell a more balanced story about what actualLy
happened’2é

At his final appearance, Sean Murray, Special Proj
ects Director of the Office of the Information and Privacy

Commissioner, addressed the concerns raised by the

deputy minister. He cautioned against taking into ac

count only the testimony of the deputy minister on

these issues. Mr. Murray thought there might be other

perspectives which should be heard by the Committee.

He also stated that neither issue raised by the deputy

minister had ever been brought to the attention of their

office. Mr. Murray said the OIPC would be available for

consultation on adoption and children in care.

25 Government NL Transcript, p 220.
26 mid 225.

The Committee heard of two examples used to make the

case to reduce access to information in the adoption and
child welfhre system, both coming from the Department

of Child, Youth and Family Services. The first example,

of potential adoptive parents wishing to have access to

their own evaluation, was based on an apprehension.

An actual case had not yet presented itself to be dealt

with. The second case, based on a request from the CBC

for a report involving the removal of a child from its
biological parents, went to court. The judge released the

report, but redacted the personal information.

It is difficult to see how section 30 of the ATIPPA
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does not provide enough protection for personal informa
tion or indeed, enough exceptions to access for particu
larly sensitive situations. Some of these exceptions would
likely apply to the evaluations of potential parents.

In addition, in determining whether the release of
personal information would bean unreasonable invasion

of a person’s privacy, the head of a body is required to
consider a series of relevant circumstances. Section
30(5) of the Act provides for this:

In determining under subsections (I) and (4) whether a
disclosure of personal information constitutes an unrea
sonable invasion of a third party’s personal privacy, the
head of a public body shall consider all the relevant cir
cumstances, including whether

(a) the disclosure is desirable for the purpose of subjecting
the activities of the province or a public body to public
scrutiny...

(c) the personal information is relevant to a fair determi
nation of the applicant’s rights...

(e) the third party will be exposed unfairly to financial or
other harm;

(f) the personal information has been supplied in confi
dence;

(g) the personal information is likely to be inaccurate or
unreliable;

(h) the disclosure may unfairly damage the reputation of

Conclusion

a person referred to rn the record requested by the appli
cant; and

(i) the personal information was originally provided to
the applicant

Many protections for personal information appear
in the Act. The existence of a general harms test for third

parties in section 26 could surely be invoked to protect
children from harm or to protect their best interests:

Disdosure hannM to individual or public safety

26. (1) The head of a public body may refuse to disclose
to an applicant information, including personal informa
tion about the applicant, where the disclosure could rea
sonably be expected to

(a) threaten the safety or mental or physical health of a
person other than the applicant...

One of the chief purposes of access to information Leg
islation is to allow scrutiny of the workings of govern

ment by giving the public a right of access to records.
The child welfare and adoption system is an integral
part of government. It is important to examine closely
how this system functions. The object of scrutiny is not
the persons, families, and children as identifiable indi
viduals, but the sen-ices they may have received from
the public body.

It bears repeating that there appears to be no evidence of

the ATIPPA negatively affecting the child welfare and

adoption system. Indeed, in the two cases cited by the
deputy minister, the first involved an apprehension that

something might happen. In the second, the judge or
dered release of the report with the personal informa
tion redacted. It is therefore difficult for the Committee

to conclude that changes should be made on the basis of

those two examples, and for which the Act may already
provide a remedy.

The Committee has no reason to doubt the sincerity

of the deputy minister and the case she made for placing
new exceptions in the ATIPPA. But it would be irre

sponsible of the Committee to take the step of further

limiting the right of people to access information only
on the basis of this representation. The Department of

Child, Youth and Family Services should consult with

both the Child and Youth Advocate and the Commis
sioner to discuss this matter hirther.
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9.4 Opinions given by health professionals in the course of quality or peer reviews

Two submissions were received by the Committee from
organizations with similar concerns about privacy in
health care. The specific request was that the ATIPPA
protect information disclosed during peer reviews and
quality assurance committees. The organizations, Health-
care Insurance Reciprocal of Canada (HIROC) and Ca

nadian Medical Protective Association (CMPA), did not
ask to appear at the hearings.

The organizations described the nature of quality
and peer reviews:

These reviews examine the provision olhealth care to an
individual patient or group of patients while aiming to
maintain or improve the quality of care provided and/or
the level of skill and knowledge of those involved in

What we heard

providing the care?’
During such reviews, participants are asked to speak

frankly.. .Essenflally, the process envisioned for a quality
or peer review is a ‘no holds barred’ approaclt.?’

The reporting of critical incidents or adverse events
to hospital quality assurance or peer review committees is
generally part of a much broader initiative aimed at iden
tifying and addressing systemic problems and improving
patient safet3 The ultimate goal of quality assurance
activities is to critically review these incidents and to eval
uate the effectiveness of the institution’s practices and
procedures in order to improve patient safety overaLl.”

27 HIROC Submission, August 2014. p5.
28 Ibid.
29 CMPA Submission, 27 August 2014, p 1.

Healthcare Insurance Reciprocal of Canada

The Healthcare Insurance Reciprocal of Canada de

scribes itself as the largest health care liability insurer in
Canada, a not-for-profit that provides liability insurance

to the four regional health authorities in Newfoundland

and Labrador.

HIROC states that quality and peer reviews play a
significant role in ensuring patient safety. During peer
reviews, participants are encouraged to speak frankly.

“freely and without fear of critique or reprisal1 Ac

cording to HIROC, research and policy papers have

documented the reluctance of health care professionals
to participate in such processes unless they are assured
that that their participation will not result in their being
sued or disciplined in later legal proceedings.

HIROC raised the issue of section 8.1 of the New

foundland and Labrador Evidence Act. It provides that
information such as reports and statements from quality

assurance and peer review committees in the hospital

and nursing home context cannot be disclosed in a legal

proceeding or even in connection with a legal proceeding.
The problem, wrote HIROC, remains insufficient

protection. While the Regulations under section 73 of
the ATIPPA permit section 8.1 of the Evidence Act to
override access provisions, it shields only information

to be used in the context of a legal proceeding. HIROC

feels evidence from quality assurance and peer review

committees remains subject to the access provisions of

the ATIPPA, whether it is used in legal proceedings or in

other contexts.

HIROC points out the solution may be to minor

what currently exists in the Personal Health Information

Act (PHIA). PHM makes information compiled or cre

ated for standards or quality assurance committees

inaccessible to the requester (section 58). There is no

prerequisite of an existing legal proceeding. HIROC

asks that the AJIPPA be amended to have the same effect

as section 58 of PHIA and prevent access to the work of

quality assurance and review committees.30 HIROC Submission, August 2014, p 35.
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Canadian Medical Protective Association

Dr. Hartley Stem, Executive Director of the Canadian
Medical Protective Association ‘, wrote to the Commit
tee to express his concern about the same issue of the

protection of peer review and quality assurance records

under the ATIPPA.

The views of his association were similar to those

put forward by HIROC:

It is generally accepted that, in order for quality assur
ance programs to be successful and effective, physicians
and other health professionals must have satisfactory as
surances that the reporting and subsequent investigation
of such information will not be used or disclosed outside
of the quality assurance process (either to patients or to
other hospital departments or committees).3’

Dr. Stem acknowledged that while the PHM now
takes precedence over the ATIPPA with respect to the

management of personal health information, he believed

there are situations where the ATIPPA might still apply.
CMPA shared HIROC’s misgivings about the fact that

the Evidence Act outweighed the access provisions of the

ATIPPA only in connection with a legal proceeding.

A recent case added to the nen’ousness of health

professionals about quality assurance activities. Dr.

31 The CMPA describes itself as a not-for-profit mutual de
fense organization operated for physicians by physicians7
32 CMPA Submission, 27 August 2014, p 1.

Analysis

Stem referenced the March 2014 decision of the Su
preme Court of Newfoundland and Labrador in the
case of Eastern Regional Integrated Health Authority v

Association of Registered Nurses of Newfoundland and
Labrador? This involved a matter where a quality as
sunnce committee had been established in relation to a

patient death at the Health Sciences Centre in St. John’s.
The court ordered that information gathered by the

committee be provided to an investigator, since more
recent legislation superseded the Evidence Act of 1990.

Dr. Stern offered as support the many different ju

risdictions where information from such committees

was protected. He asked for an amendment to the ATIP

PA to clearly bar access to this type of information:

In order to support patient safety initiatives, there must
be reassurances for health professionals that the report
ing of adverse events and the ensuing investigation by a
quality assurance committee will not be used or disclosed
outside of the quality assurance process, either to patients,
the public, medical regulatory authorities or during legal
proceedings.TM

This could be done, he suggested, by providing in

the ATIPPA Regulations that section 58 of the PHM,

which shields peer review and quality assurance reports,

take precedence over section 6 of the ATIPPA.

33 2014 NLTD(G) 33 (case is currently under appeal).
34 CMPA Submission, 27 August 2014, p2.

The issue of shielding the opinions of health profession

als in the context of peer review and quality assurance

committee work has been long and intensely debated in

Newfoundland and Labrador. Two key contributions to

this discussion have been provided by the reports of the

2008 Task Force on Adverse Health Events and the 2009

Commission of Inquiry on Hormone Receptor Testing.

Report of the Task Force on Adverse Health Events

In 2008, the Report of the Task Force on Adverse Health

Events briefly discussed the public interest override in
section 31 of the ATIPPA, underlining the fact that in

the case of an adverse event threatening public health.

the head of the public body has the obligation to disclose

this harm publicly and without delay?5

35 NL Report of the Thsk Farce on Adverse Health Events (2008),
p t9.
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However, that report also expressed concern about

the limited protection for peer reviews and quality as

surance information, which it thought the government

must have intended to protect:

There is no doubt, however, that the intention of govern
ment when drafting ATIPPA was to exclude peer reviews
and quality assurance reviews from access by applicants.
If access to such information was permitted, then such
reports could end up being published in the media,
thereby making them accessible to participants in legal
proceedings by a different mute?6

The report stated that in Nova Scotia, British Columbia,

Alberta, Manitoba, and Saskatchewan, specific amend

ments shield quality assurance reviews and similar in

vestigaflons from access requests. The report concluded

that the ATIPPA should be amended to achieve the

same. The factors to be balanced were confidentiality,

the possibility that opinions and analyses would be sub

ject to disclosure, and the possibility of recourse to the

Information and Privacy Commissioner, who is seen as

a third party.

It could be argued that it is unnecessary to dose this leg
islative loophole because the current rules would ensure
that any confidential information in the released reports
is redacted (e.g., provider and patient information),
thereby reducing the risk of a confidentiality breach.

On the other hand, the redaction ofpersonal and pri
vate information would not necessarily include analysis
and opinions. Furthermore, the discretion to decide what
is an appropriate redaction is left to a third party, the In
formation and Privacy Commissioner. On balance, an
amendment to ATIPPA is the preferred course of action.”

Commission of Inquiry on Hormone Receptor Testing

In 2009, the government received the Report of the

Commission of Inquiry on Hormone Receptor Testing.

That report looked at the question from another per

spective, that of the patient receiving healthcare. In it,

among many other issues, Madam Justice Cameron dis

cussed the origins and policy purposes behind the pro

tection for peer review and quality assurance.

She discussed how an older notion of peer privi

lege, sometimes referred to as the Wigmore privilege,

developed in the common law. In Canada, it was re

placed by legislation in many provinces during the

1980s and 1990s. The obvious assumption was thaL,

unless there was protection for those who had opin

ions or information about a problem in a healthcare

setting. health care providers would be reluctant to

come forward, thus ultimately endangering patient

safety. She remarked on the obvious weakness of such

a system. which prevented information from being

shared outside the establishment, let alone across the

province or the country.

The patient’s fight to the disclosure of adverse

events was only really recognized after the adoption of

the Evidence Act in 1990. indeed, it was not until 2004

that the Code of Ethics of the Canadian Medical Associ

ation imposed an ethical duty on physicians to disclose

adverse events to their patients. Madam Justice Cameron

stated that the Evidence Act represented only one per

spective, that of the healthcare provider.

After surveying the state of the law at the time

(2009), the Cameron Report stated:

in my opinion, disclosure is now firmly entrenched in
health care. There are still questions to be resolved. The
common law sometimes moves slowly, but it is unlikely
that the patients’ right to disclosure will be lessened.
Rather, it is mere likely this right will be expanded, it is,
therefore, necessary to examine in a more balanced way
the requirement for section BA of the Evidence Act and
what steps, if any, are required to reinforce disclosure of
adverse events.”

She took direct issue with the position, articulated in

the Report of the Task Force on Adverse Health Events

that doctors would not participate in reviews until they

were certain that their opinions and statements would

be hilly protected by the law, particularly in the case of

public inquiries. She comments:

The import of that statement is astounding. Had such a
position been taken in 2005, it would have meant that

36 1b1d81.
37 lbid8I—82.

38 NL Report of the Commission of inquiry on Hormone Re
ceptor Testing (2009), p360.
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doctors would have refused to assist in the examination
of the ERIPR problem (to determine its cause and there
by assure that future testing was as accurate as possible),
because of the chance that they might be called to give
evidence at a public inquiry. What is just as troubling is
the idea that a physician would refuse to participate in
patient safety efforts because there is a very smaLl chance
that a public inquiry might be called related to those
matters. Surely, that would run counter to every princi
pie of medicine...

Further, in my opinion, disclosure to patients must
include, among other things, an explanation of why the
adverse event occurred and what is being done to ensure
that a similar event does not occur in the future, if there
is a peer review or quality assurance report respecting the
adverse event, those reports must be provided to the pa
tient upon request.. The peer review or quality assur
ance report may have the names of the individuals who
participated removed, prior to disclosure to the patient.”

Justice Cameron stated that the circumstances raised

important questions about the value of section 8.1:

.,,the question has to be asked whether s. 8.1 of the E.’i
dence Act is necessary at all. The underlying policy of the
Evidence Act prohibition is suspect. Others who deal
with safety issues do not have this protection. Pilots are
an obvious example ofpersons whose profession requires
them to make decisions affecting the safety of others.
They are required to provide information to authorities
in the interest of public safety, the opposite approach to
the one taken in the EWdence Act4°

Justice Cameron concludes her Report by making sev

eral formal recommendations to enhance transparency

and to minimize protection for information originating

in peer reviews and quality assurance reports:

33. It is recommended that the Government of
Newfoundland and Labrador consider whether section
8.1 of the Evidence Act remains relevant,

34. It is recommended that any conflict between
section 8,1 of the Evidence Act and section 12 of the Public
Inquiries Act, 2006 be resolved in favour of permitting
Commissions of Inquiry to have access to peer review
and quality assurance reports.

35. It is further recommended that legislation be

enacted to specify that adverse event disdosure to patients
include an expLanation ofwhy the adverse event occurred
and what is being done to ensure that a similar event
does not occur in the future. Disclosure should also in
volve providing the patient with a copy of any peer re
view or quality assurance report respecting the adverse
event. As explained in this Report, the names of the indi
viduals who participated in the peer review or quality
assurance may be removed prior to disclosure. I recom
mend that these rights he entrenched in legislation and
that they be given priority over any prohibition contained
in section 8.1 of the Evidence Act.4’

Access requests

An Information and Privacy Commissioner’s report

from 2009 deals with the possible application of section

8.1 of the Evidence Act to a request for access to the

records of a doctor employed by the Eastern Regional

Integrated Health Authority, The report confirms the

apprehensions of HIROC and the CMPA, that the

ATIPPA can be used to obtain information about physi

cians, In this case, the public body asserted that the

records were shielded by the Evidence Act. The Com

missioner concluded that this exception to access was

restricted to the context of a legal proceeding before the

courts. He therefore recommended the release of the in

formation, but requested the severance of information

shielded by solicitor-client privilege and information

that constituted personal information.42 However, this

report stems from 2009. In 2011, the PilL/I was declared

to be in force. The PHI/I applies to personal health in

formation held by a public body that is a custodian.

Currently, it would appear that section 58 of the PHM

would shield the information of peer reviews and quali

ty assurance reports that are held by public bodies that

are considered custodians under PHI/I.

Another piece of information relevant to this on

going debate about the accessibility of peer reviews and

quality assurance information is the 30July20 14 reply to

an access request to the Newfoundland and Labrador

Department of Health and Community Services. The

39 Ibid 362—363.
40 Ibid 363.

41 Ibid 469—470.

42 OIPC Report A-2009-004, p 27.
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request was for an update of the status of all recommen

dations made by the Cameron Inquiry. In its reply, the

Department of Health and Community Service referred,

among other things, to previous press releases and up

dates by itself and Eastern Health. It continued: “Work is

ongoing related to recommendations 33, 34 and 35 con

cerning the Evidence Act and legislative chang&’° It is to

be concluded that revising the Evidence Act in line with

the recommendations of the Cameron Inquiry is still the

subject of discussion within government.

Cummings report

Finally, it is useful to look at John Cummings’ treatment

of this topic in his 2011 review of the ATIPPA. Mt Cum

mings took note of the ongoing debate and of the submis

sion of Eastern Health, which argued that information

from peer reviews should be exempt from the ATIPPA:

Two of the main policy considerations are the need to en
courage the production of information from the health
care system and frank expression of opinion about adverse
events in order to enhance patient safety; and the need to
promote a patient’s right to disclosure of thformation.

He noted that two provinces provided for the ex

emption of this type of information; in Alberta it is

mandatory, and in Saskatchewan it is discretionary.

Mr. Cummings recommended that government con

tinue to reflect on the recommendation of the Report

of the Commission of Inquiry on Hormone Receptor

Testing and, if it finds that section 8.1 of the Evidence

Act is still relevant, that government adopt a discre

tionary provision Like the one found in subsection

17(3) of Saskatchewan’s Freedom of Information and

Protection of Privacy Act.

43 ML ATIPP Completed Access Request, HCS/2512014.

Conclusion

44 Cummings Report (2011), p 71.

In a patient-centred health care system, transparency

about information that can affect the quality of care is

important. And, as the Newfoundland and Labrador

Supreme Court noted, the court may order that infor

mation from a quality assurance committee be made

available for a disciplinary hearing, in a case where newer

legislation is not subordinated to the Evidence Act, but

set out dear restrictions limiting general public access

as may be appropriatc’5

The PHIA, whose content and functioning are out

side the mandate of this Committee, already has, since

2011, shielded these committees from access under its

section 58. When all the reports quoted above were

tabled, the PHM had not yet become law. It is not dear

what if any information from peer reviews and quality

assurance initiatives in the medical world would not be

shielded already by the PHIA.

In light of the patient perspective described by

Madam lustice Cameron, transparency for patients

about the health care system is a value at least as import

ant as shielding the views of health care workers, who

are ethically obliged to act in a way which promotes the

health and safety of the patients.

The Committee is not persuaded that changes

should be made to the ATIPPA which would provide

any additional grounds for refusing to make infonna

tion available in the context of peer reviews and quality

assurance committees.

45 Supra note 33 at pam 5.
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9.5 College of the North Atlantic

Present status

One of the five organizations seeking exemption from

the access provision in the ATIPPA was the College olthe

North Atlantic (CNA). an educational institution that
employs over 1,500 staff and has a $150 million dollar

operating budget. Its programs are offered in Newfound

land and Labrador and China, and it also operates a tech
nical college for the State of Qatar in the city of Doha.

The College wrote that it had extensive experience

with the ATIPPA since the Act was proclaimed in 2005.
The College is identified in its multi-year contract with

the State of Qatar as the service provider. Its concern

was whether requesters could access information of its

client, the State of Qatar, under the present wording of

the ATIPPA.

The College raised two issues. First, there is no gen

eral exemption in the Act for information created for a

dient by a public body acting as a service provider.

The second and more crucial issue for the College

was the wording of the Act under section 5(1), which

states that the ATIPPA applies “to all records in the cus

tody of or under the control of a public body:’ The Col

lege said that in its role of service provider to Qatar, it

usually has custody of some or all of the information

generated or compiled during the contract. However, it

does not have control of the information: that control

remains with the State of Qatar.

The CNA is concerned that release of any of Qatar’s

confidential or business information would harm the

competitive position of the College. It asked that sec

tion 5(1) be amended to state that the public body

must both have custody and be in control of the infor

mation requested. As an example, the College pointed

out it may have copies of documents in its custody, but

the control and the authority to manage the informa

tion would remain with the client, in this case, the
State of Qatar.

The Commissioner presented a strongly worded re

buttal to the College in a letter to the Committee. He
stated that the purpose of “custody or control” is to “en

sure that the accountability purpose of the legislation is

not limited or thwarted.” He submitted that wording

such as that proposed by CNA would “introduce lan

guage which would result in large swathes of records to

be deemed outside the scope of the ATIPPA.” The Com

missioner argued the approach advocated by the College

“is not consistent with the purpose of the Act and it is
offside in terms of the Canadian context:’ He concluded

the Act already has ample protection for the type of re

lationship the College has with the State of Qatar.

In terms of the concern expressed by the College that in
formation relating to the State of Qatar that could be in
the control of the College might be required to be re
leased to an applicant, the College should be reminded
that exceptions exist to the right of access which ensure
that information that wouid harm a third party or which
would harm intergovernmental relations, or which
would harm the financial or economic interests of a public
body already exist in the ATIPPA. To amend a provision
which affects the fundamental structure of the legislation
in a profound way that would reduce the accountability
and transparency of public bodies is unnecessary and the
wrong approach for this Province to take. If there is a
concem that one of the exceptions I referenced are not
strong enough to protect certain kinds of information
which it believes should be protected, a more productive
discussion to have would have been to consider the effec
tive of those exceptions, rather than attempting to re
move a large proportion of records from the scope of the
ATIPPA, which would be the result of the proposed
amendment*

46

1—2.

OIPC Supplementary Submission. 25 September 2ot4, pp
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Disregarding requests

The College also made a suggestion which is not about
personal information, but which for practical reasons is
discussed here. It concerns section 10(1), which com
pels the public body to reproduce for the applicant re
cords that exist in electronic form where it would not
unreasonably interfere with the operations of the public
body. The College pointed out that many public bodies
still have paper records as well. It believed the provi
sions of section 10(1) shouLd apply to all records, paper
or electronic.

While this might seem to be a sensible suggestion,
the Commissioner, in his comments on the College’s

Analysis

submission, disagreed. He said “the rationale for the
[Colleges] proposal is that the ATIPPA must contain a
provision to ensure that public bodies do not have to
respond to requests which would interfere unreason
ably with their operations.”4’ The Commissioner said in
his experience, those are requests that would be consid
ered “overly broad7 and there is already “a suitable pro
vision” in the Act to deal with such circumstances. He
referred to section 43.1(2), which allows a public body
to ask the Commissioner for authorization to disregard
a request that is excessively broad.

47 Ibid 4

In his letter to the Committee on 25 September 2014, the
Commissioner pointed out that many of the issues raised
by the College were relevant to a case then before the
Supreme Court, Trial Division in Corner Brook Conse
quendy, the Committee will only comment on pmvi
sions as they should be expressed in future legislation.

The ATIPPA is meant to cover all public bodies,
whatever their functions or activities. Some public bod
ies, such as Nalcor Energ) are engaged in revenue
creating activities and may need special consideration.
If so, this is best done by amending their own legislation
which applies only to them, rather than amending the
ATIPPA, which applies to hundreds of public bodies.

Conclusion

This general obsen’ation suggests that the concept
of “custody or control” in the ATIPPA which has been
upheld by the courts, should not be diluted to require
“custody and control” in order to respond to a particu

lar fact situation of one public body at a given time.
Moreover, as the Commissioner noted, a public

body struggling to reply to access requests, where its re
cords are partly on paper and partly in electronic form,
may make use of section 43.1 if the overall burden of
locating information appears too onerous. But it would
be contrary to the purpose of the ATIPPA to make the

results of access requests vary directly depending on the
format in which the information is stored.

For the reasons discussed above, it would not be appro
priate to change the existing provisions of the ATIPPA

as requested by the College of the North Atlantic. The
Committee condudes that the words “in the custody of

or under the control of” should be retained in section 5

of the Act, and section 10(1) of the Act should remain
unchanged.
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Chapter Ten

INFORMATION MANAGEMENT

It has become clear that good records management is essential for the effective and efficient answering of P01 re
quests. Indeed, the cost of answering a request under P01 in terms of time and resources will often be determined

by the quality of information management within the authority.

— Code ofPractice on Records Management by Scottish Pzthlic Authorities’

10.1 Information management and duty to document

Introduction

The connection between quality record keeping and the

successful completion of access requests is well docu

mented. The issue was addressed in 2011 by John

Cummings, in the first statutory review of the ATIPPA.

He made extensive recommendations to enhance the

information management system in public bodies. Mr.

Cummings also commented on the state of the informa

tion management system:

• Electronic records present new issues for gov

ernment in terms of access requests. Many offi

cials do not know how to search these records

properly.

• Many emails are included in government re

cords when they are in fact transitory records

and should be deleted by employees. More

training is necessary in this area...
• . . .the public bodies which have adjusted easily

to the implementation of the ATIPPA.. .have a

solid records management plan.2

The Model Access to Information Law developed

by the Organization of American States speaks to the

importance of strong information management in its

guide for implementing the Model Law:

Information is being created today at an unprecedented
rate.. Much of the information being created may be
stored in locations outside of the public authority’s net
work.. .implementing a system by which information is
managed and preserved will facilitate ease of access and
retrieval, so that this information can ultimately be dis
seminated for the public good?

The other part of this equation, the duty to dccii

ment is a term gaining status in government and infor

mation management circles. It has become a rallying cry

for Information and Privacy Commissioners4 and, it

seems, for good reason: how can Information and Pd.

vacy Commissioners properly oversee access to infonna

don and privacy law in the absence of good records or,

in some cases, no records at all?

The “duty to document” issue was also addressed in

the UK Justice Committee’s review of the Freedom of

Infonnation Act 2000. The discussion arose in the context

of claims that there was a “chilling effect” around the giv

ing and receiving of advice among senior civil servants

3 OAS Model Law, June 2010, p 37.
4 Canadian Commissioners and Ombudspersons, Madentiz
trig Access and Privacy Laws for tIm 21” Century, 9 October 2013.

1 Scotland, Code ofPractice (201 I), p3.
2 Cummings Report (2011), p 18.
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and ministers in the UK government. Lard O’Donnell,
who had been Cabinet secretary during the last two years
of Tony Blair’s prime ministership, testified before the
committee that the impact of chilling went far beyond
editing and “bowdierising” of records. He said it could
come to mean there would be no record at all, “because

ministers may avoid holding formal meetings entirely”:

Tony Blair thought it was a problem. Therefore, how dD
you avoid this problem arising? You basically find a me
dium which is not covered by FOl. The cost of mobile
phone bills goes up between Ministers. They are going to
find ways around IL Things are not going to be written
down. That, to me, makes for worse government and it
makes it impassible for [historians] to try to recreate ac
curately what has gone on when there are no records.5

Newfoundland and Labrador

The ATIPPA assumes that records have already been

created and does not address how records should be
managed, apart from the duty to protect personal infor

mation. A separate piece of legislation applies to records

of public bodies excluding municipalities, the Manage

ment of Information Act (MOl). Section 6 provides the
authority:

6.0) A permanent head of a public body shall develop,
implement and maintain a record management system
for the creation, classification, retention, storage, mainte
nance, retrieval, preservation, protection, disposal and
transfer of government records.

The MOl provides for a process to dispose of govern

ment records and a penalty of up to $50,000 for anyone

unlawfully damaging, mutilating, or destroying a gov
ernment record. There is also provision for the retention

of electronic records. The information management

system is overseen by the Office of the Chief Informa

tion Officer (OCIO), under the legal framework of the

MOL Accordingly, the OCIO policy framework applies
to all records “regardless of physical format or charac
teristicsT6 A Frequently Asked Questions section on the

OCIO website explains that instant messages (Pin-to
Pin, Blackberry Messenger, SMS Text Messaging) are to
be preserved in this context:

If you feel that the content. ..should be retained as a gov
ernment record, it is your responsibility to transfer it to
an appropriate medium.’

There is similar guidance from the OCIO with respect

to email:

Thus, email is a government record when it is created or
received in connection with the transaction of Govern
ment business (e.g. when it records official decisions;
communicates decisions about policies, programs and
program delivery; contains background information
used to develop other Government documents; etc.).
Government records may not be destroyed without the
authorization of the Government Records Committee, as
outlined in the Management of Information Act.’

The OCIO’s policy framework outlines the responsibility

“employees and contractors” have in maintaining an

effective information management system. It states

employees are responsible for managing and protecting

records that they have created or collected; it outlines
the necessity ofemploying physical and technical means
to protect records from unauthorized access; and it

states that employees who willthlly breach confidentiality

of personal information are open to consequences “up

to and including dismissaL”9

6 NL OCIO, Information Management and Protection Policy.
7 ML OCIO. Instant Messaging FAQ.
H NLOCIO, Email Policy.
9 ML OCIO, Information Management and Protection Policy, p4.S UK Past-legislative scrutiny of the FOlAct (2012), pp 55—56.
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The Cummings report

In the 2011 review of the ATIPPA, John Cummings

made recommendations to improve the information
management capacity of public bodies. One recommen

dation was that a mechanism be created to assess in

formation management systems. The Information

Management Capacity Assessment Tool (IMCAT) was

developed by the OCIO in 2006 and “enables organiza

tions to assess their current [Information Management]

state against legislative and policy compliance, and to

identify gaps and areas for improvement.”0 Mr. Cum

mings made several other recommendations:

• adopting a retention and disposal schedule for

all paper and electronic records

• taking steps to ensure policies for the manage

ment of records, including emails, are under

stood by all employees

• coordinating the approach to training to make

sure access requests and privacy issues are dealt

with consistently

• using redaction software to sever documents

• determining if ATIPP coordinators should be

considered an Information Management re

source

• reviewing organization and reporting struc

tures to make sure access requests are dealt

with efficiently and on time

• requiring public bodies serviced by the Office

of the Chief Information Officer (OCIO) to

consult extensively with the office on all recom

mendations

The Committee asked public bodies through the

Office of Public Engagement to update their progress

in complying with Mr. Cummings’ recommenda

tions. In his letter (Appendix H) of October 17, 2014,

Minister Kent provided the following update to the

Committee:

• Between 2007 and 2013,31 of 34 public bod

ies supported by the OCIO had completed

IMCATs. The Committee was told the result

represents “an overall increase in the priority

assigned to [Information Management] by

departments” and most have assigned ac

countability for information management to

someone at the director level or above.

Records retention and disposal schedules are in

place for 26 of the 34 bodies serviced by the

OCIO. 22 of the 34 bodies have applied for per

mission to implement a system to dispose of

common administrative records for which they
are not primarily responsible.

All managers must complete an online infor

mation management course; all employees,

including new hires, must complete an online

best practices course on information manage

ment. A one-hour session on cyber security is

provided at the request of a department. There

are additional courses for people who work

full-time in information management, including

courses on records and information inventory,

education and awareness, and informational

technology and processes.

The OPE provides resources to public bodies,

including:

o policy and procedures manuals for infor

mation access and protection of privacy;

o training sessions for ATIPP coordinators;

o policy advice;

o Privacy Impact Assessments in order to

ensure new or modified programs or

projects conform with privacy protection

under the ATIPPA; and

o a review of websites.

• MI government departments use redaction

software.

• The OPE has impressed on public bodies the

need to process access requests on time. It has

given the same direction to deputy ministers.

• 18 of 23 ATIPP coordinators come under their

department’s information management (8) or

policy (10) divisions. The remaining five are10 NL OCIO, Information Management and information Pro
tection Glossary of Tem,s.
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located within communications, Cabinet oper

ations, ATIPP, and public safety.

The OCIO provides “advice, guidance and
knowledge transfer” to departments on their

information management programs.

Measuring performance

The Committee was keen to know how these changes

have impacted the ability of public bodies to meet their

responsibilities under the ATIPPA. The OPE states that

the IMCAT program, which predated the Cummings

review, ensures that information management capacity

in all departments “has been assessed in a consistent

manneC However, there was also a suggestion that

there are some gaps in performance.

The OPE reported development of the information

management program “is at varying levels of maturity” in

both departments and other public bodies. It states there

are many reasons for this, including the size of the orga

nization, how long the information management pro

gram has been in place in a public body, the allocation of

resources, and the complexity of record holdings.”

Despite the issues that were identified, the OPE says the

II Minister Kent’s Letter oft? October 2014, Appendix Hofthe
Rcport.

What we heard

IMCATs have meant “an overall increase in the priority

assigned to [information management] by departments:’

It also cites statistics showing improved response

times for access requests. The OPE measured the first

six months of 2013 against the same period in 2014, and

found on-time responses improved from 69 percent to

96 percent. It also says the number of requests resulting

in full disclosure has increased from 30 percent in the

pre—Bili 29 period to 40 percent since that time. It reaf

firmed a point made by Mr. Cummings nearly four

years ago: departments with information management

programs “are better positioned to respond to access re

quests in a timely way.”2

The Committee also inquired as to what plans are in

place to address deficiencies. The OCIO says it will assist

by implementing an Information Management Self-

Assessment Tool (IMSAT) to allow public bodies to as

sess their information management progress.

The OCIO and OPE are also cooperating to ensure

that people who manage information and those who co

ordinate access requests are aware of how information

management and the access to information system affect

their positions. This education is being carried out at

meetings where both groups discuss job practices.

12 Ibidó.

Strong information management policies and practices

are the foundation for access to information. Without

those policies and practices, there is no certainty that

the information being requested exists, or that it is us

able even if it does exist. Information management was

a concern raised by just a few submissions, mostly in the

context of the discussion of the duty to document.

Canada’s Information Commissioner, Suzanne Le

gault, recommended a legal duty to document decisions,

“including information and processes that form the

rationale for that decision.”3 Commissioner Legault

noted that without such a legal requirement, there is no

way to ensure all information related to the decision-

making process is recorded. She was also concerned

“the risk is compounded by the advent of new technolo

gies used in government institutions such as instant

messaging’

The OIPC also addressed the “duty to document,”

and promoted the view expressed in a joint resolution

13 Information Commissioner of Canada Submission, 18 Au
gust 2014, p 8.
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by Canada’s Information and Privacy Commissioners,’4
by recommending “the creation of a legislated duty on
public bodies to document (that is, create records relat
ing to) any non-trivial decision relating to the functions,
policies, decisions, procedures and transactions relating
to the public body.” The OIPC also emphasized the need
for internal policies and procedures to ensure docu
ments created under such a direction are “maintained,
protected and retained in proper fashion.” The OIPC
said the suggested legislative changes could be placed
within the ATIPPA, in another statute, or on their own

in a stand-alone law. b

The OIPC noted that a key link in the access to in
fonnafion system, the ATIPP coordinator, is not being
fully utilized. John Cummings had asked if all coordina
tors should be considered Information Management
resources. In his supplementary submission, the Com
missioner reported that, nearly four years after the
Cummings review, there is an inconsistent approach to
how the ATIPP coordinators function. He wrote: “Some
seem to function at a low level of the departmental hier
arch>’. They appear to be delegated very little responsi
bility and are essentially carrying messages back and
forth.”6 The Commissioner also reported that his office
deals with very knowledgeable and experienced coordi
nators “who are clearly fully engaged with senior deci
sion makers.” He called for ATIPP coordinators to be
given a greater leadership role in the ATIPP process.

Private citizen Adam Pitcher advocated a thorough
documentation process involving decisions and the
various processes related to the decision for all entities
covered by the ATIPPA.” He suggested specific tasks for
public bodies:

• create detailed records for all decisions, actions,
and factual and policy research

• routinely disclose records that are required to
be disclosed

• assign responsibility to individuals for the cre
ation and maintenance of each record

• maintain each record so that it remains easily
accessible

The Canadian situation

Even when documents are created and preserved, it may
be difficult to ensure they can be accessed by requesters
with the legal right to do so. A case in point was revealed
in a special report by British Columbia’s Information and
Privacy Commissioner in July 2014. Elizabeth Denham
reported on 33,000 boxes of “valuable government re
cords [that] have been accumulating in warehouses” for
a decade. The details of how those documents came to be
warehoused are less important for this discussion than
the impact of such a practice on access to information:

Without the proper creation and management of records,
any statutory right of access to records will prove unen
forceable in practice. Good records management goes beyond
the ability to locate records efficiently. It is also concerned
with how and which records should be created, how long
they should be retained, and with their ultimate disposi
tion—usually destruction or transfer to the archives.”

New technology has made it easy to create and store

records, and, unfortunately, easy to dispose of them. An

example of this was reported on by the Ontario Infor
mation and Privacy Commissioner in June 2013. She
found there was “indiscriminate deletion” of emails to
and from the former Chief of Staff in the Ministry of
Energy, related to the cancellation and relocation of gas
plants in Ontario. Among other recommendations, Ann

Cavoukian recommended Ontario legislate “duty to
document communications and business-related activi
ties within [the province’s access and protection of pri
vacy laws], including a duty to accurately document key
decisions”

The federal government issued a directive on record
keeping in June 2009, three years after the Department of
Justice reported that “information management in the
government of Canada has declined alarmingly over the

18 BC IPC. Special Report: A Failure to Archive, 22 July 2014, p6.
19 Ontario PC News Release, Deleting Accountabilit 5 June
2013, p 33.

14 Modernizing Access and Privacy Laws, supra note 4.
15 OIPC Submission, 16 June 2014, p 80.
16 OIPC Supplementary Submission, 29 August 2014, p 4.
17 Pitcher Submission, December2013. p1.
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past three decades The 2009 directive set out the goals

for improved record keeping, a system of monitoring,

and a promise to review performance within five years.2’

The federal Department of Justice highlighted some

of the issues and challenges in legislating a “duty to docu

ment”:

It may be appropriate to make it a criminal offence to fail
to create a record if that is done for the purpose of prevent
ing anyone from finding out about a particular decision or
action (whether that decision or action was itself improper
or not), or to prevent anyone from obtaining access to a
record of the decision or action through the Access to In

fonnation Act.

On the other hand, good information management
practices must be learned, including rules or standards
about when records should be aeated. Public servants
who misunderstand the rules or who inadvertently fail to

20 Canada. Strengthening the Access to Information Act. 11

April 2006.

21 Canada. Directory on Recordkeeping.

Analysis

document an action or decision (perhaps they thought
someone else at the meeting was taking the minutes, or
they were distracted and never returned to document
their action) are not engaging in criminal behaviour. In
stead, they are failing to meet administrative standards,
and should be dealt with accordingly, perhaps through
disciplinary measures.

Before any sanction can be applied, there would
need to be a wide-scale training effort to ensure that
every public servant, at aLl levels, would be made aware of
their responsibilities, and would have the opportunity to
clarify the new requirements.’1

If there were a legislated duty to document, the pro

vincial government could also pursue a range of sanc

tions to ensure that officials meet their legal duty to

create and maintain records, and to discourage wilful

attempts to fail to create records. Provincial sanctions

could range from administrative disciplinary action to

being charged with an offence.

22 Supra note 20.

The response by the OPE to the Committee’s questions
demonstrates progress toward addressing the recom
mendations made in January 2011 by the Cummings

Report. The responses suggest a high level of awareness
of the major issues involved in information manage
ment, including the need to protect personal informa

tion and the threats of cyber espionage. It is significant

that all managers must complete an online information

management course and that all employees, including

new hires, are required to do an online course in best
practices.

It is also apparent that more must be done. Some

departments and public bodies served by the OCIO

have not achieved the same level of proficiency in infor

mation management as others, as the ON told the
Committee.

Public bodies do not have a choice about complying

with the ATIPPA. They have a legal obligation to do it. If

some public bodies do not have the necessary resources

for a strong information management system, senior

leaders have a responsibility to assign the necessary re

sources to fix the problems. The same holds true for the

assessment of the information management system that

is being undertaken through the IMSAT tool. The OClO

is confident in the quality of the tools it has developed,

and the result should provide sound feedback and ad

vice so that public bodies can develop stronger systems.

Duty to document

The joint resolution of Canadas Information and

Privacy Commissioners called on all Canadian jurisdic

tions to create a legislated duty ‘requiflng all public enti

ties to document matters related to deliberations, actions
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and decisions.” The OCIO clearly sets its policy in re

spect of best practices for public officials regarding in

stant messages. It is worth restating here:

If you feel that the content...should be retained as a gov
ernment record, it is your responsibility to transfer it to
an appropriate

23 Supra note 4.

24 Supra note 9.

Conclusion

The OClO speaks in terms of “responsibility” and it

would be logical to assume that all public officials should

feel the responsibility to record their decisions and

plans. Such a practice is not only useful for the ATIPP

system, but provides an accurate record for others who

need to take direction from officials. Indeed, it would be

irresponsible to expect officials to proceed on matters of

public importance only on the basis of oral instructions,

and without any documentary backup.

As of January 2015, the ATIPPA has been in place for a

decade. Most of the public focus has been on the provi

sions of the Act that provides or restricts access, and on

the practices around its administration. However, it

must be realized that the ultimate success of the ATIP?

Recommendations

system rests on its ability to manage and protect infor

mation. Senior officials must ensure that appropriate

resources are allocated to do the job completely, and

that all public bodies understand the essential role that

information management plays in ATIPP.

The Committee recommends that

79. The Government take the necessary steps to impose

a duty to document, and that the proper legislation

to express that duty would be the Management of

Information Act, not the ATIPPA.

80. Implementation and operation of this new section

of the Management ofInformation Act be subject to

such monitoring or audit and report to the House

of Assembly by the OIPC as the Commissioner

considers appropriate.

81. Adequate resources be provided to public bodies

served by the Office of the Chief Information Offi

cer, so that there is consistency in the performance

of information management systems.

10.2 Records in the form requested and machine-readable formal

Introduction

In the recent past, some of the information collected by

officials found its way into various public documents,

such as annual reports, but most information stayed

under the control of the public body. The raw data is not

usually released. There are now enormous pressures

building from outside government to change that dy

namic, and governments themselves are responding by
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creating open government and open data initiatives.
Requesters want access to government data and data-

sets that can be analyzed by computer. The term used to
describe it is data in machine-readableformat. Requesters
who ask for data in this format know exactly what they
want. They want data they can re-use and reformat, not

static data, which has been defined as a type of informa
don only intended for a human being who can read, print,
and take actions based on reading the material? In the
words ofprivate citizen Simon Lono. who presented to the
Committee in June, records in machine-readable format
allow the requester to analyze the data using different
methods?

The utility of machine-readable format has been de

scribed in this way:

Machine readability directly influences data usability.
Datasets, in particular very large datasets, on their own
convey little information to a human. Only when that
data is processed in some way — visualized, analyzed, or
summarized — does it becomes informative or useful.
Thus, to fully realize the potential of open government
data, government agencies must release their data in a
format that allows processing. Providing innovators,
journalists, and other end users with data in this way
makes ii possible for them to better understand the raw
data, to examine it in ways that meet their interests and
responds to their questions. It allows them to drive their
businesses; in some cases it becomes their businesses,”

Using open data

Several Canadian jurisdictions are encouraging the use
of open data to create new products and services, in
chiding smartphone applications. The City of Ottawa

has rim contests to “encourage meaningful and produc

tive use” of the data it makes available online. Contes

tants competed for $38,000 in prizes in 2013 to create

smartphone applications. Among the winners was an

app that used city bus schedules to create a Bus Tracker,

Another winner developed an app to allow residents to

find nearby recreation activities. Yet another allows

residents to track the awarding of building permits for
the most recent three-month period through an inter
active map. Other officials in Ontario cite examples of
efficiencies and money saved through the use of open
data in the fields of health care, transportation, and

energy?

Governments pay attention

In June 2013, countries of the CS adopted the Open
Data Charter, which committed them to lay out open
data principles and best practices by the end of 2015.
Open Data will follow at some point, but these measures

are expected to lay the groundwork for release and reuse

of government data?° The Open Data Charter sets out

five essential principles to establish effective Open Data

systems in the G8:

1. Open Data by Default: Foster expectations that
government data be published openly while

continuing to safeguard privacy;

2. Quality and Quantity: Release quality; timely,

and well-described open data;

3. Useable by All: Release as much data in as
many open formats as possible;

4. Releasing Data for Improved Governance:

Share expertise and be transparent about data

collection, standards, and publishing processes;

and

5. Releasing Data for Innovation: Consult with

users and empower future generations of inno

vators.

Governments are moving forward with new ini

tiatives. US President Barack Obama signed an exec
utive order on 9 May, 2013, a month before the CS
launched its Charter. The order made open data for

mats a requirement for all new federal government

systems. It will take time to arrive at a stage where all
information is machine readable, since the order ap

plies to “new and modernized” systems. President

Obama stated openness in government strengthens

29 Ontario IPC, 2013 Annual Report. p.37.
30 Canada, GB Open Data Charter - Canada’s Action Plan.

25 Hendier and Pardo,A Primer on .41a chine Readability (2012).
26 Lono Submission, 24 June 2014, p 10.
27 Hendler and Pardo, supra note 27.
28 City ofOttawa, Apps4Ottawa.
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democracy and he also pointed to broader economic

and social value:

Decades ago, the U.S. Government made both weather
data and the Global Positioning System freely available.
Since that time, American entrepreneurs and innovators
have utilized these resources to create navigation systems,
weather newscasts and warning systems, location-based
applications, precision farming tools, and much more,
improving Americans’ lives in countless ways and lead
ing to economic growth and job creation.3’

In the United States, as well as other places where

open data initiatives are in place or being contemplated,

open data does not mean all data will be available:

When implementing the Open Data Policy, agencies shall
incorporate a full analysis of privacy, confidentiality and
security risks into each stage of the information lifecyde to
identify information that should not be released. These re
view processes should be overseen by the senior agency
official for privacy. It is vita) that agencies not release infor
mation if doing so would violate any law or policy, orjeop
ardize privacy, confidentiality, or national security.”

In July 2014, the UK government moved forward

with a similar plan to provide government documents

in open format. Its “digital by default agenda” is expected

to be used across all government departments, and as in

the US, the implementation will be gradual and apply to

“new procurements:’ The minister, Francis Maude said

the open data system will make it easier for all sectors to

work with the UK government, including business,

voluntary organizations and citizens. The change will

also assist government employees.33 Minister Maude also

said open data will spur economic growth and enhance

scrutiny of how government works, thereby leading to

improved services. But he also warned that data by itself

will not be the solution:

In order for data to be used in this way, it has to be released
in a fbrmat that will allow people to share it and combine
it with other data to use it in their own applications. This is
why transparency isth just about access to data, but also
making sure that it is released in an open, iwsable format?

The Government of Canada, through its open data

portal (data.gc.ca) lists nearly 210,000 datasets that are

available to the public. More than 200,000 originate

with the Department of Natural Resources and include

satellite and aerial photography images. But the govern

ment has also been adding more “mainstream” datasets,

including statistics about GST/HST collection and the

number of foreign work permit holders working in var

ious parts of the country. So far, there is no commitment

to producing all future government datasets in machine-

readable format. The government’s own open data web-

site suggests open data is a work in progress:

Since the launch of its Open Government Initiative in
2011, the Government of Canada has laid the foundation
of a successful open data program, including an open
data portal and an Open Government License, and is
now finalizing the Directive on Open Government to
establish mandator>’ departmental requirements for
publishing open data and information.’5

There is also an indication that the Liberal Party of

Canada has focused on open data. In a private member’s

bill,’6 party leader Justin Trudeau proposes additions to

the Access to Information Act to address open data issues:

• stating that government information must be

openly available and in machine-readable formats

• adding the term “information” in the Act, and

stating it includes digital and non-digital data

• amending the section on machine readable re

cords and removing the provision that such

requests be “subject to such limitations as may

be prescribed by regulations”

31 US Executive Order — Making Open and Machine Readable
(lie New Default, 9 May2013.

32 ibid.
33 UK Open document formats selected to meet user needs, 22

July 2014.

34 Ibid. Improving the transparency and accountability ofgo,’
emment and its services, 10 July 2014.

35 Canada, GB Open Data Charter.
36 Bill C-613, An Act to Amend the Parliament of Canada Act
and the Access to Information Act (transparency), 2nd Sess, 41

Pail, 2014.
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Newfoundland and l.abrodor

The Government of Newfoundland and Labrador
launched Open Data on March 20, 2014 as part of its
Open Government initiative. Several datasets have al
ready been released, including ferry on-time records,
crime by offence type, and births by age of mother. The
general terms of the data release policy are stated on the
Open Data website:

The type of open data to be made available will depend
upon the requests we receive from data users, and the
quality and state of readiness of the data that we have. To
ensure quality, the Newfoundland and Labrador Statis
tics Agency validates all data before it is released”

The government also highlights the potential value

of open data:

Releasing data increases government transparency, pro
motes economic and business development opportunities,
contributes to informed labour market decisions, leads to
improved government effectiveness and efficiency, and
allows for broader participation in the work and direc
tion of Government.”

The AIIPPA and open data

Several access to information laws, including the ATIPPA,

allow requesters to state the form of the records or in
formation they wish to receive. But there is a clause in
most laws that make complying with the request condi
tional. In the case of the ATIPPA, it is where the record
can be “produced using the normal computer hardware
and software and technical expertise of the public body,”
and where “producing it would not interfere unreason

ably with the operations of the public body7 Also,
“where a record exists, but not in the form requested by
the applicant:’ the head of the public body may decide
to “create a record in the form requested” where the
head “is of the opinion that it would be simpler or less
costly for the public body to do s&’

There are similar provisions in other laws. In British
Columbia, the record will be provided in the form re
quested if it is “reasonable:’ Canada’s Information

37 <httpi/open.gov.nLcab.
38 ibid.

Commissioner advised that there is “some disagree
ment” about the definition of preferred format in the
federal government;” internationally, New Zealand will
comply unless it would “impair efficient administra

tion” and the United Kingdom will provide information

in the form requested if it is “reasonably practicable7

How is “record in form requested” inteqweted?

Technological changes have provided significant chal
lenges for public bodies in managing information and
responding to access requests. Section 10 of the Act at
tempts to deal with this in respect of electronic records.

Access to records in different or electronic form

10. (1) Where the requested information is in electronic
form in the custody or under the control ofa public body,
the head of the public body shal I produce a record for the
applicant where

(a) it can be produced using the normal computer
hardware and software and technical expertise of the
public body; and

(b) producing it would not interfere unreasonably
with the operations of the public body.
(2) Where a record exists, but not in the form requested
by the applicant, the head of the public body may create
a record in the form requested where the head is of the
opinion that it would be simpler or less costly for the
public body to do so.

In recognition of these technological challenges,
the ATIPP Office Access to Information Policy and Proce
dures Manual provides guidance with respect to this
section.4° In respect of section 10(1). officials are told

“applicants will increasingly ask for access to electronic
records” as more information is itid in elec
tronic form7 Public officials are advised they are to treat

such requests in the same way as requests for paper re
cords. The record must be provided if it can be produced
“using normal computer hardware and software and
technical expertise of the public body” and “it would
not interfere unreasonably” with the operations of the

39 Information Commissioner of Canada, Materials for the
Statutory Review Committee, 18 August 2014, Section 4—p. 1.
40 ML Access to Information Policy and Procedures Manual, pp
54—55.
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public body. There is no guidance in the manual on

what “unreasonably interfere” means, although the
OIPC has made recommendations on this clause.

In Report 2006-03, the Commissioner concluded
“the hurdle which must be cleared by a public body to

claim section 10 must be set fairly high because of the

potential barrier to access which the use of that section
could create.” The issue in question was a request that

required the College of the North Atlantic to search

through more than 6400 emails and 8900 email attach

ments. Before the College could claim that such a search

met the Lest of unreasonable level of interference,” the

Commissioner noted:

It is therefore important that public bodies are aware of
and Gin utilize the full extent of capabilities of the “normal
computer hardware, software and technical expertise” at
their disposal.4’

In other words, it is not the number of records that

matters, it is whether the public body has the technical

tools to carry out a search efficiently. In this case, the

Commissioner allowed the College to rely on section

10(1) to refuse the request, but he cautioned that this

was a “case specific” determination:

I do not believe that anything in this Report in terms of
numbers of hours spent by staff or numbers of records
involved should be relied upon by any public body as an
explicit threshold in order to rely on section 10 in refus
ing an access request. This decision is not made lightly.
and I would caution any public body that 1 would expect
this to be a relatively rare determination on my partY

There have not been any court challenges or OIPC

recommendations on section 10(2).

41 OIPC, Report 2006-015,20 November 2006.

What we heard

42 Ibidatpan5L

Private citizen Simon Lono made two points regarding

data that is under the control of public bodies. The first
had to do with the definition of “record” in the ATIPPA,

and his assertion that it is being interpreted so broadly as

to include datasets, which he believes should be released.

This has become a problematic clause as government has
refused access to computer data on the grounds that it is
a computer program. I’m sorry to say that the Informa
tion Commissioner has frequently accepted the govern
ment position.4’

Lono advocates for the release of data that applicants

can analyze on their own computers. He told the Com

mittee the ATIPPA is “behind [the] times” in this regard,

and he was critical of public bodies that use their author

ity under the Act to create a record in the form requested

where the information exists in another format:

This is an obstructive provision with cases of deliberate
efforts to make information useless. Electronic records
are printed, scanned as image PDFs, then released likely
as printed documents such that they cannot be analysed
or evaluated with modem technological methods.”

Wallace McLean also advocated making datasets

available in a format that people can easily use, and rec

ommended that the Act make it clear the right of access
extends to a digital record in its original electronic format.

He wanted the Act to clarify that a computer-generated

record is not a computer program, and therefore, should

not be withheld for that reaso&

The Centre for Law and Democracy (CLD) referred

to international standards and suggested requesters’

preferences for raw data should be respected by public

officials. The Centre also addressed the “optional”

43 Lono Submission, 24 June 2014, p8.
44 Ibid 10.
45 McLean Submission, August 2014, p7.
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characteristic of section 10(2), where if it is simpler or less

costly for the public body, the head can create a document

in the form requested from information that exists in

another format The Centre concludes “a good RTI law

should leave those decisions up to the requester” unless

doing so would create “an undue burden” on the public

body.

The minister of OPE Sandy Collins, addressed the

government’s Open Government Initiative. He talked

about releasing information proactively, without wait

ing for access to information requests.

Canada’s Information Commissioner, Suzanne Le

gault, said that as Canadians enter the era of open data

and open government, it is essential that access laws

keep up:

And if we want Lo have, for instance, open dialogue and
open consultation with our citizens under Open Govern
ment Initiatives, it doesn’t work if your freedom of infor
mation legislation actually restricts so much access to any
kind of policy development. .that there is no information
coming out, then you can’t engage in an open dialogue
with your citizens because they don’t have any of the in
formation that they need to actually engage intelligently.’

Interpretation and guidance in other jurisdictions

The guidance from Alberta emphasizes that there must

be a case-by-case application of responding to a requester

who wants a record in a particular format, For example,

there was one case where the Alberta Commissioner per

mitted a public body to provide paper records because it

did not have the technical capacity to sever exempted

sections from requested emails electronically. In another

case, the same Commissioner agreed a health care body

did not have to create a record for a requester because

compliance would unreasonably interfere with its opera

tions, specialists would be removed from providing

patient care, and meeting the request would involve an

extensive amount of time and significant staff resources.

The Commissioner in Alberta advises FOIP coordinators

to consult with program and information technology

areas “to assess the time and resources that would be re

qufred...and the impact that this use of resources would

have on its thy-to-day activities.”

The United Kingdom has extensive guidance for

public officials in dealing with requesters and their pref

erence for a particular form of record. The starting point

is that the requester must state a preference when they

make the application, and cannot change their mind

once the search begins, or after the information has

been provided. The UK Act sets out three main ways in

which information can be provided. The requester may

receive one or more of:

• a copy of the information,

• an opportunity to inspect the information, and

• a digest or summary of the information.4

The UK rules also state that the requester is not

restricted to one option, and uses the example that a re

quester “may want to inspect the information and also

take a copy:’ Where it is “reasonably practicable, the pub

lic authority shall, as far as reasonably practicable, give

effect to the preference.” The result is that public bodies

must comply with a request, but this duty applies to the

form (electronic copy or hard copy) and not the format

of the record. For example, a public body is not obliged

to meet a request that asks for an electronic document in

Microsoft Word rather than as a PDP document.5°

The UK has also amended its Freedom of Informa

tion Act 2000 by providing for requests of datasets, and

requiring public bodies “so far as reasonably practicable”

to provide that information “in an electronic form which

is capable of re-use2’ Previously, requesters could ask

for such information under FOIA, but did not have the

right to re-use it. The changes are in line with the UK

government’s comments when it released a white paper

on open data in 2012:

48 Athena IPC, FOIP Guidelines and Practices (2009), p B4.
49 UK ICO, Means of communicating information (sechonil),

20140214, Version 1.0,

50 mid 6—7.
SI Freedom of Information Act 2000 (UK), s I 1(1 A).

46 CLD Submission, 14 July, pp 12—13.

47 Information Commissioner of Canada Transcript, 18 Au
gust 2014, p 16.
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Data is the 21 century’s new raw material. Its value is in
holding governments to account; in driving choice and
improvements in public services; and in inspiring inno
vation and enterprise that spurs social and economic
development”

New developments

Recent developments in Canada, the United States, the

United Kingdom, and Newfoundland and Labrador un
derline the changing nature of government information

and how it will be accessed in the future.

ft begins with the concept of open data, which is de
fined as “data that can be freely used, reused and rethstrib

uted by anyone—subject only, at most, to the requirement

to attribute and share alike2’ The Government of New

foundland and Labrador defines the term as “the release of

government data, with an open license, which is free of
charge for anyone to use and reuse for any purpose”

Open data translates into open knowledge, “which

is what open data becomes when it’s useful, usable and

used,” The Open Knowledge network is an interna

tional non-profit organization that advocates for share-

able and accessible open data:

We envision a world where:

• knowledge creates power for the many, not the

few

• data frees us to make informed choices about

how we live, what we buy and who gets our vote

52 UK Open Data White Paper, Releasing the Potential (2012).
53 Open Data Handbook, What is Open Data?
54 NL Open Data webs itt

55 Open Knowledge, What is Open?

Analysis

• information and insights are accessible—and
apparent—to everyone’s

Open Knowledge advocates that “the data must be
available as a whole and at no more than a reasonable

reproduction cost7 that ideally it should be download-

able through the internet, that the data “must be provided

under terms that permit reuse and redistribution in
cluding the intermixing with other datasets,” that it

must be machine readable, and that it must be univer
sally available with “no discrimination against fields of
endeavor or against persons or groups,”5’

Machine-readable format

Of course, data is created in many formats, and it can

only be usable and useful if it is easily processed by com

puters. Hendler and Pardo use the example of the near

universal acceptance of bar codes, which now appear on

most consumer items, as well as being adapted for other

uses, such as inventory control, identifying blood sam

ples, and tracking packages. They argue that the factors

that led to the widespread acceptance of the bar code,

are now necessary for datasets:

Uniformity and standardization in data formats and pro
cessing are needed. Simplicity in creating and imbedding
the formats must be achieved. Cost advantages must be
realized through their use to justify their creatioa When
these conditions are met, machine readable data become
more prevalent leading in turn to increased capabilities.TM

56 Ibid. Open Knowledge Minio,, Statement.
57 Ibid.
SB Hendler and Pardo, supra note 27.

The advent of machine-readable data combined with re

questers expressing preference for raw data, represents

an evolution in access to information, That change is

made possible by the proliferation of electronic devices,

including those used in the creation of records in public

bodies, and the widespread use of those devices in the
general population. This is happening as governments

roll out open government and open data initiatives. The
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public is starting to see the types of data held by public

bodies, and it is only natural that they will want access

to more of it

Since the unveiling of its Open Government web-

site in the spring of 2014, the Government of New

foundland and Labrador has placed an assortment of

datasets online under various headings, including

health, transportation, justice and demographics. Under

open information, it has placed online records detailing

ministerial expenses, responses to ATIPP requests, and
education statistics such as achievement rates by school.

If research from the United Kingdom can be used as

a guide, it may take some time for the public to go online

and examine these types of information. The Open Data

Institute (01)1), an organization that advocates an “open

data culture to create economic, environmental and

social value” found that direct engagement with gov

ernment data. .is limited, specialised, and low:’ ODI

Conclusion

reported the most common users of open data were

“developers, entrepreneurs. some business specialists,

and other tech-savvy agents” ODI’s conclusion was that

ways have to be found to ensure the data can be more

widely used by the general population. It said the UK

government was placing too much emphasis on putting

lots of data online, and not enough on “understanding,

generating, and nurturing data demand or data use.”

The Committee found that few submissions dealt

with the kind of information that might be produced by

the Open Government Initiative. Those that did address

the matter (Simon Lono, Wallace McLean, and the Cen

tre for Law and Democracy) were either experienced

access to information users, involved in public life or in

the case of the CLD, an advocacy group with in-depth

knowledge of access to information issues.

59 Open Data Institute, About the Of!.; Fred Saunderson, In
vestigating public participation in open government data

If the Open Government and Open Data initiatives are

to evolve to the state envisioned by people who made

submissions to the Committee, then public bodies will
have to become responsive to requests for raw data. On

the Open Government website, the Government of

Newfoundland and Labrador indicates it wants to engage

with the people of the province and identifies the fol

lowing goals:

To increase the amount of information and data we release,
and to engage with and provide feedback to the people of
the province.

Our Open Government Initiative is grounded in the
following four pillars:

• Open Information
• Open Data
• Dialogue
• Collaboration

Data is a dynamic commodity with tremendous

economic value and social utility. As we have shown

from the Ottawa examples cited above, where data is

used to create smartphone applications, and in the case

of the US, where the release of data led to the creation of

electronic navigation systems and GPS with multiple

uses, data can be a tool for economic development. Of

course, even with the limitless potential for use, data

and datasets have to be protected to ensure that personal

information is not disclosed.

It will be necessary to view datasets and other ma

chine-readable data in the same ways as other information

held by public bodies. This means the same exemptions

would apply and information would be disclosed or with

held on the same basis as for information in other records.
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Recommendations

The Committee recommends that

82. The ATIPPA be amended to:
(a) define “records” in the ATIPPA to include

datasets and other machine readable records;
(b) require that disclosure of such records be

subject only to the limitations applied to all
other records of public bodies;

(c) require that datasers be provided to the

requester in a re-usable format; and
(d) in relation to section 10(2) of the ATIPPA,

the head of a public body consult the appli
cant before creating such a record.

83. As a matter of good practice. public bodies should

work with applicants and other groups, so that
datasets and other machine readable records can be
understood and fill use can be made of them.

10.3 Additional powers of the Commissioner—publication schemes

Introduction

This section of the chapter introduces the concept of
publication schemes. The Committee beLieves that use
of publication schemes is the best way to ensure consis
tent and appropriate publication of information by pub
lic bodies. This section also discusses what should be
the Commissioner’s role in that process.

A publication scheme is an outline of the classes of
information each public body will publish or intends to
publish so it may be read easily by the public68 The pub
lication scheme also specifies whether the information
is free, or if there is a charge.

An innovative approach to an aspect of the Com
missioner’s powers would be to borrow from the British
model, which gives the Commissioner a leading role in
overseeing the publication of information held by pub
lic bodies- While the Office of Public Engagement may
be planning to occupy this role, an arm’s length body
might be able to establish publication standards more
effectively than a government office.

United Kingdom

Under the UK Freedom of Information Act 2000, the In
formation Commissioner must approve the publication
scheme for information held by bodies subject to the
Act. The approval of the Commissioner may be for a
specific time period. The publication scheme may be

subsequently reviewed and revoked by the Commis
sioner, with reasons given.

The UK Commissioner also publishes guidance as
to how to create and structure a publication scheme tai
lored to different types of public bodies (for example,
government departments or local authorities). The
scheme commits the authority to routinely make infor
mation available to the public, including datasets, and to
“review and update on a regular basisr6’ It also requires
public bodies to produce a schedule of any fees that
might be charged for access to information. The Com
missioner also sets out classes of information that
should guide public bodies on the types of information

they should release:
• Who we are and what we do
• What we spend and how we spend it

• What our priorities are and how we are doing
• How we make decisions

60 UK P01 Act 2000,s 19. 61 UK ICO, Model Publication Scheme, p 1.
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• Our policies and procedures
• Lists and registers

• The services we offer

This approach forms the backbone of the operation
of the access-to-information scheme in the United
Kingdom.

The uncompleted information directory
The publication scheme finds an echo in section 69 of the
ATIPPA, which mandates the creation of an extensive
directory of information about public bodies and the in
formation they hold. The government has not, at any
time since the Act came mo force in 2005, completed a
directory of information. The deputy minister of the Of
fice of Public Engagement stated that extensive work on

a directory of information was done in mid-2000s but
became quickly outdated and was abandonedP

Victoria Woodworth-Lyrtas, Director of the Access
to Information and Protection of Privacy Office, stated at

the OPE’s appearance before the Committee that the
agency and its predecessors seemed unsure how to pro
ceed with such a directory, given the variations in size and
function of some 460 public bodies across the province:

And practicalLy speaking, how do we get that informa
tion from them without putting a lot of burden on them
to be able to put together such a directory?

Departments, I think, probably are a little bit easier
for us to manage, practically speaking, but other public
bodies—municipalities, corporations, boards, commis
sions, educational bodies—I mean there is a quite a
number of entities outside of core government that that
directory would apply to. So any advice or guidance that
you might have I think would be very much appredated.

Even if the Commissioner were to play a role like
the UK Commissioner and define the information that
should be published by different public bodies, it is not
dear how consigning such a responsibility to the Com
missioner can coexist with the government’s announced
Open Government Initiative.

Open government in general aims to put the
knowledge that exists within government, but that is
not yet publicly available, into the open, in a usable for
mat. There it can be used to create more knowledge and
thus add value to public and private innovation and the
general welfare of society. The Government of New
foundland and Labrador has already created an open
information website where it posts “information that is
routinely or proactively disclosed by specific depart
ments7

A glance at the topic of education on the provin
cial open government website reveals how valuable
this information can be for decision makers. For exam
ple, statistics on student attendance and absentee rates
by district and gender could be very useful for plan
ners, trustees, and teachersP4

In 2013, the UK Information Commissioner made
this statement in releasing an updated publication
scheme for the current administrative year:

The ICO intends to continue to ensure the pro-active
dissemination of information by public authoritiea..
The Commissioner strongly supports the open data ml
tiative across the public sector, seeing it as a way to enhance
and build upon the transparency achieved by FOIA
(Freedom of Information Act). It is therefore important
that publication schemes are updated to support and
sustain open data.65

64 NL Open Govemment website.
65 UK ICO, Publication scheme planfor 2013/2014.

62 Government Ni Transcript, 19 August 2014, pp 195—1%.
63 Ibid 198.
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What we heard

The Newfoundland and Labrador Commissioner did
not address the matter of publication schemes directly,
focusing instead on the uncompleted Information
Directory. The OIPC recommended the directory be
“commenced and maintained,” and noted that the
Alberta guide would be a useM model because it was

“the most clear, succinct and user-friendly.”TM
The Information Commissioner of Canada, Suzanne

Legault, specifically recommended the addition of pub
lication schemes to the ATIPPA as a guide for public
bodies, and commented on the benefit of taking this ap
proach:

Publication schemes can promote a pro-disclosure cul
turq transform the access network from a reactive to a
proactive system; limit government costs because it re
sults in decreases in access requests and reduces delays
for the public looking for information. Embedding pub
lication schemes in the ATIPPA would also be consistent
with the government’s open government initiative.6’

Several participants warned the Committee about
the perils of substituting open data initiatives for effec
tively functioning and liberally administered access-
to-information provisions in the legislation.

The Centre for Law and Democracy was critical
about the limits to claims of truly open government in

66 OIPC Submission, 24 June 2014, p 81.
67 Information Commissioner of Canada Submission, 18 Au
gust 2014 pp 7—8.

Analysis

certain situations where governments pick and choose
the information to be made public according to their
own changing political priorities. Michael Karanicolas
warned that open government could never be, in his
opinion, a substitute for a robust access to information
regime:

[O]pen government is not a replacement for RTl. And I
can tell you why. Because this is something that we see at
the federal level and this is something that we see in a lot
of different jurisdictions, particularly with the open gov
ernment partnership. Open government is a great devel
opment and it brings people into the system. It allows for
greater insight into the system but it doesn’t aLlow a fulL
accountability because yOU will never see the govern
ment proactively putting out their documents that are a
little bit sensitive or a little bit embarrassing. Documents
that should still be disdosed under international stan
dards of a proper exceptions regime but would be a little
bit embarrassing.”

The Office of Public Engagement stated at the pub
lic hearings of August 2014 that it would be publishing

in the coming months an outline of its intended publi
cation of information held by government.

There is evidently a tension between a suggested
proactive role of the Commissioner in this area and on
going open government initiatives which are at the dis
cretion of ministers.

6S CLD Transcript, 24 July 2014, p 149.

The UK experience over ten years suggests that the ini
tiative for deciding what information is to be made pub
lic is best left to an arms-length agency such as the office
of the Commissioner. The Commissioner has no direct
interest in whether certain information is to be revealed
to the public or not As in the UK, the Commissioner

could lessen the burden on smaller public bodies by de
vising publication schemes to be implemented gradual
ly, first by the biggest bodies with the most capacity. As
experience is gained with the publication of informa
tion, the smaller public bodies could benefit from it in
following the examples already created.
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Publication schemes go well beyond a directory of
information, although a directory of information is the
first step in deciding what information should be pub
lished and what should be available through access-
to-information requests.

Conclusion

The over-centralization of the present approach
may be a reason for its failure. The current recommen
dation aims at making each public body responsible for
the publication of its own information, as defined by the
Commissioner, within a time period to be determined
by the Minister.

Section 69 of ATIPPA should be revised to shift the re
sponsibility for publishing information from the Minis
ter responsible for the administration of the Act to the
head of each public body with the Minister remaining
generally responsible for compliance. He should advise
Cabinet to make regulations to specify which public
bodies must make their information available and when.
This would allow a gradual coming into force of the
practice of publishing information% the larger public
bodies presumably being able to comply most readily.

Recommendations

As in the UK, the Commissioner could develop a
model publication scheme and set out what minimal
information is necessary. including lists of personal in
formation databases. Much of this is already set out in
section 69 of the Act. The model publication scheme
would be a standard template which each public body
would adapt to its particular functions. The responsibil
ity for developing the model should be added to the
Commissioner’s list of powers and duties.

The Committee recommends that

84. Section 69 of the ATIPPA should be revised to:
(a) give the Commissioner the responsibility for

creating a standard template for the publica
tion of information by public bodies;

(b) give each public body the obligation of

adapting the standard template to its func
tions and publishing its own information.

85. A new regulation-making power be added to the
Act to enable Cabinet to prescribe which public
bodies are required to comply with Section 69 of
the Act.
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Chapter Eleven

OTHER ISSUES

1 ‘1 .1 The Commissioner’s recommendations for specific amendments

Seclion 22—Disclosure harmful to law enforcement
Section 22 describes the powers of a public body to re
fuse to disclose records that could be harmful to law
enforcement.

The Commissioner recommends two alternatives
for amending section 22( i)(h):

Disclosure harmful to law enforcement
22(1) The head ala public body may refuse to dis

close information to an applicant where the disclosure
could reasonably be expected to

(h) deprive a person other than a public body of
the right to a fair trial or impartial adjudication;

OR

(ii) deprive a person or public body of the right to a
fair trial or impartial adjudication;

The Commissioner gives the following explanation
for the proposed amendment

“If it is the government’s wish that public bodies be cov
ered by this provision. we note that “public body” is a
defined term, and it should therefore be explicitly included.
Otherwise, we recommend that it be explicitly excluded,
for the sake of darity7

The Committee concludes that the limited informa
tion provided by the Commissioner is not a sufficient
basis on which we could recommend legislative changes
without a fuller assessment of all factors bearing on the
issues.

Sechon 212—Information from a workplace
invesh9ahon

Section 22.2 deals with circumstances under which in
formation that would reveal the substance of records
collected or made during a workplace investigation are
to be withheld or may be disclosed. Subsection (2) re
quires the head of a public body to refuse to disclose
“information that would reveal the substance of re

cords” collected during a workplace investigation. Sub
section (3) requires the head to disclose to an applicant
who is a party to a workplace investigation “information
referred to in subsection (2)7

The Commissioner proposes to repeal subsection
(2) and revise subsection (3), and gives two reasons for
his proposed amendment.

One is that the phrase “substance of records” is not
well understood and it is difficult for public bodies to
decide which records should be withheid and which re
cords should be released. He also suggests that in the
case of a request from a party to a workplace investiga

tion, it is not clear whether the phrase means “all the
information collected or made during an investigation”
or something else,

The second reason effectively suggests that subsec
tion (2) is not necessary to prevent disclosure of such
records to a person not connected with the workplace
investigation. He explained that if a person who is not a
party requests records, “section 30 and/or other excep
tions will likely apply:’

The Commissioner’s concerns clearly have merit.
As to the difficulties public bodies experience in decidingI OIPC Submission, 16 June 2014, pp 91—92.
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what information would reveal the substance of records
collected or made during a workplace investigation, it is
appropriate that those issues be addressed by amend
ment to section 22.2.

However, the Committee is not satisfied that the
second amendment proposed by the Commissioner is
the appropriate one in the circumstances. The Commis
sioner proposes that both subsections (2) and (3) be re
pealed and replaced with a single subsection providing
only for requiring the head of a public body to disclose
all relevant information to an applicant who is a party to
a workplace investigation. As a result, there would be no
provision in section 22.2 to prevent disclosure of such
records to an applicant who is not a party to a workplace
dispute.

The Commissioner’s assertion that section 30 andl
or other exceptions “will likely apply” does not provide
a basis on which the Committee can, with confidence,
accept the specific proposal of the Commissioner.

The Committee prefers a less risky approach to ad
dress the Commissioner’s valid concerns about the diffi
culties of public bodies in applying the substance of re
cords standard. That can be achieved by replacing the
words “information that would reveal the substance of
records” in the present section 22.2(2) with the words
“all relevant information.”

Re section 30.1 —Disclosure of House of Assembly
service and statutory office records

Section 30.1 deals with the powers of the Speaker of the
House of Assembly, or an officer of a statutory office, to
refuse to disclose certain records as described in the
section.

The Commissioner notes that because of correspon

dence between an officer of a statutory office and heads
of public bodies, there are occasions when heads of
public bodies may receive information that section 30.1
requires not be disclosed. He suggests this concern be
addressed by adding “or the head of a public body” to
the list of parties who are required to refuse to disclose.

Section 72—Offence

Section 72 is the offence provision of the ATIPPA. In its
initial submission, the OIPC expressed concern about a
limitation on its ability to seek prosecution in circum
stances where it was believed that course was warranted.
They wrote that:

there have been situations where the language of the
offence provision itself has barred any serious consid
eration of contacting the Attorney General, despite
circumstances which could be considered serious and
otherwise appropriate for such a step?

The OIPC then comments on the reasons why it is
important to have a workable offence provision in the
statute. The office expressed the view that:

It is in the interest of all public bodies to support a mean
ingful offence provision, so that they can make it clear to
the public that the responsibility for the breath, in certain
cases, is on the individual who committed the act be
cause that individual acted contrary to all of the preven
tative measures which the public body had in place. The
public body is then in a better position to continue to
receive the cooperation and good will of citizens who are
asked to provide their personal information for legitimate
purposes, because the public body is seen to be cooperat
ing in a process which will bring the rogue employee to
justice. This helps to ensure and maintain continued
public confidence in the information handling practices
of the public body.

If it is accepted that a workable, practical offence
provision is an essential element in a statute such as the
ATIPPA, we must then look to see what elements such a
provision should contain. As it happens, this Office has
some experience in laying charges under the offence pro
vision of the Personal Health Information Act (PHM),
having had occasion to do so twice. Section 88 of PHM
sets out the oftences and penalties under that Act. Section
88(1), is similar in many respects to section 72 ofATIPPA.

The main difference is that in section 88( 1)(a), the offence
relates to a person who “obtains or attempts to obtain
another individual’s personal health information:’ whereas
in ATIPPA section 72(a) comes into play when a person
“discloses information contrary to Part 1W

That distinction is significant when we look at the
breadth of coverage of the offence provisions. For example,

2 OIPC Submission, to June 2014, p 46.
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we have encountered an incident whereby an employee
of a public body, on his own initiative and without the
knowledge or consent of his employer, accessed a data
base and obtained information about an individual in the
database for personal reasons. This occurrence had po
tentially serious implications, and when discovered, was
greatly alarming to the individual whose information
was obtained. The individual who obtained the informa
tion did not disclose the information outside of the pub
lic body, nor did he do anything which would trigger any
of the other offence provisions currently in force. Never
theless, it was an incident which, broadly speaking, we
believe may have triggered a decision to prosecute had
the enabling language been present in the statute. For
this reason, we have looked across the country at other

Recommendations

offence provisions, and we now propose additional lan
guage which would enable prosecution of a broader
range of offences, in order to ensure that this particular
tool is available if necessary for situations such as the one
described.3

The Committee agrees with the submission of the

Office of the Information and Privacy Commissioner.

The arguments favouring such an amendment are suf

ficiently well expressed in the OIPC submission that it

is unnecessary for the Committee to provide further

discussion.

3 Ibid47.

86. The Committee recommends that the present sub

section 222(2) of the Act be replaced with a subsec

tion reading “The head of a public body shall refuse

to disclose to an applicant all relevant information

created or gathered for the purpose of a workplace

investigation:’

11 .2 Sunset clause

87. The Committee agrees with the Commissioner that

where the head of a public body is in possession of

records of a statutory office, section 30.1 of the Act

should apply and recommends that section 30.1 be

so amended.

88- The Committee recommends that section 72 of the

Act be amended to provide for an offence provision

that reflects the Commissioner’s recommendation.

A provision in a Bill that gives it an ‘expiry date’ once it is passed into law. ‘Sunset clauses’ are included in legis

lation when it is felt that Parliament should have the chance to decide on its merits again after a fixed period.

—UK Parliament website

Introduction

TheAJIPPA provides fora mandatory review of the legis

lation every five years. And while this is not the classic

sunset clause described above, it does provide for a com

prehensive review of the legislation. The terms of refer

ence for this Committee make it clear that all aspects of

the Act are to be reviewed and recommendations made.
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Three submissions to the Committee recommended
some version of a sunset clause, to force the re-exam
ination of various provisions of the ATIPPA, such as the
legislative and regulatory provisions that prevail over

the Act. None recommended a general sunset clause for
the ATIPPA, since that would suggest the law itself
might not have merit after a period of time. The people
who mentioned sunset provisions referred to certain
time limits prescribed for particular information pro
tected under the exceptions, or in the case of OIPC, a
recommendation that a careful study be made of the
legislative provisions that prevail over the ATIPPA.

The sunset clause was promoted as a modern con
cept by political theorist Theodore Lowi in his 1969
book The End of Liberalism. Lowi’s basic idea was that
bloated government bureaucracies were ineffective at
overseeing the interests they regularly did business with
and, perversely. ended up “catering to the established
interests:’4 His goal was not to have those agencies dis
appear, but to use an end date on their legislated lives to
force politicians to take a new look at the agencies and
their mandate, and decide if they were still necessary.

Existing provisions

Protection for certain classes of information listed in the
ATIPPA expires after a prescribed time. The classes of
information and their expiry dates are as follows:

• 50 years where the Provincial Archives may re
lease information that is in a record for that
period or longer

• 50 years for information related to labour rela
tions of the public body as an employer, either
in the control of the Provincial Archives of
Newfoundland and Labrador or in the archives
of a public body

• 50 years for business interests of a third party, or
tax information of a business interest, where the

information is either in the control of the Provin
dal Archives or in the archives of a public body

• 20 years after death, for the personal informa
tion of the deceased

• 20 years where the Provincial Archives may
disclose information about an individual who
has been dead for that period or longer

• 20 years for Cabinet records
• 15 years for records involving local public body

confidences
• 15 years for policy advice or recommendations
• 15 years for documents related to intergovern

mental relations or negotiations
• No limit on disclosure that is harmful to finan

cial or economic interests of a public body, or,
to conservation

The practice

The effect of these provisions in the Act is that the protec
tion expires after the prescribed period, but information
may continue to be withheld because of other excep
tions. For example, under section 18, Cabinet records
cannot be withheld after 20 years. However, the Access to

Information Policy and Procedures Manual advises offi
cials that “a line-by-line review” of the record must be
done and “any exceptions that may apply to information
contained in the record would be considered and applied,
as necessary There is similar guidance with respect to
advice from officials under section 20.6 However, the dis
cretion to withhold information does not apply to tax
records after 50 years under section 27 or labour rela
tions information after 50 years under 26.1.

5 NL Access to Information Policy and Procedures Manual

(2013), p 62.

6 Ibid 92.

4 Moone>; A Short History of Sunsets (2004), and Jantz and
Veit, Sunset Legislation and Better Regulation (2010).
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What we heard

Three submissions discussed the concept of a sunset

clause in relation to the ATIPPA. The OIPC is concerned

about specific provisions of 24 statutes and regulations

that are listed in section 5 of the ATIPPA Regulations as

taking precedence over the ATIPPA. It recommended the

ATIPPA be changed to include a sunset clause so that

those designations would automatically expire unless

each statutory review of the ATIPPA recommended re
newal of that protection? The OIPC also expressed con

cern about the current section 30(2)(m), which states it is

not an unreasonable invasion of a third party’s privacy to

release the personal information of someone who has

been dead for 20 years or more. The Commissioner stated

that such release “raises issues of personal dignity for the

deceased as well as surviving family members:’ and rec
ommended “no firm cut-off date after which the privacy

rights of the deceased are completely extinguished:”

The Information Commissioner of Canada and the

Centre for Law and Democracy advocated sunset clauses

that would apply to the various exceptions in the An)’

PA. Commissioner Suzanne Legault claimed such ex

emptions should be “of general application and be time

limited The Centre for Law and Democracy suggested

sunset clauses with protection periods of 15 to 20 years.

that it would apply to all exemptions, and that “protected

information would be available after that tim&”°

Sunset in practice

An article in the Washington Post in December 2012 de

scribed sunset clauses as “democracy’s snooze button:”
often used by the US Congress and extended with little

if any further debate. As examples, the paper cited seven

extensions for the US Parole Commission between 1992

7 Government Ni Submission, 16 June 2014, p 86.
8 Thid 33.
9 Infonnation Commissioner of Canada Submission, 20 Au
gust 2014, pp 3—4.
10 CLD Submission, July 2014, pp 8—9.
II Farenthold, In Congress sunset clauses are commonly passed
but rarelyfollowed through, 12 December 2012.

and 2014, and a failed attempt in 2011 to repeal three
provisions of the Patriot Act, which gave law enforce

ment broad surveillance powers in the wake of the ter
rorist attacks on 11 September 2001. It also traced the
debate and lobby effort to extend the Bush tax credits of
2003, beyond their intended “sunset” date of 2010,

In the United Kingdom, Parliament passed a law in
July 2014 “to put beyond doubt” that requests by British

law enforcement to intercept communications data to

overseas companies operating in the UK would be sub

ject to the Regulation of Investigatory Powers Act 2000.12

Various sections are subject to a sunset clause, and are
to be repealed on 31 December 2016.” The amendments

were partly a reaction to a decision by the European

Court of Justice [ECJJ, which struck down provisions in

the law allowing communications companies to “retain

communications data for law enforcement purposes for

a limited period”4

Privacy interest groups criticized the UK govern
ment for the amendments. The Open Rights Group

complained the government was re-legislating without

Parliamentary scrutiny. in a way that would breach fun

damental rights, and in the process, selling a “dangerous

precedent.”5

Value of sunset ciau5es

In a paper commissioned for Bertelsmann Stiftung, a

non-profit founded by Reinhard Mohu in 1977,16 au

thors Bastian Jantz and Dr. Sylvia Veit pointed to two

main attributes of sunset legislation: (I) it shifts the bur

den of proof from those who would terminate a policy

12 UK The Data Retention and Investigatory Power Bill (2014),

p l
13 UK Data Retention and InveshgatoryPowenAct 2014, s8(3).
14 Supm note 12, p 2.
15 Open Rights Group Briefing to MPs, 14 July 2014.

16 The organization is funded out of profits from Bertdsmann
AG, Germany’s largest media company. Bertdsmann says it is
guided by the principle that ownership of capital brings an obliga
tion to contribute to society. Since its ftmnding in 1977. it claims

to have invested more than $1 billion US in over 700 projects.
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program to those who would renew it, and (2) it requires
a review and evaluation of the usefulness of specific pro
grams and features. The authors add an important caveat

—ideally, sunset legislation “fosters evaluation of activi
ties and policy learning.” although that does not appear
to have happened in the US cases cited above.”

The Bertelsmann Stiftung paper advises against “general
sunset clauseC The authors give two primary reasons
for their position:

General sunset clauses, “especially for primary

legislation:’ can lead to drawn-out decisions

without in-depth study and evaluation before

the expiry date.

Such regimes “diminish the certaintyof the law’m

The study also examined the diminishing support

for sunset clauses and provisions in the United States.
The authors’ findings are consistent with the conclusion

of the Washington Post article cited above. Administer

ing sunset clauses increases the legislative workload;

lobbying intensifies as the expiration date looms; there
is a general lack of evaluation criteria; and there are lim
ited time and resources to do the massive amount of
work that must be completed.

This is the case in Switzerland. a nation with a consti
tutional requirement that “effectiveness of federal mea
sures” be evaluated. The authors cite “an empirical analysis
of 45 federal offices and agencies” that showed “one third

of all agencies do not carry out any evaluation at alC”9

Canadian access to information laws

Canadian provinces and the federal government have

typically followed the European practice of applying

sunset clauses to particular provisions of legislation,
rather than entire programs or agencies. The Canadian

Charter of Rights and Freedoms contains its own paflic

ular sunset provision in section 33(3) and 33(4), better
known as the notwithstanding clause:

(3) A declaration made under subsection (1) shall cease
to have effect five years after it comes into force or on
such earlier date as may be specified in the declaration.
(4) Parliament or the legislature of a province may re-en
act a declaration made under subsection (1).

Canadian access laws have specific provisions that
may keep certain government records off-limits for

specified periods of time, ranging from five years in

Nova Scotia for policy and advice to a public body or
minister to 25 years for decisions of the Conseil du trésor
in Quebec, to a similar period for Cabinet documents in
Saskatchewan. The common element in Canadian ac

cess laws is that the specified time-sensitive exemptions

typically apply to Cabinet records and policy advice and

recommendations to ministers.

For example in the federal government, the protec
tion is 20 years for Cabinet confidences, advice or rec

ommendations, and some law enforcement records.

Discussion papers for Cabinet have no protection if the

related decision has been made public, or if more than

four years have passed since the decision.

Nova Scotia and British CoLumbia have the shortest

exclusion periods for records involving policy advice

and recommendations and Cabinet confidences. Nova

Scotia protects those records for 5 years and 10 years
respectively; British Columbia for 10 years and 15 years.
Saskatchewan is at the other end of the scale, with pro

tection of 25 years for both types of records. Newfound

land and Labrador is near the middle with protection of
15 years for policy advice and 20 years for Cabinet con
fidences.

17 Supra note 4. p3.
18 Ibid 49.

19 IbidI5.
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Issues

The ATIPPA gives rise to two issues related to sunset
dauses—the Act creates categories of information that
are exempt from being disclosed for specified periods of
time, and it allows the Cabinet to specify sections of
laws that prevail over the ATIPPA, without any discus
sion of how long that protection should last, or whether
the protected status should be reviewed.

The matter of those sections prevailing over the
ATIPPA is discussed elsewhere in the Committee’s re

port. However, it is useful to state here that the OIPC

speaks directly to the issue in the context of the need
for a sunset provision in the ATIPPA. The OIPC says
any such exemption should automatically expire unless

Conclusion

it is expressly renewed.W

The ATIPPA protects several types of information
for periods ranging from five years for ministerial
briefing records to 50 years for business tax informa
tion and for labour relations involving the province as
an employer. 50 years is a long time to protect public
documents, and those examples point to the need to
review such time limits to validate the term. It is worth
while to ask if those time limits can be defended, given
the kind of information they protect.

20 OIPC Submission, 16 June 2014, p 86.

The purpose of the ATIPPA is to make government ac
countable to the people, to make information available
with limited exceptions. and to protect and manage per
sonal information collected by and held under the control
of public bodies. Therefore, where the A77PPA establishes
a time limit for the exception protecting a specific type
of information, the length of the time limit for the a
ception should be defensible as a necessary protection.

For example, there is widespread agreement that
Cabinet deliberations should be protected, and that there
should be protection for the advice officials provide for
their ministers. But how long should that protection last?
Protection of 15 years for policy advice and 20 years for
Cabinet confidences puts Newfoundland and Labrador
around the midpoint for Canadian provinces. The OIPC
suggested the Committee consider recommending 15
years for Cabinet confidences, as this is the most com
mon protection period in Canada.” The Centre for Law

and Democracy thought 15 years “seems somewhat rea
sonable:’ but also said “20 years is not bad

21 1b1d16.
22 CLD Transcripi, 24 July 2014, p76.

Records in the Archives related to business interests
of a third party and labour relations of the public body
as an employer are protected for 50 years. This is ex
tnordinary protection for these categories of records,
and while it may be necessary to protect some informa
tion such as business tax records for this period, there
should be a review to determine if such long term pro
tection is warranted, and ff11 is in keeping with the spirit
of the ATIPPA.

The Commissioner made a recommendation about
one specific time limit attached to personal informa
tion, and that relates to a person who has been deceased
for 20 years. The OIPC suggested such information not

have a fixed cut-off date.

These particular sections of the Act would benefit
from additional scrutiny. However, the limited expres
sion of public interest regarding protected disclosure
periods during this review, and the lack of information
on which to exercise judgement on the issues makes it

inappropriate for the Committee to draw conclusions
at this time.
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Recommendations

89. The Committee recommends that the next five-year to assess the time limits for provisions that have
statutory review of the Act be expressly mandated specific protection periods.

1 1 .3 Extractive industries transparency initiative (EITI)

“The public has the right to know what value they are deriving from contracts government makes on their behalf
with companies that profit from the extraction of publicly owned resources.”

—Gerry Rogers, MHA, Submission to the Committee

Origin of the Em

Economists studying large-scale oil and mining projects
in the developing world in the 1980s and 1990s encoun

tered a puzzling set of circumstances. Despite the devel

opment of their vast oil and mining resources, many of
those countries remained poor. In 1993, British econo

mist Richard Auty developed the term “resource curse
thesis” to describe the situation:

The new evidence suggests that not only may re
source-rich countries fail to benefit from a favourable
endowment, they may actually perform worse than less
well-endowed countries. This counterintuitive outcome
is the basis of the resource curse thesis.11

A recent article on the Forbes website described the
resource curse in this way:

The term refers to the commonly observed paradox of a
country or region with significant resource “wealth” be
coming poorer, less competitive, less stable and more
corrupt as result of the resource endowment. Most com
monly, the resource curse is observed in developing
countries with weak mechanisms ofgovernment account
ability and transparency.’1

23 Auty. Sustaining Development in Mineral Economies (1993),

p I.
24 Runde, “EITJ’s Silent Revolution (2014).

Groups such as Human Rights Watch and Oxfam

America lobbied politicians in developed countries to
take the lead and demonstrate a commitment to bring
transparency to the relationship between giant corpora
tions and the national governments of the countries in
which they operate. The idea gained traction in 2002

when United Kingdom Prime Minister Tony Blair
supported the concept, and convened a conference in
London a year later. The initiative is supported by a broad
group, including governments, civil society groups, and
companies in the mining and oil sectors. The statement of

ElTI Principles includes these beliefs:

• “The prudent use of natural resource wealth

should be an important engine for sustainable

economic growth.”

• “Management of natural resource wealth for the
benefit of a country’s citizens is.. .to be exercised

in the interests of their national developmenC

• “A public understanding of government reve

nues and expenditure over time could help pub.

Bc debate and inform choice of appropriate and

realistic options for sustainable development.”

• “Payments’ disclosure in a given country

should involve all extractive industry compa

nies operating in that countryY

25 EITI, The ESTI Principles, June 2003.
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The Efli

The international organization that oversees the Lx
tractive Industries Transparency Initiative (LITI) head
quartered in Oslo, Norway, claims that 80 of the world’s
biggest oil, gas, and mining companies “are committed
to supporting the EITI.”16 Norway was the first nation to
publicly require disclosure of the various payments
made to governments by individual oil companies. In
the four and a half years since, nearly four dozen other
countries have joined, either by becoming compliant
with the new reporting regime or by becoming candi
dates to join the program.

Many of the LIT! countries are resource-rich but
economically poor; they include Burkina Faso, Niger,
Ghana, Sierra Leone, Zambia, Kazakhstan, Kyrgyz Re
public, and Republic of the Congo. Norway is the excep
tion to this group, a rich country with long-developed
social policies and a thriving democracy. Among the can
didates for entry are Honduras, Indonesia, Ukraine, the
United Kingdom. and the United States. Several other
countries are preparing for entry, including Italy and Ger
many. Canada has adopted the EITI principles in its new
Act but has not committed to joining the organization.

Canada

In December 2014, Canada joined the growing interna
tional movement mandating oil, gas, and mining compa
nies to publish an account of the taxes (other than income
and consumption), royalties, and other payments they

make to governments and other entities, when Royal As
sent was given to Bill C43, which enacted the Extractive

Sector Transparency Measures Act.2’ Canada announced
its commitment to establish mandatory reporting for the
extractive industries two and a half years ago at the G8
conference in London.

The government has stated that the purpose of the
Act is to “implement Canada’s international commit
ments to participate in the fight against corruption” with

“measures that enhance transparency and measures that
impose reporting obligations:’28 The Act applies to a
company that falls within either or two categories. One is
a company that is listed on a stock exchange in Canada.
The other is a company that has a place of business in
Canada, does business in Canada, or has assets in the
Canada, and that has met at least two of the following
conditions in at least one of the two preceding years:

• $20 million CAD in assets
• $40 million CAD in revenue
• an avenge of at least 250 employees29

The Act requires companies to publish an annual
report setting out their payments that total at least
$100,000, or another prescribed amount, within a cate
gory of payment to the same government or govern
ment body. The Act lists the following categories ofpay
ments in relation to commercial development of oil, gas,
or minerals:

• taxes, other than consumption taxes and per
sonal income taxes

• royalties
• fees, including rental fees, entry fees and regu

latory charges, as well as fees or other consider
ation for licenses, permits or concessions;

• production entitlements;
• bonuses, including signature, discovery and

production bonuses;
• dividends, other than dividends paid to ordi

nary shareholders;
• infrastructure improvement payments; or
• any other prescribed category of payment.’°

The Act stipulates that a payment must be reported,
whether it is monetary or in kind. The Ad is not yet in
force, and some matters may need to be addressed before
it is implemented. For example, the requirement to dis
close payments is subject to regulations that the federal
Cabinet may make respecting the payments that are to be

28 Thids6.
29 Ibids8.
30 Thids2.

26 EITI Factsheet 2014.
27 Extra ctive Sector Transparency Measures Act, being Part 4,
Division 28 of the Economic Action Plan 2014 Act1 No.2, SC 2014,
c 39. As of the writing of this report, not proclaimed in force.
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disclosed. There may also need to be some definition in

the provision allowing a company that reports in another

jurisdiction to be considered as having met the reporting
requirements under the Act, provided the requirements

of the other jurisdiction are an acceptable substitute.3’

Similar to legislation in the United Kingdom, the

Canadian legislation sets out a range of offences and pen

alties. Companies can be fined up to $250,000 for failing

to make an annual report, failing to comply with a minis

terial audit, knowingly making false or misleading state
ments, or providing false or misleading information. The

company can also be fined if it structures payments, other
financial obligations, or gifts “with the intention ofavoid

ing the requirement to report those payments, obliga
tions or gifts in accordance with the ActY2

Consultations

The Canadian legislation was developed after the govern

ment consulted with the provinces and territories, aborig

inal entities, industry, and various civil society groups.33

The consultation produced general support for the initia

tive. However, differences emerged between the oil and

gas industry and civil society groups. Through their in

dustry association, the Canadian Association of Petro

learn Producers (CAP!’), oil and gas companies expressed

concern about the reporting detail that will be required in
order to comply with the Act, especially at the provincial

level. The industry prefers reporting only “publicly avail

able data” below the subnational level, which suggests

maintaining the status quo reporting requirement where

only aggregate data is reported. CAPP argued that this ap

proach is “both warranted and defensible:’ and preferable

to reporting in all jurisdictions across the country.

[Riequiring subnational reporting at the provincial and
municipal levels will only result in unnecessary complexi
ty. duplication and administrative burden on an industry
that is one of the leading driven of the national economy.
Consequently, CAP? recommends that an “Adaptive Ira-

plementation” approach for sub-federal reporting, similar
to the US., be adopted by the government of Canada)”

Publish What You Pay-Canada, pan of a global net

work of civil society organizations lobbying for universal

adoption of EITI standards, rejected the argument by

CAPP and others that companies should be exempt

from disclosing payments made to provincial govern

ments within Canada:

Providing an exemption for domestic payment reporting
would deprive Canadians of critical information about
their extractive sector, which generates 16.5% of Canada’s

GD? and dose to 1.5 miUion jobs. Payment disclosure in
Canada will have the same anti-corruption and resource
governance impacts as it does in other countries around
the world. Firstly. domestic payment disclosure will
highlight the economic benefits of extflctiDn. Canadians

have a right to dear, accurate information about the pay
ments received by governments for the development of
their resources. Secondly. it will inform public debates

about resource extraction.”

Current status

The United Kingdom enacted EITI compliance regula

tions” in the fall of 2014. Companies will have to comply

with effect from the financial year starting on or after I

January2015. The government faced criticism that stan

dard EITI frameworks are hard to enforce, and therefore

easy for extractive industries to ignore. As a result of a

consultation it carried out between March and May

2014, the government decided that a public approach to

enforcement would be best. Presumably companies

would want to avoid “reputational damage that could re

sult from publicity” as well as penalties.” If a company

fails to report, it will receive a letter from Companies

House, the registrar of the company registration body in

the UK. The registrar will request that the company com

ply within 28 days unless the company shows it is not

34 CAP?, Response to the Federal Government’s Consultation
Paper (2014).
35 Publish What You Pay-Canada. Letter to Natural Resources
Canada on EITI, 9 May 2014.
36 The Report on Payments to Governments Regulations 2014,
SI 2014/3209.
37 “UK Implementation ofEuArcountingDimctive” (2010), p 17.

31 Ibids 10(2),
32 Ibids24(3).

33 Canada Consultation — Mandatory Reporting Standards for
the Extractive Sector,
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required to do so. The company’s response to the regis

trar’s letter is then posted on the Companies House

website. If a company that is required to report EITI

compliance fails to do so within 28 days of the registrar’s

letter, it and every director of that company commits an

offence. A person found guilty of an offence is subject to

a fine,

The United States was accepted as an LIT! candi

date in March 2014 and has two years to produce its first

report?° However, its plan to implement the initiative

has met with legal challenges. Some industry and busi

ness organizations were successful at the District Court

level in opposing the requirement that they disclose

payments made to foreign governments or the US fed

eral government.” The judge in the case ordered the

Securities and Exchange Commission (SEC) to redraft

its order on reporting payments.

Civil society groups became concerned when the

SEC left EITI off its list of priorities for 2014.° In the

spring of 2014, several groups called on the Commis

sion to swiftly reissue “a strong implementing rule” to

require reporting of oil, gas, and mining payouts to gov

ernments.4’ In the latest development, Oxfam America

has sued the SEC “to force it to finish rewriting congres

sionally mandated rules” with respect to the EITL°

38 www.eiti.org.
39 Judge Vacates SEC Dodd-Frank Rule for Extractive Indus
tries, Just Anti-Comiption, July 2013.

40 ‘SEC omits enmcfive industry nila from its 2011 priority
list’ Thompson ReuLers Foundation, 9 December 2013.
4! CiviI society urges SEC to reissue a strong rule,” Publish
What You Pay.
42 SEC sued over delay in oil payment transparency rule,”
Houston Chronicle, IS September2014.

What we heard

Despite not having joined the EITI, the Canadian
government supports the EITI organization financially.

During its consultations, Canada proposed to develop

regulations during the winter of 2015, and have the leg

islation come into force by 1 April 2015. However, it is

unclear how or whether the new reporting regime will

affect the provinces and territories, or how they will leg

islate in this area. The federal government has stated it

prefers having provincial and territorial securities regu

lators implement the standards, since provinces have

jurisdiction over resource royalties and securities law.

The federal law is expected to establish the legislative

pattern for the provinces “that would allow for provin

cial/territorial equivalency,”

Currently, the ATIPPA expressly forbids the public

release of tax and royalty information in the kind ofde

tail advocated in the LIT! initiative. Consequently, in

Newfoundland and Labrador, payments from the ex

tractive sector are reported in aggregated form in the

public accounts. For example, offshore oil royalties are

reported in the Newfoundland and Labrador budget

estimates under a single heading, “Offshore Royalties’’

Revenue from several mines operating in the province is

reported in the same manner, and classified as “Mining

Tax and Royalties.” There is no breakdown by company

or mine. Section 27(2) of the Act sets out the rules:

The head of a public body shall refuse to disclose to an ap
plicant information that was obtained on a tax return,
gathered for the purpose of determining tax liability or col
lecting a tax, or royalty information submitted on royalty
returns, except where that information is non-identifying
aggregate royalty infonnation.

43 Supra note 33.
44 N]. Estimates, 2014, v.

At the hearings, Suzanne Legault, the Information

Commissioner of Canada, raised the EITI issue with the

Committee. She noted that access legislation should be

consistent with such initiatives:
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These are initiatives that are occurring in the context of
Open Government. which I think have an impact on what
we put in, in ow legislation. lithe international movement
is that this kind oi information should be disclosed.. when
we do look at our freedom of information legulation, we

should make sure were consistent with that’

The New Democratic Party advocated repealing the

present section 27(2) and returning to the pre—Bill 29

45 Information Commissioner of Canada Transcript, 18 Au
gust 2014, pp 15—16.

Con ci u sion

version. The NDP also stated its position on royalty in

formation as it relates to publicly owned resources:

It is outrageous that the public is denied knowledge of what
value they are receiving for their resources—especially in
the case where those resources are non-renewabl&’

Provincial officials in the Department of Natural

Resources told the Committee they are delaying action

until they can study the federal legislation.

46 New Democratic Party Submission, 26 June 2014. p 12.

While the Government of Canada has passed the Ex

tractive Sector Transparency Measures Act, it still must

develop regulations and bring the new law into force.
And it is uncertain what legislative provisions other
Canadian jurisdictions will enact.

What is clear is that Section 27(2) of the ATIPPA

runs counter to both the concept described in the feder
al Act and the developing international reporting
framework, since it forbids the head of a public body
from releasing disaggregated royalty information, or

other information contained on a tax return.

This matter involves a policy decision for the gov
ernment of Newfoundland and Labrador, and as such,
it is outside the mandate of this Committee to make a
recommendation. However, given the developments
in implementing the EITI worldwide, including in
Canada, the Committee believed it was important in
the review of an access to information statute to dis
cuss the issue and draw public attention to it.
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Chapter Twelve

RECOMMENDED STATUTORY CHANGES

Early in its work, the Committee conduded that ad
dressing the various issues raised by the many concerns
of citizens, as well as the concerns of the Commissioner,
would require a major overhaul of the existing AT1PPA.

The Committee decided that, when writing its report
and explaining its conclusions, it would be best to ex
press its recommendations in general terms instead of
trying to specify the precise statutory language for each
change being proposed. The Committee would later
draft the precise legislative provisions based on those
recommendations.

There were two reasons for this approach. The first
is that the proposed changes are sufficiently extensive
that expressing the recommendations in precise statuto
ry amendment language could cause the recommenda
tions to appear disjointed and make the report consid
erably more difficult for readers to follow. The second
reason is that having the final recommendations ex
pressed in the context of a draft bill would make it easier
for readers to assess the overall impact of each statutory
change being recommended.

As a result the provisions of the draft bill should be
viewed as the Committee’s specific recommendations.

The Committee acknowledges that the content of
the draft bill is not totally new. The workload of the
Committee has been reduced significantly because we
have been able to simply transfer to the revised statute
the many provisions of the existing ATIPPA that work
quite well. Existing provisions have been retained to the
maximum extent consistent with providing for the major

changes the Committee is recommending.
The Committee recognizes that it has made recom

mendations involving a wide variety of changes to stat
utory provisions and to the existing approach to providing
access to publicly held information and protection of
personal information held by public bodies. Implement.
ing those changes will likely result in substantial adjust
ment to existing practices and procedures of public
bodies and the Office of the information and Privacy
Commissioner, and may well involve some increase in
cost to Government.

The Committee was sensitive to those possibilities
when it was considering the information before it and
the recommendations it would make. However, the
Committee’s mandate included making recommenda
tions that would produce a user-friendly statute which,
when measured against international standards, will
rank among the best. This we have endeavoured to do.

It may be necessary to implement the recommen
dations in stages, in order to allow time for development
of new or significantly adjusted practices and proce
dures, or the making of budgetary decisions for any in
creased costs. That is a policy decision for Government
and not a matter on which the Committee should make
further comment.

What follows is the full text of the proposed bill that
the Committee recommends be submitted to the House
of Assembly to achieve the desired improvements in the
practices and procedures in place to provide for access
to information and protection of privacy.
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RecommendoNons

The Committee recommends that

90. The draft bill attached, be presented to the House of

Assembly for consideration, and that

(a) The Commissioner be consulted on the

draft bill but care should be taken to ensure

that the Committee’s concerns respecting

timeliness and practices and procedures in

(he Office of the Information and Privacy

Commissioner are addressed.

(b) Consideration be given to phasing in the

provisions of any resulting enactment in a

manner that will allow appropriate time

for implementation.

(c) Where the House of Assembly enacts any

of the Committee’s recommendations, the

Minister of the Office of Public Engage

ment report to the House of Assembly,

within one year of such enactment, on the

progress of its implementation.
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THE DRAFT BILL

EXPLANATORY NOTES

This Draft Bill would revise the law respecting access to records and protection of personal information held
by public bodies. The Bill would maintain the ombuds model for access and personal information protection but
give the commissioner decision-making power in certain procedural matters. With respect to access to a record or
correction of personal information, the Bill would

• provide a public interest override for specified discretionary exceptions to access;
• require anonymity in most requests;
• require the access and privacy coordinator to be the only person on behalf of a public body to communicate

with an applicant or third party;
• enable disclosure of datasets;
• require the commissioner’s approval before a public body disregards a request;
• provide for extensions of time beyond 20 business days only where approved by the commissioner, whose

decision is final;
• eliminate application fees and reduce the costs to access records, with disputes respecting an estimate or

waiver of costs to be determined by the commissioner, whose decision is final;
• remove the mandatory exemption from disclosure of briefing materials created for ministers assuming new

portfolios or preparing for a sitting of the House of Assembly;
• revise the exceptions to access in the provisions respecting cabinet confidences, policy advice or recom

mendations, legal advice, information from a workplace investigation, third party business interests, disclo
sure harmful to personal privacy, and disclosure of statutory office records;

• provide for and require a more expeditious complaint and investigation process;
• allow a third party’ to complain to the commissioner or commence an appeal directly in the ThaI Division of a

public body’s decision to disclose the third party’s business information or personal information to an applicant;
• where the commissioner recommends access to a record or correction of personal information, require the

head of a public body either to comply with the commissioner’s recommendation or seek a declaration in
the Thai Division that the head is not required bylaw to comply; and

• enable the commissioner to file an order of the court in the circumstances where the head of a public body
fails to comply with the commissioner’s recommendation to grant access to a record or make a correction
to personal information or fails to seek a declaration.

With respect to privacy, the Bill would

require public bodies to notify affected individuals of a privacy breach that creates a risk of significant harm
to the individual and to report all privacy breathes to the commissioner;

• require government departments to prepare privacy impact assessments during the development of pro
grams or services unless a preliminary assessment of the program or service indicates a full assessment is
not necessary;

cHAPTER £2 341

CIMFP Exhibit P-04470 Page 350



• provide for privacy investigations on the commissioner’s own motion or on receipt of a complaint by an
individual or by a representative of a group of individuals;

• require the commissioner to prepare a report following a privacy investigation and require the head of a

public body to respond to that report, and enable certain recommendations to be filed as orders of the court;

• where the commissioner recommends that a public body stop collecting, using or disclosing personal

information in contravention of the Act or destroy personal information collected in contravention of the

Act, require the head of a public body either to comply with the commissioner’s recommendation or seek a

dedaration in the Trial Division that the head is not required by law to comply; and
• provide for an order that the Trial Division may make.

The Bill would strengthen the role of the Office of the Information and Privacy Commissioner as an advocate

for access and protection of personal information. The Bill would

• provide an appointment process, term and salary that supports the independence of the commissioner;

• give the commissioner the power to review cabinet records, solicitor-client privfleged records and other

records in the custody or under the control of a public body. except for some of the records to which the

Act does not apply;

• give the commissioner the power to carry out investigations and audits and make special reports to the

House of Assembly; and

• require the commissioner to create a standard template for the publication of information by public bodies

and to review proposed bills that could have implications for access to information and protection of privacy.

The Bill would make further changes to

• expand the application of the Act to corporations and other entities that are owned by or created by or for

municipalities; and

• strengthen the offence provision.

ADRAFF BILL

AN ACT TO PROVIDE THE PUBLIC WITh ACCESS TO INFORMATION AND PROTECTION OF PRIVACY

Analysis

1. Shod title

PART I

INTERPRETATION

2. Definitions

3. Purpose

4. Schedule of excluded public bodies
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5. Application

6. Relationship to Personal Health information Act

7. Conflict with other Acts

PART II

ACCESS AND CORRECTION

DIVISION 1

THE REQUEST

8. Right of access

9. Public interest

10. Right to request correction of personal information

11. Making a request

12. Anonymity

13. Duty to assist applicant

14. Transferring a request

15. Advisory response

16. Time limit for final response

17. Content of final response for access

18. Content of final response for correction of personal information

19. Third party notification

20. Provision of information

21. Disregarding a request

22. Published material

23. Extension of time limit

24. Extraordinary circumstances

25. Costs

26. Estimate and waiver of costs
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DIVISION 2

EXCEPTIONS TO ACCESS

27. Cabinet confidences

28. Local public body confidences

29. Policy advice or recommendations

30. Legal advice

31. Disclosure harmful to law enforcement

32. Confidential evaluations

33. Information from a workplace investigation

34. Disclosure harmful to intergovernmental relations or negotiations

35. Disclosure harmful to the financial or economic interests of a public body

36. Disclosure harmful to conservation

37. Disclosure harmful to individual or public safety

38. Disclosure harmful to labour relations interests of public body as employer

39. Disclosure harmful to business interests of a third party

40. Disclosure harmful to personal privacy

41. Disclosure of House of Assembly service and statutory office records

DIVISION 3

COMPLAINT

42. Access or correction complaint

43. Burden of proof

44. Investigation

45. Authority of commissioner not to investigate a complaint

46. Time limit for formal investigation

47. Recommendations

48. Report

344 I ATIPPA 2014 STATUTORY REVIEW — voLUME TWO

CIMFP Exhibit P-04470 Page 353



49. Response of public body

50. Head of public body seeks declaration in court

51. Filing an order with the Trial Division

DIVISION 4

APPEAL TO THE TRIAL DIVISION

52. Direct appeal to Thai Division by an applicant

53. Direct appeal to Trial Division by a third party

54. Appeal of public body decision after receipt of commissioner’s recommendation

55. No right of appeal

56. Procedure on appeal

57. Practice and procedure

58. Solicitor and client privilege

59. Conduct of appeal

60. Disposition of appeal

PART III

PROTECTION OF PERSONAL INFORMATION

DIVISION I

COLLECTION, USE AND DISCLOSURE

61. Purpose for which personal information may be collected

62. How personal information is to be collected

63. Accuracy of personal information

64. Protection of personal information

65. Retention of personal information

66 Use of personal information

67. Use of persona! information by post.secondary educational bodies

68. Disclosure of personal information

CHAPTER II 345

CIMFP Exhibit P-04470 Page 354



69. Definition of consistent purposes

70. Disclosure for research or statistical purposes

71. Disclosure for archival or historical purposes

72, Privacy impact assessment

DIVISION 2

PRiVACY COMPLAINT

73. Privacy complaint

74. Investigation — privacy complaint

75. Authority of commissioner not to investigate a privacy complaint

76. Recommendations — privacy complaint

77. Report — privacy complaint

78. Response of public body — privacy complaint

79. Head of public body seeks declaration in court

80. Filing an order with the Trial Division

DIVISION 3

APPLICATION TO THE TRIAL DIVISION FOR A DECLARATION

81. Practice and procedure

82. Solicitor and client privilege

83. Conduct

84. Disposition

PART N

OFFICE AND POWERS OF THE INFORMATION AND PRIVACY COMMISSIONER

DIVISION 1

OFFICE

85. Appointment of the Information and Privacy Commissioner

86. Status of the commissioner
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87. Term of office

88. Removal or suspension

89. Acting commissioner

90. Salary, pension and benefits

91. Expenses

92. Commissioner’s staff

93. Oath of office

94. Oath of staff

DIVISION 2

POWERS OF THE COMMISSIONER

95. General powers and duties of commissioner

96. Representation during an investigation

97. Production of documents

98. Right of entry

99. Admissibility of evidence

100. Privilege

101. Section 8.1 of the Evidence Act

102. Disclosure of information

103. Delegation

104. Protection from liability

105. Annual report

106. Special report

107. Report — investigation or audit

PART V

GENERAL

108, Exercising rights of another person

109. Designation of head by local public body
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110. Designation and delegation by the head of a public body

111. Publication scheme

112. Amendments to statutes and regulations

113. Report of minister responsible

114. Limitation of liability

115. Offence

116. Regulations

117. Review

118. Transitional

119. Consequential amendments

120. Repeal

121. Commencement

SCHEDULE I
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Belt enacted by the Lieutenant-Governor and House ofAssembly in Legislative Session convened, as follows:

Short tide

This Act may be cited as the Access to Information and Protection ofPrivacy Act, 2015.

PART I
INTERPRETATION

Definitions

2. Inthis Act

(a) “applicant” means a person who makes a request under section 11 for access to a record, including a
record containing personal information about the person, or for correction of personal information;

(b) “business day” means a day that is not a Saturday, Sunday or a holiday;

(c) “Cabinet” means the executive council appointed under the Executive Council Act, and includes a com
mittee of the executive council;

(d) “commissioner” means the Information and Privacy Commissioner appointed under section 85;

(e) “complaint” means a complaint filed under section 42;

(0 “coordinator” means the person designated by the head of the public body as coordinator under subsec
tion 110(1);

(g) “dataset” means information comprising a collection of information held in electronic form where all or
most of the information in the coUection

(i) has been obtained or recorded for the purpose of providing a public body with information in
connection with the provision of a service by the public body or the carrying out of another function of
the public body,

(ii) is factual information

(A) which is not the product of analysis or interpretation other than calculation, and

(B) to which section 13 of the Statistics Agency Act does not apply, and

(iii) remains presented in a way that, except for the purpose of forming part of the collection, has not
been organized, adopted or otherwise materially altered since it was obtained or recorded;

(h) “educational body” means

(i) Memorial University of Newfoundland,

(ii) College of the North Atlantic,

(iii) Centre for Nursing Studies,

(iv) Western Regional School of Nursing,

(v) a school board, school district constituted or established under the Schools Act, 1997, including the
conseil scolaire francophone, and

(vi) a body designated as an educational body in the regulations made under section 116;
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(I) “employee’ in relation to a public body, includes a person retained under a contract to perform services
for the public body;

(j) “head”, in relation to a public body, means

(i) in the case of a department, the minister who presides over it,

(H) in the case of a corporation, its chief executive officer.

(iii) in the case of an unincorporated body, the minister appointed under the Executive Council Act to
administer the Act under which the body is established, or the minister who is otherwise responsible
for the body,

(iv) in the case of the House of Assembly the speaker and in the case of the statutory offices as defined
in the House ofAssembly Accountability, Integrity and Administration Act, the applicable officer of each
statutory office, or

(v) in another case, the person or group of persons designated under section 109 or in the regulations
as the head of the public body;

(k) “health care body” means

(i) an authority as defined in the Regional Health Authorities Act,

(ii) the Mental Health Care and Treatment Review Board,

(iii) the Newfoundland and Labrador Centre for Health Information, and

(iv) a body designated as a health care body in the regulations made under section 116;

(I) ‘House of Assembly Management Commission” means the commission continued under section 18 of
the House ofAssembly Accountability, Integrity and Athninistration Act;

(in) “judicial administration record” means a record containing information relating to a judge, master or
justice of the peace, including information respecting

(i) the scheduling of judges, hearings and trials,

(ii) the content of judicial training programs,

(iii) statistics of judicial activity prepared by or for a judge,

(iv) a judicial directive, and

(v) a record of the Complaints Review Committee or an adjudication tribunal established under the
Provincial Court Act, 1991;

(n) “law enforcement” means

(i) policing, including criminal intelligence operations, or

(ii) investigations, inspections or proceedings conducted under the authority of or for the purpose of
enforcing an enactment which lead to or could lead to a penalty or sanction being imposed under the
enactment;

(o) “local government body” means

(i) the City of Corner Brook,

(II) the City of Mount Pearl,
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(ill) the City of St. John’s,

(iv) a municipality as defined in the Municipalities Act, 1999, and

(v) a body designated as a local government body in the regulations made under section 116;

(p)”local public body” means

(i) an educational body,

(ii) a health care body and

(iii) a local government body;

(q) “minister” means a member of the executive council appointed under the Executive Council Act;

(r) “minister responsible for this Act” means the minister appointed under the Executive Council Act to ad
minister this Act;

(s) “officer of the House of Assembly” means the Speaker of the House of Assembly, the Clerk of the House of
Assembly, the Chief Electoral Officer, the Auditor General of Newfoundland and Labrador, the Commis
sioner for Legislative Standards, the Citizens’ Representative, the Child and Youth Advocate and the Infor
mation and Privacy Commissioner, and a position designated to be an officer of the House of Assembly by
the Act creating the position;

(t) “person” includes an individual, corporation, partnership, association, organization or other entity;

(u)”personal information” means recorded information about an identifiable individual, including

(i) the individual’s name, address or telephone number,

(ii) the individual’s race, national or ethnic origin, colour, or religious or political beliefs or associa
tions,

(lii) the individual’s age, sex, sexual orientation, marital status or family status,

(iv) an identifying number, symbol or other particular assigned to the individual,

(v) the individual’s fingerprints, blood type or inheritable characteristics,

(vi) information about the individual’s health care status or history, including a physical or mental
disability,

(vii) information about the individual’s educational, financial, criminal or employment status or history,

(viii) the opinions of a person about the individual, and

(ix) the individual’s personal views or opinions, except where they are about someone else;

(v) “privacy complaint” means a privacy complaint filed under subsection 73(1) or (2) or an investigation
initiated on the commissioner’s own motion under subsection 73(3);

(w) “privacy impact assessment” means an assessment that is conducted by a public body as defined under
subparagraph (x)O) to determine if a current or proposed program or service meets or will meet the re
quirements of Part Ill of this Act;

(x) “public body” means

(i) a department created under the Executive CouncilAct, or a branch of the executive government of
the province,
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(ii) a corporation, the ownership of which, or a majority of the shares of which is vested in the Crown,

(iii) a corporation, commission or body, the majority of the members of which, or the majority of
members of the board of directors of which are appointed by an Act, the Lieutenant-Governor in
Council or a minister,

(iv) a local public body.

(v) the House of Assembly and statutory offices, as defined in the House ofAssembly Accountability
Integrity and Athninistration Act, and

(vi) a corporation or entity owned by or created by or for a local government body or group of local
government bodies,

and includes a body designated for this purpose in the regulations made under section 116, but does not
include

(vii) the constituency office of a member of the House of Assembly wherever located,

(viii) the Court of Appeal, the Trial Division, or the Provincial Court, or

(ix) a body listed in Schedule II;

(y) “record” means a record of information in any form, and includes a dataset, information that is machine
readable, written, photographed, recorded or stored in any manner, but does not include a computer pro
gram or a mechanism that produced records on any storage medium;

(z) “remuneration” includes salary, wages, overtime pay, bonuses, allowances, honorariums, severance pay, and
the aggregate of the contributions of a public body to pension, insurance, health and other benefit plans;

(aa) “request” means a request made under section 11 for access to a record, including a record containing per
sonal information about the applicant, or correction of personal information, unless the context indicates
otherwise;

(bb)”Schedule II” means the schedule of bodies excluded from the definition of public body; and

(cc) “third party’c in relation to a request for access to a record or for correction of personal information, means
a person or group of persons other than

(i) the person who made the request, or

(ii) a public body.

Purpose

3. (1) The purpose of this Act is to facilitate democracy through

(a) ensuring that citizens have the information required to participate meaningfully in the democratic process;

(b) increasing transparency in government and public bodies so that elected officials, officers and employees of
public bodies remain accountable; and

(c) protecting the privacy of individuals with respect to personal information about themselves held and used
by public bodies,

(2) The purpose is to be achieved by
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Ca) giving the public a right of access to records;

(b) giving individuals a right of access to, and a right to request correction of, personal information about
themselves;

Cc) specifying the limited exceptions to the rights of access and correction that are necessary to

(i) preserve the ability of government to function efficiently as a cabinet government in a parliamenta
ry democracy.

(ii) accommodate established and accepted rights and privileges of others, and

(iii) protect from harm the confidential proprietary and other rights of third parties;

Cd) providing that some discretionary exceptions will not apply where it is clearly demonstrated that the public
interest in disclosure outweighs the reason for the exception;

(e) preventing the unauthorized collection, use or disclosure of personal information by public bodies; and

CO providing for an oversight agency that

(i) is an advocate for access to information and protection of privacy,

(ii) facilitates timely and user friendly application of this Act,

(iii) provides independent review of decisions made by public bodies under this Act,

(iv) provides independent investigation of privacy complaints.

(v) makes recommendations to government and to public bodies as to actions they might take to bet
ter achieve the objectives of this Act, and

(vi) educates the public and public bodies on all aspects of this Act.

(3) This Act does not replace other procedures for access to information or limit access to information that is
not personal information and is available to the public.

Schedule of excluded public bodies

4. When the House of Assembly is not in session, the Lieutenant-Governor in Council, on the recommendation of
the House of Assembly Management Commission, may by order amend Schedule 11, but the order shall not contin
ue in force beyond the end of the next sitting of the House of Assembly.

Application

5. (1) This Act applies to all records in the custody of or under the control of a public body but does not apply to

(a) a record in a court file, a record of a judge of the Court of Appeal, Trial Division, or Provincial Court, a
judicial administration record or a record relating to support services provided to the judges of those courts;

(b) a note, communication or draft decision of a person acting in a judicial or quasi-judicial capacity;

Cc) a personal or constituency record of a member of the House of Assembly. that is in the possession or con
trol of the member;

Cd) records of a registered political party or caucus as defined in the House ofAssembly Accountability. Integrity
and Administration Act;
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(e) a personal or constituency record of a minister;

(f) a record of a question that is to be used on an examination or test;

(g) a record containing teaching materials or research information of an employee of a post-secondary educa
tional institution;

(h) material placed in the custody of the Provincial Archives of Newfoundland and Labrador by or for a person
other than a public body;

(i) material placed in the archives of a public body by or for a person other than the public body;

(3) a record relating to a prosecution if all proceedings in respect of the prosecution have not been completed;

(k) a record relating to an investigation by the Royal Newfoundland Constabulary if all matters in respect of
the investigation have not been completed;

(1) a record relating to an investigation by the Royal Newfoundland Constabulary that would reveal the identi
ty of a confidential source of information or reveal information provided by that source with respect to a law
enforcement matter; or

(m) a record relating to an investigation by the Royal Newfoundland Constabulary in which suspicion of guilt
of an identified person is expressed but no charge was ever laid, or relating to prosecutorial consideration of
that investigation.

(2) This Act

(a) is in addition to existing procedures for access to records or information normally available to the public,
including a requirement to pay fees;

(b) does not prohibit the transfer, storage or destruction of a record in accordance with an Act of the province
or Canada or a by-law or resolution of a local public body;

(c) does not limit the information otherwise available by law to a party in a legal proceeding; and

(d) does not affect the power of a court or tribunal to compel a witness to testify or to compel the production of
a document.

Relationship to Personal Health Information Act

6.0) Notwithstanding section 5, but except as provided in sections 92 to 94, this Act and the regulations shall not
apply and the Personal Health Information Act and regulations under that Act shall apply where

(a) a public body is a custodian; and

(b) the information or record that is in the custody or control of a public body that isa custodian is persona)
health information.

(2) For the purpose of this section “custodian” and “personal health information” have the meanings ascribed
to them in the Personal Health Information Act.
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Conflict with other Acts

7.0) Where there is a conflict between this Act or a regulation made under this Act and another Act or regulation
enacted before or after the coming into force of this Act, this Act or the regulation made under it shall prevail.

(2) Notwithstanding subsection (1), where access to a record is prohibited or restricted by, or the right to access
a record is provided in a provision designated in Schedule I, that provision shall prevail over this Act or a regulation
made under it.

(3) When the House of Assembly is not in session, the Lieutenant-Governor in Council may by order amend
Schedule I, but the order shall not continue in force beyond the end of the next sitting of the House of Assembly.

PART U

ACCESS AND CORRECTION

DIVISION 1 THE REQUEST

Right of access

8.0) A person who makes a request under section 11 has a right of access to a record in the custody or under the
control of a public body. including a record containing personal information about the applicant.

(2) The right of access to a record does not extend to information excepted from disclosure under this Act, but if it
is reasonable to sever that information from the record, an applicant has a right of access to the remainder of the record.

(3) The right of access to a record may be subject to the payment, under section 25, of the costs of reproduc
tion, shipping and locating a record.

Public interest

9. (1) Where the head of a public body may refuse to disclose information to an applicant under a provision listed
in subsection (2), that discretionary exception shall not apply where it is clearly demonstrated that the public inter
est in disclosure of the information outweighs the reason for the exception.

(2) Subsection (1) applies to the following sections:

(a) section 28 (local public body confidences);

(b) section 29 (policy advice or recommendations);

(c) subsection 300) (legal advice);

(d) section 32 (confidential evaluations);

(e) section 34 (disclosure harmful to intergovernmental relations or negotiations);

(0 section 35 (disclosure harmfiul to the financial or economic interests of a public body);

(g) section 36 (disclosure harmful to conservation); and

(h) section 38 (disclosure harmftil to labour relations interests of public body as employer).

(3) Whether or not a request for access is made, the head of a public body shall, without delay, disclose to the pub
lic, to an affected group of people or to an applicant. information about a risk of significant harm to the environment or
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to the health or safety of the public or a group of people, the disclosure of which is dearly in the public interest.

(4) Subsection (3) applies notwithstanding a provision of this Act.

(5) Before disclosing information under subsection (3), the head of a public body shall, where practicable.
give notice of disclosure in the form appropriate in the circumstances to a third party to whom the information
relates.

Right to request correction of personal information

10. (1) An individual who believes there is an error or omission in his or her personal information may request
the head of the public body that has the information in its custody or under its control to correct the information.

(2) A cost shall not be charged for a request for correction of personal information or for a service in re
sponse to that request

Making a request

11. (1) A person may access a record or seek a correction of personal information by making a request to the
public body that the person believes has custody or control of the record or personal information.

(2) A request shall

(a) be in the form set by the minister responsible for this Act;

(b) provide sufficient details about the information requested so that an employee familiar with the records
of the public body can identify and locate the record containing the information with reasonable efforts;
and

(c) indicate how and in what form the applicant would prefer to access the record

(3) An applicant may make an oral request for access to a record or correction of personal information where
the applicant

(a) has a limited ability to read or write English; or

(b) has a disability or condition that impairs his or her ability to make a request.

(4) A request under subsection (2) may be transmitted by electronic means.

Anonymity

12. (1) The head of a public body shall ensure that the name and type of the applicant is disclosed only to the
individual who receives the request on behalf of the public body, the coordinator, the coordinator’s assistant and,
where necessary, the commissioner.

(2) Subsection (1) does not apply to a request

(a) respecting personal information about the applicant; or

(b) where the name of the applicant is necessary to respond to the request and the applicant has consented to
its disdosure.
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(3) The disclosure of an applicant’s name in a request referred to in subsection (2) shall be limited to the
extent necessary to respond to the request.

(4) The limitation on disclosure under subsection (1) applies until the final response to the request is sent to
the applicant.

Duty to assist applicant

13. (1) The head of a public body shall make every reasonable effort to assist an applicant in making a request and
to respond without delay to an applicant in an open, accurate and complete manner.

(2) The applicant and the head of the public body shall communicate with one another under this Part
through the coordinator.

Transferring a request

14. (1) The head of a public body may, upon notifying the applicant in writing, transfer a request to another pub
lic body not later than S business days after receiving it, where it appears that

(a) the record was produced by or for the other public body; or

(b) the record or personal information is in the custody of or under the control of the other public body.

(2) The head of the public body to which a request is transferred shall respond to the request, and the provi
sions of this Act shall apply, as if the applicant had originally made the request to and it was received by that public
body on the date it was transferred to that public body.

Advisory response

15. (1) The head of a public body shall, not more than 10 business days after receiving a request, provide an advi
sory response in writing to

(a) advise the applicant as to what will be the final response where

(i) the record is available and the public body is neither authorized nor required to refuse access to the
record under this Act, or

(ii) the request for correction of personal information is justified and can be readily made; or

(b) in other cfrcunistances, advise the applicant of the status of the request.

(2) An advisory response under paragraph (0(b) shall inform the applicant about one or more of the follow
ing matters, then known:

(a) a circumstance that may result in the request being refused in full or in part;

(b) a cause or other factor that may result in a delay beyond the time period of 20 business days and an esti
mated length of that delay, for which the head of the public body may seek approval from the commissioner
under section 23 to extend the time limit for responding;

(c) costs that may be estimated under section 26 to respond to the request;

(d) a third party interest in the request; and
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(e) possible revisions to the request that may facilitate its earlier and less costly response.

(3) The head of the public body shall, where it is reasonable to do so, provide an applicant with a further ad
visory response at a later time where an additional circumstance, cause or other factor, costs or a third party interest
that may delay receipt of a final response, becomes known.

Time limit for final response

16. (1) The head of a public body shall respond to a request in accordance with section 17 or 18, without delay
and in any event not more than 20 business days after receiving it, unless the time limit for responding is extended
under section 23.

(2) Where the head of a public body fails to respond within the period of 20 business days or an extended
period, the head is considered to have refused access to the record or refused the request for correction of personal
information.

Content of final response for access

17. (1) In a final response to a request for access to a record, the head of a public body shall inform the applicant
in writing

(a) whether access to the record or part of the record is granted or refused;

(b) if access to the record or part of the record is granted, where, when and how access will be given; and

(c) if access to the record or part of the record is refused,

(i) the reasons for the refusal and the provision of this Act on which the refusal is based, and

(ii) that the applicant may file a complaint with the commissioner under section 42 or appeal directly
to the Trial Division under section 52, and advise the applicant of the applicable time limits and how to
file a complaint or pursue an appeal.

(2) Notwithstanding paragraph (fl(c), the head of a public body may in a final response refuse to confirm or
deny the existence of

(a) a record containing information described in section 31;

(b) a record containing personal information of a third party if disclosure of the existence of the information
would be an unreasonable invasion of a third party’s personal privacy under section 40; or

(c) a record that could threaten the health and safety of an individual.

Content of final response for correction of personal information

1& (1) In a final response to a request for correction of personal information, the head of a public body shall
inform the applicant in writing

(a) whether the requested correction has been made; and

(b) if the request is refused,

(i) the reasons for the refusal,
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(ii) that the record has been annotated, and

(iii) that the applicant may file a complaint with the commissioner under section 42 or appeal directly
to the Trial Division under section 52. and advise the applicant of the applicable time limits and how to
file a complaint or pursue an appeal.

(2) Where no correction is made in response to a request, the head of the public body shall annotate the
information with the correction that was requested but not made.

(3) Where personal information is corrected or annotated under this section, the head of the public body
shall notify a public body or a third party to whom that information has been disclosed during the one year period
before the correction was requested.

(4) Where a public body is notified under subsection (3) of a correction or annotation of personal informa
tion, the public body shall make the correction or annotation on a record of that information in its custody or under
its control.

Third party notification

19. (1) Where the head of a public body intends to grant access to a record or part of a record that the head has
reason to believe contains information that might be excepted from disclosure under section 39 or 40 the head shall
make every reasonable effort to notify the third party.

(2) The time to notify a third party does not suspend the period of time referred to in subsection 160).

(3) The head of the public body may provide or describe to the third party the content of the record or part
of the record for which access is requested.

(4) The third party may consent to the disclosure of the record or part of the record.

(5) Where the head of a public body decides to grant access to a record or part of a record and the third party
does not consent to the disclosure, the head shall inform the third party in writing

(a) of the reasons for the decision and the provision of this Act on which the decision is based;

(b) of the content of the record or part of the record for which access is to be given;

(c) that the applicant will be given access to the record or part of the record unless the third party, not later
than 15 business days after the head of the public body informs the third party of this decision, files a com
plaint with the commissioner under section 42 or appeals directly to the Trial Division under section 53;
and

(d) how to file a complaint or pursue an appeal.

(6) Where the head of a public body decides to grant access and the third party does not consent to the disdo
sure, the head shall, in a final response to an applicant, state that the applicant will be given access to the record or part
of the record on the completion of the period of IS business days referred to in subsection (5). unless a third party files
a complaint with the commissioner under section 42 or appeals directly to the Trial Division under section 53.

(7) The head of the public body shall not give access to the record or part of the record until

(a) he or she receives confirmation from the third party or the commissioner that the third party has ex
hausted any recourse under this Act or has decided not to file a complaint or commence an appeal; or
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(b) a court order has been issued confirming the decision of the public body.

(8) The head of the public body shall advise the applicant as to the status of a complaint filed or an appeal
commenced by the third party.

(9) The third party and the head of the public body shall communicate with one another under this Part
through the coordinator.

Provision of information

20. (1) Where the head of a public body informs an applicant under section 17 that access to a record or part of a
record is granted, he or she shall

(a) give the applicant a copy of the record or part of it, where the applicant requested a copy and the record
can reasonably be reproduced; or

(b) permit the applicant to examine the record or part of it, where the applicant requested to examine a re
cord or where the record cannot be reasonably reproduced.

(2) Where the requested information is in electronic form in the custody or under the control of a public
body, the head of the public body shall produce a record for the applicant where

(a) it can be produced using the normal computer hardware and sothvare and technical expertise of the pub
lic body; and

(b) producing it would not interfere unreasonably with the operations of the public body.

(3) Where the requested information is information in electronic form that is, or forms part of, a dataset in
the custody or under the control of a public body, the head of the public body shall produce the information for the
applicant in an electronic form that is capable of re-use where

(a) it can be produced using the normal computer hardware and software and technical expertise of the pub
lic body;

(b) producing it would not interfere unreasonably with the operations of the public body; and

(c) it is reasonably practicable to do so.

(4) Where information that is, or forms part of, a dataset is produced, the head of the public body shall make
it available for re-use in accordance with the terms of a licence that maybe applicable to the dataset.

(5) Where a record exists, but not in the form requested by the applicant, the head of the public body may. in
consultation with the applicant, create a record in the form requested where the head is of the opinion that it would
be simpler or less costly for the public body to do so.

Disregarding a request

21. (1) The head of a public body may, not later than 5 business days after receiving a request, apply to the com
missioner for approval to disregard the request where the head is of the opinion that

(a) the request would unreasonably interfere with the operations of the public body;

(b) the request is for information already provided to the applicant; or
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(c) the request would amount to an abuse of the right to make a request because it is

(i) trivial, frivolous or vexatious,

(ii) unduly repetitive or systematic,

(lii) excessively broad or incomprehensible, or

(iv) otherwise made in bad faith.

(2) The commissioner shall, without delay and in any event not later than 3 business days after receiving an
application, decide to approve or disapprove the application.

(3) The time to make an application and receive a decision from the commissioner does not suspend the
period of time referred to in subsection 160).

(4) Where the commissioner does not approve the application, the head of the public body shall respond to
the request in the manner required by this Act.

(5) Where the commissioner approves the application, the head of a public body who refuses to give access
to a record or correct personal information under this section shall nofif’ the person who made the request.

(6) The notice shall contain the following information:

(a) that the request is refused because the head of the public body is of the opinion that the request falls
under subsection (1) and of the reasons for the refusal;

(b) that the commissioner has approved the decision of the head of a public body to disregard the request; and

(c) that the person who made the request may appeal the decision of the head of the public body to the Trial
Division under subsection 520).

Published material

22. (1) The head of a public body may refuse to disclose a record or part of a record that

(a) is published and is available to the public whether without cost or for purchase; or

(b) is to be published or released to the public within 30 business days after the applicant’s request is received.

(2) The head of a public body shall notify an applicant of the publication or release of information that the
head has refused to give access to under paragraph (0(b).

(3) Where the information is not published or released within 30 business days after the applicant’s request is
received, the head of the public body shall reconsider the request as if ft were a new request received on the last day

of that period, and access may not be refused under paragraph (1)(b).

Extension of time limit

23. (1) The head of a public body may, not later than 15 business days after receiving a request, apply to the com
missioner to extend the time for responding to the request.

(2) The commissioner may approve an application for an extension of time where the commissioner consid
ers that ft is necessary and reasonable to do so in the circumstances, for the number of business days the commis
sioner considers appropriate.
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(3) The commissioner shall, without delay and not later than 3 business days after receiving an application.
decide to approve or disapprove the application.

(4) The time to make an application and receive a decision from the commissioner does not suspend the
period of time referred to in subsection 16(1).

(5) Where the commissioner does not approve the application, the head of the public body shall respond to
the request under subsection 16(1) without delay and in any event not later than 20 business days after receiving the
request

(6) Where the commissioner approves the application and the time limit for responding is extended, the
head of the public body shall, without delay, notify the applicant in writing

(a) of the reason for the extension;

(b) that the commissioner has authorized the extension; and

(c) when a response can be expected.

Extraordinary circumstances

24. (1) The head of a public body, an applicant or a third party may, in extraordinary circumstances, apply to the
commissioner to vary a procedure, including a time limit imposed under a procedure, in this Part.

(2) Where the commissioner considers that extraordinary circumstances exist and it is necessary and reason
able to do so, the commissioner may vary the procedure as requested or in another manner that the commissioner
considers appropriate.

(3) The commissioner shall, without delay and not later than 3 business days after receiving an application.
make a decision to vary or not vary the procedure.

(4) The time to make an application and receive a decision from the commissioner does not suspend the
period of time referred to in subsection 16(1).

(5) Where the commissioner decides to vary a procedure upon an application of a head of a public body or a
third party, the head shall notify the applicant in writing

(a) of the reason for the procedure being varied; and

(b) that the commissioner has authorized the variance.

(6) Where the commissioner decides to vary a procedure upon an application of an applicant to a request.
the commissioner shall notify the head of the public body of the variance.

(7) An application cannot be made to vary a procedure for which the commissioner is responsible under this
Part.

Costs

25. (1) The head of a public body shall not charge an applicant for making an application for access to a record or
for the services of identifying. retrieving, reviewing, severing or redacting a record.

(2) The head of a public body may charge an applicant a modest cost for locating a record only, after
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(a) the first 10 hours of locating the record, where the request is made to a local government body; or

(b) the first 15 hours of locating the record, where the request is made to another public body.

(3) The head of a public body may require an applicant to pay

(a) a modest cost for copying or printing a record, where the record is to be provided in hard copy form;

(b) the actual cost of reproducing or providing a record that cannot be reproduced or printed on convention
al equipment then in use by the public body; and

(c) the actual cost of shipping a record using the method chosen by the applicant.

(4) Notwithstanding subsections (2) and (3), the head of the public body shall not charge an applicant a cost
for a service in response to a request for access to the personal information of the applicant.

(5) The cost charged for services under this section shall not exceed either

(a) the estimate given to the applicant under section 26; or

(b) the actual cost of the services.

(6) The minister responsible for the administration of this Act may set the amount of a cost that may be
charged under this section.

Estimate and waiver of costs

26. (1) Where an applicant is to be charged a cost under section 25, the head of the public body shall give the
applicant an estimate of the total cost before providing the services.

(2) The applicant has 20 business days from the day the estimate is sent to accept the estimate or modify the
request in order to change the amount of the cost, after which time the applicant is considered to have abandoned
the request, unless the appLicant applies for a waiver of all or part of the costs or applies to the commissioner to
revise the estimate.

(3) The head of a public body may, on receipt of an application from an applicant, waive the payment of all
or part of the costs payable under section 25 where the head is satisfied that

(a) payment would impose an unreasonable financial hardship on the applicant; or

(b) it would be in the public interest to disclose the record.

(4) Within the time period of 20 business days referred to in subsection (2), the head of the public body shall
inform the applicant in writing as to the head’s decision about waiving all or part of the costs and the applicant shall
either accept the decision or apply to the commissioner to review the decision.

(5) Where an applicant applies to the commissioner to revise an estimate of costs or to review a decision of
the head of the public body not to waive all or part of the costs, the time period of 20 business days referred to in
subsection (2) is suspended until the application has been considered by the commissioner.

(6) Where an estimate is given to an applicant under this section, the time within which the head of the public
body is required to respond to the request is suspended until the applicant notifies the head to proceed with the request.

(7) On an application to revise an estimate, the commissioner may

(a) where the commissioner considers that it is necessary and reasonable to do so in the circumstances,
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revise the estimate and set the appropriate amount to be charged and a refund, if any; or

(b) confirm the decision of the head of the public body

(8) On an application to review the decision of the head of the public body not to waive the payment of all or
part of the costs, the commissioner may

(a) where the commissioner is satisfied that paragraph (3)(a) or (b) is applicable, waive the payment of the
costs or part of the costs in the manner and in the amount that the commissioner considers appropriate; or

(b) confirm the decision of the head of the public body.

(9) The head of the public body shall comply with a decision of the commissioner under this section.

(10) Where an estimate of costs has been provided to an applicant, the head of a public body may require the
applicant to pay 50% of the cost before commencing the services, with the remainder to be paid upon completion of
the services.

DIVISION 2 EXCEPTIONS TO ACCESS

Cabinet confidences

27. (1) In this section, “cabinet record” means

(a) advice, recommendations or policy considerations submitted or prepared for submission to the Cabinet;

(b) draft legislation or regulations submitted or prepared for submission to the Cabinet;

(c) a memorandum, the purpose of which is to present proposals or recommendations to the Cabinet;

(d) a discussion paper, policy analysis, proposal advice or briefing material prepared for Cabinet, excluding
the sections of these records that are factual or background material;

(e) an agenda, minute or other record of Cabinet recording deliberations or decisions of the Cabinet;

U) a record used for or which reflects communications or discussions among ministers on matters relating
to the making of government decisions or the formulation of government policy;

(g) a record created for or by a minister for the purpose of briefing that minister on a matter for the Cabinet;

(h) a record created during the process of developing or preparing a submission for the Cabinet; and

(i) that portion of a record which contains information about the contents of a record within a class of infor
mation referred to in paragraphs (a) to (h).

(2) The head of a public body shall refuse to disclose to an applicant

(a) a cabinet record; or

(b) information in a record other than a cabinet record that would reveal the substance of deliberations of
Cabinet.

(3) Notwithstanding subsection (2), the Clerk of the Executive Council may disdose a cabinet record or
information that would reveal the substance of deliberations of Cabinet where the Clerk is satisfied that the public
interest in the disclosure of the information outweighs the reason for the exception.

(4) Subsections (1) and (2) do not apply to
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(a) information in a record that has been in existence for 20 years or more; or

(b) information in a record of a decision made by the Cabinet on an appeal under an Act.

Local public body confidences

28. (1) The head of a local public body may refuse to disclose to an applicant information that would reveal

(a) a draft of a resolution, by-law or other legal instrument by which the local public body acts;

(b) a draft of a private Bill; or

(c) the substance of deliberations of a meeting of its elected officials or governing body or a commiflee of its
elected officials or governing body, where an Act authorizes the holding of a meeting in the absence of the
public.

(2) Subsection (1) does not apply where

(a) the draft of a resolution, by-law or other legal instrument, a private BilL or the subject matter of delibera
tions has been considered, other than incidentally’, in a meeting open to the public; or

(b) the information referred to in subsection (1) is in a record that has been in existence for 15 years or more,

Policy advice or recommendations

29. (1) The head of a public body may refuse to disclose to an applicant information that would reveal

(a) advice, proposals, recommendations, analyses or policy options developed by or for a public body or minister;

(b) the contents of a formal research report or audit report that in the opinion of the head of the public body
is incomplete and in respect of which a request or order for completion has been made by the head within
65 business days of delivery of the report; or

(c) draft legislation or regulations.

(2) The head of a public body shall not refuse to disclose under subsection (1)

(a) factual material;

(b) a public opinion poll;

(c) a statistical survey;

(d) an appraisal;

(e) an environmental impact statement or similar information;

(f) a final report or final audit on the performance or efficiency of a public body or on any of its programs or
policies;

(g) a consumer test report or a report of a test carried out on a product to test equipment of the public body;

(h) a feasibility or technical study, including a cost estimate, relating to a policy or project of the public body;

(i) a report on the results of field research undertaken before a policy proposal is formulated;

(j) a report of an external task force, committee, council or similar body that has been established to consid
er a matter and make a report or recommendations to a public body;
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(k) a plan or proposal to establish a new program or to change a program, if the plan or proposal has been
approved or rejected by the head of the public body;

(I) information that the head of the public body has cited publicly as the basis for making a decision or for
mulating a policy; or

(m) a decision, including reasons, that is made in the exercise of a discretionary power or an adjudicative
function and that affects the rights of the applicant.

(3) Subsection (I) does not apply to information in a record that has been in existence for 15 years or more.

Legal advice

30. (1) The head of a public body may refuse to disclose to an applicant information

(a) that is subject to solicitor and client privilege or litigation privilege of a public body; or

(b) that would disclose legal opinions provided to a public body by a law officer of the Crown.

(2) The head of a public body shall refuse to disclose to an applicant information that is subject to solicitor
and client privilege or litigation privilege of a person other than a public body.

Disclosure harmful to law enforcement

31. (1) The head of a public body may refuse to disclose information to an applicant where the disclosure could
reasonably be expected to

(a) interfere with or harm a law enforcement matter;

(b) prejudice the defence of Canada or of a foreign state allied to or associated with Canada or harm the
detection, prevention or suppression of espionage, sabotage or terrorism;

(c) reveal investigative techniques and procedures currently used, or likely to be used, in law enforcement;

(d) reveal the identity of a confidential source of law enforcement information or reveal information provid
ed by that source with respect to a law enforcement matter;

(e) reveal law enforcement intelligence information;

(fl endanger the life or physical safety of a law enforcement officer or another person;

(g) reveal information relating to or used in the exercise of prosecutorial discretion;

(h) deprive a person of the right to a fair trial or impartial adjudication;

(1) reveal a record that has been confiscated from a person by a peace officer in accordance with an Act or
regulation;

(j) facilitate the escape from custody of a person who is under lawful detention;

(k) facilitate the commission or tend to impede the detection of an offence under an Act or regulation of the
province or Canada;

(I) reveal the arrangements for the security of property or a system, including a building, a vehicle, a com
puter system or a communications system;
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(m) reveal technical information about weapons used or that may be used in law enforcement;

(n) adversely affect the detection, investigation, prevention or prosecution of an offence or the security of a
centre of lawful detention;

(o) reveal information in a correctional record supplied, implicitly or explicitly, in confidence; or

(p) harm the conduct of existing or imminent legal proceedings.

(2) The head of a public body may refuse to disclose information to an applicant if the information

(a) is in a law enforcement record and the disclosure would be an offence under an Act of Parliament;

(b) is in a law enforcement record and the disclosure could reasonably be expected to expose to civil liability
the author of the record or a person who has been quoted or paraphrased in the record; or

(c) is about the history, supervision or release of a person who is in custody or under supervision and the
disclosure could reasonably be expected to harm the proper custody or supervision of that person.

(3) The head of a public body shall not refuse to disclose under this section

(a) a report prepared in the course of routine inspections by an agency that is authorized to enforce compli
ance with an Act; or

(b) a report, including statistical analysis, on the degree of success achieved in a law enforcement program
unless disclosure of the report could reasonably be expected to interfere with or harm the matters referred
to in subsection (1) or (2); or

Cc) statistical information on decisions to approve or not to approve prosecutions.

Confidential evaluations

32. The head of a public body may refuse to disclose to an applicant personal information that is evaluative or
opinion material, provided explicitly or implicitly in confidence, and compiled for the purpose of

(a) determining suitability, eligibility or qualifications for employment or for the awarding of contracts or
other benefits by a public body;

(b) determining suitabiLity, eligibility or qualifications for admission to an academic program of an educa
tional body;

(c) determining suitability, eligibility or qualifications for the granting of tenure at a post-secondary educa
tional body;

(d) determining suitability, eligibility or qualifications for an honour or award to recognize outstanding
achievement or distinguished service; or

(e) assessing the teaching materials or research of an employee of a post-secondary educational body or of a
person associated with an educational body.

Information from a workplace investigation

33. (1) For the purpose of this section

(a) “harassment” means comments or conduct which are abusive, offensive, demeaning or vexatious that are
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known, or ought reasonably to be known, to be unwelcome and which may be intended or unintended;

(b) “party” means a complainant, respondent or a witness who provided a statement to an investigator con
ducting a workplace investigation; and

(c) “workplace investigation” means an investigation related to

(i) the conduct of an employee in the workplace,

(ii) harassment, or

(iii) events related to the interaction of an employee in the public body’s workplace with another em
ployee or a member of the public

which may give rise to progressive discipline or corrective action by the public body employer.

(2) The head of a public body shall refuse to disclose to an applicant all relevant information created or gath
ered for the purpose of a work-place investigation.

(3) The head of a public body shall disclose to an applicant who is a party to a workplace investigation the
information referred to in subsection (2).

(4) Notwithstanding subsection (3), where a party referred to in that subsection is a witness in a workplace
investigation, the head of a public body shall disclose only the information referred to in subsection (2) which re
lates to the witness’ statements provided in the course of the investigation.

Disclosure harmful to intergovernmental relations or negotiations

34. (1) The head of a public body may refuse to disclose information to an applicant if the disclosure could rea
sonably be expected to

(a) harm the conduct by the government of the province of relations between that government and the fol
lowing or their agencies:

(i) the government of Canada or a province,

(II) the council of a local government body,

(iii) the government of a foreign state,

(iv) an international organization of states, or

(v) the Nunatsiavut Government; or

(b) reveal information received in confidence from a government, council or organization listed in paragraph
(a) or their agencies.

(2) The head of a public body shall not disclose information referred to in subsection (1) without the consent of

(a) the Attorney General, for law enforcement information; or

(b) the Lieutenant-Governor in Council, for any other type of information.

(3) Subsection (1) does not apply to information that is in a record that has been in existence for 15 years or
more unless the information is law enforcement information.
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Disclosure harmful to the financial or economic interests of a public body

35. (1) The head of a public body may refuse to disclose to an applicant information which could reasonably be
expected to disclose

(a) trade secrets of a public body or the government of the province;

(b) financial, commercial, scientific or technical information that belongs to a public body or to the govern
ment of the province and that has, or is reasonably lilcelyto have, monetary value;

(c) plans that relate to the management of personnel of or the administration of a public body and that have
not yet been implemented or made public;

(d) information, the disclosure of which could reasonably be expected to result in the premature disclosure
of a proposal or project or in significant loss or gain to a third party;

(e) scientific or technical information obtained through research by an employee of a public body, the disclo
sure of which could reasonably be expected to deprive the employee of priority of publication;

(f) positions, plans, procedures, criteria or instructions developed for the purpose of contractual or other
negotiations by or on behalf of the government of the province or a public body, or considerations which
relate to those negotiations;

(g) information, the disclosure of which could reasonably be expected to prejudice the financial or economic
interest of the government of the province or a public body; or

(h) information, the disclosure of which could reasonably be expected to be injurious to the ability of the
government of the province to manage the economy of the province.

(2) The head of a public body shall not refuse to disclose under subsection (1) the results of product or envi
ronmental testing carried out by or for that public body, unless the testing was done

(a) for a fee as a service to a person or a group of persons other than the public body; or

(b) for the purpose of developing methods of testing.

Disclosure harmful to conservation

36. The head of a public body may refuse to disclose information to an applicant if the disclosure could reason
ably be expected to result in damage to. or interfere with the conservation of

(a) fossil sites, natural sites or sites that have an anthropological or heritage value;

(b) an endangered, threatened or vulnerable species, sub-species or a population of a species; or

(c) a rare or endangered living resource.

Disclosure harmful to individual or public safety

37. (1) The head of a public body may refuse to disclose to an applicant information, including personal information
about the applicant, where the disclosure could reasonably be expected to

(a) threaten the safety or mental or physical health of a person other than the applicant, or

(b) interfere with public safety.
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(2) The head of a public body may refuse to disclose to an applicant personal information about the applicant
if the &sdosure could reasonably be expected to result in immediate and grave harm to the applicant’s safety or
mental or physical health.

Disclosure harmful to labour relations interests of public body as employer

38. (1) The head of a public body may refuse to disclose to an applicant information that would reveal

(a) labour relations information of the public body as an employer that is prepared or supplied, implicitly
or explicitly, in confidence, and is treated consistently as confidential information by the public body as an
employer; or

(b) labour relations information the disclosure of which could reasonably be expected to

(i) harm the competitive position of the public body as an employer or interfere with the negotiating
position of the public body as an employer,

(ii) result in significant financial loss or gain to the public body as an employer, or

(iii) reveal information supplied to, or the report of, an arbitrator, mediator, labour relations officer,
staff relations specialist or other person or body appointed to resolve or inquire into a labour relations
dispute, including information or records prepared by or for the public body in contemplation of litiga
tion or arbitration or in contemplation of a settlement offer.

(2) Subsection (1) does not apply where the information is in a record that is in the custody or control of
the Provincial Mthives of Newfoundland and Labrador or the archives of a public body and that has been in exis
tence for 50 years or more.

Disclosure harmful to business interests of a third party

39. (1) The head of a public body shall refuse to disclose to an applicant information

(a) that would reveal

(i) trade secrets of a third party, or

(ii) commercial, financial, labour relations, scientific or technical information of a third party;

(b) that is supplied, implicitiy or explicitly, in confidence; and

(c) the disclosure of which could reasonably be expected to

(1) harm significantly the competitive position or interfere significantly with the negotiating position
of the third party,

(ii) result in similar information no longer being supplied to the public body when it is in the public
interest that similar information continue to be supplied,

(iii) result in undue financial loss or gain to any person, or

(iv) reveal information supplied to, or the report of, an arbitrator, mediator, labour relations officer or
other person or body appointed to resolve or inquire into a labour relations dispute.

(2) The head of a public body shall refuse to disclose to an applicant information that was obtained on a tax
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return, gathered for the purpose of determining tax liability or collecting a tax, or royalty information submitted on
royalty returns, except where that information is non-identifying aggregate royalty information.

(3) Subsections (1) and (2) do not apply where

(a) the third party consents to the disclosure; or

(b) the information is in a record that is in the custody or control of the Provincial Archives of Newfound
land and Labrador or the archives of a public body and that has been in existence for 50 years or more.

Disdosure harmful to personal privacy

40. (1) The head of a public body shall refuse to disclose personal information to an applicant where the disclo
sure would be an unreasonable invasion of a third party’s personal privacy.

(2) A disclosure of personal information is not an unreasonable invasion of a third party’s personal privacy where

(a) the applicant is the individual to whom the information relates;

(b) the third party to whom the information relates has, in writing, consented to or requested the disclosure;

(c) there are compelling circumstances affecting a person’s health or safety and notice of disclosure is given
in the form appropriate in the circumstances to the third party to whom the information relates;

(d) an Act or regulation of the province or of Canada authorizes the disclosure;

(e) the disclosure is for a research or statistical purpose and is in accordance with section 70;

(f) the information is about a third party’s position, functions or remuneration as an officer, employee or
member of a public body or as a member of a minister’s staff;

(g) the disclosure reveals financial and other details of a contract to supply goods or services to a public body;

(h) the disclosure reveals the opinions or views of a third party given rn the course of performing services for
a public body, except where they are given in respect of another individual;

(i) public access to the information is provided under the Financial Administration Act;

(9 the information is about expenses incurred by a third party while travelling at the expense of a public body;

(k) the disclosure reveals details of a licence, permit or a similar discretionary benefit granted to a third party
by a public body, not including personal information supplied in support of the application for the benefit;

(I) the disclosure reveals details of a discretionary benefit of a financial nature granted to a third party by a
public body, not including

(i) personal information that is supplied in support of the application for the benefit, or

(ii) personal information that relates to eligibility for income and employment support under the In-
conic and Employment Support Act or to the determination of income or employment support levels; or

(m) the disclosure is not contrary to the public interest as described in subsection (3) and reveals only the
following personal information about a third party:

(i) attendance at or participation in a public event or activity related to a public body, including a
graduation ceremony, sporting event, cultural program or club, or field trip, or

(ii) receipt of an honour or award granted by or through a public body.
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(3) The disclosure of personal information under paragraph (2)(m) is an unreasonable invasion of personal
privacy where the third party whom the information is about has requested that the information not be disclosed.

(4) A disclosure of personal information is presumed to be an unreasonable invasion of a third party’s per
sonal privacy where

(a) the personal information relates to a medical, psychiatric or psychological bistor diagnosis, condition,
treatment or evaluation;

(b) the personal information is an identifiable part of a law enforcement record, except to the extent that the
disclosure is necessary to dispose of the law enforcement matter or to continue an investigation;

Cc) the personal information relates to employment or educational history;

(d) the personal information was collected on a tax return or gathered for the purpose of collecting a tax;

(e) the personal information consists of an individual’s bank account information or credit card information;

(f) the personal information consists of personal recommendations or evaluations, character references or
personnel evaluations;

(g) the personal information consists of the third party’s name where

(i) it appears with other personal information about the third party, or

(ii) the disclosure of the name itself would reveal personal information about the third party; or

(h) the personal information indicates the third party’s racial or ethnic origin or religious or political beliefs
or associations.

(5) In determining under subsections (1) and (4) whether a disclosure of personal information constitutes
an unreasonable invasion of a third party’s personal privacy, the head of a public body shall consider all the relevant
circumstances, including whether

(a) the disclosure is desirable for the purpose of subjecting the activities of the province or a public body to
public scrutiny;

(b) the disclosure is likely to promote public health and safety or the protection of the environment;

Cc) the personal information is relevant to a fair determination of the applicant’s rights;

(d) the disclosure will assist in researching or validating the claims, disputes or grievances of aboriginal peopiq

(e) the third party will be exposed unfairly to financial or other harm;

(fl the personal information has been supplied in confidence;

(g) the personal information is likely to be inaccurate or unreliable;

(h) the disclosure may unfairly damage the reputation of a person referred to in the record requested by the
applicant;

(i) the personal information was originally provided to the applicant; and

Ci) the information is about a deceased person and, if so, whether the length of time the person has been
deceased indicates the disclosure is not an unreasonable invasion of the deceased person’s personal privacy
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Disclosure of House of Assembly service and statutory office records

41. The Speaker of the House of Assembly, the officer responsible for a statutory office, or the head of a public
body shall refuse to disclose to an applicant information

(a) where its non-disclosure is required for the purpose of avoiding an infringement of the privileges of the
House of Assembly or a member of the House of Assembly;

(b) that is advice or a recommendation given to the speaker or the Clerk of the House of Assembly or the
House of Assembly Management Commission that is not required by law to be disclosed or placed in the
minutes of the House of Assembly Management Commission; or

(c) in the case of a statutory office as defined in the House ofAssembly Accountability, Integrity and Athninis
tration Act, records connected with the investigatory functions of the statutory office.

DWISION 3 COMPLAINT

Access or correction complaint

42. (1) A person who makes a request under this Act for access to a record or for correction of personal informa
tion may file a complaint with the commissioner respecting a decision, act or failure to act of the head of the public
body that relates to the request.

(2) A complaint under subsection (1) shall be filed in writing not later than 15 business days

(a) after the applicant is notified of the decision of the head of the public body, or the date of the act or failure
to act; or

(b) after the date the head of the public body is considered to have refused the request under subsection
16(2).

(3) A third party informed under section 19 of a decision of the head of a public body to grant access to a re
cord or part of a record in response to a request may file a complaint with the commissioner respecting that decision.

(4) A complaint under subsection (3) shall be filed in writing not later than 15 business days after the third
party is informed of the decision of the head of the public body.

(5) The commissioner may allow a longer time period for the filing of a complaint under this section.

(6) A person or third party who has appealed directlyto the Trial Division under subsection 52(1) or 53(1)
shall not file a complaint with the commissioner.

(7) The commissioner shall refuse to investigate a complaint where an appeal has been commenced in the
Trial Division.

(8) A complaint shall not be filed under this section with respect to

(a) a request that is disregarded under section 21;

(b) a decision respecting an extension of time under section 23;

(c) a variation of a procedure under section 24; or

(d) an estimate of costs or a decision not to waive a cost under section 26.

(9) The commissioner shall provide a copy of the complaint to the head of the public body concerned.
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Burden of proof

43. (1) On an investigation of a complaint from a decision to refuse access to a record or part of a record, the
burden is on the head of a public body to prove that the applicant has no right of access to the record or part of the
record.

(2) On an investigation of a complaint from a decision to give an applicant access to a record or part of a
record containing personal information that relates to a third party, the burden is on the head of a public body to
prove that the disclosure of the information would not be contrary to this Act or the regulations.

(3) On an investigation of a complaint from a decision to give an applicant access to a record or part of a
record containing information, other than personal information, that relates to a third party, the burden is on the
third party to prove that the applicant has no right of access to the record or part of the record.

Investigation

44. (1) The commissioner shall notify the parties to the complaint and advise them that they have 10 business
days from the date of notification to make representations to the commissioner.

(2) The parties to the complaint may, not later than 10 business days after notification of the complaint.
make a representation to the commissioner in accordance with section 96.

(3) The commissioner may take additional steps that he or she considers appropriate to resolve the com
plaint informally to the satisfaction of the parties and in a manner consistent with this Act.

(4) Where the commissioner is unable to informally resolve the complaint within 30 business days of receipt
of the complaint, the commissioner shall conduct a formal investigation of the subject matter of the complaint
where he or she is satisfied that there are reasonable grounds to do so.

(5) Notwithstanding subsection (4). the commissioner may extend the informal resolution process for a
maximum of 20 business days where a written request is received from each party to continue the informal resolu
tion process.

(6) The commissioner shall not extend the informal resolution process beyond the date that is 50 business
days after receipt of the complaint.

(7) Where the commissioner has 5 active complaints from the same applicant that deal with similar or re
lated records, the commissioner may hold an additional complaint in abeyance and not commence an investigation
until one of the 5 active complaints is resolved.

Authority of commissioner not to investigate a complaint

45. (1) The commissioner may. at any stage of an investigation, refuse to investigate a complaint where he or she
is satisfied that

(a) the head of a public body has responded adequately to the complaint;

(b) the complaint has been or could be more appropriately dealt with by a procedure or proceeding other
than a complaint under this Act;

(c) the length of time that has elapsed between the date when the subject matter of the complaint arose and
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the date when the complaint was filed is such that an investigation under this Part would be likely to result
in undue prejudice to a person or that a report would not serve a useful purpose; or

(d) the complaint is trivial, frivolous, vexatious or is made in bad faith.

(2) Where the commissioner refuses to investigate a complaint, he or she shall

(a) give notice of that refusal, together with reasons, to the person who made the complaint;

(b) advise the person of the right to appeal to the Trial Division under subsection 52(3) or 53(3) the decision
of the head of the public body that relates to the request and

(c) advise the person of the applicable time limit and how to pursue an appeal.

Time limit for formal investigation

46. (1) The commissioner shall complete a formal investigation and make a report under section 48 within 65 busi
ness days of receiving the complaint, whether or not the time for the informal resolution process has been extended.

(2) The commissioner may, in extraordinary circumstances, apply to a judge of the Trial Division for an
order to extend the period of time under subsection (1).

Recommendations

47. On completing an investigation, the commissioner may recommend that

(a) the head of the public body grant or refuse access to the record or part of the record;

(b) the head of the public body reconsider its decision to refuse access to the record or part of the record;

(c) the head of the pubLic body either make or not make the requested correction to personal information; and

(d) other improvements for access to information be made within the public body.

Report

48. (1) On completing an investigation, the commissioner shall

(a) prepare a report containing the commissionet’s findings and, where appropriate, his or her recommenda
tions and the reasons for those recommendations; and

(b) send a copy of the report to the person who filed the complaint, the head of the public body concerned
and a third party who was notified under section 44.

(2) The report shalL include information respecting the obligation of the head of the public body to notify the
parties of the head’s response to the recommendation of the commissioner within 10 business days of receipt of the
recommendation.

Response of public body

49. (1) The head of a public body shall, not later than 10 business days after receiving a recommendation of the
commissioner,
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(a) decide whether or not to comply with the recommendation in whole or in part; and

(b) give written notice of his or her decision to the commissioner and a person who was sent a copy of the
report

(2) Where the head of the public body does not give written notice within the time required by subsection (1),
the head of the public body is considered to have agreed to comply with the recommendation of the commissioner.

(3) The written notice shall include notice of the right

(a) of an applicant or third party to appeal under section 54 to the Trial Division and of the time limit for an
appeal; or

(b) of the commissioner to file an order with the Trial Division in one of the circumstances referred to in
section 510).

Head of public body seeks declaration in court

50. (1) This section applies to a recommendation of the commissioner under section 47 that the head of the pub
lic body

(a) grant the applicant access to the record or part of the record; or

(b) make the requested correction to personal information.

(2) Where the head of the public body decides not to comply with a recommendation of the commissioner
referred to in subsection (1) in whole or in part, the head shall, not later than 10 business days after receipt of that
recommendation, apply to the Trial Division for a declaration that the public body is not required to comply with
that recommendation because

(a) the head of the public body is authorized under this Part to refuse access to the record or part of the re
cord, and, where applicable, it has not been dearly demonstrated that the public interest in disclosure of the
information outweighs the reason for the exception;

(1,) the head of the public body is required under this Part to refuse access to the record or part of the record; or

(c) the decision of the head of the public body not to make the requested correction to personal information
is in accordance with this Act or the regulations.

(3) The head shall, within the time frame referred to in subsection (2), serve a copy of the application for a
declaration on the commissioner, the minister responsible for the administration of this Act, and a person who was
sent a copy of the commissioner’s report

(4) The commissioner, the minister responsible for this Act, or a person who was sent a copy of the com
missioner’s report may intervene in an application for a declaration by filing a notice to that effect with the Trial
Division.

(5) Sections 57 to 60 apply, with the necessary modifications, to an application by the head of a public body
to the Trial Division for a declaration.

Filing an order with the Trial Division

51. (1) The commissioner may prepare and file an order with the Trial Division where
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(a) the head of the public body agrees or is considered to have agreed under section 49 to comply with a
recommendation of the commissioner referred to in subsection 50(1) in whole or in part but fails to do so
within 15 business days after receipt of the commissioner’s recommendation; or

(b) the head of the public body falls to apply under section 50 to the Trial Division for a declaration.

(2) The order shall be limited to a direction to the head of the public body either

(a) to grant the applicant access to the record or part of the record; or

(b) to make the requested correction to personal information,

(3) An order shall not be filed with the Trial Division until the later of the time periods referred to in paragraph
(0(a) and section 54 has passed.

(4) An order shall not be filed with the Trial Division under this section if the applicant or third party has
commenced an appeal in the Trial Division under section 54.

(5) Where an order is filed with the Trial Division, it is enforceable against the public body as if it were a
judgment or order made by the court.

DIVISION 4 APPEAL TO THE TRIAL DIVISION

Direct appeal to Trial Division by an applicant

52. (1) Where an applicant has made a request to a public body for access to a record or correction of personal
information and has not filed a complaint with the commissioner under section 42, the applicant may appeal the
decision, act or failure to act of the head of the public body that relates to the request directly to the Trial Division.

(2) An appeal shall be commenced under subsection (1) not later than 15 business days

(a) after the applicant is notified of the decision of the head of the public body, or the date of the act or failure
to act; or

(b) after the date the head of the public body is considered to have refused the request under subsection
16(2).

(3) Where an applicant has filed a complaint with the commissioner under section 42 and the commissioner
has refused to investigate the complaint, the applicant may commence an appeal in the Trial Division of the deci
sion, act or failure to act of the head of the public body that relates to the request for access to a record or for correc
tion of personal information.

(4) An appeal shall be commenced under subsection (3) not later than IS business days after the applicant is
notified of the commissionet’s refusal under subsection 45(2).

Direct appeal to Trial Division by a third party

53. (1) A third party informed under section 19 of a decision of the head of a public body to grant access to a
record or part of a record in response to a request may appeal the decision directly to the Trial Division.

(2) An appeal shall be commenced under subsection (1) not later than IS business days after the third party
is informed of the decision of the head of the public body.
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(3) Where a third party has filed a complaint with the commissioner under section 42 and the commissioner

has refused to investigate the complaint, the third party may commence an appeal in the Trial Division of the deci

sion of the head of the public body to grant access in response to a request.

(4) An appeal shall be commenced under subsection (3) not later than IS business days after the third party

is notified of the commissioner’s refusal under subsection 45(2).

Appeal of public body decision after receipt of commissioner’s recommendation

54. An applicant or a third party may, not later than 10 business days after receipt of a decision of the head of the

public body under section 49, commence an appeal in the Trial Division of the head’s decision to

(a) grant or refuse access to the record or part of the record; or

(b) not make the requested correction to personal information.

No right of appeal

55. An appeal does not lie against

(a) a decision respecting an extension of time under section 23;

(b) a variation of a procedure under section 24; or

(c) an estimate of costs or a decision not to waive a cost under section 26.

Procedure on appeal

56. (1) Where a person appeals a decision of the head of a public body. the notice of appeal shall name the head

of the public body involved as the respondent.

(2) A copy of the notice of appeal shall be served by the appellant on the commissioner and the minister

responsible for this Act.

(3) The minister responsible for this Act, the commissioner, the applicant or a third party may intervene as a

party to an appeal under this Division by filing a notice to that effect with the Trial Division.

(4) Notwithstanding subsection (3), the commissioner shall not intervene as a party to an appeal of

(a) a decision of the head of the public body under section 21 to disregard a request; or

(b) a decision, act or failure to act of the head of a public body in respect of which the commissioner has

refused under section 45 to investigate a complaint.

(5) The head of a public body who has refused access to a record or part of it shall, on receipt of a notice of

appeal by an applicant, make reasonable efforts to give written notice of the appeal to a third party who

(a) was notified of the request for access under section 19; or

(b) would have been notified under section 19 if the head had intended to give access to the record or part of

the record.

(6) Where an appeal is brought by a third party, the head of the public body shall give written notice of the

appeal to the applicant.
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(7) The record for the appeal shall be prepared by the head of the public body named as the respondent in
the appeal.

Practice and procedure

57. The practice and procedure under the Rules of the Supreme Court, 1986 providing for an expedited trial, or such
adaption of those ruLes as the court or judge considers appropriate in the circumstances, shall apply to the appeal.

Solicitor and client privilege

58. The solicitor and client privilege or litigation privilege of a record in dispute shall not be affected by disclosure
to the Trial Division.

Conduct of appeal

59. (1) The Trial Division shall review the decision, act or failure to act of the head of a public body that relates
to a request for access to a record or correction of personal information under this Act as a new matter and may
receive evidence by affidavit.

(2) The burden of proof in section 43 applies, with the necessary modifications, to an appeal.

(3) In exercising its powers to order production of documents for examination, the Trial Division shall take
reasonable precautions, including where appropriate, receiving representations without notice to another person,
conducting hearings in private and examining records in private, to avoid disclosure of

(a) any information or other material if the nature of the information or material could justify a refusal by a
head of a public body to give access to a record or part of a record; or

(b) the existence of information, where the head of a public body is authorized to refuse to confirm or deny
that the information exists under subsection 17(2).

Disposition of appeal

60. (1) On hearing an appeal the Trial Division may

(a) where it determines that the head of the public body is authorized to refuse access to a record under this
Part and) where applicable, it has not been clearly demonstrated that the public interest in disclosure of the
information outweighs the reason for the exception, dismiss the appeal;

(b) where it determines that the head of the public body is required to refuse access to a record under this
Part, dismiss the appeal; or

(c) where it determines that the head is not authorized or required to refuse access to all or part of a record
under this Part,

(i) order the head of the public body to give the applicant access to all or part of the record, and

(ii) make an order that the court considers appropriate.

(2) Where the Trial Division finds that a record or part of a record falls within an exception to access under
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this Act and, where applicable, it has not been clearly demonstrated that the public interest in disclosure of the infor
mation outweighs the reason for the exception, the court shall not order the head to give the applicant access to that
record or part of it, regardless of whether the exception requires or merely authorizes the head to refuse access.

(3) Where the Trial Division finth that to do so would be in accordance with this Act or the regulations, it
may order that personal information be corrected and the manner in which it is to be corrected.

PART III

PROTECTION OF PERSONAL INFORMATION

DIVISION 1 COLLECTION, USE AND DISCLOSURE

Purpose for which personal information may be couected

61. No personal information may be collected by or for a public body unless

(a) the collection of that information is expressly authorized by or under an Act;

(b) that information is collected for the purposes of law enforcement; or

(c) that information relates directly to and is necessary for an operating program or activity of the public bo4

How personal information is to be collected

62. (1) A public body shall collect personal information directly from the individual the information is about unless

(a) another method of collection is authorized by

(i) that individual,

(ii) the commissioner under paragraph 95(IXc), or

(iii) an Act or regulation;

(b) the information may be disclosed to the public body under sections 68 to 71;

(c) the information is collected for the purpose of

(i) determining suitability for an honour or award including an honorary degree, scholarship, prize or
bursary,

(ii) an existing or anticipated proceeding before a court or a judicial or quasi-judicial tribunal,

(ill) collecting a debt or fine or making a payment, or

(iv) law enforcement; or

(d) collection of the information is in the interest of the individual and time or circumstances do not permit
collection directly from the individual.

(2) A public body shall tell an individual from whom it collects personal information

(a) the purpose for collecting it;

(b) the legal authority for collecting it; and

(c) the title, business address and business telephone number of an officer or employee of the public body
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who can answer the individual’s questions about the collection.

(3) Subsection (2) does not apply where

(a) the information is about law enforcement or anything referred to in subsection 31(1) or (2); or

(b) in the opinion of the head of the public body, complying with it would

(i) result in the collection of inaccurate information, or

(ii) defeat the purpose or prejudice the use for which the information is collected.

Accuracy of personal information

63. Where an individual’s personal information will be used by a public body to make a decision that directly
affects the individual, the public body shall make every reasonable effort to ensure that the information is accurate
and complete.

Protection of personal information

64. (I) The head of a public body shall take steps that are reasonable in the circumstances to ensure that

(a) personal information in its custody or control is protected against theft, loss and unauthorized collection,
access, use or disciosure;

(b) records containing personal information in its custody or control are protected against unauthorized
copying or modification; and

(c) records containing personal information in its custody or control are retained, transferred and disposed
of in a secure manner.

(2) For the purpose of paragraph (lHc), °disposed olin a secure manner” in relation to the disposition of a
record of personal information does not include the destruction of a record unless the record is destroyed in such a
manner that the reconstruction of the record is not reasonably foreseeable in the circumstances.

(3) Except as otherwise provided in subsections (6) and (7), the head of a public body that has custody or
control of personal information shall notify the individual who is the subject of the information at the first reason
able opportunity where the information is

(a) stolen;

(b) lost;

(c) disposed of, except as permitted by law; or

(d) disclosed to or accessed by an unauthorized person.

(4) Where the head of a public body reasonably believes that there has been a breach involving the unautho
rized collection, use or disclosure of personal information, the head shall inform the commissioner of the breach.

(5) Notwithstanding a circumstance where, under subsection (7). notification of an individual by the head
of a public body is not required, the commissioner may recommend that the head of the public body, at the first
reasonable opportunity, notify the individual who is the subject of the information.

(6) There a public body has received personal information from another public body for the purpose of
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research, the researcher may not notify an individual who is the subject of the information that the information has

been stolen, lost, disposed of in an unauthorized manner or disclosed to or accessed by an unauthorized person un
less the public body that provided the information to the researcher first obtains that individual’s consent to contact

by the researcher and informs the researcher that the individual has given consenL

(7) Subsection (3) does not apply where the head of the public body reasonably believes that the theft, loss,
unauthorized disposition. or improper disclosure or access of personal information does not create a risk of signifi

cant harm to the individual who is the subject of the information.

(8) For the purpose of this section, “significant harm” includes bodily harm, humiliation, damage to rep
utation or relationships, loss of employment, business or professional opportunities, financial loss, identity theft,
negative effects on the credit record and damage to or loss of property.

(9) The factors that are relevant to determining under subsection (7) whether a breath creates a risk of signif
icant harm to an individual include

(a) the sensitivity of the personal information; and

(b) the probability that the personal information has been, is being, or will be misused.

Retention of personal information

65. (1) Where a public body uses an individual’s personal information to make a decision that directly affects the
individual, the public hody shall retain that information for at least one year after using it so that the individual has
a reasonable opportunity to obtain access to it.

(2) A public body that has custody or control of personal information that is the subject of a request for access
to a record or correction of personal information under Part II shall retain that information for as long as necessary to
allow the individual to exhaust any recourse under this Act that he or she may have with respect to the request.

Use of personal information

66. (1) A public body may use personal information only

(a) for the purpose for which that information was obtained or compiled, or for a use consistent with that
purpose as described in section 69;

(b) where the individual the information is about has identified the information and has consented to the
use, in the manner set by the minister responsible for this Act; or

(c) for a purpose for which that information may be disclosed to that public body under sections 68 to 71.

(2) The use of personal information by a public body shall be limited to the minimum amount of informa
tion necessary to accomplish the purpose for which it is used.

Use of personal information by post-secondary educational bodies

67. (1) Notwithstanding section 66, a post-secondary educational body may, in accordance this section, use per
sonal information in its alumni records for the purpose of its own fundraising activities where that personal infor
mation is reasonably necessary for the fimdraising activities.
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(2) In order to use personal information in its alumni records for the purpose of its own ftindraising activi
ties, a post-secondary educational body shalt

(a) give notice to the individual to whom the personal information relates when the individual is first con
tacted for the purpose of soliciting funds for flinthaising of his or her right to request that the information
cease to be used for fundraising purposes;

(b) periodically and in the course of soliciting funds for fundraising, give notice to the individual to whom
the personal information relates of his or her right to request that the information cease to be used for
flindraising purposes; and

(c) periodically and in a manner that is likely to come to the attention of individuals who may be solicited for
fundraising, publish in an alumni magazine or other publication, a notice of the individual’s right to request
that the individual’s personal information cease to be used for fundraising purposes.

(3) A post-secondary educational body shall, where requested to do so by an individual, cease to use the
individual’s personal information under subsection (1).

(4) The use of personal information by a post-secondary educational body under this section shall be limited
to the minimum amount of information necessary to accomplish the purpose for which it is used.

Disclosure of personal information

68. (1) A public body may disclose personal information only

(a) in accordance with Part II;

(b) where the individual the information is about has identified the information and consented to the disclo
sure in the manner set by the minister responsible for this Act;

(c) for the purpose for which it was obtained or compiled or for a use consistent with that purpose as de
scribed in section 69;

(d) for the purpose of complying with an Act or regulation of, or with a treaty, arrangement or agreement
made under an Act or regulation of the province or Canada;

(e) for the purpose of complying with a subpoena, warrant or order issued or made by a court, person or
body with jurisdiction to compel the production of information;

(f) to an officer or employee of the public body or to a minister, where the information is necessary for the
performance of the duties of, or for the protection of the health or safety of, the officer, employee or minister;

(g) to the Attorney General for use in civil proceedings involving the government;

(h) for the purpose of enforcing a legal right the government of the province or a public body has against a
person;

(i) for the purpose of

(i) collecting a debt or fine owing by the individual the information is about to the government of the
province or to a public body, or

(ii) making a payment owing by the government of the province or by a public body to the individual
the information is about;
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Ci) to the Auditor General or another person or body prescribed in the regulations for audit purposes;

(k) to a member of the House of Assembly who has been requested by the individual the information is
about to assist in resolving a problem;

(I) to a representative of a bargaining agent who has been authorized in writing by the employee, whom the
information is about, to make an inquiry;

(m) to the Provincial Archives of Newfoundland and Labrador, or the archives of a public body, for archival
purposes;

(n) to a public body or a law enforcement agency in Canada to assist in an investigation

(i) undertaken with a view to a law enforcement proceeding, or

(ii) from which a law enforcement proceeding is likely to result;

(o) where the public body is a law enforcement agency and the information is disclosed

(i) to another law enforcement agency in Canada , or

(ii) to a law enforcement agency in a foreign country under an arrangement, written agreement, treaty
or legislative authority;

(p) where the head of the public body determines that compelling circumstances exist that affect a person’s
health or safety and where notice of disclosure is given in the form appropriate in the circumstances to the
individual the information is about;

(q) so that the next of kin or a friend of an injured, ill or deceased individual may be contacted;

Cr) in accordance with an Act of the province or Canada that authorizes or requires the disclosure;

(s) in accordance with sections 70 and 71;

(t) where the disclosure would not be an unreasonable invasion of a third party’s personal privacy under
section 40;

(u) to an officer or employee of a public body or to a minister, where the information is necessary for the
delivery of a common or integrated program or service and for the performance of the duties of the officer
or employee or minister to whom the information is disclosed; or

(v) to the surviving spouse or relative of a deceased individual where, in the opinion of the head of the public
body, the disclosure is not an unreasonable invasion of the deceased’s personal privacy.

(2) The disclosure of personal information by a public body shall be limited to the minimum amount of
information necessary to accomplish the purpose for which it is disclosed.

Definition of consistent purposes

69. A use of personal information is consistent under section 66 or 68 with the purposes for which the informa
tion was obtained or compiled where the use

(a) has a reasonable and direct connection to that purpose; and

(b) is necessary for performing the statutory duties of, or for operating a legally authorized program of, the
public body that uses or discloses the information.
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Disdosure for research or statistical purposes

70. A public body may disclose personal information for a research purpose, including statistical research, only where

(a) the research purpose cannot reasonably be accomplished unless that information is provided in individu
ally identifiable form;

(b) any record linkage is not harmful to the individuals that information is about and the benefits to be de
rived from the record linkage are dearly in the public interest;

(c) the head of the public body concerned has approved conditions relating to the following:

(i) security and confidentiality,

(ii) the removal or destruction of individual identifiers at the earliest reasonable time, and

(iii) the prohibition of any subsequent use or disclosure of that information in individually identifiable
form without the express authorization of that public body; and

(d) the person to whom that information is disclosed has signed an agreement to comply with the approved
conditions, this Act and the public body’s policies and procedures relating to the confidentiality of personal
information.

Disclosure for archival or historical purposes

71. The Provincial Archives of Newfoundland and Labrador, or the archives of a public body, may disclose per
sonal information for archival or historical purposes where

(a) the disclosure would not be an unreasonable invasion of a third party’s personal privacy under section
40;

(b) the disclosure is for historical research and is in accordance with section 70;

(c) the information is about an individual who has been dead for 20 years or more; or

(d) the information is in a record that has been in existence for 50 years or more.

Privacy impact assessment

72. (1) A minister shall, during the development of a program or service by a department or branch of the execu
tive government of the province, submit to the minister responsible for this Act

(a) a privacy impact assessment for that minister’s review and comment; or

(b) the results of a preliminary assessment showing that a privacy impact assessment of the program or
service is not required.

(2) A minister shall conduct a preliminary assessment and, where required, a privacy impact assessment in
accordance with the directions of the minister responsible for this Act.

(3) A minister shall notify the commissioner of a common or integrated program or service at an early stage
of developing the program or service.

(4) Where the minister responsible for this Act receives a privacy impact assessment respecting a common
or integrated program or service for which disclosure of personal information may be permitted under paragraph
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68(t)(u), the minister shall, during the development of the program or service, submit the privacy impact assess
ment to the commissioner for the commissioner’s review and comment.

DIVISION 2 PRIVACY COMPLAINT

Privacy complaint

73. (1) Where an individual believes on reasonable grounds that his or her personal information has been col
lected, used or disclosed by a public body in contravention of this Act, he or she may file a privacy complaint with

the commissioner.

(2) Where a person believes on reasonable grounds that personal information has been collected, used or
disclosed by a public body in contravention of this Act, he or she may file a privacy complaint with the commission

er on behalf of an individual or group of individuals, where that individual or those individuals have given consent
to the filing of the privacy complaint.

(3) Where the commissioner believes that personal information has been collected, used or disclosed by a

public body in contravention of this Act, the commissioner may on his or her own motion carry out an investigation.

(4) A privacy complaint under subsection (1) or (2) shall be filed in writing with the commissioner within

(a) one year after the subject matter of the privacy complaint first came to the attention of the complainant

or should reasonably have come to the attention of the complainant; or

(b) a longer period of time as permitted by the commissioner.

(5) The commissioner shall provide a copy or summary of the privacy complaint, including an investigation

initiated on the commissioner’s own motion, to the head of the public body concerned.

Investigation — privacy complaint

74. (0 The commissioner may take the steps that he or she considers appropriate to resolve a privacy complaint

informally to the satisfaction of the parties and in a manner consistent with this Act.

(2) Where the commissioner is unable to informally resolve a privacy complaint within a reasonable period

of time, the commissioner shall conduct a formal investigation of the subject matter of the privacy complaint where

he or she is satisfied that there are reasonable grounds to do so.

(3) The commissioner shall complete a formal investigation and make a report under section 77 within a

time that is as expeditious as possible in the circumstances.

(4) Where the commissioner has 5 active privacy complaints from the same person that deal with similar or
related records, the commissioner may hold an additional complaint in abeyance and not commence an investiga

tion until one of the 5 active complaints is resolved.
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Authority of commissioner not to investigate a privacy complaint

75. The commissioner may, at any stage of an investigation, refuse to investigate a privacy complaint where he or
she is satisfied that

(a) the head of a public body has responded adequately to the privacy complaint;

(b) the privacy complaint has been or could be more appropriately dealt with by a procedure or proceeding
other than a complaint under this Act;

(c) the length of time that has elapsed between the date when the subject matter of the privacy complaint
arose and the date when the privacy complaini was filed is such that an investigation under this Part would
be likely to result in undue prejudice to a person or that a report would not serve a useftil purpose; or

(d) the privacy complaint is trivial, frivolous, vexatious or is made in bad faith.

Recommendations — privacy complaint

76. (1) On completing an investigation of a privacy complaint, the commissioner may recommend that the head
of a public body

(a) stop coLlecting, using or disclosing personal information in contravention of this Act; or

(b) destroy personal information collected in contravention of this Act

(2) The commissioner may also make

(a) a recommendation that an information practice, policy or procedure be implemented, modified, stopped
or not commenced; or

(b) a recommendation on the privacy aspect of the matter that is the subject of the privacy complaint.

Report — privacy complaint

77. (1) On completing an investigation of a privacy complaint, the commissioner shall

(a) prepare a report containing the commissioner’s findings and, where appropriate, his or her recommenda.
tions and the reasons for those recommendations; and

(b) send a copy of the report to the person who filed the privacy complaint and the head of the public body
concerned.

(2) The report shall include information respecting the obligation of the head of the public body to notify the
person who filed the privacy complaint of the head’s response to the recommendation of the commissioner within
10 business days of receipt of the recommendation.

Response of public body — privacy complaint

78. (1) The head of a public bodyshall, not later than 10 business days after receiving a recommendation of the
commissioner,

(a) decide whether or not to comply with the recommendation in whole or in part; and

(b) give written notice of his or her decision to the commissioner and a person who was sent a copy of the report.
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(2) Where the head of the public body does not give written notice within the time requited by subsection (1),

the head of the public body is considered to have agreed to comply with the recommendation of the commissioner.

Head of public body seeks declaration in court

79. (1) Where the head of the public body decides under section 78 not to comply with a recommendation of

the commissioner under subsection 760) in whole or in pad, the head shall, not later than 10 business days after

receipt of that recommendation,

(a) apply to the Trial Division for a declaration that the public body is not required to comply with that rec

ommendation because the collection, use or disclosure of the personal information is not in contravention

of this Act, and

(b) serve a copy of the application for a declaration on the commissioner, the minister responsible for the

administration of this Act, and a person who was sent a copy of the commissioner’s report.

(2) The commissioner or the minister responsible for this Act may intervene in an application for a declara

tion by filing a notice to that effect with the Trial Division.

Filing an order with the Trial Division

80. (1) The commissioner may prepare and file an order with the Trial Division where

(a) the head of the public body agrees or is considered to have agreed under section 78 to comply with a

recommendation of the commissioner under subsection 76(1) in whole or in part but fails to do so within

one year after receipt of the commissioner’s recommendation; or

(b) the head of the public body fails to apply under section 79 to the Trial Division for a declaration.

(2) The order shall be limited to a direction to the head of the public body to do one or more of the following:

(a) stop collecting, using or disclosing personal information in contravention of this Act; or

(b) destroy personal information collected in contravention of this Act.

(3) An order shall not be filed with the Trial Division until the time period referred to in paragraph (1)(a)

has passed.

(4) Where an order is filed with the Trial Division, it is enforceable against the public body as if it were a

judgment or order made by the court.

DIVISION 3 APPLICATION TO THE TRIAL DIVISION FOR A DECLARATION

Practice and procedure

81. The practice and procedure under the Rules of the Supreme Court, 1986 providing for an expedited trial, or

such adaption of those rules as the court or judge considers appropriate in the circumstances, shall apply to an ap

plication to the Trial Division for a declaration.
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Solicitor and dient privilege

82. The solicitor and client privilege or litigation privilege of a record which may contain personal information

shall not be affected by disclosure to the Trial Division.

Conduct

83. (1) The Trial Division shall review the act or failure to act of the head of a public body that relates to the

collection, use or disclosure of personal information under this Act as a new matter and may receive evidence by
affidavit.

(2) In exercising its powers to order production of documents for examination, the Trial Division shall take

reasonable precautions, including where appropriate, receiving representations without notice to another person,

conducting hearings in private and examining records in private, to avoid disclosure of

(a) any information or other material if the nature of the information or material could justify a refusal by a

head of a public body to give access to a record or part of a record; or

(b) the existence of information, where the head of a public body is authorized to refuse to confirm or deny

that the information exists under subsection 17(2).

Disposition

84. On hearing an application for a declaration, the Trial Division may

(a) where it determines that the head of the public body is authorized under this Act to use, collect or dis

close the personal information, dismiss the application;

(b) where it determines that the head is not authorized under this Act to use, collect or disclose the personal

information,

(i) order the head of the public body to stop using, collecting or disclosing the information, or

(ii) order the head of the public body to destroy the personal information that was collected in contra

vention of this Act; or

(c) make an order that the court considers appropriate.

PART IV

OFFICE AND POWERS OF THE INFORMATION AND PRIVACY COMMISSIONER

DIVISION 1 OFFICE

Appointment of the Information and Privacy Commissioner

85. (1) The office of the Information and Privacy Commissioner is continued.

(2) The office shall be filled by the Lieutenant-Governor in Council on a resolution of the House of Assembly.

(3) Before an appointment is made, the Speaker shall establish a selection committee comprising

(a) the Clerk of the Executive Council or his or her deputy;
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(b) the Clerk of the House of Assembly or, where the Clerk is unavailable, the Clerk Assistant of the House of
Assembly;

(c) the Chief Judge of the Provincial Court or another judge of that court designated by the Chief Judge; and

(d) the President of Memorial University or a vice-president of Memorial University designated by the President.

(4) The selection committee shall develop a roster of qualified candidates and in doing so may publicly invite

expressions of interest for the position of commissioner.

(5) The selection committee shall submit the roster to the Speaker of the House of Assembly.

(6) The Speaker shall

(a) consult with the Premier, the Leader of the Official Opposition and the leader or member of a registered

political party that is represented on the House of Assembly Management Commission; and

(b) cause to be placed before the House of Assembly a resolution to appoint as commissioner one of the

individuals named on the roster.

Status of the commissioner

86. (1) The commissioner is an officer of the House of Assembly and is not eligible to be nominated for election,

to be elected, or to sit as a member of the House of Assembly.

(2) The commissioner shall not hold another public office or carry on a trade, business or profession.

(3) In respect of his or her interactions with a public body, whether or not it is a public body to which this

Act applies, the commissioner has the status of a deputy minister.

Term of office

87. (1) Unless he or she sooner resigns, dies or is removed from office, the commissioner shall hold office for 6

years from the date of his or her appointmenL

(2) The Lieutenant-Governor in Council may, with the approval of a majority of the members on the govern

ment side of the House of Assembly and separate approval of a majority of the members on the opposition side of

the House of Assembly. re-appoint the commissioner for one further term of 6 years.

(3) The Speaker shall, in the event of a tie vote on either or both sides of the House of Assembly, cast the

deciding vote.

(4) The commissioner may resign his or her office in writing addressed to the Speaker of the House of As

sembly, or, where there is no Speaker or the Speaker is absent, to the Clerk of the House of Assembly.

Removal or suspension

88. (1) The Lieutenant-Governor in Council, on a resolution of the House of Assembly passed bya majority vote

of the members of the House of Assembly actually voting, may remove the commissioner from office or suspend

him or her because of an incapacity to act, or for neglect of duty or for misconduct.

(2) When the House of Assembly is not in session, the Lieutenant-Governor in Council may suspend the
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commissioner because of an incapacity to act, or for neglect of duty or for misconduct, but the suspension shall not
continue in force beyond the end of the next sitting of the House of Assembly.

Acting commissioner

89. (1) The Lieutenant-Governor in Council may, on the recommendation of the House of Assembly Manage

ment Commission, appoint an acting commissioner if

(a) the commissioner is temporarily unable to perform his or her duties;

(b) the office of the commissioner becomes vacant or the commissioner is suspended when the House of

Assembly is not in session; or

(c) the office of the commissioner becomes vacant or the commissioner is suspended when the House of

Assembly is in session, but the House of Assembly does not pass a resolution to fill the office of the com

missioner before the end of the session.

(2) Where the office of the commissioner becomes vacant and an acting commissioner is appointed under
paragraph (1 )(b) or (c), the term of the acting commissioner shall not extend beyond the end of the next sitting of
the House of Assembly.

(3) An acting commissioner holds office until

(a) the commissioner returns to his or her duties after a temporary inability to perform;

(b) the suspension of the commissioner ends or is dealt with in the House of Assembly; or

(c) a person is appointed as a commissioner under section 85.

Salary, pension and benefits

90. (1) The commissioner shall be paid a salary that is 75% of the salary of a Provincial Court judge, other than
the Chief Judge.

(2) The commissioner is eligible for salary increases at the same time and in the same manner as salary in
creases of a Provincial Court judge, other than the Chief Judge, and in the proportion provided in subsection (1).

(3) The commissioner is subject to the Public Service Pensions Act, 1991 where he or she was subject to that
Act prior to his or her appointment as commissioner.

(4) Where the commissioner is not subject to the Public Service Pensions Act, 1991 prior to his or her
appointment as commissioner, he or she shall be paid, for contribution to a registered retirement savings plan, an
amount equivalent to the amount which he or she would have contributed to the Public Service Pension Plan were
the circumstances in subsection (3) applicable.

(5) The commissioner is eligible to receive the same benefits as a deputy minister, with the exception of a
pension where subsection (4) applies.
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Expenses

91. The commissioner shall be paid the travelling and other expenses, at the deputy minister level, incurred by
him or her in the performance of his or her duties that may be approved by the House of Assembly Management
Commission.

Commissioner’s staff

92. (1) The commissioner may, subject to the approval of the House of Assembly Management Commission, and
in the manner provided bylaw, appoint those assistants and employees that he or she considers necessary to enable
him or her to carry out his or her functions under this Act and the Personal Health Information Act.

(2) Persons employed under subsection (1) are members of the public service of the province.

Oath of office

93. Before beginning to perform his or her duties, the commissioner shall swear an oath, or affirm, before the Speak
er of the House of Assembly or the Clerk of the House of AssembLy that he or she shall faithfully and impartially per
form the duties of his or her office and that he or she shall not, except as provided by this Act and the Personal Health
Thfonnation Act, divulge information received by him or her under this Act and the Personal Health hifonnntion Act.

Oath of staff

94. Every person employed under the commissioner shall, before he or she begins to perform his or her duties,
swear an oath, or affirm, before the commissioner that he or she shall not, except as provided by this Act and the
Personal Health Information Act, divulge information received by him or her under this Act and the Personal Health
Information Act.

DIVISION 2 POWERS OF THE COMMISSIONER

General powers and duties of commissioner

95. (1) In addition to the commissioner’s powers and duties under Parts II and III, the commissioner may

(a) conduct investigations to ensure compliance with this Act and the regulations;

(b) monitor and audit the practices and procedures employed by public bodies in carrying out their respon

sibilities and duties under this Act;

(c) review and authorize the collection of personal information from sources other than the individual the

information is about;

(d) consult with any person with experience or expertise in any matter related to the purpose of this Act; and

(e) engage in or commission research into anything relating to the purpose of this Act.

(2) In addition to the commissioner’s powers and duties under Parts II and III, the commissioner shall exer
cise and perform the following powers and duties:
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(a) inform the public about this Act;

(b) develop and deliver an educational program to inform people of their rights and the reasonable limits on
those rights under this Act and to inform public bodies of their responsibilities and duties, including the
duty to assist, under this Act;

(c) provide reasonable assistance, upon request, to a person;

(d) receive comments from the public about the administration of this Act and about matters concerning
access to information and the confidentiality, protection and correction of personal information;

(e) comment on the implications for access to information or for protection of privacy of proposed legisla
tive schemes, programs or practices of public bodies;

(f) comment on the implications for protection of privacy of

(i) using or disclosing personal information for record linkage, or

(ii) using information technology in the collection, storage, use or transfer of personal information;

(g) take actions necessary to identify, promote, and where possible cause to be made adjustments to practices
and procedures that will improve public access to information and protection of personal information;

(h) bring to the attention of the head of a public body a failure to fulfil the duty to assist applicants;

(i) make recommendations to the head of a public body or the minister responsible for this Act about the
administration of this Act;

(j) inform the public from time to time of apparent deficiencies in the system, including the office of the
commissioner; and

(k) establish and implement practices and procedures in the office of the commissioner to ensure efficient
and timely compliance with this Act.

(3) The commissioner’s investigation powers and duties provided in this Part are not limited to an investi
gation under paragraph (I )(a) but apply also to an investigation in respect of a complaint, privacy complaint, audit,
decision or other action that the commissioner is authorized to take under this Act.

Representation during an investigation

96. (1) During an investigation, the commissioner may give a person an opportunity to make a representation.

(2) An investigation may be conducted by the commissioner in private and a person who makes representations
during an investigation is not, except to the extent invited by the commissioner to do so, entitled to be present
during an investigation or to comment on representations made to the commissioner by another person.

(3) The commissioner may decide whether representations are to be made orally or in writing.

(4) Representations may be made to the commissioner through counsel or an agent.

Production of documents

97. (1) This section and section 98 apply to a record notwithstanding

(a) paragraph 5(lflc), (d), (e), (fl, (g), (h) or (i);
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(b) subsection 7(2);

(c) another Act or regulation; or

(d) a privilege under the law of evidence.

(2) The commissioner has the powers, privileges and immunities that are or may be conferred on a commis
sioner under the Public Inquiries Act, 2006.

(3) The commissioner may require any record in the custody or under the control of a public body that the
conmissioner considers relevant to an investigation to be produced to the commissioner and may examine infor
mation in a record, including personal information.

(4) As soon as possible and in any event not later than 10 business days after a request is made by the
conunissioner, the head of a public body shall produce to the commissioner a record or a copy of a record required
under this section.

(5) The head of a public body may require the commissioner to examine the original record at a site deter
mined by the head where

(a) the head of the public body has a reasonable basis for concern about the security of a record that is sub
ject to solicitor and client privilege or litigation privilege;

(b) the head of the public body has a reasonable basis for concern about the security of another record and
the Commissioner agrees there is a reasonable basis for concern; or

(c) it is not practicable to make a copy of the record.

(6) The head of a public body shall not place a condition on the ability of the commissioner to access or
examine a record required under this section, other than that provided in subsection (5).

Right of entry

98. The commissioner has the right

(a) to enter an office of a public body and examine and make copies of a record in the custody of the public
body; and

(b) to converse in private with an officer or employee of the public body.

Admissibility of evidence

99. (1) A statement made, or answer or evidence given by a person in the course of an investigation by or pro
ceeding before the commissioner under this Act is not admissible in evidence against a person in a court or at an
inquiry or in another proceeding, and no evidence respecting a proceeding under this Act shall be given against a
person except

(a) in a prosecution for perjury;

(b) in a prosecution for an offence under this Act; or

(c) in an appeal to, or an application for a declaration from, the Trial Division under this Act, or in an appeal
to the Court of Appeal respecting a matter under this Act.
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(2) The commissioner, and a person acting for or under the direction of the commissioner, shall not be re

quired to give evidence in a court or in a proceeding about information that comes to the knowledge of the commis
sioner in performing duties or exercising powers under this Act.

Privilege

100. (1) Where a person speaks to, supplies information to or produces a record during an investigation by the
commissioner under this Act, what he or she says, the information supplied and the record produced are privileged

in the same manner as if they were said, supplied or produced in a proceeding in a court.

(2) The solicitor and client privilege or litigation privilege of the records shall not be affected by production

to the commissioner.

Section 8.1 of the Evidence Act

101. Section 8.1 of the Evidence Act does not apply to an investigation conducted by the commissioner under this

Act.

Disclosure of information

102. (1) The commissioner and a person acting for or under the direction of the commissioner, shall not disclose

information obtained in performing duties or exercising powers under this Act, except as provided in subsections

(2)to(5).

(2) The commissioner may disclose, or may authorize a person acting for or under his or her direction to

disclose, information that is necessary to

(a) perform a duty or exercise a power of the commissioner under this Act; or

(b) establish the grounds for findings and recommendations contained in a report under this Act.

(3) In conducting an investigation and in performing a duty or exercising a power under this Act, the com

missioner and a person acting for or under his or her direction, shall take reasonable precautions to avoid disclosing

and shaD not disclose

(a) any information or other material if the nature of the information or material could justify a refusal by a

head of a public body to give access to a record or pan of a record; or

(b) the existence of information, where the head of a public body is authorized to refuse to confirm or deny

that the information exists under subsection 17(2).

(4) The commissioner may disclose to the Attorney General information relating to the commission of an of
fence under this or another Act of the province or Canada, where the commissioner has reason to believe an offence

has been committed.

(5) The commissioner may disclose, or may authorize a person acting for or under his or her direction to

disclose, information in the course of a prosecution or another matter before a court referred to in subsection 990).
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Delegation

103. The commissioner may delegate to a person on his or her staff a duty or power under this Act.

Protection from liability

104. An action does not lie against the commissioner or against a person employed under him or her for anything
he or she may do or report or say in the course of the exercise or performance, or intended exercise or performance.
of his or her functions and duties under this Act, unless it is shown he or she acted in bad faith.

Annual report

105. The commissioner shall report annually to the House of Assembly through the Speaker an

(a) the exercise and performance of his or her duties and ftinctions under this Act;

(b) a time analysis of the functions and procedures in matters involving the commissioner in a complaint, from
the date of receipt of the request for access or correction by the public body to the date of informal resolution,
the issuing of the commissioner’s report, or the withdrawal or abandonment of the complaint, as applicable;

(c) persistent failures of public bodies to fulfil the duty to assist applicants, including persistent failures to
respond to requests in a timely manner;

Cd) the commissioner’s recommendations and whether public bodies have complied with the recommendations;

(e) the administration of this Act by public bodies and the minister responsible for this Act; and

(f) other matters about access to information and protection of privacy that the commissioner considers
appropriate.

Special report

106. The commissioner may at any time make a special report to the House of Assembly through the Speaker
relating to

(a) the resources of the office of the commissioner;

(b) another matter affecting the operations of this Act; or

(c) a matter within the scope of the powers and duties of the commissioner under this Act.

Report — investigation or audit

107. On completing an investigation under paragraph 95(1)(a) or an audit under paragraph 95(1)(b), the commis
sioner

(a) shall prepare a report containing the commissioner’s findings and, where appropriate, his or her recom
mendations and the reasons for those recommendations

(b) shall send a copy of the report to the head of the public body concerned; and

(c) may make the report public,
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PART V
GENERAL

Exercising rights of another person

108. A right or power of an individual given in this Ad may be exercised

(a) by a person with written authorization from the individual to ad on the individual’s behalfi

(b) by a court appointed guardian of a mentally disabled person, where the exercise of the right or power
relates to the powers and duties of the guardian;

(c) by an attorney acting under a power of attorney, where the exercise of the right or power relates to the
powers and duties conferred by the power of attorney;

(d) by the parent or guardian of a minor where, in the opinion of the head of the public body concerned, the
exercise of the right or power by the parent or guardian would not constitute an unreasonable invasion of
the minor’s privacy; or

(e) where the individual is deceased, by the individual’s personal representative, where the exercise of the
right or power relates to the administration of the individual’s estate.

Designation of head by local public body

109. (1) A local public body shall, by by-law, resolution or other instrument, designate a person or group of per
sons as the head of the local public body for the purpose of this Act, and once designated, the local public body shall
advise the minister responsible for this Act of the designation.

(2) A local government body or group of local government bodies shall

(a) by by-law, resolution or other instrument, designate a person or group of persons, for the purpose of this
Act, as the head of an unincorporated entity owned by or created for the local government body or group of
local government bodies; and

(b) advise the minister responsible for this Act of the designation.

Designation and delegation by the head of a public body

110. (1) The head of a public body shall designate a person on the staff of the public body as the coordinator to

(a) receive and process requests made under this Act;

(b) co-ordinate responses to requests for approval by the head of the public body;

(c) communicate, on behalf of the public body, with applicants and third parties to requests throughout the
process including the final response

(d) educate staff of the public body about the applicable provisions of this Act;

(e) track requests made under this Act and the outcome of the request;

(0 prepare statistical reports on requests for the head of the public body; and

(g) carry out other duties as may be assigned.
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(2) The head of a public body may delegate to a person on the staff of the public body a duty or power of the
head under this Act

Publication scheme

111. (1) The commissioner shall create a standard template for the publication of information by public bodies to
assist in identifying and locating records in the custody or under the control of public bodies.

(2) The head of a public body shall adapt the standard template to its functions and publish its own informa
6on according to that adapted template.

(3) The published information shall include

(a) a description of the mandate and functions of the public body and its components;

(b) a description and list of the records in the custody or under the control of the public body, including
personal information banks;

(c) the name, title, business address and business telephone number of the head and coordinator of the pub
lic body; and

(d) a description of the manuals used by employees of the public body in administering or carrying out the
programs and activities of the public body.

(4) The published information shall include for each personal information bank maintained by a public body

(a) its name and location;

(b) a description of the kind of personal information and the categories of individuals whose personal infor
mation is included;

(c) the authority and purposes for collecting the personal information;

(d) the purposes for which the personal information is used or disclosed; and

(e) the categories of persons who use the personal information or to whom it is disclosed.

(5) Where personal information is used or disdosed by a public body for a purpose that is not included in
the information published under subsection (2), the head of the public body shall

(a) keep a record of the purpose and either attach or link the record to the personal information; and

(b) update the published information to include that purpose.

(6) This section or a subsection of this section shall apply to those public bodies listed in the regulations.

Amendments to statutes and regulations

112. (1) A minister shall consult with the commissioner on a proposed bill that could have implications for access
to information or protection of privacy, as soon as possible before, and not later than, the date on which notice to
introduce the bill in the House of Assembly is given.

(2) The commissioner shall advise the minister as to whether the proposed bill has implications for access to
information or protection of privacy.

(3) The commissioner may comment publicly on a draft bill any time after that draft bill has been made public.
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Report of minister responsible

113. The minister responsible for this Act shall report annually to the House of Assembly on the administration of
this Act and shall include information about

(a) the number of requests for access and whether they were granted or denied;

(b) the specific provisions of this Act used to refuse access;

(c) the number of requests for correction of personal information;

(d) the costs charged for access to records; and

(e) systemic and other issues raised by the commissioner in the annual reports of the commissioner.

Limitation of liability

114. (1) An action does not lie against the government of the province, a public body. the head of a public body,
an elected or appointed official of a local public body or a person acting for or under the direction of the head of a
public body for damages resulting from

(a) the disclosure of or a failure to disdose, in good faith, a record or part of a record or information under
this Act or a consequence of that disdosure or failure to disclose; or

(b) the failure to give a notice required by this Act where reasonable care is taken to ensure that notices are given.

(2) An action does not lie against a Member of the House of Assembly for disclosing information obtained
from a public body in accordance with paragraph 68( 0(k) while acting in good faith on behalf of an individual.

Offence

115. (1) A person who wilfully collects, uses or discloses personal information in contravention of this Act or
the regulations is guilty of an offence and liable, on summary conviction, to a fine of not more than $10,000 or to
imprisonment for a term not exceeding 6 months, or to both.

(2) A person who wilfiilly

(a) attempts to gain or gains access to personal information in contravention of this Act or the regulations;

(b) makes a false statement to, or misleads or attempts to mislead the commissioner or another person per

forming duties or exercising powers under this Act;

(c) obstructs the commissioner or another person performing duties or exercising powers under this Act;

(d) destroys a record or erases information in a record that is subject to this Act, or directs another person to
do so. with the intent to evade a request for access to records; or

(e) alters, falsifies or conceals a record that is subject to this Act, or directs another person to do so, with the
intent to evade a request for access to records,

is guilty of an offence and liable, on summary conviction, to a fine of not more than $10,000 or to imprisonment for
a term not exceeding 6 months, or to both.

(3) A prosecution for an offence under this Act shall be commenced within 2 years of the date of the discov
ery of the offence.
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Regulations

116. The Lieutenant-Governor in Council may make regulations

(a) designating a body as a public body, educational body, health care body or local government body under
this Act;

(b) designating a person or group of persons as the bead of a public body;

(c) prescribing procedures to be followed in making, transferring and responding to requests under this Act;

(d) permitting prescribed categories of applicants to make requests under this Act orally instead of in writing;

(e) limiting the costs that different categories of persons may be charged under this Act;

(f) authorizing, for the purposes of section 28, a local public body to hold meetings of its elected officials, or
of its governing body or a committee of the governing body, to consider specified matters in the absence of
the public unless another Act

(1) expressly authorizes the local public body to hold meetings in the absence of the public, and

(ii) specifies the matters that may be discussed at those meetings;

(g) prescribing for the purposes of section 36 the categories of sites that are considered to have heritage or
anthropological value;

(h) authorizing the disclosure of information relating to the mental or physical health of individuals to med
ical or other experts to determine, for the purposes of section 37, if disclosure of that information could
reasonably be expected to result in grave and immediate harm to the safety of or the mental or physical
health of those individuals;

(i) prescribing procedures to be followed or restrictions considered necessary with respect to the disclosure
and examination of information referred to in paragraph (h);

(j) prescribing special procedures for giving individuals access to personal information about their mental
or physical health;

(k) prescribing, for the purposes of section 68, a body to whom personal information may be disclosed for
audit purposes;

(I) prescribing the public bodies that are required to comply with all or part of section 111;

(m) requiring public bodies to provide to the minister responsible for this Act information that relates to its
administration or is required for preparing the minister’s annual report;

(n) providing for the retention and disposal of records by a public body if the Management ofInformation Act

does not apply to the public body;

(o) exempting any class of public body from a regulation made under this section; and

(p) generally to give effect to this Act.
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Review

117. (1) After theexpiration of not more than 5 years after the coming into force of this Act or part of it and every

5 years thereafter, the minister responsible for this Act shall refer it to a committee for the purpose of undertaking a

comprehensive review of the provisions and operation of this Act or part of it.

(2) The committee shall review the list of provisions in Schedule Ito determine the necessity for their contin

ued inclusion in Schedule I.

Transitional

118. (1) This Act applies to

(a) a request for access to a record that is made on or after the day section 8 comes into force;

(b) a request for correction of personal information that is made on or after the day section 10 comes into

force; and

(c) a privacy complaint that is filed by an individual or commenced by the commissioner on or after the day

section 73 comes into force.

(2) Part IV, Division 1 applies to and upon the appointment of the next commissioner.

Consequential amendments

119. [It is anticipated consequential amendments will be prepared by Government]

Repeal

120. (1) The Access to Information and Protection ofPrivacy Act is repealed.

(2) Sections 4 and 5 of the Access to Information Regulations, Newfoundland and Labrador Regulation

11/07, are repealed.

Commencement

121. This Act or a section, subsection, paragraph or subparagraph of this Act comes into force on a day or

days to be proclaimed by the Lieutenant-Governor in Council.

SCHEDULE!

(a) sections 64 to 68 oftheAdoption Act, 2013;

(b) section 29 of the Adult Protection Act;

(c) section 115 of the Canada-Newfoundland and Labrador Atlantic Accord Implementation Newfoundland

and Labrador Act-,

(d) sections 69 to 74 of the Children and Youth Care and Protection Aci

(e) section 5.4 of the Energy Corporation Act;
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(f) section 8.1 of the EvidenceAct

(g) subsection 240) of the Fatalities Investigations Act;

(h) subsection 5(1) of the Fish Inspection Act;

(i) section 4 of the Fisheries Act;

(j) sections 173, 174 and 174.1 of the Highway Traffic Act;

(k) section 15 of the MineralAct

(I) section 16 of the Mineral Holdings Impost Act

(m) subsection 13(3) of the Order ofNewfoundland and Labrador Act;

(n) sections 153, 154 and 155 of the Petroleum Drilling Regulations;

(o) sections 53 and 56 of the Petroleum Regulations;

(p) section 21 of the Research and Development Council Act;

(q) section 12 and subsection 62(2) of the Schools Act, 1997;

(r) sections 19 and 20 of the Securities Act;

(s) section 13 of the Statistics Agency Act; and

(t) section 18 of the Workplace Health, Safety and Compensation Act.
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APPENDIX A

News Releases
Executive Council
March 18, 2014

Open and Accountable

Premier Announces Committee Members for Independent Review of the Access to Information and
Protection of Privacy Act

The Honourable Tom Marshall, Premier of Newfoundland and l.abrador, has appointed three individuals
with expertise in law, privacy legislation, and journalism to conduct the independent statutory review of
the Access to Information and Protection of Privacy (ATIPP) Act.

In making the announcement, Premier Marshall noted that government is committed to ensuring that
Newfoundland and Labrador has a strong statutory framework for access to information and protection
of privacy, which when measured against international standards, will rank among the best.

“I am pleased to announce today that our committee will he comprised of Clyde Wells, who will serve as
chair, jennifer Stoddan, and Doug Letto. Mr. Wells is a lawyer, former Chief Justice, and a former
Premier of Newfoundland and Labrador, Ms. Stoddart is a former Privacy Commissioner of Canada, and
Mr. Letto isa journalist with over 30 years of experience. We are fortunate that such highly qualified
and respected individuals have agreed to undertake this important review. I have every confidence in
their capabilities.”

- The Hanourable Tom Mars hull, Premier of Newfoundland and Labrador

Biographical information for the committee members and terms of reference are provided in the
backgrounders below.

The appointments follow Premier Marshall’s announcement that an independent review of the ATIPP
Act would be initiated earlier than required by legislation. Over the next several months, the committee
members will conduct a comprehensive review, including examination of amendments made through
Bill 29. Meaningful engagement of residents and stakeholder groups will form an important part of the
process.

“We want to give the public an opportunity for direct input through this review. If there are specific
concerns for residents, we want the committee to hear them. Through this process, we will gain
valuable insight into ways in which we can improve our access to information and protection of privacy
legislation.”

- The Honourable Steve Kent, Minister Responsible for the Office of Public Engagement

The final report will be released publicly and all recommendations carefully considered by government.

The GDvernment of Newfoundland and Labrador is committed to listening to residents and to engaging
youth, the volunteer sector, families and communities to build a vibrant and prosperous province.
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QUICK FACTS

• Premier Marshall has appointed three individuals to conduct an independent statutory review of
the Access to Information and Protection of Privacy (ATIPP) Act: Clyde Wells (Chair), lawyer,
former Chief Justice, and former Premier of Newfoundland and Labrador; Jennifer Stoddart,
former Privacy Commissioner of Canada; and Doug Letto, a 3D-year journalism veteran.

• Proclaimed in January 2005, Section 74 of the ATIPP Act requires a review of the legislation
every five years. The next review was due to occur in 2015; Premier Marshall initiated an earlier
review.

• The final report will be released publicly and all recommendations carefully considered by
government.

- 30 -

Media contacts:

Milly Brown Tracey Roland
Director of Communications Press Secretary
Office of the Premier Office of the Premier
709-729-3960 709-729-4304, 697-3128
miIlybrown@rnov.nl.ca traceyboIandgov. nl.ca

Kip Bonnell
Communications Manager
Office of Public Engagement
709-729-1221, 687-9081
kbonnell@gov.nl.ca

BAC KG RO U N DER
Biographical Information on Committee Members

Clyde Wells, tiC

Clyde Wells has had an extensive legal and political career. A graduate of Daihousie Law School, Mr.
Wells built a thriving legal practice before serving as the fifth Premier of Newfoundland and Labrador
from 1989-1996. He has served as a justice of the Supreme Court of Newfoundland and Labrador (Court
of Appeal) and was appointed Chief Justice of the province in 1999. Mr. Wells became a major figure on
the national political stage at the time of the Meech Lake Accord for his opposition to several of its
provisions and also participated in discussions that led to the development of a set of constitutional
proposals known as the Charlottetown Accord.
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Jennifer Stoddart

Jennifer Stoddart was Canada’s Privacy Commissioner from 2003 to 2013. She is a privacy leader
nationally and internationally and has overseen a number of important investigations, including those
concerning Facebook’s privacy policies and practices. Ms. Stoddart has extensive experience on global
privacy issues through her work with several international organizations and was selected as the 2010
recipient of the International Association of Privacy Professionals’ Privacy Vanguard Award for her role
in establishing Canada as a leading regulator on privacy issues. Ms. Stoddart holds a Bachelor of Civil
Law degree from McGill University, as well as a Master of Arts degree in history from the University of
Québec at Montréal and a Bachelor of Arts degree from the University of Toronto’s Trinity College. She
was called to the Québec Bar in 1981. In 2013, Ms. Stoddart was awarded an honorary doctorate From
the University of Ottawa for her contributions in the privacy field, both in Canada and around the world.

Doug Letto

Doug Letto is a communications professional, writer and accomplished journalist. He recently retired
from the (BC, where he was a political reporter, ca-host of Here and Now and most recently, senior
producer. Mr. Letto has hosted provincial elections and leadership convention broadcasts, special
programming and newscasts, and has also taught graduate and undergraduate courses in Political
Science at Memorial University of Newfoundland. Mr. Letto has a Master of Arts (Political Science)
degree and a Bachelor of Education and Bachelor of Arts (English History) degrees from Memorial
University.

BACKGROUNDER
Statutory Review of the Access to Information and Protection of Privacy Act

Terms of Reference

The Access to Information and Protection of Privacy Act, SNL2002, c. A-1.1 (ATIPPA) came into force on
January 17, 2005, with the exception of Part IV (Protection of Privacy) which was subsequently
proclaimed an January 16, 2008. Pursuant to section 74 of the ATIPPA, the Minister Responsible for the
Office of Public Engagement is required to refer the legislation to a committee for a review after the
expiration of not more than five years after its coming into force and every five years thereafter, The
first legislative review of ATIPPA commenced in 2010 and resulted in amendments that came into force
on June 27, 2012. The current review constitutes the second statutory review of this legislation.

1. OvervIew

The Committee will complete an independent, comprehensive review of the Access to
Information and Protection of Privacy Act, including amendments made as a result of Bill 29, and
provide recommendations arising from the review to the Minister Responsible for the Office of
Public Engagement (the Minister), Government of Newfoundland and bbrador. This review will

3

APPENDICES I 423

CIMFP Exhibit P-04470 Page 432



APPENDIX A

be conducted in an open, transparent and respectful manner and will engage citizens and
stakeholders in a meaningful way. Protection of personal privacy will be assured.

2. Scope of the Work

2.1 The Committee will conduct a comprehensive review of the provisions and operations of the Act
which will include, hut not be limited to, the following:

• Identification of ways to make the Act more user friendly so that it is well understood by
those who use it and can be interpreted and applied consistently;

• Assessment of the ‘Right olAccess” (Part II) and “Exceptions to Access” provisions (Part III)
to determine whether these provisions support the purpose and intent of the legislation or
whether changes to these provisions should be considered;

• Examination of the provisions regarding “Reviews and Complaints” (Part V) including the
powers and duties of the Information and Privacy Commissioner, to assess whether
adequate measures exist for review of decisions and complaints independent of heads of
public bodies;

• Time limits for responses to access to information requests and whether current
requirements are appropriate;

• Whether there are any additional uses or disclosures of personal information that should be
permitted under the Actor issues related to protection of privacy (Part IV); and

• Whether the current ATIPPA Fee Schedule is appropriate.

2.2 Consideration of standards and leading practices in other jurisdictions:

• The Committee will conduct an examination of leading international and Canadian practices,
legislation and academic literature related to access to information and protection of
privacy legislative frameworks and identify opportunities and challenges experienced by
other jurisdictions;

• The Committee will specifically consult with the Information and Privacy Commissioner for
Newfoundland and Labrador regarding any concerns of the Commissioner with existing
legislative provisions, and the Commissioner’s views as to key issues and leading practices in
access to information and protection of privacy laws.

3. CommIttee processes

3.1 For the purpose of receiving representations from individuals and stakeholders, the Committee
may hold such hearings in such places and at such times as the Committee deems necessary to hear
representations from those persons or entities who, in response to invitations published by the
Committee, indicate in writing a desire to make a representation to the Committee, and make such
other arrangements as the Committee deems necessary to ensure that it will have all of the
information necessary for it to fully respond to the requirements of these terms of reference.
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3.2 The Committee may arrange for such accommodation, administrative assistance, legal and other
assistance as the Committee deems necessary for the proper conduct of the review.

4. Final Committee Report and Recommendations

The Committee will prepare a final report for submission to the Minister. The report will include:

• An executive summary;

• A summary of the research and analysis of the legislative provisions and leading practices in
other jurisdictions;

• A detailed summary of the public consultation process including aggregate information
regarding types and numbers of participants, issues and concerns, emerging themes, and
recommendations brought forward by citizens and stakeholders; and

• Detailed findings and recommendations, including proposed legislative amendments, for the
Minister’s consideration.

2014 03 18 12:4S p.m.
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List of Submissions on the ATIPPA Review Committee Website (www.parcriLca)

Public Hearings — Presentations and Written Submissions

• Office of the thfonnation and Privacy Coumrissioner. June 2014
• Office of the ififonuation and Privacy Conmrissioner. August 29, 2014 (Supplementary)
• Office of the thfonnation and Privacy Commissioner Supplementary Submission. September

25. 2014
• Canadian Federation of Independent Business. June 2014
• Canadian Federation of Independent Business — August 2014 (Suppktnenraxy
• Simon Lono. June 2014
• Ed Hollen, June 2014
• EnrirMdrews. June 2014
• Katluyn Welbotum June 2014
• James McLeod. June 2014
• New Democratic Party Caucus. June 2014
• Official Opposition Leader Dwight Ball. July 2014
• Gavin Will. July 2014
• Centre for Law and Democracy. July 2014
• BanyTilley(Dith & Co.). July 2014
• Barry Tilley (Dicks & Co.), August 2014 (Supplementary)
• TenyBunyJuly2Ol4
• Information Couunissiouer of Canada. August2014
• Presentation de in conmrissaire a l’hJonnation du Canada Le lmith 18 aoOt 2014
• hifommtion Commissioner of Canada. August 20. 2014 (Supplementary)
• CBC / Radio-Canada Submission. Aumist 2014
• CBC I Radio-Canada. September 2014 (Supplementary Information)
• Newfoundland and Librador Veterinary Medical Association. August 2014
• Newfoundland and Labrador Veterinary Medical AssociafiolL September 2. 2014 (Additional

hifonnation)
• Office of Public Engagement. Govenunent of Newfoundland and Labrador. August 2014
• Office of Public Engagement. Government of Newfoundland and Labrador. September 2014

(Additional Information)
• Memorial University. August 2014
• Nalcor Energy. August 2014
• Nalcor Energy. August 29. 2014 (Supplementary)
• Ken Kavanagh. August 2014
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Other Written Submissions

• Adam Pitcher. December 2013
• Jordan Willis Lester. April 2011
• Adam Case. May2014
• Peter Shaprer. June 2014
• Alex Marland, July 2014
• Town of Chapel Ann. July 2014 (updated August 14. 2014)
• Save our People Action Connninee. July 2014
• Pam FrmnpEon. July 2014
• Scarlet Haim. July 2014
• William Fagan. June 2014
• Frank Mmphy. July 2014
• Fred Cole, May 2014
• Ashley Fitzpatrick July 2014
• William Fagmi. August 2014
• Newfoundland and Labiador College of Vetethithans. August 2014
• Daniel Tlienien. Privacy Conmrissioner of Canada. August 2014
• Ross Wisemmi. ?vliA. Speaker of the House of Assembly. August 2014
• Michael Connors. August 2014
• Deborah Moss. June-July 2014
• Dr. Thomas Baird. Auaust 2014
• W. F. Mercer. August 2014
• Moses Tucker, August 2014
• Martin B. Haimnond. August 2014
• BC Freedom of liffonnation and Privacy Association. August 2014
• Healthcare Insurance Reciprocal of Canada (HWOC). August 2014
• Canadian Medical Protective Association (CMPA). August 2014
• Richard H. Ellis. August 2014
• Richard Hiscoti. August 2014
• Dr. Gail Fraser. August 2014
• Wallace McLean. August 2014
• College of the North Atlantic. August 2014
• Anand M. Sharan. lime 2014
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Schedule of Public Hearings
independent Statutory Review Committee

Access to Information and Protection of PflvocyAct
Newfoundland and Labrador

Ramada (Cabot Room), 102 Kenmount Road, St. Johns, NI

Date Time Individual / Organization Prn.ndnc Presenter(s)

Tuesday, June 24, 2014

10:00 a-rn. Opening Remarks from the chair Mr. Clyde K. Wells

I 10:15 am. Office of the Information and Privacy Mr. Ed Ring, information and Privacy

: Commissioner Commissioner and Mr. Sean Murray.
Director of Special Projects (OiPC)

11:15 am. NutrItion Break

2 11:30 am. Office of the Information and Privacy Mr. Sean Murray, Director of Special
Commissioner Projects (O1PC)

12:30 p.m. Lunch Break

2:00 pm. Office of the information and Privacy Mr. Sean Murray, Director of Special
Commissioner Prolects (OIPC)

Wednesday. June 25, 2014

9:30 a-rn. Opening Remarks from the chair Mr. Clyde IC Wells

3 935 a.m. Canadian Federation of Independent Business Mr. Vaughn Hammond, Director of
Provincial_Affairs_(NI)

4 10:15 a-rn- Mr. Simon Lana

11:00 a-m. Nutrition Break

5 11:15 am. Mr. Ed Hollen

12:30 p.m. Lunch Break

6 2:00 p.m. The Northeast Avalon Times Ms. Kathryn Welbourn, Publisher

7 3:00 p.m. Ms. Ernir Andrews

Thursday, June 26, 2014

9:30 am. Opening Remarks from the Chair Mr. Clyde K. Wells

8 9-35 am. The Telegram Mr. James McLeod, Reporter

10:45 &m. Nutrition Break

9 11:00 a-rn. New Democratic Party Ms. Gerry Rogers, Member for St.
John’s Centre

12:30 p.m. Lunch Break

10 2:00 p.m. Office of the Information and Privacy Mr. Sean Murray, Director of Special
Commissioner Projects (OIPC) and Mr. Ed Ring,

Information and Privacy Commissioner

Revised: June 24. 2014
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APPENDIX C

Schedule of Public Hearings
Independent Statutory Review Committee

Access to Information and Protection of Privacy Act
Newfoundland and Labrador

Ramada (Cabot Room), 102 Kenmount Road, St. John’s, Nt

Date / Time Individual / Organization Presenting

Tuesday, July 22, 2014

9:30 am. Opening Remarks from the Chair

1000 a
Mr. Dwight Ball, leader of the Official Opposition (Member of the House.m.
oF Assembly, Humber Valley)

Wednesday,July 23, 2014

2:00 p.m. Mr. Gavin Will, Municipal Councillor

Thursday, July 24, 2014

3 9:30 am. Mr. Michael Karanicolas, Centre for Law and Democracy

12:30 p.m. Lunch Break

4 2:00 p.m. Mr. Barry Tilley, Dicks & Co.

5 3:00 p.m. Mr. Terry Burry, Private Citizen

7/23/2014

2
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APPENDIX C

Schedule of Public Hearings
Independent Statutory Anlew Committee

Access to Information and Protection ofPnvacyAct
Newfoundland and Lobmdor

Ramada (Cabot Room)? 102 Knmount Road, St. Johns, NI

Date / Time Individual / Organization Presenting

Monday, August 18, 2014

930 am. Opening Remarks from Clyde K. Wells. Chair

Suzanne Legault, Information Commissioner of Canada1 9:45 am.
Jacqueline Strandberg, Policy Analyst (01CC)

12:30 p.m. Lunch Break

Peter Gullage. Executive Producer, CBC News NI2 2:00p.m.
Sean Moreman, legal Counsel, CBC

Newfoundland and labrador Veterinary Medical Association
3 3:30 p.m. Dr. Nicole OBrien, ATIPPA Committee Representative

Or. Kate Wilson, President

Tuesday, August 19, 2014

4 930am
Hon. Sandy Collins, Minister Responsible for Office of Public Engagement
Representatives from various Government Departments

12:30 p.m. lunch Break

200 m
Hon. Sandy Collins, Minister Responsible for Office of Public Engagement

P
. Representatives from various Government Departments

Wednesday, August 20, 2014

Memorial UniversIty

5
Rosemary Thorne, University Privacy Officera.m.
Morgan Cooper. Associate Vice-President (Academic) FacultyAffairs
Shelley Smith, Chief Information Officer

6 11:00a.m. lynn Hammond, Private Citizen

12:30 p.m. Lunch Break

Nalcor Energy
7 2:00 p.m. Jim Keating, Vice-President (Nalcor Oil)

Tracey Pennell, Legal Counsel & ATIPP Coordinator

8 3:30 p.m. Ken Kavanagh, Private Citizen

Thursday, August 21, 2014

9 930am
Ring, inFormation and Privacy Commissioner

.

Sean Murray, 0rector of Special Projects (OIPC)

11:30 a.m. Closing Remarks from Clyde K. Wells, Chair

— - 8/18)2014

3
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APPENDIX D

List of Transciipts available on ATWPA Review Committee Website (innv.tnirul.ca)

June 24, 2014
Office of the hifomulion and Privacy Commissioner

Ed Ring. Commissioner
Sean Murray. Director of Special Projects

June 23, 2014
Canadian Federation of Independent Business

Vauglm Hammond. Director of Provincial Affairs (NL)

Simon Lone. Private Citizen

Edward Holleft. Private Citizen

The Northeast Avalon Times
Katluytt Welbrnmi. Publisher

Emit Andrews. Private Citizen

June 26, 2014
The Telegram

James McLeod. Reporter

New Democratic Party
Gerry Rogers. M}IA
Ivan Mor2an. Researcher

Office of the hifomiation and Privacy Conutüssioner
Ed Ring. Commissioner
Sean Murray. Director of Special Projects

July 22, 2014
Office of the Official Opposition

Dwight Ball. IfftA
Joy Buckle. Chief Researcher

July 23, 2014
Gavin Will, Municipal Cotuicillor

July 24, 2014
Centre for Law and Democracy

Michael Kanmcolas

Dicks & Co. Ltd.
Barry Tilley. President
David Read. Vice-President

Terry flurry. Private Citizen

I

APPENDICES I 131

CIMFP Exhibit P-04470 Page 440



APPENDIX D

August 18, 2014
hifonuation Conuitissioner of Canada

Suzmme Legault. Conrnüssioner
Jacqueline Stnndberg. Policy Analyst

Canadian Broadcasting Corporation — Radio Canada
Sean Moreman. Senior Legal Counsel
Peter Gullage. Executive Producer (NL)

Newfoundland mid Labrador Veterinary Medical Association
Nicole OBrien. ATIPPA Committee Representative
Kate Wilson. President

August 19, 2013
Government of Newfoundland and Labrador

Honounbie Sandy Collins. Minister Responsible for the Office of Public Engagement
Rachelle Cochrane. Deputy Minister. Office of Public Engagement
Victoria XVoodwonh-Lviias. ATWP Office. Office of Public Engagement
Alastair O’Rielly. Deputy Minister. Department of limovation. Business and Rural
Development
Paul Noble. Deputy Minister and Deputy Attorney General. Department of Justice
Genevieve fooling. Deputy Minister. Department of CInId. Youth and Family Services
Ellen MacDonald. Chief hifomiation Officer. Office of the Chief hifonuation Officer

August 20, 2014
tJeniorial University

Rosemary Timme. University Privacy Officer
Morgan Cooper. Associate Vice-President (Academic) Faculty Affairs
Shelley Smith. Cluef thfomiation Officer

Lynn Hammond, Private Citizen

Nalcor Energy
Jim Keatilig. Vice-President (Oil & Gas)
Tracey Peimell. Lenal Counsel and ATWP Coordinator

Ken Kavaitank. Private Citizen

August 21, 2014
Office of the hifonnation and Privacy Conmüssioner

Ed Ring. Conmüssioner
Semi Murray, Director of Special Projects

2
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APPENDIX G

OFFICE OF THE INFORMATION
AND PRIVACY COMMISSIONER

NEWFOUNDLAND AND LABRADOR

November 19, 2014

Ms. Virginia Connors
Chief Administrative Officer
A7TPPA Review Committee
Suite C, 83 Thorbum Road
Sr. John’s, NL
Am 3M2

Dear Ms. Connors:

Please find attached a list of files which were resolved informally and the respective time frames for
the resolution of each file. After receiving this request, we thought that the numbers themselves
might be misleading on their own, and we were concerned that any conclusions which the
Committee may thaw from the numbers might result in recommendations which may not be based
on an accurate assessment of the informal resolution process.

The dmc frame within which we do our work is a matter of concern for me, because I believe the
mission of our Office is one of public service. Any unnecessary delay in the provision of that service
is a failure to deliver that service as it should be done. Certainly there have been delays caused by
workload, vacations, illness, transition periods in and out of maternity leave, normal employee
turnover, the inexperience of new staff, etc. There have also on occasion been delays, whether in the
completion of formal reports or of informal resolution efforts, which have resulted from a failure to
complete work in as timely a manna as should be expected by staff of this Office. As the supervisor
of the Analysts who do the vast majority of this work, I take responsibth for these failures and
delays. I try to ensure that such delays are kept to a minimum by meeting with the Analysts on a
regular basis to review the progress being made on their files, in an effort to help them stay on track
and address any stumbling blocks they may have encountered in moving files forward.

That being said, I am of the view that most of the time frames noted in the attached schedule are as
long as the3’ are for a number of diverse and In most cases, valid reasons. In the limited amount of
time available to us, we have gathered the necessary statistics for you, but we have also used the time
available to examine those files which have been open for the longest period of time before being
resolved informally. These include files being banked in accordance with the Ttial Division decision
ofJudge Seabome, as well as files which were held in abeyance pending the resolution of other
processes — typically, these were court cases and subsequent appeals which were relevant to the issue
to be determined in our Review.

First of all, I should explain that “informal resolution” is the default stage for files. As soon as we
receive a request for review, before we get the records, and before any work is done, we are at day I
of the informal resolution process. The numbers you see reflect th3, even though we may not get
our first look at the records for 2 weeks. Although we have not had time to go through each file and

P 0. Box 13004. Station ‘A’. St. lohns. NL Al B 3W
Telephone: (709) 729’6309 • FacsimIle: (709) 729-6500

E-mad: commissiooer@apcnl.ca ‘iwoipc.nI.ca
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provide an explanation as to why it took as long as it did to resolve, we have reviewed those files
which took the longest to close, and briefly noted the reason in the attached table. I would now like
to take this opportunity to explain those reasons a little more fully.

This Office instituted a Banldng Policy following the comments of Mr. Justice Seabom in McBnaiiy
r Infomwtion and Pdvafy Commissioner, 2008 NLTD 65 (Can LII) where he suggested a banking
system to manage the workload of this Office. Our Banking Policy (Policy 2) is available on our web
site at http://www.oipc.nl.ca/pdfs/Policy2-Bankin2 Policy.pdf. Those files which were banked are
indicated on the attached list. I will note that it has not been necessary for this Office to use the
banking process for any new files for a few years.

This Office has had difficulty over the years with obtaining records responsive to an access request
that is under review, and we have also been challenged on points of jurisdiction, resulting in long
periods of delay in resolving the matters. One such difficult-y involved obtaining records for which
public bodies were claiming the solicitor and client privilege exception to disclosure set out in
section 21 of the AT1PPA. This difficulty arose following the decision of MadamJustice Marshall
given in Neujbundland and Labrador (At/arm) GenruG Newfoundland and Labrador gmraithn and
Pnvaçy Commissioner), 2010 NLTD 31 (CanUl) on February 16, 20l0.Justice Marshall ruled that the
AI7PPA does not empower this Office to compel the production of records for which there has
been a claim of solicitor and client privilege. As a result of this niling, public bodies refused to
provide this Office with such records, resulting in this Office holding a number of files in abeyance
pending an appeal of the decision ofjusdce Marshall.

On October 26, 2011, the Court of Appeal rendered its decision in Neufozrndland and Labrador
(Information and Pdvay Commissioner) Neafoundland and Labrador (Attorxçy General), 2011 NLCA 69
(CantIl) ruling that this Office does have authority to require public bodies to produce for review
records for which solicitor and client privilege has been claimed. Subsequently, this Office was able
to obtain the responsive records for the files which had been held in abeyance. There is a notation
on the attached list for a number of those files ct’hith were resolved informally following a review of
the responsive records by this Office.

Another category of files which this Office has had difficulty obtaining are those for which public
bodies have claimed the exemption in section 5. There are two files on the attached listed for which
there was litigation in relation to the section 5 exemption. This litigation developed from a refusal by
the Department ofJustice to provide this Office with records for which it was claiming the
exemplion in section 5, resulting in the decision of Mr. Justice Fowler in Newfosrndland and labrador
(Attomy General) v. Neafound/and and Labrador (Infonnahon and Privay Commissioner), 2010 NITD 19
(CantlI). The Department’s refusal and the subsequent litigation resulted in the long time period for
completion of these two files.

There are two other files noted on the attached list where this Office was unable to obtain records
from a public body. In those two instances, the public body was quite uncooperative and refused to
provide the information requested by this Office. The result was this Office issuing to the public
body a Summons to Produce under the powers given to this Office in the Public InqabiesAct The
public body complied with the summons and upon review of the information provided this Office
was able to resolve the two matters informally.

2
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There are other notations on the attached lists indicating that the delay in resolving matters was due
to the following

1. the large number of records which had to be reviewed and discussed with the public body
(which can go into thousands of pages),

2. the applicant being out of the country for several months which interfered with the informal
resolution process, and

3. an amendment to the ATIPPA which occurred during the informal resolution process. The
effect of this amendment was discussed among the panics and eventually resulted in the
applicant and the public body agreeing that the applicant could file a new access request
taking advantage of the legislative change which allowed the applicant to obtain more
information from the public body.

In addition to the notations provided on the attached list of files, there are many other
consideranons which feed into the length of time it takes to resolve a file informally. It is our
judgment, based on our experience over the years, that there would be little value in immediately
moving a file to the formal stage and issuing a Commissioner’s Report if the matter cannot be
resolved in the 30 day period set out in theAUPPA. For one thing, very few files would be resolved
informally, and there would soon be a serious backlog of pending Commissioner’s Reports to draft
More importantly, however, the reality is that public bodies must be convinced that our
recommendations are correct, and grounded in a well-reasoned application of the law, before they
are going to release information whether informally, or following a formal Report. We believe that
the process of dialogue with public bodies is mote productive in terms of the Applicant getting all
information to which he or she is entitled under the A7IPPA than issuing a Report with
recommendations. Furthermore, although we have a fairly good record of having public bodies
follow the recommendations in our Reports, it must be remembered that for each file we have had
the benebt, through the informal resolution process, of thoroughly working through the claims
relating to each piece of redacted information, and often resolving the maority of such claims. The
Report, then, only needs to deal with the remaining redactions. In practical terms, this might mean
that an initial document of 100 pages containing redactions on each page, with 4 different
exceptions being claimed, might be whittled down, for the formal Report stage, to 20 pages with 2
exceptions betng claimed.

If we did not have the benefit of a thorough informal resolution process, our Reports would be
more detailed and lengthy, because eath of the exceptions claimed would have to be considered in
relation to the information being withheld. Essentially, the work on our end needs to be done
regardless of whether the file is in the informal stage or the formal stage in terms of ensunng that we
have arrived at the correct decision in relation to each redacted piece of information. Having to
prescnt that to the parties in a formal Report simply adds to the amount of time required for the
process, so we believe it is better to wring whatever results we can out of the informal process.

I also wish to note that informal resolution requires willing parties. If any of the parties axe no longer
willing to continue, or if they see no value in continuing, and indeed if we see no value in continuing
the informal resolution process, it is discontinued. Typically, however, the informal resolution
process continues because progress is being made on a file resulting in additional information being
released to the Applicant. With larger files, this often occurs incrementally as we work through the
issues. Again, I will use the 100 page record as an e.’cample. The file begins with 100 pages being fully
or partially redacted. Assuming that there are no difficulties with us obtaining the complete record

3
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from the public body (as referenced earlier in this letter), we typically receive the record at or just
before the 14 day mark from the public body. An initial review of the record will usually take place,
as well as telephone conversations with the public body coordinator and the applicant. Sometimes a
third party is involved as well. The record is then reviewed in detail. During this process, the Analyst
may, through c-mails and phone calls, seek clarification from the Coordinator of certain exceptions
claimed. This can yield 9uick results, or it could involve an extended back and forth dialogue where
there is an exchange of interpretations of the law, explanations and discussions about the nature of
the information withheld and whether it is meant to be protected by an exception, etc. This can
involve face-to-face meetings between our Analyst and the Coordinator where the record is on the
table before them and the exceptions claimed are discussed in detail. Parties may also take time to
conduct research on case law, they may engage legal counsel, there may be meetings scheduled
within the public body with executive decision-makers or subicct-matta experts (particularly when a
harms-based exception is claimed), and on other occasions there are times when the Coordinator is
waiting for someone at an executive level to review and sign off on a decision to release additional
information. In many files, there are also situations where we must question, in the case of
discretionary exceptions, whether the public body has in fact fully considered whether or not to
exercise its discretion to release the information, which again tends to involve consultations with
senior officials within a public body.

Once this process has occurred, it often results in additional information being sent to the
Applicant. In a 100 page Se, we might have recommended during informal resolution that the
public body release an additional 40 pages with no redactions, while, as a result of our dialogue, the
public body is convinced to release an additional 30 pages, These additional pages are then sent to
the applicant. The applicant will often contact us after receiving these pages, but sometimes they
want to take some time to review them first. If we don’t hear from them, we will contact them. It is
worth noting that not all Applicants are in a mad rush to get the records. The most important thing
for them is that they get as much of the information they are entitled to as they can, rather than
getting less information more quickly. \Vhen we have our discussion, they will know that it is our
view that an additional tO pages should be released, however, the key information which they were
hoping to find within the original 100 pages may have been released to them with the additional 30
page disclosure, so the file may be resolved at that point. Alternatively, they may come back to us
with more specific points, raising new questions to be posed to the public body. We’ve also had
applicants many times suesr at this point that certain information must exist which has not been
disclosed, and this leads to questions about the sufficiency of the initial search for records, which we
will then inquire about, and we may bunch off into a new area of inquiry altogether. All of this
occurs within the informal resolution process. The number of issues which can emerge during this
process is surprising, and again, I am just sketching a basic scenario here.

This process can take a number of months. Each public body is different as well, as some of them
may have inexperienced Coordinators or decision-makers engaged in the process. We believe the
best approach is to work through these difficulties, because the dialogue and the process of setting
forth convincing arguments during the informal resolution process is in our view the best means of
ensuring that applicants receive whatever information they have a tight to receive. To “pull the
plug” on informal resolution without this level of engagement, when we only have recommendation
power through a Commissioner’s Report, will simply extend the process be adding to and
necessitating the Report writing stage. Furthermore, a Report, no matter how convincingly written,
cannot replact the dialogue of the informal resolution process, and will not be as effective in

4
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achieving results for the Applicant, because we cany no real “stick”. A Report with Order power
might be different altogether, but that is not the tool we are working with at present

H is also worth noting that some jurisdictions place no time limits on informal resolution. A time
limit may be a useftil yardstick in terms of performance by our Office, but at the complaint/appeal
stage, if a time limit was strictly enforced and the necessary work was not completed, I am not sure
as to how strict enforcement of an informal resolution time limit would help ensure that applicants
receive the information they are entitled to under the ATIPPA. I should also point out that the
Supreme Court, Trial Division has considered the issue of the Commissioner’s time limit in the
ATTPPA in terms of completion of a review Olgnz.k v. (Neufokn&4nd and Labrador) Infoimalion and
Pdvag Commissioner, 2011 NLID(G) 34. The court determined that the time limit was directory, not
mandatory.

I trust that this letter has helped somewhat in explaining the statistics we are providing to you.
Please do not hesitate to contact me if ftirther explanation is required.

Yours truly, Section 30

7SCItT Murray

Director of Special Projects
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APPENDIX H

Newto I.’ udland Government ot

Labrador Otfice of the Minister

Mr. Doug Letto
ATIPPA Review Committee
Suite C OCT 172014
S3 Thorhurn Road
St. John’s, NL Al B 3M!

Dear Mr. Letto:

In response to your letter dated September 29. 2(111. please find below the additional inlomiation
you have requested with respect to records and information management within go\ emment
departments. the 0(10 advises that the Cummings recommendations (i.e. I. 2 S, 8) Ihr 11w
public bodies (mainly departments) receiving 0(10 information technology sen ices has been
completed. OPE advises that recommendations 4. 6 and 7 have been completed 11w departments
and implementation is ongoing for other public bodies (e.g. municipalities).

I. .J. Cummings Recomniendations

I) All public bodies should have an flICAT (Information Nlanagenwnt (‘apacity
Assessment Tool) carried out by an information management specialist.

It should be noted that the delinition of “public hodi&’ under .1 11111’ Ici includes government
departments. agencies. crown columissiotis. health authorities. educattonal bodies and
municipalities. The Ahniagcmc’nt of In/vu alien; .-Ict has a similar detinition ( s.2(d ) ) however it
does not include municipalities (see attached).

The .tfwlagen;L’,u 0/ In/onnano,, Ac! establishes the responsibility 11w setting iii ftinnatioti
management (TM) policies and sLandards under the OCIO and the public bodies are responsible
for establishing TM programs using these standards and policies. In meeting tts responsibilities.
the OCTO provides RI senices to those public bodies who recei\e intbnnation technology
sen-ices (see attached). For other public bodies, they can a ail of the advisory services of the
CC (0 such as (nlbnnation Management Community of Practice sessions and onLine training.
however direct IM services arc not provided.

In 2007. the or (0 commenced implementation of the Information Management Capacity
Assessment (IMCAT) program to provide those public bodies receiving IM sen-ices with a tool
to systematically assess their I M capacity which was used in the development of a departmental
IM program. This process was completed by independent IN-I strategists contracted by the
Orb. Between 2007 and 2013. of the 34 public bodies supported by the 0(10.31 have
completed 35 IMCATs (see attached). These IMCATs have resulted in an overall increase in the
priority assigned to IM by departments and most departments have assigned accountability for
IM at the director leel or above (see attached).

1

P.O Do’ 8700, SI Johns. NI Canada 416 4)6 t 709 729 3124 I 709 729 0121
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APPENDIX H

In 2013. an assessment of the progress of puhlic bodies with respect to implementation of the
IMCATs commenced and the 0(10 is developing an Information Management Self-Assessment
Tool (IMSAT) to allow public bodies to measure their IM progress.

2) All public bodies should have retention and disposal schedules for all paper and
electronic records in their possession. including e-mail.

The Government Records Committee (GRC) has approved records retention and disposal
schedules fbr 26 of the 34 public bodies for a total of 141 schedules (see attached). Additionally.
22 of the 34 public bodies have applied to the GRU 11w permission to implement the Corporate
Records and Information Management Standard ((‘RIMS) (see attached). This schedule provides
public bodies with the ability to dispose of common administrative records for which they are
riot the office of primary responsibility. This work is ongoing.

3) All puhlic bodies should take additional steps to ensure that all records management
policies, including policies on c-mails, are clearly understood by all employees.

In Ibmiation respecting in tonuation management and protection is included in Government’s
onboarding and orientation package supported In’ the Human Resource Secretariat and
Departments are responsible to ensure new staff receive orientation. The OC’lO offers the
following IM training to support employees. managers. I M practitioners and administrative stall
as follows:

• Managers:

o All managers are required to complete Infornianon Aianagcineni: .1 (hddc fin
ifanaç’e’s which isa\ ai I able online.

• Employees:
o All employees are required to complete IMQz Work, the 0(10’s online course on

IM best practices. For new employees. this is included in onhoarding and is a
encouraged.

o Building Good Habits tar lMa Work: This one hour session provides an overview

of IM and provides a set of habits employees can start right away to improve IM
and is provided onsite at the request ofa department.

o Cyher Security: This one hour session that provides an overview of Cyber
Security, an essential topic tbr all employees and is provided onsite at the request
of a department.

• IM Practitioners:
There are many courses that have been developed and delivered by the OCIO lbr lM
practitioners:

o In fbrniation Technology for IM Practitioners is a two day course providing an
overview of concepts that help practitioners support IM programs.

o Introduction to lM Processes tbr IM Practitioners is a two clay course providing a
foundation in IM program requirements.

o Records and lntbniiation Inventory Vorksliop is a one clay course instructing
practitioners on how to plan and execute a records and information inventory.

2
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o IN! Education and Awareness Workshop is a two day vorksliop on how to

develop an IM Education and Awareness program For your department.
Administrative Professionals:

o Half day Introduction to INS Processes for Support Stall provides an overview of
IM processes für support staff that perform IM functions hut are not lM
pro kssionals.

The 000 also promotes best practices using marketing campaigns including in October during
(‘yher Security Month and in April during Records and In lbnnation Management Month.

Additionally, the 000 supports IM practitioners through a Community of Practice that meets
quarterly and there is an RI module in the c.\ecutive training orientation. The 0(10 also chairs a
Ibrum für IM Government Directors to discuss issues of mutual interest and it pros ides
consultation and advison’ sen ices to departments.

In 2000. Treasury Board appro ed an Inionnatioti Management and Protection Policy’ which
authori,ed the OCl() to establish mandatory intonnation management and protection directi es
and standards ibr departments and public bodies supported by the 000. E’tenst c policy
instruments related to infbnnation manauciiicnt and protectton (available on—line) have been
established and communicated to stall Examples include email policies and guidelines. best

l3nlctices related to infi,nnatiim handling. security, and passnord protection.

3) There must be greater coordination and training to ensure that requests for
information and privacy issues are dealt with consistently across the public sector,

The OPE oversees the implementation and coordination of the A 7 ii’!’ let, and as such. it
pro’ ides a number of resources to public bodies. iticluding:

• An Access to Inlbrmation Policy and Procedures Manual:
• A Pri’.acv Policy and Procedures Manual:
• An ATIPP training module available through PS Access:
• A Privacy Breach Protocol:
• Al] pp (‘oordi nator Training Sessions;

• Cotnun uti it3 of’ Practice nieetitigs:
• Stall to pro’ ide policy ad’ ice:
• Privacy training presentations:
• A Privacy Reference Guide:
• Providing privacy nnpact reports für completed Preliminary Privacy Impact Assessments

and Pri acv Impact Assessments für new or modified projects or programs:
• \Vebsite reviews’; and
• Departmental Pri’.acy Assessments.

The resources listed above contribute to consistelicv when responding to access to information
requests and dealing with privac issues.

3
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In addition to these resources, the ATIPP traminu TflOduie is available through PS Access and
tins Iraimng is available to all government department employees with over 900 employees
having completed to-date.

The OPE also holds regular Community ol Practice meetings for ATIPP professionals to provide
advice and guidance on a variety of topics. including recent oir reports, areas requiring
clarification and issues raised by Coordinators. Each Community of Practice also includes a
redaction exercise portion where Coordinators ‘viii review a document and apply redactions
wltich are then discussed as a group.

5) All public bodies shotild use redaction software in the severance process when
responding to requests for information.

Every government depannient uses redaction sotiware.

6) All public bodies should review their organization and especially their reporting
structures to ensure that access tD information requests are dealt with in a timely
manner.

Vhile each department is responsible fir processing their access to infmrniatioti requests. the
OP I’ has rcinlorced that processing requests in a timely manner is essential. Direction has been
given to Deputy Ministers during their regular meetings of the importance of meeting these
tiniclmnes. In order to ensure a timely response appropriate staff are made aware of their
responsibilities including those who process departmental mail, those required to search for
records, and any staff required to review the records (Al 1Ff’ Coordinator. Executive. etc.) prior
to final approval from the Deputy Minister.

7) Currently, several public bodies designate the ,kTIPP Coordinator role to their
Information Management resource. Public bodies not having this practice should
evaluate if this pairing of duties is appropriate for them.

The majority of ATI PP Coordinators for government departments either fall under their
departments’ lM or policy divisions. There are 23 ATIPP coordinators: eight are located within
I M divisions. I 0 within policy divisions and five within other divisions (communications.
cabinet operations. ,VlIPP and public saftiy).

Please note, since Government tabled its August brieF to the Review Committee, the number ol
ATIPP Coordinators has changed from 24 to 23 as Municipal and intergovernmental Al’thirs now
have one Coordinator br the entire department

8) All public bodies served by the Office of the Chief Information Officer (OC’IO) should
consult extensively with that office on all the above recommendations.

The OClO operates an lM Advisory Services Division that provides advice, guidance and
knowledge transfer to departments on IM programs. In addition, as noted in the response to
question #4. the OPE provides resources and guidance to govcrnment departments and public
bodies in relation to the .4 1’!!’!’ .1cl. This includes materials such as the Access and Privacy
Policy and Procedures Manuals. Privacy Breach Protocol. and seeral other resources available

- 1
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on the ATIPP website. Training is provided through an c-learning module as well as in—person
sessions. During the 201 3—14 fiscal year. 21 ATIPP Coordinator training sessions were provided
as well as one Community of Practice meeting. As well. 1.00(1 phone calls were responded to
from departments and public bodies concerning the legislation.

II. Additional Topics

a.) Whether there is a consistent information management system across tovernment
departments.

The OClO has de eloped a Guide to lnfhnnation Management br public bodies that provides
the foundation fbr an IM program and supports consistency across programs. Core thundational
elements include Governance. Accountahiliv and Organization: Vision. Mission and Guiding
Principles: Legal and Regulatory Framework: and Program Plan. Operational program
components include Information Protection: Physical Records Storage Development and 1se:
TM Education and Awareness for Government Employees: Education and Awareness 11w
lnfbnnation Management Practitioners: Perlbnnance Measurement and Policy Instruments. IM
tools include Record Imaging Services: Disposal of Records: Records Classification Plan
Implement at ion: Classification P I an Development lbr Operational Records: and Records and
In Ibmiation Inventory.

As set out in the response to question I. departments and public bodies complete the IMCA I
with RI strategists contracted by the QUID in order to assess their capacity anti establish systems
and program needs. Once established, departments and public bodies work with the OCIO to
address II requirements.

Through these efThns. the 0(10 advises that consistency is being developed across
government’s departments and IM is now recognized as an essential program and all
departments have accountability assigned at director level or above. Capacity has been assessed
in a consistent manner and each department has a program plan. Each department has the
opportunity to use TRIM: the government standard Ibr electronic document and records
management. The OCIO has established etensi e policies, directives, standards and best
practices and the OClO’s centralized model provides direct service delivery of which IM is an
integral pan.

For those public bodies not reeei iota direct 0(10 IM services, the 0(10 provides them with
access to ad isory services.

b.) W’ltether all departments arc at the same level in ternis of creating. protecting, and in
their ability to provide timely and [till access to records.

In ternis of IM. program development is at arying levels of maturity in departments and public
bodies. There are many variables that influence TM capacity including organization size. length
Of the I M program operation. IM resource allocation and the volume and complexity of record
holdings. Departments and public bodies that have completed IMCATs and maintained an IM
program over time are further advanced than those where an IMCAT has recently been
completed and the development of the TM program has begun. It should he noted that a majority
of public bodies supported by the OClO have completed IMCATs (of the 34 public bodies
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supponed by the OCIO. 31 have completed 35 IMCATs). These IMUATs have resulted in an
(lver;ilI increase in the prLnnty assigned to IM liv departments.

Statistics regarding response times (hr access requests by government dep,inrnents indicate that
depariments are responding to the Tnajorily within the legislated timelines. During the first six
months of 2013. government departments responded to. on average. 30 requests per month with
69% meeting the legislated timelines. This compares to a Tlionthly average ol 23 requests in tIme
lirst six months of 2014 with 96% meetinu the legislated tiinclines. indicating in the majority of
instances departments are providinu timely access to records. Time number of requests resulting iii
hall information disclosure has increased - from 30% pre 2012 average to 40% post 2012.

c.) lion the current information managemiicnt ss(ent impacts the ability (a respond in a
timely way to access requests.

As noted in (h) above. response timnelines have been impro intz: from a monthly average of (,9°
in the first six months of 2013 to 960 (hr the same period in 2014 More detail concerning
departmental response timelines to access requests can he tound at
http: nun .opcn.ut’ ni ca tnlorination itnicltties him!. Those departments that have lM
programs are helter positioned to respond to access requests in a timely way.

d.) If deficiencies exist in (lie informimation managcnment systenm. what plans are being
contemplated or are in place to address identified issucs.’

I he C IC 1C) is in the process of implementation of the I M SAl to assess the impacts of IMCATs.
In addition. the 0(10 and the OP F arc n orktng to cnsurc that TM specialists and ATI PP
Coordinators are aware ot the implications of lM and ATIPP on their respecli\ e positions. This
is being completed hs incorporating ATI P!’ tiresentations at I M and ATI PP Coinniunttv of
Practice meetings.

If you have any thither questions please let me know’.

__Section 30

6

Respectftmlly, I remain

STEVE KENT
Minister
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jP’utHfløn rNe1WnOn4fl*ot

Departments

I DWiceoftheAuditorGeneral

2 Provincial and Supreme Courts

3 Advanced Education and Skills

4 Business, Tourism, Culture and Rural Development

5 Child youth & Family Services

6 Education and Early Childhood Development

7 Environment and Conservation

8 Ewcutivc Council

9 Cabinet Secretarial

Communications Branch

ii Human Resource Secretarial

12 Labrador and Aboriginal Affairs Office

13 Office of the Chief Information Officer

j4 Office ot Climate Change and Energy Efficrenc

15 Office of Public Engagement

Task Force on Aeverse Health Eents

17 Women’s Policy Office

is Finance

19 Fisheries and Aquaculture

20 Health and Community Services

21 Justice and Pubuc 5alet

22 Municipal and Intergovernmental Alfairs

23 \alural Resources

24 Premier’s Office

25 Seniors! Wetiness and Social Development

26 Service NL

27 Transportation and works

p
28 Income and Employment Support Appeal Board

29 Labour Relations Board

30 Private Training Corporation

31 Provincial Apprenticeship Board

32 Student Financial Assistance Appeal Board

33 Student Loan Corporation of Newfoundland and Labrador

34 Business Investment Corporation

3 EDGE Evaluation Board

r,iarslon Shipyard Limited

36 Newfoundland Hardwoods Limited

37 Newfoundland Ocean Enterprises Limited

38 Arts and Letters Committee

39 Commemorations Board

40 Government Records Committee

41 Heritage Foundation of Newtoundand & Labrador

42 Marble Mountain Development Corp.

43 Newfoundland and Labrador Arts Council

44 Newfoundland and Labrador Film Deelopment Corporation 8
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45 The Rooms Corporation

46 Provincial Information and Library Resources Board

47 Teachers Certification Board at Appeals

48 Teacheis Certification Committee

49 Teachers Certification Review Board

50 CA. Pippy Park Commission

51 MultrMaterials Stewardship Board

52 Newfoundland and Labrador Geographical Names Board

53 Species Status Advisory Committee

54 Standing Fish PriceSetting Panel

55 Wilderness & Ecolog:cat Reserves Ativisorv Councit

56 Classifications Appeal Board

57 Management ClassiI:cation Reviev Committee

58 Nes1oundiand and Labrador Youth Ad isor> Council

59 Cider ol Nev.Ioundtand and labrador Advisory Council

60 Provmnciai Advisor) Council on the Status of Women

61 Provincial Braver> Award Review Panel

62 Public Service Commission

63 Research & Development Corporation

64 Volunteer Service Medal Selection Committee

65 Government Money Purchase Pension Plan

66 Newfoundland Govemment Fund Limited

67 \cwfoundtand and Labrador Consolidated S:nkng Fund

68 Nevloundiand and Labrador Industrial Development Corporation

69 Newfoundland and Labrador Liquor Corporation

70 Newioundiand and Labrador Mun:cipat Fmnancmng Corporation

71 Pension investment Committee

72 Pension Polic Committee

73 Public Sector Pension Plan Joint Trusteeship Transition Committee

74 Professional Fish Harvesters Certification Board

75 Health Research Ethics Authorit

76 Cenual Newfoundland Regional Appeal Board

77 Eastern Newfoundland Regionai Appeat Board

78 Eastern Regionai Service Board

79 Labrador Regional Appeal Board

80 Munic;pai Assessment Agency

81 West Newfoundlano Regional Appeal Board

82 Chicl,en Farmers of Newfoundland and Labrador

83 Churchill Falls tLabrador) Corporation

84 Farm Industry Review Board

85 Forest Land Tat Appeal Board

86 Forestry and Agrifoods Agency

87 Gull Island Power Company Limited

88 Land Consolidation Review Committee

89 Land Development Advisor) Board

90 Livestock Ovners Compensalion Boaid

91 Lower Churchill Development Corporation Limited 9
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92 Mineral Rights Adjudication Board

93 NALCOR

g4 Newfoundland and Labrador Crop insurance Agency

95 SI. Johns Appeal Board

96 ChieF Medical Esaminer

97 Criminal Code Mental Disorder Rewew Board

98 Commissioner of Lobbyists

99 Departmental Board of Corrections

100 Fire and Emergency Services

101 Human Rights Commission of Newfoundland and Labrador

102 Judicial Council of the Provincial Court of Newfoundland and

103 Labour Relations Agency

104 Legal Appointments Board

105 Newfoundland and Labrador Electoral Drstncts Boundaries Commssion

106 Newfoundland and Labrador Law Reform Commission

107 Newfoundland and Labrador Legal Aid Commission

108 Office of the High Sheriff

109 Public Utilities Board

110 Royal Newlounoland Constabulary

111 Royal Newfoundland ConsIabuiar Public Complaints Commission

112 Building Accessibility Advisory Board

113 BuildingAccessibilityAppeal Tnbunal

114 Credit Union Deposit Guarantee Corp

115 Financial Services Appeal Board

116 Goernnient Purchasing Agency

117 Occupalional Health & Safet Advisory Council

118 Office 01 the Superintendent of Insurance

119 Radiation Health and Safety Adsisory Committee

Real Estate Foundation of Newfoundiand

120 Workplace Health. Safely & Compensation Commission

121 Workplace Health, Safely & Compensation Review Division

122 Newfoundland and Labrador Housing Corporation

123

124

125

126

127

128

129

130

131

132

133

jIEducaon Bodlss

College of the North Alianhic

Conseil scoiaire francophone proincial do Tcrre Neuse oh Labraoor
NL English School District

Memorial University 01 Newfoundland

I Care BodIes

Central Health Authority

Eastern Health Authority

Western Health Authority

Labrador Health Authority

Mental Health Review Board

Newfoundland and Labrador Centre for Health Information

j $HOA and Statutory BodIes

House of Assembly ATIPP Coordinator
10
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134 Office of the Information and Privacy Commissioner

135 Office of the Citi,ens Representative

136 Office of the Child and Youth Advocate

137 Office ol the Chief Electoral Officer

138 Commissioner for Legislative Standards

jIMunlciPfltJes
Admirals Beach

Anchor Point

Appleton

AaLialode

Arnold’s Cove

Mondale

Badger

Baie Verb

Same Harbour

Bauline

Ba Buns

Bay de Verde

Bay LArgent

Bay Roberts

Babona

Beachs:de

Betlb’jrns

Beileoram

Birch Ba

Bird Cove

Bishop’s Cove

Bishop’s Falls

Bonavista

Bolwood

Branch

Brent’s Cove

B righ to ii

Brigus

Brant’s Cove

Buchans

Burgco

Bonn

BurI:nglon

Burnt Islands

Canipbeilon

Cape Broyle

Cape St George

Car ben C 0

Ca rmanvil IC

Carh right

11
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Centre. dl efWareham/Trin ity

Chance Cave

Change Islands

Channel Port aLJ Basques

Chapel Arm

Charlollelown, Labrador

Clarenville

Clarke’s Beach

Coachman’s Cove

Colinel

Colliers

Came By Chance

Comfort Cove Newsicad

Conceplian Bay South

Conception Harbour

Con the

Cook’s Harbour

Carrnack

Corner Brook

Coltlesville

Cav Head

Cox’s Cove

Cray’. Head

Cupids

Daniels Harbour

Deer Lake

Dover

Duntara

Fasiporl

ElImsien

Embmoe

En glee

English Harbour East

Ferme use

Forr’land

Pta troth

Fleur do Lys

Flower’s Cove

Page Island

Forteau

Fortune

Fox Cove Mortior

Foic Harbour

Frenchman’s Cove

Galtanis

Cam be

Gander 12
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Garnish

Gaskiers Point LaHaye

Gaultois

Gillams

Glenburnie/Birchy Head/Shoal Brook

Glen wood

Glovertown

Goose Cove East

Grand Bank

Grand Falls-Windsor

Grand Le Pierre

Greenspond

Hampden

Hant s Harbour

Happy Adventure

Happy Valley - Goose Bay

Harbour Breton

Harbour Grace

Harbour Main Chapels Cove Lakeiew

Hare 8a

Hawkes Bay

heart s Content

Hearts Delight lslington

Hearts Desire

Hermitage Sanddlle

Hol rood

Ho peda Ic

How le

Hughes Brook

Humber Arm South

Indian Bay

lrishtown Summerside

Isle aux Marts

Jacksons Arm

Keels

Kings Cove

Kings Point

Kippens

La Soc

Labrador Cit

Lamaline

LAnse an Clair

LAnse au Loup

Lark Harbour

Lawn

Leading Tickles

Lewins cove 13
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Lewis porte

Little Bay

Little Bay East

Little Bay Islands

Little Burnt Bay

Logy Bay Middle Cove Outer Cove

tong Harbour Mount Arlington Heights

Lords Cove

Lourdes

Lumsden

Lushes Bight Beaumont

Main Brook

Makkovik

Marys Harbour

Marystown

Massey Drive

Mel vers

Meadows

Middle Arm

Miles Core

Milertown

M[lllown/Head of Ba DEspoir
Mings Bight

Morrisv We

Mount Carmel/Mitchelts Brook/St Catherine’s

Mount Moriah

Mount Pearl

Musgrave Harbour

Musgravetown

Nain

New Perlican

New Wes Valley

Nippers Harbour

Normans Cove Long Cove

Norris Arm

Norris Point

North River

North West River

Northern Arm

Old Perlican

Peep uet

Paradise

Parker’s Cove

Parsons Pond

Pasadena

Pelerview

Petty Harbour/ Maddov Cove 14
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Pilleys Island

Pinware

Placontia

Point au Gaul

Point Lance

Point Leasnirigton

Point Ma

Point of Bay

Pools Cow

Port Anson

Port a., Choix

Port a., Port East

Port au Port West Aguathuna - Fel; Cove

Port Biandlord

Port Hope Simpson

Port Kirwan

Port Rexton

Port Saunders

Portugal Cove South

Portugal Cove St. Phillips

Poslville

Pouch Cove

Raleigh

Ram Ca

Red Ba)

Red Harbour

Reidvlle

Rericonire East

Renews Cappahayden

Rigolot

River of Ponds

Riverhead

Roberts Arm

Rocky Harbour

Roddickion Bide Arm

Rose Blanche - Harbour Le Cou

Rushoon

St. Albans

St. Anthony

St Bernards Jacques Fontaine

St. Brendans

St Brides

SI Georges

St. Jacques Coombs Cove

Si. Johns

St Josephs

St Lawrence 15
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St. Lewis

SI, Lunaire Griquet

SI. Mary’s

St. Paul’s

Si Sholts

SI, Vincenls SI. Stephen’s Peters River

Salmon Cove

Salvage

Sandringham

Sandy Cove

Seal Cove (Fortune Bayl

Seal Cove White Bayi

Small Point Broad Cove Blackhead Adams Cove

South Brook

South River

Southern Harbour

Spaniards Say

Sprrngdare

Steady Brook

S lop hen vi te

Siephenvdle Crossing

Summorford

Sun nyside

Terra Nova

Torrencevifle

Till Cove

Torbay

Tratown

Trepassey

TrInity

Trinity Say Norlh

Triton

Trout River

Twillingate

Upper Island Cove

Vicloria

Wabana

Wabush

West St Modesto

Wesipol

Whitbourne

Wh itoway

Winterland

Winterlon

Witless Bay

Wood stock

Woody Point 16
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York Harbour

Note:

Green — public bodies under the Management of Infa,maUon Act: not under ATIPPA

Yellow = public bodies under ATIPPA ant,. not under the Manaernent of Information Act

17

478 ATIPPA 2014 STATUTORY REVIEW — VOLUME TWO

CIMFP Exhibit P-04470 Page 487



APPENDIX H

Independent Statutory Review Committee ‘s—

Access to Information and Protection of Privacy Act

________

Newfoundland and Labrador

September 29. 2014

Ms. Rachelle Cochnnc
Deputy Minister
Office of Public Engagement
Government of Newfoundland and 1.abrndor
P.O. Box S700
SL John’s, NI.. AlE 436

Dr Rachelle,

Further to the minister’s letter of September 18, 2014, containing the Supplement to OrE Brief to ATIPPA
Review Committee, we am writing to request some additional details on records and information management
within government departments.

The literature on access to information underlines that the quality of information management systems is essential
to allowing public bodies to respond hilly and appropriately to access requests. This point was addressed in the
20 I ATIPPA Review by John Cummings. He commented on the apparent ease with which some public bodies
adapted to ATIPPA, and noted that these bodies “have a solid records management plan.” He also noted that some
public bodies were “struggling” with records managcmcnL

Under Recommendation 3 in the section on Records Manogemeni, Mr. Cummings listed g specific points he felt
should be addressed:

Recommendation 3

1) All public bodies should have an IMCAT (Information Management Capacity
Assessment Tool) carted out by an infomiation management specialist;

2) MI public bodies should have retention and disposal schedules for all paper and
electronic records in their possession, including e’mail;

3) All public bodies should take additional steps to ensure that all records management
policies, including policies on c-mails, an clearly understood by all employees:

4) Then must be greater co-ordination and training to ensure that requests for
information and privacy issues are dealt with consistently across the public sector

5) All public bodies should use redaction software in the severance process when
responding to requests for information;

Suite C, 83 Thorbum Road, St Johns, Nt AID 3M,2 Phone 1-8-44729-2605 or 709-729-2605’ nfo@parcnt.ca 18
Fax: 709-729-2724’ Wetmite .para’Ica
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(2)

6) MI public bodies should review their organization and especially their reporting
suuctllni to ensure that access to information requests an dealt with in a timely and
efficient macer

7) Currently, several public bodies designate the ATIPP Co-ordinacor role to their
Information Management resource. Public bodies not having this practise should
evaiuate if this pairing of dt*ies is appropriate for them;

8) MI public bodies serviced by the Office of the Chief Information Officer (OCIO)
sbnuld consult extensively with that office on all the above recommendations.

The Review Committee wishes to know if some or all of these recommendations were implemented and their
relative impact on the information management system.

In addition, the Review Committee would appriate commentary on the following topics:

• Whether there is a consistent information management system across government departments;
• Whether all departments we at the saint level in terms of erealing, protecting, and in their ability to

provide timely and Ml access to records;
• I low the cut-rent information management system impacts the ability to respond in a timely way to access

requests; and
• If deficiencies exist in the information management system, what plans are being contemplated or axe in

place to address identified issues?

We realize this request creates extra work, but it is an impodant pan of the Committee’s research.

Your assistance with this request is greatly appreciated. We look forward to your reply.

Section 30

Suito C. 53 Tho.bum Road, SI. John’s. It AlE 3M2 ‘ Phone: 1-844-729-2505 or 71)9-729-2505- ifltO@parOI Ca
rac 709-729-2724 Websito, .w.w,parcrtca
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Doug l.etio
Committee Membvr
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